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1. About this document

This document constitutes the interoperability test plan description for the Arizona Commercial Vehicle Information Systems and Networks (CVISN), a program undertaken by the State of Arizona in partnership with the Federal Motor Carrier Safety Administration (FMCSA).  Arizona CVISN Level 1 deployment is built upon past and current efforts to improve highway safety, increase government efficiency, and make Arizona a better place for motor carriers to do business. 

Arizona intends to implement this plan in cooperation with FMCSA and John’s Hopkins University, Applied Physics Laboratory, WSDOT, Affiliated Computer Services State and Local Solutions (ACS, SLS), the State’s contracted IRP provider, and HELP Inc. the state's vehicle electronic screening services provider.

2 Plan Objectives

The primary objective of this plan is to layout the strategy that Arizona intends to use to prove compliance with CVISN Level 1 requirements.  A secondary objective is to define the test scenarios and those who are responsible for executing the plan and those who will certify compliance.  

3 Arizona’s CVISN Design

The design of the Arizona systems is based on the CVISN Architecture Specification and the general CVISN System Design Description.  It follows these closely while adapting them to Arizona’s technology infrastructure, institutional relationships, statutory requirements, and business needs.  Since Arizona’s design utilizes XML technology applications for all user interfaces and because Arizona’s design does not use EDI standards, all applicable tests are End-to-End type.

The Arizona Prototype Top-Level Design Description Document is based on the outline defined in Appendix B of the CVISN Guide to Top-Level Design.  The key elements of the document are: 

· New Arizona CVISN systems based on the CVISN Architecture Specification and CVISN System Design

· Required modifications or interfaces to existing Arizona credentials administration and tax systems

· New and enhanced systems for roadside safety information and electronic screening

· Integration and communication among the different Arizona CVO credentials and enforcement systems

The use of the Internet to provide broader access by carriers to Arizona’s systems is an important aspect of the Arizona systems design.
4 About the Design 

Figure 1 illustrates the CVISN interfaces between the State’s Systems, Carrier Systems and the Core Infrastructure Systems. Tables 1, 2 and 3 provide details about the various CVISN systems interfaces.
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Table 1 - Carrier Interfaces

	Systems Connected
	Data Exchanged
	Standards

	Internet browser 

Licensing

Reporting

Inquiry
	Credential applications, tax filings, invoices, payment information, inquiries, electronic credentials, tax tables 
	Internet standards

	Transponder / Sensors (Roadside Reader)
	Green/red light
	DSRC standard


Table 2 - Arizona CVISN System Design: Interfaces within Arizona

	Systems Connected
	Data Exchanged
	Standards

	Transport
	Permitting OS/OW
	TCP/IP

	SAFETYNET 
	Safety inspection reports 
	TCP/IP

	Drivers Licensing  
	CDL status
	AFF TCP/IP

	VISTA/MVD (Mainframe
	Credentials segment of snapshots
	FTP

	Roadside Operations 
	Inspection reports and statistics; Interstate and Intrastate carrier and vehicle safety information; Interstate carrier and vehicle credentials status; vehicle and driver OOS report; dyed fuel status
	TCP/IP

	SAFER (PrePass
	Safer snapshot to PrePass Computer
	TCP/IP

	XCVIEW ( ROC
	Cview date to roadside ROC
	TCP/IP

	HELP Enrollment ( Roadside Screening
	Status of enrolled vehicles
	TCP/IP


Table 3 - Arizona CVISN System Design: State Interfaces with CVISN Core Infrastructure

	Systems Connected
	Data Exchanged
	Standards

	VISTA/RS ( IRP Clearinghouse
	Interstate fund transfer reports and summaries; Base state IRP credential data
 
	SNA/FTP

TCP/IP 

	IFTA Clearinghouse
	Base state fuel tax data
	FTP

TCP/IP

	CVIEW ( SAFER
	Snapshot Segments
	XML

	ASPEN ( SAFETYNET
	Inspection Data
	XML

	ASPEN ( SAFER
	Inspection data
	XML


5 Operational Scenarios

Each of the operational scenarios from the Arizona Top Level Design Document will be represented by one or more test scenarios during the system test.  Detailed descriptions of each of the operational scenarios can be found in the Appendix 1 of this document.  Each of the operational scenarios are indexed back to the systems design reference number.  Some operating scenarios are covered by more than one test scenario.  

A. Record inspections electronically and report them to SAFER and MCMIS.

Operating Scenario 4.2.1

Operating Scenario 4.2.3

Test Scenario ETE02

B. Query for Past inspection report

Operating Scenario 4.2.3

Test Scenario ETE02

C. Maintain Carrier and Vehicle Snapshots for Intrastate Carriers

Operating Scenario 4.2.7

Test Scenario ETE02

Test Scenario WETE01

Test Scenario WETE04

Test Scenario WETE05

Test Scenario WETE06

Test Scenario WETE07

Test Scenario WETE11

D. Electronically Query a Snapshot from CVIEW/SAFER

Operating Scenario 4.2.7

Test Scenario ETE02

Test Scenario WETE01

Test Scenario WETE04

Test Scenario WETE05

Test Scenario WETE06

Test Scenario WETE07

Test Scenario WETE11

E. IRP Supplement, Add Vehicle

Operating Scenario 4.3.4

Test Scenario WETE04

Test Scenario WETE11

F. IRP Electronic Renewal

Operating Scenario 4.3.1

Test Scenario WETE05

Test Scenario WETE11

G. IFTA Electronic Renewal

Operating Scenario 4.3.5

Test Scenario WETE06

H. Process electronic filing of and payment for IFTA quarterly tax returns 

Operating Scenario 4.3.7

Test Scenario WETE07

I. Electronic Screening using HELP Inc Pre-Pass system.

Operating Scenario 4.4.2

Test Scenario ETE03

J. CVIEW/SAFER available at the roadside (ROC)

All Operating Scenarios

All Test Scenarios

6 Compatibility Criteria (From Level 1 Checklist)

Table 4 - General State System Requirements

	General State Systems Design Requirements Checklist

	Check

When Done
	Item #
	Compatibility Criteria
	Required Level 1 Interoperability Tests (or other method of verifying capability)
	Comments

	(
	4.1.1
	Adopt standard identifiers for carriers, vehicles, drivers, and transponders to support information exchange.
	Date Completed: __9-24-2003____
	Verification:  Observation by FMCSA

Signoff:  Joel Hiatt

	(
	1
	Adopt standard identifiers for interstate carrier, vehicle, driver, and transponder.
	Date Completed: ___9-24-2003_______
	Verification:  Observation by FMCSA

Signoff:  Joel Hiatt

	(
	4.1.2
	Use the World Wide Web for person-to-computer interactions between private citizens and state information systems.  
	Date Completed: ___9-24-2003_______
	Verification:  Observation by FMCSA

Signoff:  Joel Hiatt

	(
	4.1.3
	Use open standards for computer-to-computer exchange of information with other jurisdictions and with the public. 
	Date Completed: ___9-24-2003_______
	Verification:  Review of the design material

Signoff:  Joel Hiatt

	(
	1
	Use open standards1 for transactions between state information systems and private systems (CV operators, insurance companies, etc.). 
	Date Completed: ___9-24-2003_______
	Verification:  Review of the design material

Signoff:  Joel Hiatt

	(
	2
	Use open standards for transactions between state information systems and CVISN Core Infrastructure systems, where available. 
	Date Completed: ___9-24-2003_______
	Verification:  Review of the design material

Signoff:  Joel Hiatt


	(
	4.1.4
	Ensure that all information transfers, fee payments, and money transfers are authorized and secure, e.g., through access control and encryption.
	Date Completed: __9-24-2003________
	ADOT/MVD declared business process. 

Signoff:  Joel Hiatt 

	(
	4.1.5
	Exchange safety and credentials data electronically within the state to support credentialing, safety, and other roadside functions.  Where useful, exchange snapshots.
	Date Completed: __9-24-2003________
	Verification:  Review of the design material

Signoff:  Joel Hiatt

	(
	1
	Data for interstate carriers
	Date Completed: __9-24-2003________
	Signoff:  Joel Hiatt

	(
	2
	Data for interstate vehicles
	Date Completed: __9-24-2003______
	Signoff:  Joel Hiatt

	(
	4.1.6
	Demonstrate technical interoperability by performing Interoperability Tests. 
	Date Completed: __9-24-2003_____
	Signoff:  Joel Hiatt


Table 5 - State Safety information Exchange Requirements

	State Safety Information Exchange and Safety Assurance Systems Design Requirements Checklist

	Check When Done
	Item #
	Compatibility Criteria
	Required Level 1 Interoperability Tests (or other method of verifying capability)
	Comments

	(
	4.2.1
	Use ASPEN (or equivalent) at all major inspection sites


	Review of the roadside database contents.

SIGNED DPS MCSAP AGREEMENT

DPS INTERNAL POLICY MEMOS

Date Completed: __________
	Signoff:  Joel Hiatt

	(
	1
	Select vehicles and drivers for inspection based on availability of inspector, standard inspection selection system, vehicle measures, and random process, as statutes permit.
	Review of the roadside database contents 

SIGNED DPS MCSAP AGREEMENT

DPS INTERNAL POLICY MEMOS

Date Completed: __________
	Signoff:  Joel Hiatt


	(
	2
	Report interstate inspections to MCMIS (Motor Carrier Management Information System) via SAFETYNET
	SIGNED DPS MCSAP AGREEMENT

DPS INTERNAL POLICY MEMOS

Date Completed: __________
	Signoff:  Joel Hiatt


	 
	3
	Report intrastate inspections to SAFETYNET
	AZ does not process Intrastate vehicles
	Signoff:  Joel Hiatt

	
	
	
	
	Signoff:  Joel Hiatt

	(
	4
	Submit interstate inspections for 60-day storage to SAFER (Safety and Fitness Electronic Records).
	Review of the roadside database contents.

SIGNED DPS MCSAP AGREEMENT

DPS INTERNAL POLICY MEMOS
Date Completed: _09-24-2003_
	Signoff:  Joel Hiatt



	(
	4.2.2
	SAFETYNET 2000 submits inspection reports to SAFER. 
	SIGNED DPS MCSAP AGREEMENT

DPS INTERNAL POLICY MEMOS

Date Completed: _09-24-2003_


	Signoff:  Joel Hiatt

	(
	1
	SAFETYNET 2000 submits interstate inspection reports to SAFER. 
	SIGNED DPS MCSAP AGREEMENT

DPS INTERNAL POLICY MEMOS
Date Completed: _09-24-2003_
	Signoff:  Joel Hiatt

	(
	4.2.4
	Use CAPRI (or equivalent) for compliance reviews.
	SIGNED DPS MCSAP AGREEMENT

DPS INTERNAL POLICY MEMOS

Date Completed: _09-24-2003__
	Signoff:  Joel Hiatt


	(
	1
	Report interstate compliance reviews to MCMIS via SAFETYNET
	SIGNED DPS MCSAP AGREEMENT

DPS INTERNAL POLICY MEMOS

Date Completed: _09-24-2003_
	Signoff:  Joel Hiatt

	(
	4.2.9
	Implement the SAFER option for exchange of interstate data through snapshots.  XCVIEW to Volpe Certification will be performed by WSDOT.  AZ xCVIEW to WSDOT will be certified separately.
	Review legacy system XML contents to WSDOT. Review CVIEW contents and XML contents to Safer after the upload and download processes.   

Date Completed: 10-10-03
	


Table 6 – State Commercial Vehicle Administration Systems
	State CV Administration Systems Design Requirements Checklist

	Check When Done
	Item #
	Compatibility Criteria
	Required Level 1 Interoperability Tests (or other method of verifying capability)
	Comments

	(
	4.3.1
	Support electronic credentialing (electronic submission of applications, evaluation, processing, and application response) for IRP.
	Demonstrate IRP Web App and MVS Express.

Check xCVIEW XML Contents.

Signed ACS VISTA/RS MVS Express Contract Copy

Date Completed: __09-24-2003___
	Signoff:  Joel Hiatt

	(
	1
	Provide a Web site for a person-to-computer process.  (Either a Web-based or a computer-to-computer interface is required)
	Demonstrate IRP Web App .

Signed ACS VISTA/RS MVS Express Contract Copy.

Check xCVIEW XML Contents.
Date Completed: __09-24-2003___
	Signoff:  Joel Hiatt

	(
	2
	Provide a computer-to-computer automated process.  (Either a Web-based or a computer-to-computer interface is required)
	MVS Express

Signed ACS VISTA/RS MVS Express Contract Copy

Check xCVIEW XML Contents
Date Completed: __09-24-2003___
	Signoff:  Joel Hiatt

	(
	4.3.2
	Proactively provide updates to vehicle snapshots as needed when IRP credentials actions are taken.
	Check xCVIEW XML Contents

Date Completed: __09-24-2003___
	 Signoff:  Joel Hiatt

	(
	4.3.3
	Proactively provide updates to carrier snapshots as needed when IRP credentials actions are taken.  
	Check xCVIEW XML Contents

Date Completed: __09-24-2003___
	 Signoff:  Joel Hiatt

	(
	4.3.4
	Provide IRP Clearinghouse with IRP credential application information (recaps).
	Signed ACS VISTA/RS MVS Express Contract Copy

Date Completed: __09-24-2003___
	 Signoff:  Joel Hiatt

	(
	4.3.5
	Review fees billed and/or collected by a jurisdiction and the portion due other jurisdictions (transmittals) as provided by the IRP Clearinghouse. 
	Signed ACS VISTA/RS MVS Express Contract Copy

Date Completed: __09-24-2003___

	Signoff:  Joel Hiatt

	(
	4.3.6
	Support electronic state-to-state fee payments via IRP Clearinghouse
	Signed ACS VISTA/RS MVS Express Contract Copy

Date Completed: __09-24-2003___
	 Signoff:  Joel Hiatt

	(
	4.3.7
	Support electronic credentialing (electronic submission of applications, evaluation, processing, and application response) for IFTA registration.
	Check xCVIEW XML Contents

Date Completed: __09-24-2003___
	 Signoff:  Joel Hiatt

	(
	1
	Provide a Web site for a person-to-computer process.  (Either a Web-based or a computer-to-computer interface is required)
	Check xCVIEW XML Contents

Date Completed: __09-24-2003___
	 Signoff:  Joel Hiatt

	(
	4.3.8
	Proactively provide updates to carrier snapshots as needed when IFTA credentials actions are taken or tax payments are made.


	Check xCVIEW XML Contents

Date Completed: __09-24-2003___
	Signoff:  Joel Hiatt

	(
	1
	Interface to SAFER for interstate carrier snapshots, using available SAFER interface.
	
	Signoff:  Joel Hiatt

	(
	4.3.9
	Provide IFTA Clearinghouse with IFTA credential application information, using available interface.
	Signed contract between IFTA Inc and ADOT

Date Completed: __09-24-2003___
	 Signoff:  Joel Hiatt

	(
	4.3.10
	Support electronic tax filing for IFTA quarterly fuel tax returns.
	Demonstrate IFTA Filing Web App/TARGATS

Date Completed: 10-10-03

	 

	(
	1
	Provide a Web site for a person-to-computer process. 
	Demonstrate IFTA Filing Web App/TARGATS

Date Completed: 10-10-03
	  

	(
	4.3.11
	Provide information on taxes collected by own jurisdiction and the portion due other jurisdictions (transmittals) to the IFTA Clearinghouse, using available interface 
	Signed contract between IFTA Inc and ADOT
Date Completed: __09-24-2003___
	Signoff:  Joel Hiatt 

	(
	4.3.12
	Download for automated review the demographic information from the IFTA Clearinghouse.
	Signed contract between IFTA Inc and ADOT

Review IFTA Inc. Web Site
Date Completed: __09-24-2003___
	Signoff:  Joel Hiatt

	(
	4.3.13
	Download for automated review the transmittal information from the IFTA Clearinghouse.
	Signed contract between IFTA Inc and ADOT

Date Completed: __09-24-2003___
	Signoff:  Joel Hiatt


	(
	4.3.14
	Retrieve IFTA tax rate information electronically from IFTA, Inc.
	Signed contract between IFTA Inc and ADOT

Date Completed: __09-24-2003___
	Signoff:  Joel Hiatt

	(
	4.3.19
	Provide commercial driver information to other jurisdictions via CDLIS (Commercial Driver’s License Information System).
	Letter from ADOT/DPS with CDLIS Agreement.
Date Completed: __09-24-2003___
	 Signoff:  Joel Hiatt


Table 7 - State Electronic Screening Requirements

	State Electronic Screening Systems Design Requirements Checklist

	Check When Done
	Item #
	Compatibility Criteria
	Required Level 1 Interoperability Tests (or other method of verifying capability)
	Comment

	(
	4.4.1
	Follow FHWA guidelines for Dedicated Short Range Communications (DSRC) equipment.  
	Date Completed: __09-24-2003___
	Signoff:  Joel Hiatt

	(
	1
	For the immediate future, all CVO and Border crossing projects will continue to utilize the current DSRC configuration employed by the programs.  This is the "ASTM (American Society for Testing and Materials) version 6" active tag.  (The DSRC provisional standard is defined in the FHWA specification, (Reference 37).)


	Date Completed: __09-24-2003___
	 Signoff:  Joel Hiatt

	(
	4.4.2
	Use snapshots updated by a SAFER subscription in an automated process to support screening decisions.


	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	1
	Carrier snapshots.


	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	2
	Vehicle snapshots.


	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	4.4.4
	At one or more sites, provide electronic mainline or ramp screening for transponder-equipped vehicles, and clear for bypass if carrier & vehicle were properly identified. 
	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	1
	For transponder-equipped vehicles, identify carrier at mainline or ramp speeds.
	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	2
	For transponder-equipped vehicles, identify vehicle at mainline or ramp speeds.
	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	3
	Use WIM (Weigh-In-Motion) or weight history at mainline speed or on the ramp in making screening decisions.
	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	4
	Use safety data from snapshots and other sources.
	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	5
	Use credentials data from snapshots and other sources.
	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	4.4.5
	Carrier enrollment:  Collect from the carrier a list of jurisdictions and/or e-screening programs in which it wishes to participate. Inform those jurisdictions and/or e-screening programs.
	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	4.4.6
	Vehicle enrollment:  Collect from the carrier a list of the vehicles for each jurisdiction and/or e-screening program.  Inform those jurisdictions and/or e-screening programs.
	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	4.4.7
	Record transponder number and default carrier ID for each vehicle that intends to participate in e screening.
	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	4.4.8
	Share carrier ID for each carrier that intends to participate in e screening with other jurisdictions and/or e-screening programs as requested by the carrier. 
	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	4.4.9
	Share transponder number and default carrier ID for each vehicle that intends to participate in e screening with other jurisdictions, e-screening programs, or other agencies as requested by the carrier.
	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	4.4.10
	Accept each qualified vehicle already equipped with a compatible transponder into your e-screening program without requiring an additional transponder.
	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	4.4.11
	Enable the carrier to share information about the transponder that you issue with other jurisdictions, e-screening programs, or agencies.
	Proof of HELP Membership

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt

	(
	4.4.12
	Verify credentials/safety information with authoritative source prior to issuing citation.
	Review business process

Date Completed: _09-24-2003_

	Signoff:  Joel Hiatt


7 Interoperability test scenarios

A. (ETE – 02 Modified) Vehicle Inspected and Placed Out-Of-Service

B. (WETE – 01 Modified) IRP Carrier Add Vehicle 

C. (WETE – 04 Modified) IRP Carrier Add Jurisdiction 

D. (WETE – 05 Modified) IRP Carrier Renews Vehicle 

E. (WETE – 11 Modified) IRP Carrier Adds more than one vehicle 

F. (WETE – 06 Modified) IFTA Carrier Renews Credential 

G. (WETE – 07 Modified) IFTA Carrier Submits Quarterly Tax Filing 

H. (ETE – 03 Modified) Screening an Interstate Vehicle 

8 Test Scenario Details

A  ETE – 02 Modified (Vehicle Inspected and Placed Out-of Service)

This test encompasses operating scenarios 4.2.1, 4.2.5, 4.2.7

Test Case 4.02.01, Vehicle Inspected and Placed Out-of-Service

TEST SUMMARY

An enforcement officer using ASPEN places a vehicle Out-Of-Service (OOS) at the roadside.  The OOS Inspection Report is sent to the SAFER system. Safer returns snapshot to ADOT CVIEW via xCVIEW. ROC user interface provides a display of the OOS to the roadside when an officer queries the vehicle, real-time. 

Test Purpose

The objective of this End-to-End test is to ensure the products involved in placing a vehicle OOS work together properly.  Specifically, the test will verify that Roadside Operations can receive the vehicle snapshot update that places the vehicle OOS. 

Acceptance Criteria

Verify the correct vehicle snapshot is received and updated in ADOT CVIEW repository and the vehicle’s OOS condition is displayed at the roadside.

Requirements Tested

The test criteria for safety information exchange and inspection reporting data flows are based on standards found in COACH Part 5, and reflect those requirements which are pertinent to this test case.  See COACH Part 5 for a detailed cross-reference of test cases to requirements tested.

Data Recording/Reduction/Evaluation Procedures

Examination of the Roadside Operations database and displayed screens will show the successful receipt and update of information (vehicle snapshot update) resulting from a vehicle placed OOS.  The Test Analyst will evaluate the appropriate database and ensure the vehicle inspected and placed OOS in Step 4 is correct.

Procedure 

See Table 8 for the Master Test Conductor Procedure. The ASPEN operator, using test case data set 4.02.01, will input the data used for the past inspection report request and the OOS inputs.  

Table 8 – Vehicle Inspected and Placed OUT-OF-SERVICE

	Step
	System or Operator Action
	Master Test Criteria
	Pass/
Fail

	1
	An enforcement officer queries and inspection report from SAFER via Query Central.

Record the following information for the query:

Vehicle Plate and State; USDOT #

_____________________________

_____________________________

_____________________________
	Jack Kostelkik conduct test or provide proof of ASPEN policy and agreement from DPS (Ursula Miller)

	

	2
	SAFER receives the request, queries the inspection reports and forwards it to the Query Central screen form for officer viewing or printing.
	Test analyst verifies the vehicle inspection report is for the vehicle in Step 1.
	

	3
	An enforcement officer inspects the vehicle and places the Vehicle OOS.
	None
	

	4
	The officer uploads the OOS inspection report to SAFER

Record the following information for identification:

USDOT Number ___________________

Co. Name ________________________

Vehicle Plate and State 

 _____________

______________

VIN _____________________________

OOS Flag

OOS Order/Report ID _______________

OOS Violation Code ________________
	None
	

	5
	SAFER receives and updates the vehicle snapshot segment with inspection information, e.g., OOS status, inspection history.
	None
	

	6
	SAFER provides CVIEW with vehicle inspection snapshots.
	None
	

	7.
	ROC displays the OOS information at roadside when queried by plate number and state of registration
	Review OOS Vehicles on RC in lieu of  1-6
	(


B  WETE – 01 Modified (Carrier Adds Vehicle IRP Supplemental) 

This test encompasses operating scenarios 4.2.5, 4.2.7, 4.3.3

Test items:

In this scenario, test data is verified by the carrier and at Arizona’s Legacy Systems, SAFER, and Roadside Systems.  The following test data are used as test items throughout the test::

	 Identification
	 Credentials

	 VIN
	 USDOT Number

	 Plate
	 IRP Account Number

	 State
	 IRP Base State


FUNCTIONS BEING DEMONSTRATED:

The test scenario is initiated when the carrier submits an IRP Supplemental “Add Vehicle” using Arizona IRP Licensing Web site via an Internet browser.  MCS receives the application electronically and processes the application using the VISTA system using MVS Express Web site. The Carrier submits its payment with the invoice to the MCS and is issued credentials.  VISTA system provides the updated vehicle information via FTP to the ADOT mainframe and the vehicles are added to the Title and Registration Database.  The ADOT merge process collects all change information and submits FTP updates to xCVIEW and SAFER. ,  The updates can be seen on SAFER, and Roadside Operations, by checking the respective databases for the test items.

GENERAL DATA FLOW 

Figure 2 illustrates the IRP/IFTA web application database and licensing process.  The test flow will encompass the following steps.

 Carrier submits an IRP Supplemental “Add Vehicle” application to MCS via the Licensing website using internet browser.

 MCS receives payment and records it on VISTA RS system MVS Express Web application. Motor Carrier Services (MCS) prints the credential and presents it to the carrier.

 VISTA EOD sends the transaction file to ADOT T&R database.

 ADOT Merge process aggregates changes and sends via FTP to xCVIEW and then to SAFER system.

 CVIEW displays vehicle snapshot information at the ROC when queried by an officer.


Figure 2.  IFTA/IRP Web Application Process

Data recording and evaluation:

Using messages, databases, and displayed screens, the test analyst verifies successful receipt and update of information resulting from the submission of an IRP Supplemental application by the carrier.  Post-test analysis involves comparing the appropriate database updates to the test items.

Table 9 – Carrier Add Vehicle Supplemental

	Step
	System or Operator Action
	Master Test Criteria
	Pass/
Fail

	1
	A carrier (MCS agent for Demo using test account) IRP Web Site, inputs the vehicle information for the vehicle they wish to add.

Record and use the following information for the query:

VIN, Vehicle’s Plate # and State

______________________________

______________________________

_______________________________
	Stella


	

	2
	MCS receives application via email and processes application on VISTA MVS Express Website.  Carrier brings  payment to MCS.  MCS posts payment and MCS staff prints the Cab Card  
USDOT number, IRP Acct. Number and Base State on Cab Card

____________________________

____________________________

____________________________
	None
	

	3
	Merge Job MV690J01 runs to create merged snapshot files.


	____________________________

____________________________

____________________________
	

	4
	Scheduled FTP XML process is initiated.  XCVIEW is updated and sent to SAFER
	Verify that the SAFER database is updated properly. (Use Query Central).


	

	5
	Observe production CVIEW/XML data in lieu of 1-4
	
	(


C  WETE – 04 Modified (Carrier Adds Jurisdiction - IRP Supplement)

This test encompasses operating scenarios 4.2.5, 4.2.7, 4.2.9, 4.3.3,

TEST SUMMARY

In this scenario, test data is verified by the carrier and at the IRP Clearinghouse.  The following test data are used as test items throughout the test:

	 Identification
	 Credentials
	 Registration Information

	 VIN
	 USDOT Number
	 DBA Name

	 License Plate Number
	 IRP Account Number
	 Owner Name

	 License Plate State
	 IRP Base State
	 Address

	
	 Jurisdictions and Weights
	


FUNCTIONS BEING DEMONSTRATED
The test scenario is initiated when the carrier submits an IRP Supplemental “Add Jurisdiction” to VISTA RS (Registrations System) using Arizona MVS Express Web site via an Internet browser.  The Carrier prints an invoice and submits its payment with the invoice to the MCS., The carrier prints their credential on-site.  VISTA RS provides the updated vehicle information to ADOT legacy systems via FTP interface. The functions are considered successful when the proper data transfer and update is verified at the carrier, and IRP clearinghouse.

GENERAL DATA FLOW

· Carrier submits an IRP Supplemental “Add Jurisdiction” application to VITSTA RS using MVS Express via an Internet browser.  The Carrier receives and prints an Invoice in their location.  The Carrier mails its payment with the invoice to MCS.

 MCS receives payment and records it on VISTA RS system.  

 The Carrier prints the credential on site.

 VISTA sends update to IRP clearinghouse..

DATA RECORDING AND VALIDATION

Using messages, databases, and displayed screens, the test analyst verifies successful receipt and update of information resulting from the submission of an IRP Supplemental application by the carrier.  Post-test analysis involves comparing the appropriate database updates to the test items.

Table 10 – Carrier Adds Jurisdiction Supplemental

	Step
	System or Operator Action
	Master Test Criteria
	Pass/
Fail

	1
	A carrier (MCS Agent for Demo using test account) logs onto their RS account on MVS Express and inputs the jurisdiction information.

Record and use the following information for the query:

VIN, Vehicle’s Plate # and State

______________________________

______________________________

_______________________________
	None
	

	2
	Carrier (MVD staff demos using test account) prints the invoice at their place of business and mails their payment with invoice to MCS; MCS posts payment.  Carrier prints cab card on site
USDOT number, IRP Acct. Number and Base State on Cab Card

_____________________________________

_____________________________________

_____________________________________
	None
	

	4
	VISTA Updates IRP Clearinghouse
	Verify that the clearinghouse is updated properly.  
	


D  WETE – 05 Modified (Carrier Renews IRP Credential)

This test encompasses operating scenarios 4.2.5, 4.2.7, 4.3.3

Test items:

In this scenario, test data is verified by the carrier and at CVIEW, SAFER, and if applicable, the IRP Clearinghouse.

The following test data are used as test items throughout the test:

	 Identification
	 Credentials
	 Registration Information

	 VIN
	 USDOT Number
	 DBA Name

	 License Plate Number
	 IRP Account Number
	 Owner Name

	 License Plate State
	 IRP Base State
	 Address

	
	 Jurisdictions and Weights
	

	
	 Registration Expiration Date
	


FUNCTIONS BEING DEMONSTRATED:

The test scenario is initiated when the carrier submits its IRP Renewal to VISTA RS (Registrations System) using Arizona MVS Express Web site via an Internet browser.  The Carrier prints an invoice and submits its payment with the invoice to the MCS.  Carrier prints credentials on site. VISTA system provides the updated vehicle information to the ADOT via FTP EOD process and ADOT T&R systems are updated.  ADOT process that aggregates changes and transmits to CVIEW will run and update CVIEW and transmit changes to SAFER.  The functions are considered successful when the proper data transfer and update is verified at the carrier, xCVIEW, SAFER, and Roadside Operations, by checking the respective databases for the test items.

GENERAL DATA FLOW

 Carrier submits its IRP renewal application to VITSTA RS using MVS Express via an Internet browser to the State Web site, and they receive an Invoice from the MVS Express. 

 The Carrier submits its payment with the invoice to MVD.

 Carrier prints the credential using MVS Express.

 The RS sends the vehicle updates via EOD FTP to ADOT

 ADOT merge process builds snapshot files.

 Process updates CVIEW and transmits snapshots to SAFER.

 Roadside displays vehicle snapshot information at the Roadside when queried by an officer.

DATA RECORDING AND EVALUATION

Using messages, databases, and displayed screens, the test analyst verifies successful receipt and update of information resulting from the submission of an IRP Supplemental application by the carrier. Compare the appropriate database updates to the test items.

Table 11 - Carrier Renews IRP Credential

	Step
	System or Operator Action
	Master Test Criteria
	Pass/
Fail

	1
	A carrier (MCS Agent for Demo using test account) logs onto their account on MVS Express, inputs the Renewal information.

Record and use the following information for the query:

VIN, Vehicle’s Plate # and State

______________________________

______________________________

_______________________________
	None
	

	2
	Carrier  prints the invoice at their place of business and submits their payment to ADOT.

Carrier prints the Cab Card  
USDOT number, IRP Acct. Number and Base State on Cab Card

_______________________________________________________________________________________________________________
	None
	

	3
	VISTA EOD sends updates to ADOT


	Verify that the T&R database is updated properly

____________________________________

________________________________________________________________________
	

	4
	ADOT merge process generates snapshots and sends snapshot to xCVIEW.
	Verify that the xCVIEW database is updated properly.

Verify data on ROC
	

	5
	Trace production data viaxCVIEW in lieu of 1-4
	
	(


E  WETE – 11 Modified (Carrier Adds Multiple Vehicles - IRP Supplemental)

This test encompasses operating scenarios 4.2.5, 4.2.7, 4.3.5

Test items:

In this scenario, test data is verified by the carrier and at Arizona’s Legacy Systems, SAFER, and Roadside Systems.  The following test data are used as test items throughout the test::

	– Identification
	– Credentials

	– VIN
	– USDOT Number

	– Plate
	– IRP Account Number

	– State
	– IRP Base State


FUNCTIONS BEING DEMONSTRATED

The test scenario is initiated when the carrier submits an IRP Supplemental “Add Vehicle” using Arizona IRP Licensing Web site via an Internet browser.  MCS receives the application electronically and processes the application using the VISTA system using MVS Express Web site. The Carrier submits its payment with the invoice to the MCS and is issued credentials.  VISTA system provides the updated vehicle information via FTP to the ADOT mainframe and the vehicles are added to the Title and Registration Database.  The ADOT merge process collects all change information and submits FTP updates to xCVIEW and SAFER. The updates can be seen on SAFER, and Roadside Operations, by checking the respective databases for the test items.

General Data Flow:

Figure 2 illustrates the IRP/IFTA web application database and licensing process.  The test flow will encompass the following steps.

 Carrier submits an IRP Supplemental “Add Vehicle” application to VISTA RS using Licensing Web Site and browser..

 MCS receives payment and records it on VISTA RS system MVS Express Web application. MVD Motor Carrier Services (MCS) Division prints the credential and presents it to the carrier.

 VISTA EOD sends the transaction file to ADOT T&R database.

 ADOT Merge aggregates changes and sends via FTP to xCVIEW 

 CVIEW displays vehicle snapshot information at the ROC when queried by an officer.

Table 12 - Carrier Adds More Than One Vehicle 

	Step
	System or Operator Action
	Master Test Criteria
	Pass/
Fail

	1
	A carrier (MCS Agent for Demo using test account) IRP Web Site, inputs the vehicle information for the vehicles they wish to add.

Record and use the following information for the query:

VIN, Vehicle’s Plate # and State

______________________________

______________________________

_______________________________
	Stella
	

	2
	MCS receives application via email and processes application on VISTA MVS Express Website.  Carrier brings  payment to MCS.  MCS posts payment and MCS staff prints the Cab Cards  
USDOT number, IRP Acct. Number and Base State on Cab Card

____________________________

____________________________

____________________________
	None
	

	3
	Merge Job MV690J01 runs to create merged snapshot files.


	____________________________

____________________________

____________________________
	

	4
	Scheduled FTP XML process is initiated.  XCVIEW is updated and sent to SAFER
	Verify that the SAFER database is updated properly. 


	

	5
	Data visible on ROC.
	Verify data on Roadside ROC.
	

	6
	Trace production data via xCVIEW in lieu of 1-4
	
	(


F  WETE – 06 Modified (Carrier Renews IFTA Credential)

This test encompasses operating scenarios 4.2.5, 4.2.7, 4.3.5

Test items:

In this scenario, test data is verified by the carrier and CVIEW, SAFER, Roadside Operations and if applicable, the IFTA Clearinghouse.

The following test data are used as test items throughout the test:
	 Credentials
	 Registration Information

	 USDOT Number
	 Contact Name

	 IFTA Account Number
	 Address

	 IFTA Base State
	 Registration Expiration Date

	 Jurisdictions
	


FUNCTIONS BEING DEMONSTRATED:

ADOT automatically renews IFTA Licenses if carriers are in compliance.  The renewal is processed on ADOT Tax and Revenue Group Automated Transaction System (TARGATS).  There is no charge and credentials and decals are sent to the carriers.  The updates are aggregated and sent to CVIEW and SAFER.

General Data Flow:

 MCS runs automated renewal.

 MCS staff issues the credential and sends it along with the IFTA sticker to the carrier.

 TARGATS is interrogated and updates sent to CVIEW and SAFER.

 Information visible on SAFER and the ROC

Data recording and evaluation:

Using messages, databases, and displayed screens, the test analyst verifies successful receipt and update of information resulting from the submission of an IFTA Renewal application by the carrier.  Post-test analysis involves comparing the appropriate database updates to the test items.

Table 13 - Carrier Renews IFTA Credential

	Step
	System or Operator Action
	Master Test Criteria
	Pass/
Fail

	1
	MCS staff runs renewal

Sends decals and credential to taxpayer

Record and use the following information for the query:

USDOT #, IFTA Account Number, IFTA Base State and Jurisdictions.

______________________________

______________________________

______________________________

______________________________
	None
	

	2
	Merge process extracts account changes.  Updated snapshots sent to CVIEW.
	Verify files on CVIEW and the ROC
	

	3
	Trace production data via xCVIEW 
	
	(

	
	
	
	


G  WETE – 07 Modified (Carrier Submits IFTA Quarterly Tax Filing)

This test encompasses operating scenarios 4.2.5, 4.2.7, 4.3.5

Test items:

In this scenario, test data is verified by the carrier and at ADOT TARGATS system screens.

The following test data are used as test items throughout the test:

	 Credentials
	 Registration Information

	 USDOT Number
	 Contact Name

	 IFTA Account Number
	 Address

	 IFTA Base State
	

	 Jurisdictions
	


FUNCTIONS BEING DEMONSTRATED:

The test scenario is initiated when the carrier receives an IFTA Tax Filing Notification from Arizona. 

The website is initiated by a taxpayer whenever they wish to file a quarterly tax return.  Access is gained using an ID and password provided by MVD.  The website provides screens that the taxpayer uses to “fill in” tax information.  Upon completion, the taxpayer click on a submit button.  The system validates the information and returns either an error message or a successful submission message.  The information then transmits to an MVD server and into the mainframe TARGATS system.  

The website provides a payment voucher which the taxpayer prints out and mails to MVD with their remittance. The payment is processed through the TARGATS system.  The payment is matched with the report sent via the website.  Once a match is made, the reports posts to the website and the payment posts to the TARGATS system.  If a debit or credit balance greater than $1 exists, a taxpayer notification is sent to the taxpayer.

Report information is stored and is used to produce the monthly IFTA transmittal. 

General Data Flow:

 MCS accounting staff sends a Tax Filing Notification, including tax forms and tax tables to all Arizona IFTA carriers.  

 The carriers that choose to file their returns electronically, submit their IFTA Quarterly Tax Filing to ADOT using the web site

 Web Application validates the tax filing, calculates the tax liability or refund and notifies the carrier of the status; carrier prints reports.

 Carrier mails their tax due with the report to MCS  

 MCS accounting staff process payment and refund requests received, through VISTA TS and the state financial systems.

Data recording and evaluation:

Using messages, databases, and displayed screens, the test analyst verifies successful receipt and update of information resulting from the submission of IFTA Quarterly Tax filing by the carrier.  Compare the appropriate database updates to the test items.

Procedure

See Table 14 - See Table 10 - for the Master Test Conductor Procedure.

Table 14 - Carrier Submits IFTA Quarterly Tax Filing

	Step
	System or Operator Action
	Master Test Criteria
	Pass/
Fail

	1
	MCS accounting staff sends a Tax Filing Notification, including tax forms and tax tables to all Arizona IFTA carriers.
	
	

	2
	MCS staff will enter a tax report

Record and use the following information for the query:

USDOT #, IFTA Account Number, IFTA Base State and Jurisdictions.

______________________________

______________________________

______________________________

______________________________

Registrant information

Contact name

_______________________________
	None
	

	3
	MCS accounting staff process payment and refund requests received, through VISTA TS and the state financial systems.
	None
	


H ETE – 03 Modified (Screening an Interstate Vehicle using PrePass)

This test encompasses operating scenario 4.4.2

In this scenario, test data is verified by Arizona Officials and PrePass screening computer.  

This test may be waived in lieu of a signed PrePass contract with HELP Inc and acceptance of PrePass as a valid nationally recognized screening system. 

Requirements Tested 

The PrePass system per Arizona’s agreement determines whether vehicles are credential and safety compliant.  The PrePass system sends the vehicle pass flags to weigh station’s screening computer at each PrePass equipped weigh station.  PrePass regularly updates the roadside PrePass servers with current SAFER data for PrePass enrolled vehicles and carriers. HELP Inc has the ability to issue a bypass to properly selected vehicles based on the contract between HELP Inc and the State of Arizona..

Test Summary

An interstate vehicle will be selected.  When the test vehicle, equipped with a valid transponder, approaches the weigh station, the transponder is read and the database is checked for vehicle information associated with that transponder ID.  After the test vehicle is identified, it will be directed to bypass or pull in to the weigh station. For Vehicle failure, IRP check flag will be used and for Carrier failure IFTA check flag will be used.

Test Purpose

To verify that all transactions and data are properly processed by PrePass at the roadside screening computer, and that that information is used to verify proper interaction between the roadside screening system and a valid transponder.

Test Case Initial Conditions

This test will utilize the standard transponder ID.  Test case data set 4.3.1defines nominal parameters for clearance. Acceptance Criteria

1. The vehicle and carrier are identified based on the transponder ID.

2. Vehicle is signaled to bypass or pull-in based on carrier or vehicle status.

Data Recording/Reduction/Evaluation Procedures

Examination of the PrePass screening computer will display the correct decision.  The Test Analyst will evaluate the appropriate database and verify the decision is correct.   

Table 15 - Screening an Interstate Vehicle

	Step
	System or Operator Action
	Master Test Criteria
	Pass/
Fail

	1
	Test transponder selected.

Record the following information:
Vehicle

Identification

VIN ____________________________

State/plate_____________________

Transponder ID_________________

Carrier

Identification

USDOT________________________


	None
	

	5
	Vehicle operator verifies that transponder listed in data set is installed.
	None
	

	6
	Roadside operator verifies roadside systems are properly initialized and are ready to proceed with test.
	None
	

	7
	Roadside System Operator instructs vehicle operator to proceed through the CV check station.
	None
	

	8
	The screening system reads the vehicle transponder ID from the DSRC tag.
	None
	

	9
	A screening decision is made.  
	Verify that that the screening decision is in agreement with the IFTA and IRP status,
	

	10
	Test Conductor receives Carrier ID, Vehicle ID, and screening decision from Roadside Operations System.
	Verify transponder ID has been properly read, carrier and vehicle have been properly identified, and the screening result bypass is displayed.
	

	11
	Test Conductor receives screening decision from the vehicle operator.  
	Verify the screening decision bypass or pull-in  is displayed.
	


Test Matrix:

	Test Case
	Test Name
	Expected Results

	4.03.01
	Vehicle Identified; No failed checks: Bypass
	Screening Decision is Bypass

	4.03.02
	Vehicle Identified; Failed Carrier Check: Pull-In
	Screening Decision is Pull In

	4.03.03
	Vehicle Identified; Failed Vehicle Check: Pull-In
	Screening Decision is Pull In


9 Interoperability Test Schedules 

Safety Information Exchange and Electronic Screening Test Schedule
	Test Location and Facility: Ehrenberg Port of Entry Ehrenberg Arizona

	Date
	Test Scenario
	Evaluators
	Test Conductors

	
	
	FMCSA and JHU/APL Reps.
	Arizona Reps.
	ACS/HELP Reps.

	
	ETE – 02
	
	JH, SB,NB
	

	
	ETE – 03
	
	JH, SB,NB
	


10 IRP and IFTA Credential Test Schedule

	Test Location and Facility: Arizona Department of Transportation Headquarters, Helena Arizona

	Date
	Test Scenario
	Evaluators
	Test Conductors

	
	
	FMCSA and JHU/APL Reps.
	Arizona Reps.
	ACS/HELP Reps.

	
	WETE – 01
	
	JH, SB,NB
	

	
	WETE – 04
	
	JH, SB,NB
	

	
	WETE – 05
	
	JH, SB,NB
	

	
	WETE – 11
	
	JH, SB,NB
	

	
	WETE – 06
	
	JH, SB,NB
	

	
	WETE – 07
	
	JH, SB,NB
	


Appendix 1 Operating Scenarios 

This appendix is referenced to the standard CVISN Systems Design Requirements Checklist.  This makes it easier to index the requirement to the test scenario to the original top level design.  Each conceptual flow should be covered in a practical manner in the respective test procedure.

4.1 
Overview - Operating Scenarios

Arizona has developed a series of key operating scenarios and functional thread diagrams that describe how each system will function between customers and the state, among state systems and between state and core systems.  Core systems are those that house multi-state data and are owned by the FMCSA, or other entities such as IRP, Inc. or IFTA, Inc.

The operating scenarios consist of tables highlighting the business steps associated with various transaction types. For example, IRP credentialing a vehicle using the web-based credentialing system, or uploading a safety inspection report from ASPEN to SAFER.  The functional thread diagrams overlay these business steps onto Arizona’s system design template.

Arizona’s CVISN Level 1 deployment program involves a number of systems that are exchanging information.  The thread diagrams illustrate the systems involved in each transaction type and the interfaces / data flows required for information exchange.  Each major data flow is numbered.  The numbers refer back to the business steps outlined in the operating scenario.  The numbers also reflect the order in which the steps will occur.  

On some thread diagrams, business steps and data flows are also labeled with letters.  These lettered steps / data flows are sub-processes that are occurring in the background, which provide information to or use information from the transaction being diagrammed.  This could include, for example, information exchange between SAFER and other jurisdictions, or transmittal of snapshots from SAFER to the PrePass host database.

This section is arranged in three subsections, addressing:

Safety Information Exchange

Credentials Administration

Electronic Screening

Each sub-section includes a series of operating scenarios and thread diagrams, followed by a listing of key issues still in need of resolution.

4.2  Safety Information Exchange

Exhibit 4-2, below, shows the systems involved in safety information exchange, outlined in bold line and shaded.  The CVIEW is outlined in a dashed line, as Arizona does not plan to route inspection or PIQ query data through its CVIEW.  Rather, these transactions will be conducted directly via the Safer Data Mailbox.  Each of the highlighted safety systems was described in Section 3, System Design.  

Operating scenarios and thread diagrams related to safety information exchange follow in Section 4.2.1.  Issues related to safety information exchange are summarized in Section 4.2.2.

Exhibit 4-2.  Systems Involved in Safety Information Exchange











4-2.1 Operating Scenario - Report Inspections Electronically

	0 Step #
	Description

	1
	ASPEN queries SAFER’s input mailbox in SAFER data mailbox (SDM) for all inspections tied to specific DOT number using PIQ (as required), in ASPEN unique non-EDI file format

	2
	SAFER retrieves query from its data mailbox, processes request, and retrieves relevant reports from data storage.  Reports are placed in the requestor’s query mailbox in the SDM.  The PIQ detects and processes the information for display on ASPEN screen – transmittal is in ASPEN unique non-EDI file format

	3
	Inspections recorded on ASPEN unit are transmitted to the SAFER (SDM) input mailbox, in ASPEN unique non-EDI file format

	A
	SafetyNet retrieves inspection data from SAFER; verifies data and assigned DOT or temporary state numbers.

	B
	SafetyNet transmits verified data to MCMIS 

	C
	MCMIS receives the inspection report, updates carrier summary information, computes carrier safety statistics, and transmits updated snapshots segments to SAFER on routine basis.

	D
	SAFER updates stored snapshot data and forwards information to other jurisdictions (CVIEW and or ASPEN/SDM subscribers) in SAFER snapshot format


4-2.2 Thread Diagram - Report Inspections Electronically








4-2.3 Operating Scenario - Query for Past Inspection Report.

	1 Step #
	Description

	1
	ASPEN queries SAFER’s input mailbox in SAFER data mailbox (SDM) for all inspections tied to specific DOT number using PIQ (as required), in ASPEN unique non-EDI file format

	2
	SAFER retrieves query from its data mailbox, processes request, and retrieves relevant reports from data storage.  Reports are placed in the requestor’s query mailbox in the SDM.  The PIQ detects and processes the information for display on ASPEN screen – transmittal is in ASPEN unique non-EDI file format

	A
	Other jurisdictions transmit the majority of their inspection reports to the SDM via SAFETYNET 

	B
	Arizona transmits inspection reports to SAFER (SDM) from their ASPEN units, in ASPEN unique non-EDI file format


4-2.4 Thread Diagram - Query for Past Inspection Report



 4-2.5 Operating Scenario - Maintain Carrier and Vehicle Snapshots

	2 Step #
	Description

	1
	Inspections recorded on ASPEN unit are transmitted to SAFER’s input mailbox, on the SDM, in ASPEN unique non-EDI file format

	2
	SafetyNet retrieves inspection data from SAFER; verifies data and assigned DOT or temporary state numbers

	3
	SafetyNet transmits verified data to MCMIS

	4
	MCMIS receives the inspection report, updates carrier summary information, computes carrier safety statistics, and transmits updated snapshots segments to SAFER on routine basis.

	5
	Title & Registration (T&R) database provides interstate carrier and vehicle identifiers, census data, registration data, check flags to AZ CVIEW in flat file format

	6
	TARGATS database transmits carrier IFTA identifier, registration, check flags to AZ CVIEW in flat file format

	7
	IRP VISTA updates Titling and Registration

	8
	CVIEW routinely transmits credential snapshot data to SAFER in standard format (may transmit via Washington CVIEW or directly to SAFER - see Issue #3, Section 4.2.2).

	9
	Washington CVIEW passes AZ snapshots to SAFER

	10
	CVIEW receives updated snapshots from other jurisdictions (via Washington CVIEW)

	11
	PrePass routinely receives updated snapshot transmittals from SAFER (format dependent upon PrePass interface functionality)

	12
	CVIEW ROC provides ports with snapshot data from CVIEW


4-2.6 Thread Diagram - Maintain Carrier and Vehicle Snapshots.





 4-2.7  Operating Scenario - Query for a Snapshot

	3 Step #
	Description

	1
	Inspector queries SAFER using the Inspection Selection System or Query Central.

	2
	SAFER receives the query, processes the request, sends snapshot data matching the query for display on the ASPEN unit generating the request.

	A
	Other jurisdictions transmit the majority of their inspection and accident data to MCMIS via SafetyNet.

	B
	MCMIS provides snapshot information to SAFER.

	C
	Other jurisdictions transmit interstate credential status information / checkflags to SAFER.


4-2.8 Thread Diagram - Query for a Snapshot





4.2.9 Safety Information Exchange Issues

1. Resolve Prepass/SAFER interface methods..  

4.3  Credentials Administration

Exhibit 4-3, below, shows the systems involved in credentials administration, outlined in bold line and shaded.   Operating scenarios and thread diagrams related to credentials administration follow in Section 4.3.1.  Issues related to safety information exchange are summarized in Section 4.3.2.

4-3 Systems Involved in Credentials Administration.



4-3.1 Operating Scenario - IRP Renewal

	4 Step #
	Description

	1
	Carrier accesses MVS Express for renewal information and MCS 150 via web browser; Carrier completes required information and submits via MVS Express using internet standards.  

	2
	MVS Express queries VISTA/RS to perform preliminary checks as part of evaluating the application.

	3
	MVS Express queries the PRISM Target file.

	4
	MVS Express reports status, i.e. flags and conditions, to the carrier, using internet standards.

	5
	If a satisfactory response is received, the renewal is sent to VISTA/RS for processing.

	6
	VISTA/RS processes the application, sends an invoice to the carrier using internet standards, and maintains archival / audit copies of all transactions.

	7
	Carrier reviews the invoice and verifies that application data matches intent.  The carrier submits payment 

	8
	VISTA/RS validates the payment amount, and authorizes credential issuance to carrier, using internet standards.  Cab cards may be printed at the carrier office.

	9
	VISTA/RS sends updated carrier and vehicle records to T&R system nightly, in batch format, using custom (flat file) standards.

	10
	T&R system sends nightly batch update to AZ CVIEW, using custom (flat file) standards.

	11
	CVIEW sends updated snapshot information to SAFER on nightly basis.  Initially, Arizona will send updated snapshots from its CVIEW to the Washington regional CVIEW using a flat file.

	A
	Daily, VISTA/RS receives updates from the MCSIP (PRISM Target) file, using a non-EDI standard interface.

	B
	Daily, the VISTA/RS system sends recap and transmittal updates to the IRP Clearinghouse via EDI X12 TS 286.

	C
	Monthly, the Clearinghouse nets fees and remits payments to other jurisdictions

	D
	SAFER makes updated snapshots available to subscribers via EDI X12 285.

	E
	PrePass receives updated snapshots from SAFER (standard TBD by PrePass).

	F
	PrePass host server updates local screening system databases with updated snapshot information, using custom standards.


4-3.2 Thread Diagram:  Accept and Process IRP Renewal Applications



4-3.3 Operating Scenario - IRP Supplemental

	5 Step #
	Description

	1
	Carrier accesses MVS Express via web browser; Carrier completes required information and submits application via MVS Express, using internet standards.  

	2
	MVS Express queries VISTA RS to perform preliminary checks as part of evaluating the application.

	3
	MVS Express queries the PRISM Target file

	4
	MVS Express reports status, i.e. flags and conditions, to the carrier, using internet standards.

	5
	If a satisfactory response is received, the application is sent to VISTA RS for processing.

	6
	VISTA RS processes the application, sends an invoice via MVS Express to the carrier using internet standards, and maintains archival / audit copies of all transactions.

	7
	Carrier reviews the invoice and verifies that application data matches intent.  The carrier verifies that he/she wishes to proceed with transaction, using internet standards.  

	8
	If a temporary authority (TA) was requested, MVS Express releases it for printing at the carrier’s office, using internet standards.

	9
	VISTA RS updates T&R database nightly with changes in carrier, vehicle data, via flat file interface.

	10
	T&R database sends updated information to CVIEW nightly via flat file interface. 

	11
	AZ CVIEW updates SAFER nightly with updated snapshot segments. Initially, Arizona will send updated snapshots from its CVIEW to the Washington regional CVIEW using a flat file interface, and rely on Washington state to update SAFER with Arizona’s snapshot information 

	12
	PrePass retrieves updated snapshot segment from SAFER (interface type TBD by PrePass)

	13
	PrePass host server updates local screening databases via flat file interface.

	14
	Prior to expiration of TA, carrier submits payment for amount invoiced for permanent credential.

	15
	MVS Express performs preliminary checks as part of evaluating the transaction and queries the PRISM Target File.

	16
	If a satisfactory response is received, the application is sent to VISTA RS for processing.

	17
	VISTA RS validates the payment amount, and authorizes credential issuance to carrier via MVS Express, using internet standards.  Cab cards may be printed at the carrier office   Carrier submits payment to MVD.

	18
	VISTA RS sends updated carrier and vehicle records to T&R system nightly, in batch format, using custom (flat file) standards.

	19
	T&R system sends nightly batch update to AZ CVIEW, using custom (flat file) standards.

	20
	CVIEW sends updated snapshot information to SAFER on nightly basis.  Initially, Arizona will send updated snapshots from its CVIEW to the Washington regional CVIEW using a flat file interface, and rely on Washington state to update SAFER with Arizona’s snapshot information.

	A
	Daily, VISTA receives updates from the MCSIP (PRISM Target) file, using a non-EDI standard interface.

	B
	Daily, the VISTA RS system sends recap and transmittal updates to the IRP Clearinghouse via EDI X12 TS 286.

	C
	Monthly, the Clearinghouse nets fees and remits payments to other jurisdictions

	D
	SAFER makes updated snapshots available to subscribers via EDI X12 285.

	E
	PrePass receives updated snapshots from SAFER (standard TBD by PrePass).

	F
	PrePass host server updates local screening system databases with updated snapshot information, using custom standards.


4-3.4 Thread Diagram: Accept and Process IRP Supplemental Application




4-3.5 Operating Scenario Accept and Process IFTA Renewal Application

	6 Step #
	Description

	1
	Arizona MCS unit investigates renews IFTA in an automated process annually

	2
	MCS processes the application and maintains archival / audit copies of all transactions.

	3
	T&R and TARGATS system sends nightly batch update to AZ CVIEW, using custom (flat file) standards.

	4
	CVIEW sends updated snapshot information to SAFER on nightly basis.  Initially, Arizona will send updated snapshots from its CVIEW to the Washington regional CVIEW using a flat file interface, and rely on Washington state to update SAFER with Arizona’s snapshot information.

	A
	IFTA Clearinghouse is updated nightly

	B
	SAFER makes updated snapshots available to subscribers.

	C
	PrePass receives updated snapshots from SAFER (standard TBD by PrePass).

	D
	PrePass host server updates local screening system databases with updated snapshot information, using custom standards.


4-3.6 Thread Diagram:  Accept and Process IFTA Renewals






4-3.7 Operating Scenario:  Accept and Process IFTA Quarterly Filing

	7 Step #
	Description

	1
	Carrier enters identifying information and tax period of filing via IFTA Carrier Tax Filing/Renewal website, using internet standards.  The carrier enters IFTA tax filing information via the Web, and submits return for processing



	2
	IFTA Carrier Tax Filing/Renewal website checks to be sure the account number is valid and then notifies the carrier of credits due or taxes owed, penalties and interest, using internet standards.  The return is checked for errors / consistency with AZ rules, the site calculates amounts due / owed, and notifies carrier of amount due / refund due.

	3
	If payment is required, the carrier submits payment to ADOT

	4
	IFTA Carrier Tax Filing/Renewal website passes this information on to IFTA Licensing on a nightly basis using custom interface.

	5
	Refund, if requested by the carrier, is processed by TARGATS and mailed by MVD to carrier.

	6
	IFTA Licensing update the IFTA Carrier Tax Filing/Renewal website on a nightly basis with with carrier demographic and payment information using custom interface.

	A
	IFTA Licensing updates TARGATS database nightly with updated IFTA account data, using flat file interface

	B
	TARGATS database updates CVIEW nightly with updated IFTA check flag data (revoked registrations, etc.), via flat file interface.

	C
	CVIEW updates SAFER nightly with updated IFTA check flags. Initially, Arizona will send updated snapshots from its CVIEW to the Washington regional CVIEW using a flat file interface, and rely on Washington state to update SAFER with Arizona’s snapshot information (See Issue # 4, Section 4.3.2).

	D
	SAFER sends updated snapshot data to subscribers via EDI X12 TS 285 (or XML)



	E
	PrePass receives nightly snapshot updates from SAFER via interface TBD between SAFER and PrePass



	F
	PrePass local screening databases receive nightly update from PrePass host via flat file interface.



	G
	IFTA Licensing updates IFTA Clearinghouse daily with updated IFTA transmittal data via standard interface accepted by Clearinghouse.



4-3.8 Thread Diagram:  Accept and Process IFTA Quarterly Filing



4.3.2
Issues - Credentials Administration

Several issues are in need of resolution prior to deployment of Arizona’s CVISN Level 1 credentials projects.  These include:

1. Arizona intends to allow IRP and IFTA credentials to print at selected carrier offices.  The web interfaces will be deployed in a staggered fashion to accommodate each processors needs.
2. Resolve Prepass/SAFER interface methods..  

4.4 Electronic Screening

Exhibit 4-4.1, below, shows the systems involved in electronic screening, outlined in bold line and shaded.   Operating scenarios and thread diagrams related to electronic screening follow in Section 4.4.  Issues related to safety information exchange are summarized in Section 4.4.2.

4-4.1  Systems Involved in Electronic Screening



 4-4.2  Operating Scenario:  Screen Vehicle Electronically Using Snapshots

	8 Step #
	Description

	1
	Transponder ID is transmitted from the DSRC transponder on board the vehicle to the sensor / driver communications interface using ASTM Version 6 and IEEE P 1455 CMV screening identification message

	2
	IDs are sent to roadside screening system and correlated with weight information, carrier and vehicle snapshot data.  A screening decision is made.

	3
	The screening decision is communicated back to the driver, using ASTM Version 6 and IEEE P 1455 message set.

	4
	Additional screening information is available at the ROC..

	A
	AZ CVIEW transmits updated interstate credential snapshots to SAFER using a non-EDI interface. Initially, Arizona will send updated snapshots from its CVIEW to the Washington regional CVIEW using a flat file interface, and rely on Washington state to update SAFER with Arizona’s snapshot information (See Issue # 1, Section 4.4.2).

	B
	ASPEN uploads completed inspection reports to SAFER Data Mailbox.  (SDM transmits reports to SafetyNet.  SafetyNet sends verified reports to MCMIS, which passes snapshot data to SAFER, but as these steps are already shown under snapshot maintenance scenario, they are not detailed / redrawn here).

	C
	PrePass obtains periodic updates from SAFER for enrolled vehicles using interface standard to be determined by PrePass.

	D
	PrePass host server updates local screening databases, using flat file interface


4-4.3.  Thread Diagram: Screen Vehicles Electronically Using Snapshots



Issues - Electronic Screening

1. PrePass Safer interface methods.

Appendix 2: Project Schedule and WBS

This section contains a condensed WBS and schedule for the project as it relates to the operating scenarios.  It can be used to provide a cross-reference between Arizona's original Top Level Design, the test plan, and the requirement checklist. 
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Figure 1. CVISN State Interfaces
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