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1 SCOPE

1.1 System Identification

The interfaces between the following systems are the subject of this document:

· CVIEW, Version 2

· Roadside Operations Computer (ROC), Version 4.0

· MD IRP Workstation

· MD Mainframe

· SAFER, Version 2

Each system is described in System Overview, section 1.2.   Note that this document emphasizes the interfaces established for the Maryland CVIEW, since this CVIEW is the CVISN prototype system.   Other state’s CVIEW systems may or may not conform to this description.

1.2 System Overview

1.2.1 CVIEW

The Commercial Vehicle Information Exchange Window (CVIEW) is an electronic data exchange system that provides carrier and vehicle safety and credential information to fixed and mobile roadside inspection stations, state agencies, and other third party users.   This information allows roadside inspectors (either manually or with the aid of an electronic screening system) to select vehicles and/or drivers for inspection based on summaries of prior inspections of the carrier for which the vehicle and driver is currently operating, as well as carrier, vehicle, and driver safety and credential historical information.   It permits state agencies to perform safety checks before issuing certain types of credentials and potentially supports the business needs of third party users such as insurers obtaining safety data to support their underwriting processes.   

CVIEW is owned by and located in each state that elects to use it as a data exchange method.   CVIEW is being designed to facilitate the exchange of inter- and intrastate safety and credential information among users and systems within the state as well as among CVISN core infrastructure systems, e.g., SAFER.

The Federal Motor Carrier Safety Administration (FMCSA) has provided carrier safety data to industry and the public for many years via telephone requests and paper reports.   The CVIEW System makes it possible to offer this information, as well as credential data, electronically.   Access is currently provided to carrier and vehicle snapshots, a concise electronic record of safety and credential data including identification, size, commodity information, safety record, including safety rating (if any) and roadside out-of-service inspection data, registration and permit information, and other related data.

1.2.2 SAFER

The Safety and Fitness Electronic Records System (SAFER system) is a component of the Intelligent Transportation System (ITS) and the Commercial Vehicle Information Systems and Networks (CVISN) architecture.   The Federal Motor Carrier Safety Agency (FMCSA) is currently testing and evaluating ITS technologies to enhance the safety and efficiency of interstate and intrastate commercial vehicle operations (CVO).   The current focus is on creating transparent borders for interstate commercial vehicles and improving the safety of CVO.   In support of this effort, there exists a requirement for a national CVO system that can perform numerous user services, including automated roadside safety inspections, roadside clearance, onboard safety monitoring, incident management, and the credential and tax administrative process.

The SAFER System is being developed as a component of ITS.   One of its primary functions is to increase the efficiency and effectiveness of the inspection process at the roadside.   The SAFER System currently provides carrier, vehicle, and driver safety and supporting credential information to fixed and mobile roadside inspection stations.   This will allow roadside inspectors and other potential government and private users to focus their efforts on high-risk areas; i.e., selecting vehicles and/or drivers for inspection based on the number of prior carrier inspections and its safety and credential history.   As a result, inspection resources will be directed at drivers and vehicles associated with carriers with few prior inspections or poor safety/credential records, while minimizing time spent inspecting carriers with many prior inspections and good safety/credential histories.   This will improve the overall cost effectiveness of the inspection process as well as provide an incentive to safe and legal carriers.

There are many other functions currently supported by SAFER.  For example, SAFER provides data exchange support to the Performance and Registration Information Systems Management (PRISM), a program designed to link a carrier’s safety history with its ability to register its vehicles.  SAFER also provides electronic access to carrier safety information to various third party users such as shippers, insurers, vehicle rental/leasing companies, carriers, and others..

1.2.3 Roadside Operations Computer

The Roadside Operations Computer (ROC) allows weigh station personnel to perform roadside electronic screening functions as proposed in the Commercial Vehicle Information Systems and Networks (CVISN) architecture.   The objective of the system is to make more efficient use of inspection resources by automatically signaling illegal or high-risk vehicles to pull in for inspection and generally allowing safe and legal vehicles to bypass the weigh station.   The rates at which vehicles are directed to pull into the weigh station (as opposed to being allowed to bypass) are calculated based on screening criteria computed in the ROC utilizing daily snapshot data from the CVIEW system.   With the use of a Dedicated Short Range Communications (DSRC) transponder for identification and signaling of passing vehicles, the ROC can incorporate safety and credentials scores into its screening algorithm in addition to weight information from a Weigh-In-Motion (WIM) system to facilitate the electronic screening process.   Among other functions, the ROC also allows users to view information regarding incoming traffic in real time, record vehicles pulled in for inspections, print statistical reports on vehicles over a selected period of time and select carriers and vehicles to be pulled in based on the results of the screening process.

1.2.4 MD IRP Workstation

The Maryland IRP Workstation is used by the state of Maryland to manage accounts and transactions on their International Registration Plan (IRP) processing system, and to obtain and distribute IRP company, fleet and vehicle information.   The IRP processing system sends files of registration information upon demand to the MD IRP Workstation (which is also a LAN server), which then distributes the information to the Maryland MVA Mainframe and to CVIEW.

1.3 MD MVA Mainframe

The Maryland MVA Mainframe is used by the state of Maryland to record and distribute vehicle registration information for intrastate and Maryland-based interstate vehicles.   This repository is the authoritative source of information on vehicles titled in Maryland, with interfaces to authorized agencies for regulation and enforcement.   SAFER receives data on intrastate vehicles via Maryland’s CVIEW and special legacy system interface software.   Data on interstate vehicles comes instead from the IRP back-end system, which provides the same data to the MVA Mainframe.

1.4 Document Overview

This document describes the interfaces between the CVIEW system and the other systems identified in System Identification, section 1.1.

The CVIEW system supports two main functions, query and update, each of which dictates specific interface characteristics.   Data to be interchanged can be formatted utilizing several different techniques: X12 Electronic Data Interchange (EDI), SAFER/CVIEW Application Programming Interface Application File Format (SCAPI AFF), flat file formats produced by legacy systems, and Remote Procedure Call (RPC) data marshalling.   The system also utilizes several data transfer protocols: Simple Mail Transfer Protocol / Post Office Protocol 3 (SMTP / POP3); File Transfer Protocol (FTP); and the Distributed Computing System Remote Procedure Call (DCE RPC).

The interfaces between the systems, utilizing these formats and protocols, are defined in the Interface Specification section, section 3.

There are no security or privacy considerations associated with the use of this document.
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3 INTERFACE SPECIFICATION

In this section, each CVIEW interface is defined.

3.1 Interface Identification and Diagrams

3.1.1 Functions

CVIEW supports two basic functions: query and update.   A query is used to obtain information about a carrier or vehicle based on some identifying information.   An update is a collection of data items that is sent by one system to another.   When CVIEW receives an update from an authorized external system, it updates its database accordingly.   When an update occurs, it forwards the update to other systems that have "subscribed” to, i.e. requested information about, that particular carrier or vehicle, via a static vs. a dynamic (query) request.

The information that CVIEW stores about a carrier or vehicle is called a "snapshot", i.e. an over-all summary of safety and credential information, not a detailed report.   Its purpose is to provide critical information to roadside inspection sites to help enforcement personnel or systems decide whether or not certain actions regarding the carrier, vehicle, or driver should be performed.   For example, should a vehicle inspection be performed? Or, is it necessary to call to a credential authority to determine the carrier's status?

When CVIEW sends an update to an external system, it does so according to a pre-established set of rules called a subscription.   The information that is needed by the receiving system is not always the full snapshot that is stored in the database.   If the required information is less than the full snapshot, a subset of the information is sent, which is referred to as a “view” in response to a query or a  "snapshot segment update” if sent as an update.   

The exact information in the CVIEW snapshot, the various views and the snapshot segment updates that are available are explained in Reference [2].

3.1.1.1 Query

To dynamically request (query) information from CVIEW, a client provides information that identifies an entity of interest, e.g. a USDOT number to identify an interstate carrier or a Vehicle Identification Number (VIN) to identify a vehicle.   CVIEW, in response, returns the requested information to the client.

The query operation retrieves the most recent snapshot information for a carrier or vehicle from CVIEW and makes it available to a requesting client within a few seconds of issuing the request.   Although the results of the query may be used to update a client database, it differs from an “update” process, described below, because the information is provided to the client as a result of issuing a specific request for the information.

3.1.1.2 Update

An update is a collection of one or more data elements that is sent from a source system to a receiving system, which receives, processes, and stores the data without having first requested it from the source system, i.e. no query was issued for the information.   

The update process is usually controlled on the source system by a set of rules that dictate when the update is triggered.   The rules can be defined informally for manual execution, e.g. whenever a particular data file is created on the source system, transmit it to one or more receiving systems.   Alternatively, formal rules that are automatically executed might be used.   An example of an automatically executed, formal rule is where a receiving system statically subscribes to certain types of data on the source system and defines the characteristics of how and when the update will be transmitted to it.   In CVIEW, this type of rule is referred to as a “subscription”.

In general, updates are transmitted utilizing a store-and-forward data communication service in order to reduce the need for synchronization between two systems.   The updates may occur at the same time that the information changes on the source system, or the source system might wait for a significant number of changes to accumulate before initiating an update.

3.1.1.3 Subscription Update

When CVIEW receives an update from an authorized external system, it updates its database after applying appropriate edit checks to the data.   If other external systems or clients have created a static request, i.e. a “subscription”, in CVIEW for data elements within that update, CVIEW would forward that data to the subscribing systems or clients via a store and forward mechanism referred to as the CVIEW Data Mailbox (See section 3.1.3.1).

A subscription is defined based on the information contained within a carrier, vehicle, or driver snapshot, e.g. carrier or vehicle identification number, and the types of changes to that data that are used to trigger a subscription update.   By specifying which carriers and vehicles are of interest and which changes are significant, the client only receive updates that are relevant to its operations.

For instance, a subscription for carrier snapshot updates might be based on the state in which a carrier is domiciled.   A particular client may have created a subscription in CVIEW to receive updates for all carriers domiciled in California.   When CVIEW receives an update containing carrier information, it is examined to determine the state in which the carrier is domiciled.   If the state were identified as California, the update would be forwarded to the subscribing client.   This is an example of a subscription based on the contents of the updated snapshot.

A subscription might also be based on changes to snapshot data.   For instance, a particular client may have created a subscription to receive updates when a particular data field within the snapshot changed, e.g. a change to a carrier's Inspection Selection System (ISS) score.   Such a change is referred to as an "event." When a defined event occurs, a subscription update is generated and transmitted to the subscribing client.

Both types of selection criteria may be active in a single subscription concurrently.   For instance, a client may create a subscription to receive only those updates for carriers domiciled in a particular state, when certain changes occurs to the carrier’s ISS score.

3.1.2 Data Formats

Several different data formats are used by CVIEW: X12 EDI, SCAPI AFF, RPC format and a variety of flat file formats.

3.1.2.1 X12 EDI 285 Transaction Set (TS)

Electronic Data Interchange (EDI) is a standard data interchange technique established by the ANSII X12 subcommittee.   CVIEW utilizes X12 EDI to structure queries, responses to queries, and updates for carrier and vehicle information.   This data format is defined by the X12 EDI 285 Transaction Set (TS), described in Reference [2].   
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Figure 3–1.  X12 EDI Translation Process

Two separate applications, written by two different organizations, perhaps at different times, may utilize the same type of information (e.g. purchase orders and invoices) and yet structure it very differently, utilizing different fields, records and file layouts.   In EDI terminology these application specific information structures are referred to as application file formats, or AFF.   X12 EDI is intended to allow separate applications, utilizing different file formats, to exchange data transparently without modification.   It provides a standard interchange format that allows a great deal of flexibility in expressing information, and yet utilizes standard techniques so that any application can translate received data with a minimum of information regarding the originating application.

The use of X12 EDI is illustrated in Figure 1.   Application 1 generates information to be sent to Application 2 that utilizes its own application file format, i.e. the App 1 AFF.   The information undergoes a translation process from the App 1 AFF into standard X12 EDI.   This translation process is usually accomplished by a commercial-off-the-shelf EDI translator.   The translator is supplied with a map, i.e.  App 1 Map that describes Application 1’s file format and allows the translator to transform it into standard EDI.   The EDI file is then transferred to Application 2’s computing environment via a communications network link.

On receiving the EDI file derived from Application 1, it is processed by Application 2’s EDI translator, which utilizes a map that describes Application 2’s specific file format, i.e. App 2 AFF.   The end result is that the incoming EDI file is converted into Application 2’s internal file format.

Since the EDI format is an interchange standard, the EDI translator does not have to be the same product that created the file.   The two communicating computing environments can be configured and equipped independently of one another.   The two communicating applications can be designed and developed independently and at different times.   Existing applications can communicate with new applications without having to undergo a rewrite and without imposing design constraints on the newer application.   The receiving application's file format is specific to it, and information may be received transparently from multiple sources all utilizing their own formats independent of the receiving application through the use of EDI.

3.1.2.2 SCAPI AFF

The SAFER/CVIEW Application Programming Interface (SCAPI) is an interface toolkit designed to minimize the amount of time and effort a user must invest to take advantage of EDI, i.e. the cost of developing EDI translation maps, e.g. App 1 Map and App 2 Map (Figure 1).   The SCAPI is a code library that can be installed on client and server systems, e.g. ASPEN, the software tool for capturing inspections electronically, and CVIEW, respectively, to generate a particular type of application file format referred to as the SCAPI AFF.   CVIEW uses the SCAPI formatter to output data to receiving clients and external systems using the SCAPI AFF.   It also uses it to perform the reverse operation.

In typical EDI interchange (Figure 1), the application-specific format used by each of the two communicating programs is not assumed to be the same, and, in fact, rarely is.   EDI is used as a "common ground" between the two programs.   However, when the SCAPI is used by the two applications for exchanging information, it is responsible for translating each application’s data into a common application file format, i.e. the SCAPI AFF, which can be exchanged between the two applications using either EDI translation (Figure 2), or a direct sharing mechanism between applications based on the use of the SCAPI and its associated SCAPI AFF (Figure 3).   
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Figure 3–2.  SCAPI Used by Both Applications with X12 EDI

The direct exchange of data using a generic AFF is generally considered unacceptable because the file formats and data elements in each communicating application must remain unchanged.   Any change in the one application requires the other application to change.   However, when both applications use the SCAPI to communicate, this restriction does not apply because the SCAPI performs all of the translation functions allowing each application to remain independent of the other.

The data format used by the SCAPI AFF is a precursor to the X12 EDI 285 TS format explained in Reference [2], that is, the SCAPI AFF is converted to the X12 EDI via the process of EDI translation.   A more detailed description of the SCAPI is provided in section 3.1.4.1.
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Figure 3–3.  SCAPI Used by Both Applications without X12 EDI

3.1.2.3 Remote Procedure Call Format

The Open Software Foundation (OSF) defines and distributes a standard for distributed computing called the Distributed Computing Environment (DCE).   One section of this standard defines the ability for software procedures, located on different computers, to call each other over a network.   This calling capability is referred to as a Remote Procedure Call (RPC).   The OSF DCE RPC standard is used on a large number of diverse computer platforms; it is described in Reference [4].

As part of making a remote procedure call, information from one computer program is "marshaled," that is, collected together in a standard format for transmission over a network.   The OSF DCE RPC data-marshalling format is used whenever an RPC call is made.   The marshalling format is described in Reference [4].
Application programmers do not explicitly use the RPC marshalling format.   Instead, a calling interface is defined via an Interface Definition Language (IDL).   An IDL pre-compiler generates the code needed to perform the marshalling (See RPC IDL Compiler, section 3.1.4.2).

3.1.2.4 ASCII Text Files

The CVIEW system can accept updates from external state systems in ASCII text file format via the use of a Legacy System Interface (LSI).   An LSI is a CVIEW facility that can be customized according to state-specific requirements used to define interfaces with existing state legacy systems.   An example of this capability is the Maryland CVIEW system accepting International Registration Plan (IRP) updates in ASCII file text format from the Maryland IRP Workstation via an IRP LSI specifically customized for that exchange.

3.1.3 Transfer Protocols

3.1.3.1 CVIEW Data Mailbox: SMTP/POP3

The CVIEW Data Mailbox (CDM) is a store-and-forward service used to exchange information between CVIEW and other external systems and users, referred to as clients.   Clients utilize the Simple Mail Transfer Protocol (SMTP) to send information to the CDM and the Post Office Protocol, Version 3, (POP3) to retrieve information from the CDM.   

The CVIEW system provides information to clients via the CDM in two different ways: by query-and-response (the query function) and by subscription processing (one type of update function).   

In the query-and-response mode, a message, requesting information, is sent from a client to the CVIEW system via a CVIEW request mailbox in the CDM using the SMTP protocol.   CVIEW extracts the message from the CDM, processes the request, and returns the information to the client via a response mailbox, specifically created for the client, in the CDM.   The client system uses the POP3 protocol to poll its response mailbox to retrieve the requested information, which completes the query-and-response interchange.

In subscription mode, CVIEW automatically sends subscription information to subscribing clients via a subscription mailbox, specifically created for the client in the CDM.   The client, as in query-and-response mode, uses the POP3 protocol to poll its subscription mailbox to retrieve the subscription information.   Upon successful retrieval, the subscription data is deleted from the client’s subscription mailbox, which completes the subscription processing interchange.

In communicating with SAFER, CVIEW uses the SAFER Data Mailbox (SDM).  The SDM is essentially the same as the CDM, but resides on the SAFER system.  It is explained in reference [3].

3.1.3.2 ASCII File Transfer: FTP

In cases where an ASCII text file is used as the data exchange format, the local file system of the receiving client may be used as the destination of the interchange.  The TCP/IP File Transfer Protocol (FTP) is utilized to deposit the file in a mutually agreed upon directory on the receiving client system.  The FTP protocol is described in reference [9].  
3.1.3.3 Remote Procedure Calls

The CVIEW systems utilize the OSF DCE RPC protocols over TCP/IP networks.  The Open Software Foundation (OSF) defines and distributes a standard for distributed computing called the Distributed Computing Environment (DCE).  One section of this standard defines the ability for software procedures, located on different computers, to call each other over a network.  This calling capability is referred to as a Remote Procedure Call (RPC).  The OSF DCE RPC standard is used on a large number of diverse computer platforms; it is described in Reference [4].

Applications programmers do not explicitly use the RPC protocol.  Instead, a calling interface is defined via an Interface Definition Language (IDL).  An IDL pre-compiler generates the code needed to perform the marshalling (See RPC IDL Compiler, section 3.1.4.2).

The complete OSF DCE includes a directory service, which allows a client to search for and connect to a desired RPC server.  Since the SAFER system does not support this service, CVIEW does not utilize it.  Instead, it connects to the SAFER service using a “string binding.”  A string binding specifies all the information needed to connect to an RPC server in an ASCII-text string format: the binding object UUID, the RPC protocol sequence, the network address, the endpoint and the endpoint options.  The string binding used to connect to the SAFER RPC server specifies the following information:

· UUID:  Carrier Interface: “d7caa728-cfdb-11d1-88a0-00c095ecb8a1”

· Protocol: “ncacn_ip_tcp”

· Network Address: Specified in the protocol characteristics section for a particular interface.

· Endpoint: NULL (Default RPC port)

· Endpoint Options: NULL (Default RPC options)

3.1.4 Interface Tools

3.1.4.1 SAFER / CVIEW Application Program Interface (SCAPI)

When utilizing the CVIEW Data Mailbox (CDM) to communicate with CVIEW, an application programmer is required to write code to explicitly create X12 EDI 285 transactions, to package the EDI as a mime-encoded mail message, and to send the message to CVIEW's request mailbox using the SMTP protocol.  However, for developers on Microsoft Windows platforms, this code has already been written and packaged as a dynamically linked library (DLL) for their use.  This DLL is called the SAFER/CVIEW Application Program Interface (SCAPI).

By using the SCAPI, a developer can make high-level calls that conveniently package a complete interchange and make it easy to perform queries and updates without having to understand all of the low-level data formatting and communication details.  The SCAPI is documented in References [5] for 32-bit Windows platforms and in [6] for 16-bit platforms.

3.1.4.2 RPC IDL Compiler

When utilizing the CVIEW RPC interface, it is theoretically possible for a programmer to write code that directly communicates with the RPC server over the network.  However, this is impractical and rather than requiring developers to do so, standard OSF DCE RPC utilizes an interface definition language, or IDL, that makes it possible to create this code with a minimum amount of programming effort.

IDL is similar to the C programming language's data declaration and procedure call definition statements with extensions applicable to execution over a network interface.  The developer of an RPC server defines its interface in IDL and distributes the IDL to the developers of the client.  The client developers run the IDL through the RPC compiler on their particular platforms, which generate C programming language code that can be used to call the server over the network.  In this way the RPC server can be easily called from any platform that has an OSF DCE compatible compiler.

The Microsoft Windows platform supports OSF DCE RPC protocols at the network physical level.  The IDL used to define the CVIEW RPC service interface is compatible with the Microsoft RPC IDL compiler.

Further information about IDL may be obtained from Reference [4].  For complete details about using the RPC IDL compiler on any particular platform, consult the vendor's product documentation.

3.1.5 Project Specific Identifiers

The following table provides the project specific identifiers for the interfaces to be defined in this document and the ICD section in which they are defined.  These identifiers allow any particular interface to be unambiguously referenced, regardless of the ICD in which they were defined.  The same interface will have the same identifier in all CVIEW documentation.

	Identifier
	ICD Section
	Systems
	Function
	Data Format
	Transfer Protocol

	I-001
	3.2
	SAFER - CVIEW
	Update
	X12 EDI
	SMTP / POP3

	I-002
	3.3
	CVIEW - ROC
	Update
	X12 EDI
	SMTP / POP3

	I-003
	3.4
	CVIEW - ROC
	Query
	X12 EDI
	SMTP / POP3

	I-004
	3.5
	MD IRP Workstation - CVIEW
	Update
	Flat file
	FTP

	I-005
	3.6
	SAFER - CVIEW
	Query
	RPC Format
	DCE RPC

	I-018
	3.7
	MD Mainframe – CVIEW
	Update
	Flat file
	FTP


3.2 I-001: SAFER - CVIEW Update

This section specifies the process of updating the CVIEW system with information from the SAFER system.  The SAFER system is periodically updated by the Federal Motor Carrier Safety Administration's (FMCSA) Motor Carrier Management Information System (MCMIS) and it's Licensing and Insurance (L&I) system.  In addition, the SAFER system receives inspection reports upload from ASPEN clients in the field.  The information from MCMIS and the L&I systems is used to create the carrier snapshot information in SAFER, while the inspection reports from the ASPEN clients are stored in SAFER and are used to create vehicle snapshot information.  The CVIEW system is updated with carrier and vehicle snapshot information from SAFER according to the subscription defined in SAFER for a particular CVIEW system, e.g. the subscription for the Maryland CVIEW system differs from that defined for the Kentucky CVIEW system.

The interfaces between the SAFER system and the source systems mentioned above are documented in Reference [3].

3.2.1 Priority

The SAFER carrier database is updated once per week by the MCMIS system.  The creation or update of vehicle data in SAFER is performed whenever SAFER receives inspection report uploads from ASPEN clients.  To retrieve subscription updates of carrier and vehicle snapshot information, CVIEW systems poll their respective subscription mailboxes on SAFER once per day.  This method provides daily updates of vehicle information, if present, and weekly updates of carrier snapshot data to subscribing CVIEW systems.

3.2.2 Type

This interface is of type subscription update.  This interface is implemented utilizing the store and forward capability of the SAFER Data Mailbox, i.e. CVIEW downloads its subscription update from its subscription mailbox on the SAFER system.

3.2.3 Data Elements, Records and Files

Two records are used: the carrier snapshot and the vehicle snapshot.  The data elements and characteristics for each are defined in Reference [2] as the "MCMIS view" (Carrier, Q102), the “License & Insurance view” (carrier, Q107), the “Safety Program view” (carrier, Q104), the "Inspection view” (vehicle, Q302), the “IRP view” (vehicle, Q304) and the “Safety Program view” (vehicle, Q305).

3.2.4 Communication Methods

This interface utilizes the SAFER Data Mailbox, the same store-and-forward approach as explained in CVIEW Data Mailbox: SMTP/POP3, section 3.1.3.1.  The server node is “mail03.safersys.org” and the subscription mailbox is cviewmdsub (for the Maryland CVIEW) or cviewkysub (for the Kentucky CVIEW).

Messages are formatted utilizing the X12 EDI 285 TS as defined in Reference [2].  The X12 message is formatted for transmission as an SMTP mail message as specified in the SMTP/POP3 X12 EDI Message, Appendix A.

3.2.5 Protocol Characteristics

The SAFER system utilizes the SMTP protocol to send carrier and vehicle information to the CVIEW system's subscription mailbox.  The CVIEW system utilizes the POP3 protocol to retrieve that data from its subscription mailbox.  The SMTP and POP3 protocols are described in References [7] and [8], respectively.

3.3 I-002: CVIEW - ROC Update

This section specifies the process of updating the ROC by the CVIEW system.  The CVIEW system is periodically updated by SAFER with carrier and vehicle safety information and by other legacy systems within the state, e.g. the IRP Workstation updates the Maryland CVIEW with IRP data several times per week.  The ROC is updated according to the characteristics of its subscription on CVIEW in the state in which the ROC is located.

The update interface between CVIEW and SAFER is specified in I-001: SAFER - CVIEW Update, section 3.2.  The update interface between CVIEW and the MD IRP Workstation is specified in I-004: CVIEW - MD IRP Workstation Update, section 3.5.

3.3.1 Priority

The update of CVIEW with carrier data is performed once per week.  The update of CVIEW with vehicle data is performed whenever CVIEW receives a vehicle snapshot from SAFER based on SAFER receiving an inspection report from an ASPEN client, or when a state legacy system, such as the Maryland IRP Workstation, updates CVIEW with vehicle data at some periodic rate.  The ROC system retrieves its subscription update of carrier and vehicle information by polling its subscription mailbox on CVIEW via an operator issued command.

3.3.2 Type

This interface is of type subscription update.  This interface is implemented utilizing the store and forward capability of the CVIEW Data Mailbox.

3.3.3 Data Elements, Records and Files

Two data records are used for the carrier snapshot and the vehicle snapshot.  The data elements and characteristics for each are defined in Reference [2] as the "MCMIS view" (carrier snapshot) and the "Roadside Inspection view" (vehicle snapshot).

3.3.4 Communication Methods

This interface utilizes the CVIEW Data Mailbox as explained in CVIEW Data Mailbox: SMTP/POP3, section 3.1.3.1.  The Maryland CVIEW server node is named “mvacview.mdot.state.md.us” and the Maryland ROC subscription mailboxes are labeled “mdtap1”, “mdtap2” and “roadswx1sub”.  

Carrier snapshot messages are formatted utilizing the X12 EDI 285 TS as defined in Reference [2].  Vehicle messages are similarly formatted, but utilize the SCAPI AFF rather that the EDI format.  This format is described in SCAPI AFF, section 3.1.2.2.  The X12 or AFF message is formatted for transmission as an SMTP mail message as specified in the SMTP / POP3 X12 EDI Message, Appendix A.

3.3.5 Protocol Characteristics

The CVIEW system utilizes the SMTP protocol to send carrier and vehicle information to the ROC’s subscription mailbox located on the CVIEW system.  The ROC utilizes the POP3 protocol to retrieve data from its subscription mailbox.  The SMTP and POP3 protocols are described in References [7] and [8], respectively.  

3.3.6 Other Considerations

The ROC utilizes the SCAPI interface, rather than having the communication protocols implemented within the ROC source code (See SAFER / CVIEW Application Program Interface (SCAPI), section 3.1.4.1).

3.4 I-003: CVIEW - ROC Query

This section specifies the query interface between the CVIEW and ROC systems.  Although the ROC contains a local database kept up-to-date by CVIEW through the subscription update process, not all vehicles and carriers are likely to be included in a ROC subscription on CVIEW; therefore, some carrier and vehicle records may be missing from the local database.  This condition could also occur if, for instance, a new carrier had not yet been included in the state’s CVIEW system.  To address these situations, the ROC system operator can query the CVIEW database to obtain the desired or missing carrier and vehicle snapshot records.

In addition, if a requested snapshot is not present in CVIEW, CVIEW automatically forwards the ROC query to SAFER via an RPC link.  The query results will be returned to the ROC via the reverse pathway.  Thus if the snapshot is stored on either CVIEW or SAFER, the ROC will have the ability to retrieve it.  The query interface from CVIEW to SAFER is specified in I-005: SAFER - CVIEW Query, section 3.6.

3.4.1 Priority

The CVIEW system assigns higher priority to queries than to updates.  In most cases a query will be performed as soon as it is received even if other queries are active, since the CVIEW system has the capacity to perform several queries and updates simultaneously.  But a query may be delayed while other queries and operations are performed if the system's capacity is exceeded.

3.4.2 Type

This interface uses store-and-forward data transfer techniques to simulate a real-time query and response transfer.  This approach is explained in CVIEW Data Mailbox: SMTP/POP3, section 3.1.3.1.

3.4.3 Data Elements, Records and Files

Two records are used, the carrier snapshot and the vehicle snapshot.  The data elements and characteristics for each are defined in Reference [2] as the "MCMIS View" (carrier snapshot) and the "Roadside Inspection View" (vehicle snapshot).

3.4.4 Communication Methods

This interface utilizes the CVIEW Data Mailbox as explained in CVIEW Data Mailbox: SMTP/POP3, section 3.1.3.1.  The CVIEW Data Mailbox employs the same technology as the SAFER Data Mailbox except it is located on a CVIEW server rather than on the SAFER Server.  The Maryland CVIEW server node is named mvacview.mdot.state.md.us and its query mailbox is labeled cviewin.  The Virginia CVIEW server is named vadmvcview1.dmv.state.va.us and its query mailbox is labeled cviewin.  The response mailbox for the Maryland ROC is roadswx1; for the Virginia ROC it is roadssc1.  Carrier snapshot messages are formatted utilizing the X12 EDI 285 TS as defined in Reference [2].  Vehicle messages are similarly formatted, but utilize the SCAPI AFF rather that the EDI format.  This format is described in SCAPI AFF, section 3.1.2.2.  The X12 or AFF message is formatted for transmission as an SMTP mail message as specified in SMTP / POP3 X12 EDI Message, Appendix A.

3.4.5 Protocol Characteristics

The ROC system utilizes the SMTP protocol to send queries to the CVIEW system's query mailbox and the POP3 protocol to retrieve the query reply from its response mailbox.  The CVIEW system utilizes the POP3 protocol to read the query messages from its query mailbox and the SMTP protocol to send the reply messages to the ROC’s response mailbox.  The SMTP and POP3 protocols are described in References [7] and [8], respectively.

3.4.6 Other Considerations

The ROC utilizes the SCAPI interface, to support communications with external systems (See the SAFER/CVIEW Application Program Interface (SCAPI), section 3.1.4.1).

3.5 I-004: MD IRP Workstation Update - CVIEW

This section describes the update process of the Maryland CVIEW system by the MD IRP Workstation.  The MD IRP Workstation periodically receives information from the Lockheed-Martin IRP VISTA system, i.e. updates are received several times per week.  The Maryland Workstation then sends these updates to various Maryland state systems including the Maryland CVIEW system at that same periodic rate.

The interfaces between the Maryland IRP workstation, the various state systems it updates, other than CVIEW, and the Lockheed VISTA system are not within the scope of this document.  The interface between the CVIEW and the ROC is specified in I-002: CVIEW - ROC Update, section 3.3.

3.5.1 Priority

The CVIEW - MD IRP Workstation update is performed several times per week, based on the rate that the MD IRP Workstation receives data from the Lockheed Martin VISTA system.

3.5.2 Type

This interface is of type update.  This interface is implemented utilizing the file system of the CVIEW system as explained in ASCII File Transfer: FTP, section 3.1.3.2.  The Maryland IRP workstation transfers the update file to the CVIEW system’s local file system utilizing FTP.

3.5.3 Data Elements, Records and Files

The data elements and characteristics for the file are defined in the Lockheed-Martin VISTA File Format, Appendix B.

3.5.4 Communication Methods

The interface utilizes the FTP local file system transfer as explained in ASCII File Transfer: FTP, section 3.1.3.2.  The Maryland CVIEW server node is named mvacview.cvisn.state.md.  The CVIEW directory into which the file is transferred is D:\CVIEW\DATA\FTP\DATAFILE.
Messages are ASCII text files formatted as defined in the Lockheed-Martin VISTA File Format, Appendix B.

3.5.5 Protocol Characteristics

The MD IRP Workstation utilizes the FTP protocol to send the file to the CVIEW system.  The FTP protocol is described in Reference [9].

3.6 I-005: SAFER - CVIEW Query

This section specifies the query interface between the SAFER and CVIEW systems.  If a client request for a carrier snapshot can not be satisfied by CVIEW, i.e. the requested data is not in the CVIEW database, the client query will automatically be forwarded from CVIEW to SAFER via an RPC link.  The query results will be returned to the client via the reverse pathway.  Thus if the snapshot is stored on either CVIEW or SAFER, the client will have the ability to retrieve it.  Note that this interface is specific to carrier snapshot queries and does not support vehicle queries.

3.6.1 Priority

The SAFER system assigns higher priority to queries than updates.  In most cases a query will be performed as soon as it is received even if other queries are active, since the SAFER system has the capacity to perform several queries and updates simultaneously.  But a query may be delayed while other queries and operations are performed if the system's capacity is exceeded.

3.6.2 Type

This interface is a real-time query and response transfer.

3.6.3 Data Elements, Records and Files

Two data records are used, the carrier snapshot and the vehicle snapshot.  The data elements and characteristics for each are defined in Reference [2] as the "MCMIS View" (carrier snapshot) and the "Roadside Inspection View" (vehicle snapshot).

3.6.4 Communication Methods

The interface utilizes the Open Group's OSF DCE RPC as described in Remote Procedure Calls, section 3.1.3.3.  Messages are formatted as described in Remote Procedure Call Format, section 3.1.2.3.

3.6.5 Protocol Characteristics

The CVIEW system connects to the SAFER system's RPC server utilizing a string binding as described in section 3.1.3.3.  The server utilized is psafer1.safersys.org.  The RPC protocol is described in Reference [4].

3.7 I-018: MD MVA Mainframe - CVIEW

This section describes the update process of the Maryland CVIEW system by the MD MVA mainframe.  The MVA mainframe periodically receives information from the IRP back-end system, i.e. updates are received several times per week.  The mainframe then stores these updates for the use of various Maryland state systems including the Maryland CVIEW system.  The data is sent to the Maryland CVIEW at about the same periodic rate that it is received.

The interfaces between the Maryland MVA mainframe, the IRP back-end system, and the various state systems it updates other than CVIEW are not within the scope of this document.  The interface between the CVIEW and the ROC is specified in I-002: CVIEW - ROC Update, section 3.3.

3.7.1 Priority

The MD MVA mainframe - CVIEW update is performed several times per week, based on the rate that the mainframe receives data from various systems.

3.7.2 Type

This interface is of type update.  This interface is implemented utilizing the file system of the CVIEW system as explained in ASCII File Transfer: FTP, section 3.1.3.2.  The Maryland mainframe transfers the update file to the CVIEW system’s local file system utilizing FTP.

3.7.3 Data Elements, Records and Files

The data elements and characteristics for the file are defined in the MD MVA Intrastate Credential File Format, Appendix C.

3.7.4 Communication Methods

The interface utilizes the FTP local file system transfer as explained in ASCII File Transfer: FTP, section 3.1.3.2.  The Maryland CVIEW server node is named mvacview.cvisn.state.md.  The CVIEW directory into which the file is transferred is D:\CVIEW\DATA\FTP\DATAFILE.
Messages are ASCII text files formatted as defined in the MD MVA Intrastate Credential File Format, Appendix C.

3.7.5 Protocol Characteristics

The MD IRP Workstation utilizes the FTP protocol to send the file to the CVIEW system.  The FTP protocol is described in Reference [9].

4 GLOSSARY

This section contains an alphabetical listing of principle acronyms, abbreviations and other terms used in this document along with a definition for each.

	AFF
	Application File Format

	ASPEN
	A suite of software programs that supports the process of inspecting commercial vehicles at roadside weighs stations.  Not an acronym or abbreviation.

	CDLIS
	Commercial Driver License Information System

	CVIEW System
	Commercial Vehicle Information Exchange Window System

	CVISN
	Commercial Vehicle Information Systems and Networks

	CVO
	Commercial Vehicle Operations

	DCE
	Distributed Computing Environment

	DLL
	Dynamically Linked Library

	EDI
	Electronic Data Interchange

	FHWA
	Federal Highway Administration

	FMCSA
	Federal Motor Carrier Safety Administration

	FTP
	File Transfer Protocol

	ICC
	Interstate Commerce Commission 

	IDL
	Interface Definition Language

	IE
	Information Exchange

	IRP
	International Registration Plan

	ISS
	Inspection Selection System

	ITS
	Intelligent Transportation System

	MCSIP
	Motor Carrier Safety Improvement Program

	MIME
	Multipurpose Internet Mail Extension

	MCMIS
	Motor Carrier Management Information System

	OMC
	Office of Motor Carriers

	OOS
	Out of Service

	OSF
	Open Software Foundation, now known as the Open Group

	POP3
	Post Office Protocol, Version 3

	PRISM
	Performance and Registration Information Systems Management

	ROC System
	Roadside Operations Computer System

	RPC
	Remote Procedure Call

	SAFER System
	Safety and Fitness Electronic Record System

	SCAPI
	SAFER/CVIEW Application Programming Interface

	SDM
	Safety Data Mailbox

	SMTP
	Simple Mail Transfer Protocol

	VISTA
	Vehicle Information System for Tax Apportionment.  VISTA is the trade name for Lockheed-Martin's IRP processing system.

	X12
	Accredited Standards Committee X12, the ANSII standard group for EDI

	Snapshot
	A snapshot is a concise collection of safety and credential data about carriers, vehicles, and drivers.  It is designed to facilitate the process of making screening and inspection decisions at roadside vehicle weigh stations.

	View
	A view is a subset of the information available in a carrier, vehicle, or driver snapshot.  Since all of the data in a snapshot may not be of interest to a specific application, a view allows just that information of interest to be transmitted to a requester (See reference [10]).

	Subscription
	A subscription is a set of rules by which the SAFER or CVIEW system decides whether or not to forward an update to an external system or user (See Subscription Update, section 3.1.1.3).


5 APPENDIX A: SMTP / POP3 MESSAGE FORMAT

This appendix explains the contents and format of the SMTP / POP3 mail messages used by SAFER and CVIEW for sending and receiving transactions in the X12 EDI and the SCAPI AFF formats.  SMTP / POP3 is not used with RPC transactions.

SAFER and CVIEW send and receive transactions (such as X12 EDI) as Multipurpose Internet Mail Extension (MIME) structured messages utilizing the SMTP and POP3 transfer protocols.  The message consists of a plain text body and an attachment.  The plain text body is just a vehicle for the attachment; it has no significant content for the transaction.  The attachment contains the X12 EDI or SCAPI AFF transaction.

5.1 Return Address

A mail message sent to the SAFER or CVIEW service must include a return address for the sender.  The address must be a standard SMTP/POP3 mail address of the form <recipient>@<IP Domain> where the <recipient> is the user identifier of the sender by the service and the <IP Domain> is the IP domain of the user's mail server.  The user identifier must be consistent with the identification and authentication information contained in the transaction message.  If it is not, the service will not carry out the request and may raise a security alert.  A mail message sent from the SAFER or CVIEW service will include the service's input mailbox as the message's return address.

5.2 Plain Text Message Body

The mail message must have a plain text body, the contents of which are not important and should be ignored.  The message body should not be used for transferring or storing any information when sending and no assumptions should be made as to its content when it is received.

5.3 Subject Line

The mail message may have a subject line, the contents of which are not important and should be ignored.  The subject line should not be used for transferring or storing any information when sending and no assumptions should be made as to its content when it is received.

5.4 X12 EDI Attachment

The X12 EDI or SCAPI AFF text is sent as a MIME encapsulated attachment with a MIME header.  It may be compressed before sending.

5.4.1 Attachment Encoding

In order to send non-printing characters, which may be used by EDI as separators or for binary data from compression, the attachment must be base 64 encoded.  This requirement also ensures that the line length limitations, and other restrictions imposed by SMTP, are not violated.

5.4.2 Attachment Type

The X12 EDI or SCAPI AFF text should be sent with the type specified as plain text.  The plain text type is used regardless of whether or not the message has been compressed.  The SAFER and CVIEW systems test incoming message attachments to determine if the message has been compressed.  The system does not utilize any file naming convention to distinguish compressed from uncompressed messages.  A SAFER or CVIEW subscription can be set up to provide either compressed or uncompressed data.  For details, see Compression Format, section 5.4.4.

5.4.3 Attachment File Name

The attachment file name does not have to conform to any particular naming conventions or restrictions.  Some general guidelines are provided here.

File Name: 

· The file names used by SAFER and CVIEW will be unique over an extended period of time.  However, after a reasonable amount of time, these filenames may be reused.  

A reasonable amount of time is a length of time over which it is reasonable to assume that all transactions utilizing the previously sent file names have been processed.  For instance, if the receiving system processes its subscription mailbox every day, and the “rollover” period for filenames is several years, it would be reasonable to expect that by the time the sequence starts to repeat itself, the receiving system will have processed all previously sent messages.  Assuming a message is sent every second, the SAFER and CVIEW systems could send messages for approximately 140,000,000 years without repeating a file name.

· It is required that message attachments sent to SAFER or CVIEW contain filenames that are unique over an extended period of time.  After a reasonable amount of time, these filenames may be reused.

· Attachment filenames sent by or to SAFER and CVIEW may exceed the eight-character length used by DOS filenames.

File Extension:

· The SAFER and CVIEW systems do not expect any particular file type to be used in attachments sent to it.  Any file name extension convenient for the sender may be used.

· The SAVER and CVIEW systems do not make any guarantee as to what file name extension might be used when sending attachments.  Applications should not utilize the file name extensions to direct processing or make any assumptions about the content of attachments based on the file name extension.

5.4.4 Compression Format

The file compression used to exchange data is the equivalent of that provided by PK ZIP Version 2.04G, a program created by PKWARE, Incorporated.  The SAFER and CVIEW systems use the DynaZIP 3.0 Data Compression Toolkit for Microsoft Windows to compress and decompress the message text.  This toolkit is a product of Inner Media, 60 Pain Road, Hollis, NY 03049.

The compression utility takes one or more files and produces one compressed file from them, known as an archive file.  The archive file not only contains the compressed information from the files, it also contains information about the files, such as their names, full file paths including the file's directory, file size, and any included comments.  However, most of these features are not used by SAFER or CVIEW.  In addition, SAFER and CVIEW only include one file, the message text being compressed, in the archive.  In compressing the message text the following settings, formats and conventions must be used:

· The name of the zip archive file, as provided in the MIME attachment header, may be any valid Windows NT 4.0 or Window 95 file name.  DOS file names, of eight characters or less, are not expected and are not necessarily produced.  No assumptions about the file name should be made, either regarding its length or its uniqueness.  The file name should not be used for any application specific purpose.

· The name of the compressed message text file, as stored in the zip archive, may be any valid 32-bit Windows operating system file name (Windows NT 4.0,Windows 98).  DOS file names, of eight characters or less, are not expected and are not necessarily produced.  No assumptions about the file name should be made, either regarding its length or its uniqueness.  The file name should not be used for any application specific purpose.

· Although a zip archive may contain many files, one and only one file, which contains the message text, is utilized in this compression scheme.

· Although a zip archive may contain directories as well as files, no directories should be added as items to the archive file.  Only the message text file itself should be included.

· The archive must be constructed as a single, integrated file, i.e. "disk spanning" formats that break the archive into several smaller files should not be used.

· A compression factor of 5 must be used.  This compression factor represents a balance between speed and compression, 0 being the fastest with no compression and 9 being the slowest with best compression.

· No volume label should be used.

· The path portion of the message text file name should not be stored in the archive.

· No comments should be stored in the archive.

· No encryption should be applied to the message text file during the compression process.

5.5 Example

The following example illustrates the SMTP message format.  It is a message that was used to send an X12 EDI query to SAFER.  It is equally applicable to CVIEW.

Received: from APLROC (APLROC [128.244.23.36]) by isafer1.trans.jhuapl.edu (NTMail 3.03.0014/7.aaai) with ESMTP id cviewin for <cviewin@isafer1.trans.jhuapl.edu>; Tue, 12 Jan 1999 14:35:23 +0000

From: chiuww1@isafer1.trans.jhuapl.edu

To: cviewin@isafer1.trans.jhuapl.edu

Subject: Q00200_1/12/99_2:42:18 PM

Date: Tue, 12 Jan 1999 14:42:59

MIME-VERSION: 1.0

Content-type: multipart/mixed;

  charset=us-ascii; boundary="DistinctLEVEL1"

Message-Id: <19352350660301@trans.jhuapl.edu>

--DistinctLEVEL1

Content-type: text/plain; charset=us-ascii

SAFER Transaction...

--DistinctLEVEL1

Content-type: text/plain;

  charset=us-ascii;

  name=~iot3

Content-Transfer-Encoding: base64

Content-ID: --!MBX_Message_Body***~iot3

SVNBfDAwfCAgICAgICAgICB8MDF8ICAgICAgICAgIHwxMnwzMDE5NTM2MDAwICAgICB8MDF8

RFVOU05VTUJFUiBQQSAgfDk5MDExMnwxNDQyfFV8MDAzMDd8MDAwMDAwMDAxfDB8VHw6DQpH

U3xDVnxTQUZFUnwxMDF8OTkwMTEyfDE0NDJ8MXxYfDAwMzA3MA0KU1R8Mjg1fDEgICANCkJH

TnwyOHxTQUZFUl8zMkFQSTU2M3w5OTAxMTJ8MTQ0Mnx8fHx8fDE5DQpOTTF8NDB8MnxDfFJ8

T3x8fDU3fEpIVUFQTA0KTlgxfE1DDQpOOXwySXxRMDAyMDBfMS8xMi85OV8yOjQyOjE4IFBN

DQpMTXxGSA0KTFF8VDA3fFExMDUNClJFRnxWMHwyDQpMTXxGSA0KTFF8VDEwfFEyMDANClJF

RnxEWHxOVUxMDQpSRUZ8TUNJfDQNClJFRnxUVHxOVUxMDQpTRXwxNHwxICAgDQpHRXwxfDEN

CklFQXwxfDAwMDAwMDAwMQ0K

--DistinctLEVEL1—

6 APPENDIX B: LOCKHEED-MARTIN VISTA FILE FORMAT

The IRP flat file record format for both vehicle and carrier information is defined.

6.1 Vehicle Record:

	Field Number
	Field Name
	Size(in bytes)
	Start Byte Location(from 0 zero)
	End Byte Location
	Comments

	1
	Transaction Code
	2
	0
	1
	letter followed by blank

	2
	Transaction Date
	6
	2
	7
	MMDDYY

	3
	Title Number
	9
	8
	16
	left justified blank filled

	4
	Tag Number
	10
	17
	26
	left justified blank filled

	5
	VIN Number
	18
	27
	44
	left justified blank filled

	6
	Model Year
	2
	45
	46
	YY

	7
	Unladen Weight
	6
	47
	52
	

	8
	Gross Combined Weight
	6
	53
	58
	

	9
	Tag Expiration Date
	6
	59
	64
	MMDDYY

	10
	Owner Name
	14
	65
	78
	Actual data for field 11 is 69 bytes (not 70)

	10
	RECORD SEPARATOR
	2
	79
	80
	 (0D, 0A Hex)

	10
	Owner Name
	55
	81
	135
	Actual data for field 11 is 69 bytes (not 70)

	11
	Registrants Name
	25
	136
	160
	

	11
	RECORD SEPARATOR
	2
	161
	162
	 (0D, 0A Hex)

	11
	Registrants Name
	45
	163
	207
	

	12
	Address Line 1
	15
	208
	222
	Actual data for fields 12 & 13 is 50 bytes (not 70)

	12
	RECORD SEPARATOR
	2
	223
	224
	 (0D, 0A Hex)

	12
	Address Line 1
	20
	225
	244
	

	13
	Address Line 2
	15
	245
	259
	Actual data for fields 12 & 13 is 50 bytes (not 70)

	14
	City
	20
	260
	279
	left justified blank filled

	15
	State
	2
	280
	281
	

	16
	Zip Code
	9
	282
	290
	Zeros for + four part

	17
	Vehicle Make
	4
	291
	294
	

	18
	Vehicle Type
	2
	295
	296
	

	19
	Carrier Number
	5
	297
	301
	Leading Zeros fill field

	20
	Fleet Number
	3
	302
	304
	Leading Zeros fill field

	20
	RECORD SEPARATOR
	2
	305
	306
	 (0D, 0A Hex)

	21
	Vehicle OEN
	9
	307
	315
	Number left justified blank filled

	22
	Axles-Seats
	2
	316
	317
	Leading Zeros fill field

	23
	Weight Group ( All Jurisdictions and weights)
	643
	318
	960
	643 (not 630) of format Aannnnnnn where AA is the two letter state abbreviation (or blanks) and the seven digit number represents the weight groups.  (68 groups of 9, 1 group of 8 and one group of 7.)

	23
	7 groups + 6 of the next group
	69
	318
	386
	

	23
	RECORD SEPARATOR
	2
	387
	388
	(0D, 0A Hex)

	23
	3 of previous group + 8 groups + 5 of the next group
	80
	389
	468
	

	23
	RECORD SEPARATOR
	2
	469
	470
	 (0D, 0A Hex)

	23
	4 of previous group + 8 groups + 4 of the next group
	80
	471
	550
	

	23
	RECORD SEPARATOR
	2
	551
	552
	 (0D, 0A Hex)

	23
	5 of previous group + 8 groups + 3 of the next group
	80
	553
	632
	

	23
	RECORD SEPARATOR
	2
	633
	634
	 (0D, 0A Hex)

	23
	6 of previous group + 8 groups + 0 of the next group
	78
	635
	712
	Record separator appears to have overwritten the two blanks normally here

	23
	RECORD SEPARATOR
	2
	713
	714
	 (0D, 0A Hex)

	23
	7 of previous group + 8 groups + 0 of the next group
	79
	715
	793
	Record separator appears to have overwritten one of the two blanks normally here

	23
	RECORD SEPARATOR
	2
	794
	795
	 (0D, 0A Hex)

	23
	8 of previous group + 8 groups + 0 of the next group
	80
	796
	875
	

	23
	RECORD SEPARATOR
	2
	876
	877
	 (0D, 0A Hex)

	23
	0 of previous group + 8 groups + 8 of the next group
	80
	878
	957
	Record separator appears to have overwritten the last zero of the sequence here

	23
	RECORD SEPARATOR
	2
	958
	959
	 (0D, 0A Hex)

	23
	1 of previous group + 0 groups + 0 of the next group
	1
	960
	960
	

	24
	Base Registration Fees
	7
	961
	967
	

	25
	Base Admin Fees
	72
	968
	1039
	Total for Base Admin Fees is 200 (204 - 4 separators)

	25
	RECORD SEPARATOR
	2
	1040
	1041
	 (0D, 0A Hex)

	25
	Base Admin Fees
	80
	1042
	1121
	Total for Base Admin Fees is 200 (204 - 4 separators)

	25
	RECORD SEPARATOR
	2
	1122
	1123
	 (0D, 0A Hex)

	25
	Base Admin Fees
	48
	1124
	1171
	Total for Base Admin Fees is 200 (204 - 4 separators)

	26
	Vehicle Total Fees
	7
	1172
	1178
	

	27
	Julian Date
	5
	1179
	1183
	YYDDD where DDD is # of days since Jan 1 of YY

	28
	Batch Number
	10
	1184
	1193
	All blanks

	29
	Carrier Type
	2
	1194
	1195
	aa (HH,...)

	30
	Vehicle delinquency Amount
	3
	1196
	1198
	

	31
	Main Frame
	1
	1199
	1199
	Single Letter - documented as "not used"

	32
	Number of Reg Months
	2
	1200
	1201
	Left justified blank filled

	33
	Carrier Location Code
	2
	1202
	1203
	Left justified blank filled AA (BC,...)

	33
	RECORD SEPARATOR
	2
	1204
	1205
	 (0D, 0A Hex)

	33
	Carrier Location Code
	2
	1206
	1207
	Blank filled

	34
	Micro Data
	10
	1208
	1217
	All blanks - Used by Connecticut

	35
	Weight Group Number
	3
	1218
	1220
	

	36
	Vehicle Status Indicator
	3
	1221
	1223
	

	37
	Vehicle Use Code 1
	2
	1224
	1225
	Blank filled

	38
	Vehicle Use Code 2
	2
	1226
	1227
	Blank filled

	39
	Vehicle Use Code 3
	2
	1228
	1229
	Blank filled

	40
	Supplement Number
	3
	1230
	1232
	

	41
	VRI A
	1
	1233
	1233
	Vista Internal Use (Y or N)

	42
	VRI B
	1
	1234
	1234
	Vista Internal Use (Y or N)

	43
	VRI C
	1
	1235
	1235
	Vista Internal Use (Y or N)

	44
	VRI D
	1
	1236
	1236
	Vista Internal Use (Y or N)

	45
	VRI E
	1
	1237
	1237
	Vista Internal Use (Y or N)

	46
	VRI F
	1
	1238
	1238
	Vista Internal Use (Y or N)

	47
	VRI G
	1
	1239
	1239
	Vista Internal Use (Y or N)

	48
	VRI H
	1
	1240
	1240
	Vista Internal Use (Y or N)

	49
	VRI I
	1
	1241
	1241
	Vista Internal Use (Y or N)

	50
	VRI J
	1
	1242
	1242
	Vista Internal Use (Y or N)

	51
	VRI K
	1
	1243
	1243
	Vista Internal Use (Y or N)

	52
	VRI L
	1
	1244
	1244
	Vista Internal Use (Y or N)

	53
	VRI M
	1
	1245
	1245
	Vista Internal Use (Y or N)

	54
	VRI N
	1
	1246
	1246
	Vista Internal Use (Y or N)

	55
	VRI O
	1
	1247
	1247
	Vista Internal Use (Y or N)

	56
	VRI P
	1
	1248
	1248
	Vista Internal Use (Y or N)

	57
	VRI Q
	1
	1249
	1249
	Vista Internal Use (Y or N)

	58
	VRI R
	1
	1250
	1250
	Vista Internal Use (Y or N)

	59
	VRI S
	1
	1251
	1251
	Vista Internal Use (Y or N)

	60
	VRI T
	1
	1252
	1252
	Vista Internal Use (Y or N)

	61
	VRI U
	1
	1253
	1253
	Vista Internal Use (Y or N)

	62
	VRI V
	1
	1254
	1254
	Vista Internal Use (Y or N)

	63
	VRI W
	1
	1255
	1255
	Vista Internal Use (Y or N)

	64
	VRI X
	1
	1256
	1256
	Vista Internal Use (Y or N)

	65
	VRI Y
	1
	1257
	1257
	Vista Internal Use (Y or N)

	66
	VRI Z
	1
	1258
	1258
	Vista Internal Use (Y or N)

	67
	Invoice Number
	9
	1259
	1267
	

	68
	Invoice Amount
	11
	1268
	1278
	

	69
	Amount Adjusted
	7
	1279
	1285
	Actually 11 - 7 before Record Separator and 4 after

	69
	RECORD SEPARATOR
	2
	1286
	1287
	 (0D, 0A Hex)

	69
	Amount Adjusted
	4
	1288
	1291
	Actually 11 - 7 before Record Separator and 4 after

	70
	Amount Paid
	11
	1292
	1302
	

	71
	SP Amount 1
	11
	1303
	1313
	

	72
	SP Amount 2
	11
	1314
	1324
	

	73
	Vehicle Location Code
	4
	1325
	1328
	Blanks

	74
	Vehicle Soundex
	13
	1329
	1341
	Blanks

	75
	Mailing Address Line 1
	15
	1342
	1356
	Actually 35 - 15 before Record Separator and 20 after

	75
	RECORD SEPARATOR
	2
	1357
	1358
	 (0D, 0A Hex)

	75
	Mailing Address Line 1
	20
	1359
	1378
	Actually 35 - 15 before Record Separator and 20 after

	76
	Mailing Address Line 2
	24
	1379
	1402
	Actual data for fields 75 & 76 is 54 bytes (not 70)

	77
	Mailing City
	20
	1403
	1422
	Left justified blank filled

	78
	Mailing State
	2
	1423
	1424
	

	79
	Mailing Zip Code
	9
	1425
	1433
	

	80
	Model
	4
	1434
	1437
	

	81
	Insurance Indicator
	1
	1438
	1438
	

	81
	RECORD SEPARATOR
	2
	1439
	1440
	 (0D, 0A Hex)

	82
	Policy Number
	20
	1441
	1460
	Left justified blank filled

	83
	Company Name
	35
	1461
	1495
	Left justified blank filled

	84
	Company Code
	5
	1496
	1500
	Left justified blank filled

	85
	Insurance from Date
	6
	1501
	1506
	

	86
	Insurance to Date
	6
	1507
	1512
	

	87
	Sticker Number
	7
	1513
	1519
	Left justified blank filled

	87
	RECORD SEPARATOR
	2
	1520
	1521
	 (0D, 0A Hex)

	87
	Sticker Number
	2
	1522
	1523
	Left justified blank filled

	88
	Base State Apportion %
	6
	1524
	1529
	

	89
	Vehicle Purchase Price
	6
	1530
	1535
	

	90
	Vehicle Purchase Date
	6
	1536
	1541
	

	91
	Vehicle Factory Price
	6
	1542
	1547
	

	92
	Fuel Type
	1
	1548
	1548
	Single Letter - (D,...)

	93
	Horsepower
	3
	1549
	1551
	

	94
	User ID (VCTXXX)
	6
	1552
	1557
	Actually VSCXXX where SC is the 2 letter State Code And XXX is a 3 letter designator

	95
	Part Pay Status
	1
	1558
	1558
	Blank

	96
	Vehicle Title Number
	10
	1559
	1568
	Left justified blank filled

	97
	Vehicle's Cylinder Number
	4
	1569
	1572
	All blanks

	98
	Vehicle Axle Distance
	3
	1573
	1575
	All zeros

	99
	Pre-IRP Plate
	8
	1576
	1583
	All blanks

	100
	Vehicle Color
	4
	1584
	1587
	All blanks

	101
	Title Trans
	1
	1588
	1588
	All blanks

	102
	Sex
	1
	1589
	1589
	All blanks

	103
	Filler
	9
	1590
	1598
	All blanks

	104
	Record Type 1
	1
	1599
	1599
	

	105
	Registration Year
	2
	1600
	1601
	YY

	105
	RECORD SEPARATOR
	2
	1602
	1603
	 (0D, 0A Hex)


6.2 Carrier Record

	Field Number
	Field Name
	Size(in bytes)
	Start Byte Location(from 0 zero)
	End Byte Location
	Comments

	1
	Transaction Code
	2
	0
	1
	Letter followed by blank

	2
	Transaction Date
	6
	2
	7
	MMDDYY

	3
	Title Number
	9
	8
	16
	All blanks

	4
	Record Identifier
	10
	17
	26
	Contains literal string 'CARRIERREC'

	5
	VIN Number
	18
	27
	44
	All blanks

	6
	Model Year
	2
	45
	46
	All zeroes

	7
	Unladen Weight
	6
	47
	52
	All zeroes

	8
	Gross Combined Weight
	6
	53
	58
	All zeroes

	9
	Tag Expiration Date
	6
	59
	64
	All zeroes

	10
	Owner Name
	14
	65
	78
	Actual data for field 11 is 69 bytes (not 70)

	10
	RECORD SEPARATOR
	2
	79
	80
	 (0D, 0A Hex)

	10
	Owner Name
	55
	81
	135
	Actual data for field 11 is 69 bytes (not 70)

	11
	Registrants Name
	25
	136
	160
	

	11
	RECORD SEPARATOR
	2
	161
	162
	 (0D, 0A Hex)

	11
	Registrants Name
	45
	163
	207
	

	12
	Address Line 1
	15
	208
	222
	Actual data for fields 12 & 13 is 50 bytes (not 70)

	12
	RECORD SEPARATOR
	2
	223
	224
	 (0D, 0A Hex)

	12
	Address Line 1
	20
	225
	244
	

	13
	Address Line 2
	15
	245
	259
	Actual data for fields 12 & 13 is 50 bytes (not 70)

	14
	City
	20
	260
	279
	Left justified blank filled

	15
	State
	2
	280
	281
	

	16
	Zip Code
	9
	282
	290
	Zeros for + four part

	17
	Vehicle Make
	4
	291
	294
	All blanks

	18
	Vehicle Type
	2
	295
	296
	All blanks

	19
	Carrier Number
	5
	297
	301
	Leading Zeros fill field

	20
	Fleet Number
	3
	302
	304
	Leading Zeros fill field

	20
	RECORD SEPARATOR
	2
	305
	306
	 (0D, 0A Hex)

	21
	Vehicle OEN
	9
	307
	315
	All blanks

	22
	Axles-Seats
	2
	316
	317
	All zeros

	23
	Weight Group (all Juris's and weights)
	643
	318
	960
	643 (not 630) of format AAnnnnnnn where AA is all blanks) and the seven digit numbers are all zeros.  ( 68 groups of 9, 1 group of 8 and one group of 7)

	23
	7 groups + 6 of the next group
	69
	318
	386
	

	23
	RECORD SEPARATOR
	2
	387
	388
	 (0D, 0A Hex)

	23
	3 of previous group + 8 groups + 5 of the next group
	80
	389
	468
	

	23
	RECORD SEPARATOR
	2
	469
	470
	 (0D, 0A Hex)

	23
	4 of previous group + 8 groups + 4 of the next group
	80
	471
	550
	

	23
	RECORD SEPARATOR
	2
	551
	552
	 (0D, 0A Hex)

	23
	5 of previous group + 8 groups + 3 of the next group
	80
	553
	632
	

	23
	RECORD SEPARATOR
	2
	633
	634
	 (D, 0A Hex)

	23
	6 of previous group + 8 groups + 0 of the next group
	78
	635
	712
	Record separator appears to have overwritten the two blanks normally here

	23
	RECORD SEPARATOR
	2
	713
	714
	 (0D, 0A Hex)

	23
	7 of previous group + 8 groups + 0 of the next group
	79
	715
	793
	Record separator appears to have overwritten one of the two blanks normally here

	23
	RECORD SEPARATOR
	2
	794
	795
	 (0D, 0A Hex)

	23
	8 of previous group + 8 groups + 0 of the next group
	80
	796
	875
	

	23
	RECORD SEPARATOR
	2
	876
	877
	 (0D, 0A Hex)

	23
	0 of previous group + 8 groups + 8 of the next group
	80
	878
	957
	Record separator appears to have overwritten the last zero of the sequence here

	23
	RECORD SEPARATOR
	2
	958
	959
	 (0D, 0A Hex)

	23
	1 of previous group + 0 groups + 0 of the next group
	1
	960
	960
	

	24
	Base Reg Fees
	7
	961
	967
	

	25
	Base Admin Fees
	72
	968
	1039
	Total for Base Admin Fees is 200 (204 - 4 separators)

	25
	RECORD SEPARATOR
	2
	1040
	1041
	 (0D, 0A Hex)

	25
	Base Admin Fees
	80
	1042
	1121
	Total for Base Admin Fees is 200 (204 - 4 separators)

	25
	RECORD SEPARATOR
	2
	1122
	1123
	 (0D, 0A Hex)

	25
	Base Admin Fees
	48
	1124
	1171
	Total for Base Admin Fees is 200 (204 - 4 separators)

	26
	Vehicle Total Fees
	7
	1172
	1178
	

	27
	Julian Date
	5
	1179
	1183
	YYDDD where DDD is # of days since Jan 1 of YY

	28
	Batch Number
	10
	1184
	1193
	All blanks

	29
	Carrier Type
	2
	1194
	1195
	aa (HH,...)

	30
	Vehicle delinquency Amount
	3
	1196
	1198
	

	31
	Main Frame
	1
	1199
	1199
	Single Letter - documented as "not used"

	32
	Number of Reg Months
	2
	1200
	1201
	Left justified blank filled

	33
	Carrier Location Code
	2
	1202
	1203
	Left justified blank filled AA (BC,...)

	33
	RECORD SEPARATOR
	2
	1204
	1205
	 (0D, 0A Hex)

	33
	Carrier Location Code
	2
	1206
	1207
	Blank filled

	34
	Micro Data
	10
	1208
	1217
	All blanks - Used by Connecticut

	35
	Weight Group Number
	3
	1218
	1220
	

	36
	Vehicle Status Indicator
	3
	1221
	1223
	

	37
	Vehicle Use Code 1
	2
	1224
	1225
	Blank filled

	38
	Vehicle Use Code 2
	2
	1226
	1227
	Blank filled

	39
	Vehicle Use Code 3
	2
	1228
	1229
	Blank filled

	40
	Supplement Number
	3
	1230
	1232
	

	41
	VRI A
	1
	1233
	1233
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	42
	VRI B
	1
	1234
	1234
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	43
	VRI C
	1
	1235
	1235
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	44
	VRI D
	1
	1236
	1236
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	45
	VRI E
	1
	1237
	1237
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	46
	VRI F
	1
	1238
	1238
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	47
	VRI G
	1
	1239
	1239
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	48
	VRI H
	1
	1240
	1240
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	49
	VRI I
	1
	1241
	1241
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	50
	VRI J
	1
	1242
	1242
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	51
	VRI K
	1
	1243
	1243
	Vista Internal Use 

(Y or N) All 'N' in Carrier Rec

	52
	VRI L
	1
	1244
	1244
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	53
	VRI M
	1
	1245
	1245
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	54
	VRI N
	1
	1246
	1246
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	55
	VRI O
	1
	1247
	1247
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	56
	VRI P
	1
	1248
	1248
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	57
	VRI Q
	1
	1249
	1249
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	58
	VRI R
	1
	1250
	1250
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	59
	VRI S
	1
	1251
	1251
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	60
	VRI T
	1
	1252
	1252
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	61
	VRI U
	1
	1253
	1253
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	62
	VRI V
	1
	1254
	1254
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	63
	VRI W
	1
	1255
	1255
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	64
	VRI X
	1
	1256
	1256
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	65
	VRI Y
	1
	1257
	1257
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	66
	VRI Z
	1
	1258
	1258
	Vista Internal Use (Y or N) All 'N' in Carrier Rec

	67
	Invoice Number
	9
	1259
	1267
	

	68
	Invoice Amount
	11
	1268
	1278
	

	69
	Amount Adjusted
	7
	1279
	1285
	Actually 11 - 7 before Record Separator and 4 after

	69
	RECORD SEPARATOR
	2
	1286
	1287
	 (0D, 0A Hex)

	69
	Amount Adjusted
	4
	1288
	1291
	Actually 11 - 7 before Record Separator and 4 after

	70
	Amount Paid
	11
	1292
	1302
	

	71
	SP Amount 1
	11
	1303
	1313
	

	72
	SP Amount 2
	11
	1314
	1324
	

	73
	Vehicle Location Code
	4
	1325
	1328
	Blanks

	74
	Vehicle Soundex
	13
	1329
	1341
	Blanks

	75
	Mailing Address Line 1
	15
	1342
	1356
	Actually 35 - 15 before Record Separator and 20 after

	75
	RECORD SEPARATOR
	2
	1357
	1358
	 (0D, 0A Hex)

	75
	Mailing Address Line 1
	20
	1359
	1378
	Actually 35 - 15 before Record Separator and 20 after

	76
	Mailing Address Line 2
	24
	1379
	1402
	Actual data for fields 75 & 76 is 54 bytes (not 70)

	77
	Mailing City
	20
	1403
	1422
	Left justified blank filled

	78
	Mailing State
	2
	1423
	1424
	

	79
	Mailing Zip Code
	9
	1425
	1433
	

	80
	Model
	4
	1434
	1437
	

	81
	Insurance Indicator
	1
	1438
	1438
	

	81
	RECORD SEPARATOR
	2
	1439
	1440
	 (0D, 0A Hex)

	82
	Policy Number
	0
	
	
	Missing - should be 20 bytes

	83
	Company Name
	0
	
	
	Missing - should be 35 bytes

	84
	Company Code
	0
	
	
	Missing - should be 5 bytes

	85
	Insurance from Date
	0
	
	
	Missing - should be 6 bytes

	86
	Insurance to Date
	0
	
	
	Missing - should be 6 bytes

	87
	Sticker Number
	0
	
	
	Missing - should be 7 bytes

	87
	RECORD SEPARATOR
	2
	1441
	1442
	 (0D, 0A Hex)

	87
	Sticker Number
	2
	1443
	1444
	Left justified blank filled

	88
	Base State Apportion %
	6
	1445
	1450
	

	89
	Vehicle Purchase Price
	6
	1451
	1456
	

	90
	Vehicle Purchase Date
	6
	1457
	1462
	

	91
	Vehicle Factory Price
	6
	1463
	1468
	

	92
	Fuel Type
	1
	1469
	1469
	Single Letter - (D,...)

	93
	Horsepower
	3
	1470
	1472
	

	94
	User ID (VCTXXX)
	6
	1473
	1478
	Actually VSCXXX where SC is the 2 letter State Code and XXX is a 3 letter designator

	95
	Part Pay Status
	1
	1479
	1479
	Blank

	96
	Vehicle Title Number
	10
	1480
	1489
	Left justified blank filled

	97
	Vehicle's Cylinder Number
	4
	1490
	1493
	All blanks

	98
	Vehicle Axle Distance
	3
	1494
	1496
	All zeros

	99
	Pre-IRP Plate
	8
	1497
	1504
	All blanks

	100
	Vehicle Color
	4
	1505
	1508
	All blanks

	101
	Title Trans
	1
	1509
	1509
	All blanks

	102
	Sex
	1
	1510
	1510
	All blanks

	103
	Filler
	9
	1511
	1519
	All blanks

	104
	Record Type 1
	1
	1520
	1520
	

	105
	Registration Year
	2
	1521
	1522
	YY

	105
	RECORD SEPARATOR
	2
	1523
	1524
	 (0D, 0A Hex)
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7 APPENDIX C: MD MVA INTERSTATE CREDENTIAL FILE FORMAT

The Maryland MVA intrastate credential flat file format for vehicle data is defined.

	Field Number
	Field Name
	COBOL Definition and Size
	Comment

	1
	VIN
	X(19)
	Vehicle Identification Number

	2
	Tag
	X(7)
	

	3
	Title
	X(8)
	

	4
	Unit Number
	X(9)
	

	5
	Make
	X(4)
	

	6
	Vehicle Year
	X(4)
	YYYY

	7
	GVW
	X(5)
	

	8
	CVW
	X(5)
	

	9
	Exception
	XXX
	

	10
	Effective Date
	X(8)
	YYYYMMDD

	11
	Expiration Date
	X(8)
	YYYYMMDD

	12
	Gen Flag
	X
	Y or N for Yes / No

	13
	Veip Flag
	X
	Y or N for Yes / No

	14
	Stolen
	X
	Y or N for Yes / No

	15
	Name
	X(70)
	

	16
	Street
	X(30)
	

	17
	City
	X(20)
	

	18
	County
	XXX
	

	19
	State
	XX
	

	20
	Zip Code
	X(5)
	


This Page Intentionally Blank

24
The Johns Hopkins University Applied Physics Laboratory
Baseline V1.0
     Page iv  


_986210415.doc


App 1







SCAPI







X12 EDI, TS 285







App 2







SCAPI







EDI Translator SCAPI Map







EDI Translator



SCAPI Map







SCAPI AFF







SCAPI AFF












_989743281.doc


EDI Translator



App 1 Map







EDI Translator App 2 Map







App 2's AFF







App 1's AFF







Application 2







X12 EDI, TS 285







Application 1












_986210388.doc


SCAPI AFF







App 2







SCAPI







App 1







SCAPI












