ITS/CVO Interoperability Test Suite Package – Part 2


5. End to End Interface Tests For Web-based Credentialing Applications

For end-to-end tests, the APL test facility is not involved, and all tests are conducted under non-error conditions.  The sections that follow are organized by operational scenario; in most sections there is one test case per scenario.  For scenarios with more than one test case, a test matrix is provided.

Note: The scenario numbering is not consecutive.  This was done to maintain numbering synchronization with the original end-to-end tests upon which the web tests are based. 

5.1.1 Scenario ID WETE-01:  Carrier Adds Vehicle  (IRP Supplemental)

Test Configuration:

· APL Facility Requirements

· None

· User Facility Requirements

· Communications established between:

· The Carrier’s Electronic Credentialing System (Web Browser) and the State Commercial Vehicle (CV) Administration (Web Server)

· CV Administration and the State CVIEW System (CVIEW)

· CVIEW and SAFER

· Roadside Operations and CVIEW

· Test Roles

· The key test roles necessary to execute this test include:

· Master Test Conductor

· CV Administration

· Carrier

· SAFER 

· CVIEW 

· Roadside Operations

· Test Analyst

Initial Conditions:

· An IRP Initial Registration has previously been processed.

Test Case 5.01.01, Carrier Adds Vehicle (IRP Supplemental)

Test Summary

The master test conductor or the test analyst completes the checklist for Web-based credential applications.  The Carrier sends an IRP Supplemental Application “Add Vehicle” to the CV Administration.  The CV Administration processes the application and returns an invoice notice.  The Carrier sends the CV Administration payment information and following receipt of payment information, CV Administration sends the credential to the Carrier.  The CV Administration sends a vehicle snapshot segment update to CVIEW.  CVIEW sends a vehicle snapshot segment update to SAFER.  CVIEW sends updated vehicle snapshot data to the Roadside Operations system.  The Roadside Operations System receives the vehicle snapshot.

Test Purpose

The objective of this End-to-End test is to ensure the products involved in IRP credentialing process work together properly.  Specifically, the test will verify the carrier is able to enter an IRP supplemental application, adding a vehicle to their fleet, and this new addition is updated in all applicable databases, including the Roadside Operations computer.

Acceptance Criteria

1. The Carrier receives the credential from the CV Administration that adds the vehicle to the Carrier’s fleet.

2. CVIEW updates its database with the new information (vehicle snapshot segment update). 

3. SAFER updates its database with the new information (vehicle snapshot segment update). 

4. Roadside Operations receives, updates, and displays the new information.

Requirements Tested

The test criteria for credentials-related data flows and electronic screening are based on standards found in COACH Part 5, and reflect those requirements that are pertinent to this test case.  See COACH Part 5 for a detailed cross reference of test cases to requirements tested.

Data Recording/Reduction/Evaluation Procedures

Examination of messages, databases, and displayed screens will show the successful receipt of and update of information resulting from the submission of an IRP Supplemental Application.  The Test Analyst will compare the appropriate database updates to the information entered by the Carrier in Step 1, to insure proper transaction sequencing and data flow during the test.  The checklist for Web-based credential applications will be included in a summary of results.

Procedure 

See Table 5–1 for the Master test procedures.  The Carrier, using test case data set 4.01.01 will input the data for the supplemental application.  Note that some steps are starred (().  The Test Analyst will examine these starred steps for conformance with the CVISN architecture in post-test evaluation.  Operator Actions are indicated in bold print, whereas, System Actions are not in bold print.

Table 5–1.
Test 5.01.01: Master Test Conductor Procedure

	Checklist:  The Web-based credential application process for IRP:

	Supports the following browsers:

____Netscape 4

____Internet Explorer 4

____Internet Explorer 5.5

____Other (list in comments)

	Utilizes recommended primary identifiers in application data fields:

____Carrier -- US DOT #

____Vehicle -- Vehicle Identification Number (VIN)

____Vehicle -- State & Plate

	Accurately displays the appropriate credential application form, 
with all necessary data fields present and input validated. 
(list exceptions in comments)

____Yes 

____No

	User interface allows standard credential application functions appropriate 
for this credential type.  For IRP:

____ Add vehicle

 ____ Add fleet 

____ Delete vehicle

 ____ Delete fleet 

____ Modify vehicle

 ____ Change address 

____ Change weight group  
 ____ Renew fleet

____ Replace credential    
 ____ Transfer plates (add/delete)

____ Add jurisdiction  
 ____ Change OEN (Unit Number) 

____ Delete jurisdiction               ____ Request temporary authority 

____ Modify weight                      ____ Other (list in comments)

	Displays Invoice:                           ____Yes   ____No

	Supports payment by credit card:  ____Yes   ____No

             or by ACH                                      ____Yes  ____No

             or other means (list in comments)  ____Yes  ____No

	End-to-End process forwards snapshot updates to CVIEW:      ____Yes  ____No

	CVIEW provides credential information to SAFER and Roadside Systems:  ____Yes  ____No


	Step
	System or Operator Action
	Master Test Criteria
	Pass/
Fail

	1
	The Carrier operator enters supplemental application information “Add Vehicle” into the electronic credentialing system and sends it to the CV Administration.

Record the following information for the added vehicle:

Vehicle Identification

VIN      ____________________

State   ____________________

Plate   ____________________

Credentials

USDOT ____________________

Company Name________________

IRP Account Number___________

IRP Base State_______________

Jurisdictions and weights ________________________________________________________________________________________________
	None
	

	2
	The CV Administration receives the application.
	None
	

	3
	The CV Administration sends an invoice notice to the Carrier.
	None
	

	4
	The Carrier receives the invoice notice.
	None
	

	5
	The Carrier operator inputs and sends payment info to the CV Administration.
	None
	

	6
	The CV Administration receives payment info.
	None
	

	7
	The CV Administration sends a credential return to the Carrier.
	None
	

	8
	The Carrier receives the credential return.
	Verify the credential returned is accurate and the vehicle has been added to the correct fleet. (
	

	9
	The CV Administration sends a vehicle snapshot segment update to CVIEW.
	None
	

	10
	CVIEW updates its database.
	Verify that the CVIEW database is updated correctly.
	

	11
	CVIEW sends a snapshot segment update to SAFER.
	None
	

	12
	SAFER updates its database
	Verify that the SAFER database is updated correctly.
	

	13
	CVIEW fulfills subscription to the Roadside Operations System and sends the vehicle snapshot segment update.
	None
	

	14
	Roadside Operations receives the vehicle snapshot.
	Verify the vehicle snapshot sent by CVIEW is correct. (
Note:  The information recorded in Step 1 shall be used to verify the vehicle snapshot.
	


5.1.2 Scenario ID WETE-04:  Carrier Adds Jurisdiction  (IRP Supplemental)

Test Configuration and Initial Conditions:

· APL Facility Requirements

· None

· User Facility Requirements

· Communications established between:

· The Carrier’s Electronic Credentialing System and the State Commercial Vehicle (CV) Administration (i.e., Web Browser and Web Server)

· CV Administration and the State CVIEW System (CVIEW)

· CVIEW and SAFER

· Roadside Operations and CVIEW

· Test Roles

· The test roles necessary to execute this test include:

· Master Test Conductor

· CV Administration
· Carrier
· SAFER

· CVIEW

· Roadside Operations

· Test Analyst

Initial Conditions:

· An IRP Initial Registration has previously been processed.

Test Case 5.04.01, Carrier Adds Jurisdiction (IRP Supplemental)

Test Summary

The master test conductor or the test analyst completes the checklist for Web-based credential applications.  The Carrier sends an IRP Supplemental Application to the CV Administration to add a jurisdiction to an existing fleet.  The CV Administration processes the application and returns an invoice notice.  The Carrier sends the CV Administration payment information.  Following receipt of payment information, the CV Administration sends the credentials to the Carrier.  The CV Administration sends a vehicle snapshot segment update to CVIEW for each vehicle in the fleet.  CVIEW sends the vehicle snapshot segment updates to SAFER and to the Roadside Operations system.  The Roadside Operations System receives the snapshot.
Test Purpose

The objective of this End-to-End test is to ensure the CVISN computer systems involved in IRP credentialing work together properly.  Specifically, the test will verify the carrier is able to enter an IRP supplemental application, adding a jurisdiction to an existing fleet, and this new jurisdiction information is updated in all applicable databases, including the Roadside Operations computer for all vehicles in the fleet.

Acceptance Criteria

1. The Carrier receives the credentials from the CV Administration that adds the jurisdiction to their fleet.  (cab cards for each vehicle)

2. CVIEW updates its database with the new information (vehicle snapshot segment updates: one per vehicle). 

3. SAFER updates its database with the new information (vehicle snapshot segment update). 

4. Roadside Operations receives, updates, and displays the new information for the fleet (snapshot segment update).

Requirements Tested

The test criteria for credentials-related data flows and electronic screening are based on standards found in COACH Part 5, and reflect those requirements that are pertinent to this test case.  See COACH Part 5 for a detailed cross reference of test cases to requirements tested.

Data Recording/Reduction/Evaluation Procedures

Examination of messages, databases, and displayed screens will show the successful receipt of and update of information resulting from the submission of an IRP Supplemental Application.  The Test Analyst will compare the appropriate database updates to the information entered by the Carrier in Step 1, to insure proper transaction sequencing and data flow during the test.  The checklist for Web-based credential applications will be included in a summary of results. 

Procedure 

See Table 5–2 for the Master test procedure. The Carrier, using test case data set 4.04.01 will input the data for the supplemental application.  Note that some steps are starred (().  The Test Analyst will examine these starred steps for conformance with the CVISN architecture in post-test evaluation.  Operator Actions are indicated in bold print, whereas, System Actions are not in bold print.

Table 5–2.
Test 5.04.01: Master Test Conductor Procedure

	Checklist:  The Web-based credential application process for IRP:

	Supports the following browsers:

____Netscape 4

____Internet Explorer 4

____Internet Explorer 5.5

____Other (list in comments)

	Utilizes recommended primary identifiers in application data fields:

____Carrier -- US DOT #

____Vehicle -- Vehicle Identification Number (VIN)

____Vehicle -- State & Plate

	Accurately displays the appropriate credential application form, 

with all necessary data fields present and input validated. 

(list exceptions in comments)

____Yes    

____No

	User interface allows standard credential application functions appropriate 

for this credential type.  For IRP:

____ Add vehicle           
 ____ Add fleet

____ Delete vehicle
 ____ Delete fleet

____ Modify vehicle
 ____ Change address

____ Change weight group  
 ____ Renew fleet

____ Replace credential    
 ____ Transfer plates (add/delete)

____ Add jurisdiction 
 ____ Change OEN (Unit Number)

____ Delete jurisdiction               
 ____ Request temporary authority

____ Modify weight                    
 ____ Other (list in comments)

	Displays Invoice:                          ____Yes   ____No

	Supports payment by credit card:  ____Yes   ____No

             or by ACH                                      ____Yes  ____No

             or other means (list in comments)  ____Yes  ____No

	End-to-End process forwards snapshot updates to CVIEW:      ____Yes  ____No

	CVIEW provides credential information to SAFER and Roadside Systems:  ____Yes  ____No


	Step
	System or Operator Action
	Master Test Criteria
	Pass/
Fail

	1
	The Carrier enters supplemental application information “Add Jurisdiction” into the electronic credentialing system, adding one jurisdiction to the fleet, and sends it to the CV Administration.

Note:  The existing test fleet consists of two vehicles.

Record the following information for the two vehicles in the fleet, plus the carrier and fleet information.  Note the “new” jurisdiction that is added to the fleet.

Vehicle 1 Identification

VIN ____________________________

License Plate Number ____________

License Plate State_______________

Vehicle 2 Identification

VIN ____________________________

License Plate Number ____________

License Plate State_______________

Carrier and Fleet Information

USDOT  ________________________

IRP Account Number______________

IRP Base State ___________________

Jurisdiction(s) ___________________

New Jurisdiction:  ________________

Registrant Information

DBA Name ______________________

Owner Name_____________________

Address ________________________ ________________________________________________________________
	None
	

	2
	The CV Administration receives the application.
	None
	

	3
	The CV Administration sends an invoice notice to the Carrier.
	None
	

	4
	The Carrier receives the invoice notice.
	None
	

	5
	The Carrier inputs and sends payment info to the CV Administration.
	None
	

	6
	The CV Administration receives payment info.
	None
	

	7
	The CV Administration sends the credential to the Carrier.
	None
	

	8
	The Carrier system receives the credentials for both vehicles.  Carrier operator views credential information.
	Verify the two credentials returned are accurate and the new jurisdiction has been added to both vehicles. (
	

	9
	The CV Administration sends a vehicle snapshot segment update to CVIEW for each vehicle in the fleet.
	None
	

	10
	CVIEW updates its database.
	Verify the updated information sent by the CV Administration has been updated in the CVIEW database and is accurate. (
Note:  The information recorded in Step 1 shall be used for verifying the accuracy of the update.
	

	11
	CVIEW fulfills snapshot subscription for SAFER.
	None
	

	12
	SAFER receives the snapshot segments and updates its database
	Verify the updated information sent by CVIEW has been updated in the SAFER database and is accurate. (
Note:  The information recorded in Step 1 shall be used for verifying the accuracy of the update.
	

	13
	CVIEW fulfills snapshot subscription for the Roadside Operations System.
	None
	

	14
	Roadside Operations performs subscription download to the roadside computer.
	Verify the snapshots sent by CVIEW are correct. (
Note:  The information recorded in Step 1 shall be used to verify the vehicle snapshot.
	


5.1.3 Scenario ID WETE-05:  Carrier Renews IRP Credential

Test Configuration and Initial Conditions:

· APL Facility Requirements

· None

· User Facility Requirements

· Communications established between:

· The Carrier’s Electronic Credentialing System and the State Commercial Vehicle (CV) Administration (i.e., Web Browser and Web Server)

· CV Administration and the State CVIEW System (CVIEW)
· CVIEW and SAFER
· Test Roles

· The key test roles necessary to execute this test include:

· Master Test Conductor

· CV Administration
· Carrier
· SAFER

· CVIEW

· Test Analyst

Initial Conditions:

· An IRP Initial Registration has previously been processed.

Test Case 5.05.01, Carrier Renews IRP Credential

Test Summary

The master test conductor or the test analyst completes the checklist for Web-based credential applications.  The CV Administration sends a renewal reminder to the Carrier.  The Carrier completes the renewal application and sends it to the CV Administration.  The CV Administration validates and accepts the application and returns an invoice notice. The Carrier sends the CV Administration payment information and following receipt of payment information; CV Administration sends the credential to the Carrier.  The CV Administration sends vehicle snapshot segment updates to CVIEW for every vehicle in the fleet.  CVIEW updates its database and sends the snapshot segment update to SAFER and the Roadside Operations System. 

Test Purpose

The objective of this End-to-End test is to ensure the CVISN computer systems involved in IRP credentialing work together properly.  Specifically, the test will verify the carrier is able to enter an IRP renewal application and the information is updated in all applicable databases, including the Roadside Operations SAFER system computer.

Acceptance Criteria

1. The Carrier receives the credential from the CV Administration.

2. CVIEW updates its database with the new information (vehicle snapshot segment update). 

3. SAFER updates its database with the new information (snapshot segment update). 

4. Roadside Operations receives snapshot segment update.

Requirements Tested

The test criteria for credentials-related data flows and electronic screening are based on standards found in COACH Part 5, and reflect those requirements that are pertinent to this test case.  See COACH Part 5 for a detailed cross reference of test cases to requirements tested.

Data Recording/Reduction/Evaluation Procedures

Examination of messages, databases, and displayed screens will show the successful receipt of and update of information resulting from the submission of an IRP Renewal Application.  The Test Analyst will compare the appropriate database updates to the information entered by the Carrier in Step 3 to insure proper transaction sequencing and data flow during the test.  The checklist for Web-based credential applications will be included in a summary of results. 

Procedure 

See Table 5–3 for the Master test procedure. The Carrier, using test case data set 4.05.01 will input the data for the renewal application.  Note that some steps are starred (().  The Test Analyst will examine these starred steps for conformance with the CVISN architecture in post-test evaluation.  Operator Actions are indicated in bold print, whereas, System Actions are not in bold print.

Table 5–3.
Test 5.05.01: Master Test Conductor Procedure

	Checklist:  The Web-based credential application process for IRP:

	Supports the following browsers: 

____Netscape 4

____Internet Explorer 4

____Internet Explorer 5.5

____Other (list in comments)

	Utilizes recommended primary identifiers in application data fields:

____Carrier -- US DOT #

____Vehicle -- Vehicle Identification Number (VIN)

____Vehicle -- State & Plate

	Accurately displays the appropriate credential application form, 

with all necessary data fields present and input validated. 

(list exceptions in comments)

____Yes 

____No

	User interface allows standard credential application functions appropriate for this credential type.  For IRP:

____ Add vehicle        

 ____ Add fleet 

____ Delete vehicle

 ____ Delete fleet

____ Modify vehicle

 ____ Change address

____ Change weight group 
 ____ Renew fleet

____ Replace credential 

 ____ Transfer plates (add/delete)

____ Add jurisdiction  
 
 ____ Change OEN (Unit Number)

____ Delete jurisdiction             
 ____ Request temporary authority

____ Modify weight

 ____ Other (list in comments)

	Displays Invoice:                          ____Yes   ____No

	Supports payment by credit card:  ____Yes   ____No

             or by ACH                                      ____Yes  ____No

             or other means (list in comments)  ____Yes  ____No

	End-to-End process forwards snapshot updates to CVIEW:      ____Yes  ____No

	CVIEW provides credential information to SAFER and Roadside Systems:  ____Yes  ____No


	Step
	System or Operator Action
	Master Test Criteria
	Pass/
Fail

	1
	The CV Administration sends a renewal reminder to the Carrier. Prior to sending the renewal reminder, the CV Administration will verify the correct owner of the vehicle.
	None
	

	2
	The Carrier receives the renewal reminder.
	None
	

	3
	The Carrier operator enters the renewal application into the electronic credentialing system and sends it to the CV Administration.

Record the following information:

Vehicle Identification

VIN ____________________________

State/plate ______________________

USDOT number  __________________

Credentials

IRP Account Number ______________

IRP Base State ___________________

Registration Effective Date    _________

Registration Expiration Date _________

Jurisdictions/weights _______________ __________________________

Registrant Information

DBA Name _______________________

Owner Name _____________________

Address _________________________
	None
	

	4
	The CV Administration receives the renewal application.
	None
	

	5
	The CV Administration validates the application by checking the Carrier, vehicle, and account data for flags and conditions.
	None
	

	6
	The CV Administration accepts the renewal application from the Carrier 
	None
	

	7
	The CV Administration calculates the renewal fee.
	None
	

	8
	The CV Administration sends an invoice notice to the Carrier.
	None
	

	9
	The Carrier receives the invoice notice.
	None
	

	10
	The Carrier operator inputs and sends payment info to the CV Administration.
	None
	

	11
	The CV Administration receives and approves payment.
	None
	

	12
	The CV Administration sends the credential to the Carrier.  (The cab card number is sent to the Carrier.)
	None
	

	13
	The Carrier receives the new cab card.
	Verify the credential returned is accurate. (
Note:  The information recorded in Step 3 shall be used for verifying the accuracy of the credential.
	

	14
	The CV Administration sends a snapshot segment update to CVIEW.
	None
	

	15
	CVIEW updates its database.
	Verify the updated information sent by the CV Administration has been updated in the CVIEW database and is accurate. (
Note:  The information recorded in Step 3 shall be used for verifying the accuracy of the update.
	

	16
	CVIEW sends a snapshot segment update to SAFER.
	None
	

	17
	SAFER updates its database
	Verify the updated information sent by CVIEW has been updated in the SAFER database and is accurate. (
Note:  The information recorded in Step 3 shall be used for verifying the accuracy of the update.
	

	18
	CVIEW fulfills snapshot subscription for the Roadside Operations System.
	None
	

	19
	Roadside Operations performs subscription download to the roadside computer.
	Verify the snapshot sent by CVIEW is correct. (
Note:  The information recorded in Step 1 shall be used to verify the vehicle snapshot.
	


5.1.4 Scenario ID WETE-06:  Carrier Renews IFTA Credential

Test Configuration and Initial Conditions:

· APL Facility Requirements

· None

· User Facility Requirements

· Communications established between:

· The Carrier’s Electronic Credentialing System and the State Commercial Vehicle (CV) Administration (i.e., Web Browser and Web Server)

· CV Administration and the State CVIEW System (CVIEW)

· CVIEW and SAFER

· Roadside Operations System and CVIEW

· ASPEN/ASPEN 32 and CVIEW/SAFER

· CV Administration and IFTA Clearinghouse  (if applicable)

· Test Roles

· The key test roles necessary to execute this test include:

· Master Test Conductor

· CV Administration
· Carrier

· SAFER

· CVIEW

· Roadside Operations

· ASPEN/ASPEN 32

· IFTA Clearinghouse  (if applicable)

· Test Analyst

Initial Conditions:

· An IFTA Initial Registration has previously been processed.

5.1.5 Test Case 5.06.01, Carrier Renews IFTA Credential

Test Summary

The master test conductor or the test analyst completes the checklist for Web-based credential applications.  The CV Administration may send an IFTA renewal reminder to the Carrier.  The Carrier completes the renewal application and sends it to the CV Administration.  The CV Administration accepts and validates the Carrier’s renewal application.  The CV Administration assigns decal numbers and sends the credential to the Carrier.  The CV Administration sends a full carrier snapshot segment update to CVIEW.  CVIEW updates its database and sends a carrier snapshot segment update to SAFER and the Roadside Operations System.  (If applicable, the CV Administration sends the IFTA Clearinghouse the Carrier’s demographic information.) The Roadside Operations System receives the snapshot.  Inspection personnel will use either ASPEN or ASPEN 32.  If using ASPEN, the inspector queries SAFER for a Carrier Snapshot.  For inspectors using ASPEN 32 units, query SAFER or CVIEW for a Carrier Snapshot.

Test Purpose

The objective of this End-to-End test is to ensure the CVISN computer systems involved in IFTA credentialing work together properly.  Specifically, the test will verify the carrier is able to enter an IFTA renewal application and the information is updated in all applicable databases, including the Roadside Operations computer.

Acceptance Criteria

1. The Carrier receives the credential from the CV Administration.

2. CVIEW updates its database with the new information (snapshot segment update). 

3. SAFER updates its database with the new information (snapshot segment update). 

4. Roadside Operations System SAFER updates its database with the new information (snapshot segment update). 

5. If applicable, the IFTA Clearinghouse receives demographic information from the CV Administration.

6. ASPEN/ASPEN 32 receives the correct snapshot from SAFER/CVIEW

Requirements Tested

The test criteria for credentials-related data flows and electronic screening are based on standards found in COACH Part 5, and reflect those requirements that are pertinent to this test case.  See COACH Part 5 for a detailed cross reference of test cases to requirements tested.

Data Recording/Reduction/Evaluation Procedures

Examination of messages, databases, and displayed screens will show the successful receipt of and update of information resulting from the submission of an IRP Renewal Application.  The Test Analyst will compare the appropriate database updates to the information entered by the Carrier in Step 3 to insure proper transaction sequencing and data flow during the test.  The checklist for Web-based credential applications will be included in a summary of results.

Procedure 

See Table 5–4 for the Master test procedure. The Carrier, using test case data set 4.06.01 will input the data for the supplemental application.  Note that some steps are starred (().  The Test Analyst will examine these starred steps for conformance with the CVISN architecture in post-test evaluation.  Operator Actions are indicated in bold print, whereas, System Actions are not in bold print.

Table 5–4.
Test 5.06.01: Master Test Conductor Procedure

	Checklist: The Web-based credential application process for IFTA Registration:

	Supports the following browsers:

____Netscape 4

____Internet Explorer 4

____Internet Explorer 5.5

____Other (list in comments)

	Utilizes recommended primary identifiers in application data fields:

____Carrier -- US DOT #

____Vehicle -- Vehicle Identification Number (VIN)

____Vehicle -- State & Plate

	Accurately displays the appropriate credential application form,

with all necessary data fields present and input validated. 

(list exceptions in comments)

____Yes

____No

	User interface allows standard credential application functions appropriate 

for this credential type.  For IFTA Registration:

____Add vehicle                  
____Renewal

____Replace credential         
____Change OEN (Unit Number)

____Trip permit

____IFTA temporary credential

____Add jurisdiction
____Other (list in comments) 

	Displays Invoice:                            ____Yes  ____No

	Supports payment by credit card:   ____Yes  ____No

             or by ACH:                                      ____Yes  ____No

             or other means (list in comments)   ____Yes  ____No

	End-to-End process forwards snapshot updates to CVIEW:  ____Yes  ____No

	CVIEW provides credential information to SAFER and Roadside Systems:  ____Yes  ____No


	Step
	System or Operator Action
	Master Test Criteria
	Pass/
Fail

	1
	The CV Administration may send a renewal reminder to the Carrier. Prior to sending the renewal reminder, the CV Administration will check for flags or conditions indicating problems. 
	None
	

	2
	The Carrier receives the renewal reminder.
	None
	

	3
	The Carrier enters the renewal application into the electronic credentialing system and sends it to the CV Administration.

Record the following information:

Credentials

USDOT _____________________

IFTA Account Number ___________

IFTA Base State _______________

Jurisdictions/weights ____________ __________________________

Registration Effective Date _______

Registration Expiration Date ______

Registrant Information

Company Name _______________

DBA Name ___________________
	None
	

	4
	The CV Administration receives the renewal application from the Carrier.
	None
	

	
	Steps 5, 6, and 7 are applicable for states electronically connected to the IFTA CH
	None
	

	5
	The CV Administration queries the IFTA Clearinghouse for the Carrier’s account status.
	None
	

	6
	The IFTA Clearinghouse sends the Carrier’s account status to the CV Administration.
	None
	

	7
	The CV Administration receives the Carrier’s account status form the IFTA Clearinghouse.
	Verify the response returned from the Clearinghouse is for the correct Carrier. (
Note:  The information recorded in Step 3 shall be used for verifying the accuracy of the response.
	

	8
	The CV Administration accepts/validates the Carrier’s application.
	None
	

	9
	The CV Administration verifies the credential can be issued electronically.
	None
	

	10
	The CV Administration assigns decal numbers and creates the credential.
	None
	

	11
	The CV Administration sends the credential to the Carrier electronically.
	None
	

	12
	The Carrier receives the credential.
	Verify the credential returned is accurate. (
Note:  The information recorded in Step 3 shall be used for verifying the accuracy of the credential.
	

	13
	The CV Administration sends a carrier snapshot segment update to CVIEW.
	None
	

	14
	CVIEW receives the snapshot and updates its database.
	Verify the updated information sent by the CV Administration has been updated in the CVIEW database and is accurate. (
Note:  The information recorded in Step 3 shall be used for verifying the accuracy of the update.
	

	15
	CVIEW sends a snapshot segment update to SAFER.
	None
	

	16
	SAFER receives the snapshot and updates its database
	Verify the updated information sent by CVIEW has been updated in the SAFER database and is accurate. (
Note:  The information recorded in Step 3 shall be used for verifying the accuracy of the update.
	

	
	Steps 17 and 18 are applicable for states electronically connected to the IFTA CH
	
	

	17
	The CV Administration sends the IFTA Clearinghouse (CH) the Carrier’s demographic information.
	None
	

	18
	The IFTA CH receives the demographic information.
	Verify the Carrier’s demographic information is accurate. (
Note:  The information recorded in Step 3 shall be used to verify the recap information.
	

	19
	CVIEW fulfills snapshot subscription for the Roadside Operations System.
	None
	

	20
	Roadside Operations downloads the subscription (snapshot).
	Verify the snapshot sent by CVIEW is correct. (
Note:  The information recorded in Step 3 shall be used to verify the vehicle snapshot.
	

	21
	The ASPEN operator queries SAFER/CVIEW for a Carrier and Vehicle Snapshot.

Note:   ASPEN queries SAFER for a Carrier Snapshot; ASPEN 32 queries SAFER or CVIEW for a Carrier Snapshot.
	Verify the snapshots returned are correct. (
Note:  The information recorded in Step 3 shall be used to verify the vehicle snapshot.
	


5.1.6 Scenario ID WETE-07:  Carrier Submits IFTA Quarterly Tax Filing

Test Configuration and Initial Conditions:

· APL Facility Requirements

· None

· User Facility Requirements

· Communications established between:

· The Carrier’s Electronic Credentialing System and the State Commercial Vehicle (CV) Administration (i.e., Web Browser and Web Server)

· CV Administration and the State CVIEW System (CVIEW)

· CVIEW and SAFER

· ASPEN/ASPEN 32 and CVIEW/SAFER

· Roadside Operations and CVIEW

· Test Roles

· The key test roles necessary to execute this test include:

· Master Test Conductor

· CV Administration
· Carrier

· SAFER

· CVIEW

· Roadside Operations

· ASPEN/ASPEN 32

· Test Analyst

Initial Conditions:

· An IFTA Initial Registration has previously been processed.

Test Case 5.07.01, Carrier Submits IFTA Quarterly Tax Filing 

Test Summary

The master test conductor or the test analyst completes the checklist for Web-based credential applications.  The CV Administration may send a Tax Filing Notification message to the Carrier (non-EDI).  The Carrier receives the filing notice.  The Carrier requests the Tax Rate Tables and Footnotes.  The CV Administration sends the tables and footnotes to the Carrier.  The Carrier completes and sends the tax filing to the CV Administration.  The CV Administration validates the tax filing and computes the tax liability.  The CV Administration sends carrier snapshot segment updates to CVIEW.  CVIEW sends a segment update to the SAFER.  The Roadside Operations System receives the carrier snapshot from CVIEW.  Inspection personnel will use either ASPEN or ASPEN 32.  If using ASPEN, the inspector queries SAFER for a Carrier Snapshot.  For inspectors using ASPEN 32 units, query SAFER or CVIEW for a Carrier Snapshot.

Test Purpose

The objective of this End-to-End test is to ensure the products involved in IFTA credentialing work together properly.  Specifically, the test will verify the carrier is able to submit their quarterly IFTA tax filing and the information is updated in all applicable databases, including the Roadside Operations computer.

Acceptance Criteria

1. The Carrier receives the tax filing acknowledgement from the CV Administration.

2. CVIEW updates its database with the new information (snapshot segment update). 

3. SAFER updates its database with the new information (snapshot segment update). 

4. Roadside Operations receives, updates, and displays the new information (snapshot segment update).

5. ASPEN/ASPEN 32 receives the correct snapshot from SAFER/CVIEW

Requirements Tested

The test criteria for credentials-related data flows and electronic screening are based on standards found in COACH Part 5, and reflect those requirements that are pertinent to this test case.  See COACH Part 5 for a detailed cross reference of test cases to requirements tested.

Data Recording/Reduction/Evaluation Procedures

Examination of messages, databases, and displayed screens will show the successful receipt of and update of information resulting from the submission of the carrier’s quarterly IFTA tax filing.  The Test Analyst will compare the appropriate database updates to the information entered by the Carrier in Step 1, to insure proper transaction sequencing and data flow during the test.  The checklist for Web-based credential applications will be included in a summary of results.

Procedure

See Table 5–5 for the Master test procedure. The Carrier, using test case data set 4.07.01 will input the data for the supplemental application.  Note that some steps are starred (().  The Test Analyst will examine these starred steps for conformance with the CVISN architecture in post-test evaluation.  Operator Actions are indicated in bold print, whereas, System Actions are not in bold print.

Table 5–5.
Test 5.07.01: Master Test Conductor Procedure

	Checklist:  The Web-based credential application process for IFTA Quarterly Tax Filing:

	Supports the following browsers:

____Netscape 4

____Internet Explorer 4

____Internet Explorer 5.5

____Other (list in comments)

	Utilizes recommended primary identifiers in application data fields:

____Carrier -- US DOT #

____Vehicle -- Vehicle Identification Number (VIN)

____Vehicle -- State & Plate

	Accurately displays the appropriate credential application form, 

with all necessary data fields present and input validated. 

(list exceptions in comments)

____Yes 

____No

	User interface allows standard credential application functions appropriate 

for this credential type.  For IFTA Tax:

____ Display tax rates and credits from State 

____ Submit original filing     

____ Submit amended filing

____ Print copy of tax return

____ Other (list in comments)  

	Displays Invoice:                            ____Yes  ____No

	Supports payment by credit card:   ____Yes ____No

             or by ACH :                                     ____Yes  ____No

             or other means (list in comments):  ____Yes  ____No

	End-to-End process forwards snapshot updates to CVIEW:  ____Yes  ____No

	CVIEW provides credential information to SAFER and Roadside Systems:  ____Yes   ____No


	Step
	System or Operator Action
	Master Test Criteria
	Pass/
Fail

	1
	The CV Administration may generate and send a Tax Filing Notification message to the Carrier.
	None
	

	2
	The Carrier receives the Tax Filing Notification.
	None
	

	3
	The Carrier system may send a request for the Tax Rate Tables and corresponding Footnotes from the CV Administration.
	None
	

	4
	The CV Administration receives the request from the Carrier.
	Note: In some states the CV Administration will send a request to IFTA Inc. in response to a Carrier’s request for the current Tax Rate Tables and Footnotes during the tax filing. Other states will store tax rates and footnotes obtained from IFTA Inc. periodically, or provide them on a Web site.
	

	5
	CV Administration sends the Tax Rates Tables and Footnotes to the Carrier.
	None
	

	6
	The Carrier enters the IFTA Quarterly Tax Filing Application into the electronic credentialing system and sends it to the CV Administration.

Record the following information:

Credentials

USDOT ______________________

IFTA Account Number ___________

IFTA Base State _______________

Jurisdictions/weights ____________ __________________________

Registrant Information

Contact Name _________________
	None
	

	7
	The CV Administration receives the IFTA Quarterly Tax Filing.
	None
	

	8
	The CV Administration validates the tax filing.
	None
	

	9
	The CV Administration calculates the tax liability and compares the amount submitted by the Carrier.
	None
	

	10
	The CV Administration sends a Tax Filing Acceptance notice to the Carrier.
	None
	

	11
	The CV Administration sends a snapshot segment update to CVIEW.
	None
	

	12
	CVIEW updates its database.
	Verify the updated information sent by the CV Administration has been updated in the CVIEW database and is accurate.  The IFTA check flag should indicate tax payments are current. (
Note:  The information recorded in Step 6 shall be used to verify the accuracy of the update.
	

	13
	CVIEW sends a snapshot segment update to SAFER.
	None
	

	14
	SAFER updates its database
	Verify the updated information sent by CVIEW has been updated in the SAFER database and accurate. (
Note:  The information recorded in Step 6 shall be used to verifyng the accuracy of the update.
	

	15
	CVIEW fulfills snapshot subscription for the Roadside Operations System mailbox.
	None
	

	16
	Roadside Operations downloads the subscription (snapshot).
	Verify the snapshot sent by CVIEW is correct. (
Note:  The information recorded in Step 6 shall be used to verify the vehicle snapshot.
	

	17
	The ASPEN operator queries SAFER/CVIEW for a Carrier Snapshot.

Note:   ASPEN should query SAFER for a Carrier Snapshot.  ASPEN 32 should query SAFER or CVIEW for a Carrier Snapshot.
	Verify the snapshots returned are correct. (
Note:  The information recorded in Step 6 shall be used to verify the vehicle snapshot.
	


5.1.7 Scenario ID WETE-11:  Carrier Adds More than One Vehicle  (IRP Supplemental)
Test Configuration:

· APL Facility Requirements

· Test APL SAFER.

· User Facility Requirements

· Communications established between:

· The Carrier’s Electronic Credentialing System and the State Commercial Vehicle (CV) Administration

· CV Administration and the State CVIEW System (CVIEW)

· CVIEW and APL SAFER

· Roadside Operations and CVIEW

· Test Roles

· The key test roles necessary to execute this test include:

· Master Test Conductor

· CV Administration

· Carrier

· APL SAFER 

· CVIEW 

· Roadside Operations

· Test Analyst

Initial Conditions:

· An IRP Initial Registration has previously been processed. 

Test Case 5.11.01, Carrier Adds More Than One Vehicle (IRP Supplemental)

Test Summary

The Carrier sends an IRP Supplemental Application (Add Vehicle) to the CV Administration and adds more than one vehicle.  The CV Administration processes the application and returns an invoice notice.  The Carrier sends the CV Administration payment information and following receipt of payment information; CV Administration sends the credential to the Carrier.  The CV Administration sends a vehicle snapshot segment update to CVIEW for each vehicle added.  CVIEW sends a vehicle snapshot segment update to APL SAFER for each vehicle added.  CVIEW sends updated vehicle snapshots to the Roadside Operations system.  The Roadside Operations System receives the vehicle snapshots.

Test Purpose

The objective of this End-to-End test is to ensure the products involved in IRP credentialing process work together properly when credentialing more than one vehicle.  Specifically, the test will verify the carrier is able to enter an IRP supplemental application, adding more than one vehicle to their fleet, and this new addition is updated in all applicable databases, including the Roadside Operations computer. 

Acceptance Criteria

1. The Carrier receives the credential from the CV Administration that adds the vehicles to the Carrier’s fleet.

2. CVIEW updates its database with the new information (vehicle snapshot segment updates). 

3. APL SAFER updates its database with the new information (vehicle snapshot segment updates). 

4. Roadside Operations receives, updates, and displays the new information.

Requirements Tested

The test criteria for credentials-related data flows and electronic screening are based on standards found in COACH Part 5, and reflect those requirements that are pertinent to this test case.  See COACH Part 5 for a detailed cross-reference of test cases to requirements tested.

Data Recording/Reduction/Evaluation Procedures

Examination of messages, databases, and displayed screens will show the successful receipt of and update of information resulting from the submission of an IRP Supplemental Application.  The Test Analyst will compare the appropriate database updates to the information entered by the Carrier in Step 1 to insure proper transaction sequencing and data flow during the test.   

Procedure

See Table 5–6 for the Master Test Conductor Procedures. The Carrier, using test case data set 5.11.01, will input the data for the supplemental application.  Note that some steps are starred (().  The Test Analyst will examine these starred steps for conformance with the CVISN architecture in post-test evaluation. 

Table 5–6.
Test 5.06.01: Master Test Conductor Procedure

	Checklist:  The Web-based credential application process for IRP:

	Supports the following browsers:

____Netscape 4

____Internet Explorer 4

____Internet Explorer 5.5

____Other (list in comments)

	Utilizes recommended primary identifiers in application data fields:

____Carrier -- US DOT #

____Vehicle -- Vehicle Identification Number (VIN)

____Vehicle -- State & Plate

	Accurately displays the appropriate credential application form, 

with all necessary data fields present and input validated. 

(list exceptions in comments)

____Yes 

____No

	User interface allows standard credential application functions appropriate 

for this credential type.  For IRP:

____ Add vehicle

 ____ Add fleet

____ Delete vehicle

 ____ Delete fleet

____ Modify vehicle

 ____ Change address

____ Change weight group

 ____ Renew fleet

____ Replace credential

 ____ Transfer plates (add/delete)

____ Add jurisdiction

 ____ Change OEN (Unit Number 

____ Delete jurisdiction

 ____ Request temporary authority

____ Modify weight

 ____ Other (list in comments)

	Displays Invoice:                           ____Yes   ____No

	Supports payment by credit card:  ____Yes   ____No

             or by ACH                                      ____Yes  ____No

             or other means (list in comments)  ____Yes  ____No

	End-to-End process forwards snapshot updates to CVIEW:      ____Yes  ____No

	CVIEW provides credential information to SAFER and Roadside Systems:  ____Yes  ____No


	Step
	System or Operator Action
	Master Test Criteria
	Pass/
Fail

	1
	The Carrier operator enters supplemental application information (Add Vehicle) into the electronic credentialing system and sends it to the CV Administration.

Record the following information for the added vehicles:

Vehicle Identification

VIN      ____________________

State   ____________________

Plate   ____________________

Credentials

USDOT ____________________

Company Name________________

IRP Account Number___________

IRP Base State_______________

Jurisdictions and weights _______________________________________________________________________________________________________

Vehicle Identification

VIN      ____________________

State   ____________________

Plate   ____________________

Credentials

USDOT ____________________

Company Name________________

IRP Account Number___________

IRP Base State_______________

Jurisdictions and weights _______________________________________________________________________________________

Vehicle Identification

VIN      ____________________

State   ____________________

Plate   ____________________

Credentials

USDOT ____________________

Company Name________________

IRP Account Number___________

IRP Base State_______________

Jurisdictions and weights _______________________________________________________________________________________
	None
	

	2
	The CV Administration receives the application.
	None
	

	3
	The CV Administration sends an invoice notice to the Carrier.
	None
	

	4
	The Carrier receives the invoice notice.
	None
	

	5
	The Carrier operator inputs and sends payment info to the CV Administration.
	None
	

	6
	The CV Administration receives payment info.
	None
	

	7
	The CV Administration sends a credential return to the Carrier.
	None
	

	8
	The Carrier receives the credential return.
	Verify the credential returned is accurate and the vehicle has been added to the correct fleet. (
	

	9
	The CV Administration sends a vehicle snapshot segment update to CVIEW for each vehicle.
	None
	

	10
	CVIEW updates its database.
	Verify that the CVIEW database is updated correctly.
	

	11
	CVIEW sends a snapshot segment update to APL SAFER for each vehicle.
	None
	

	12
	APL SAFER updates its database.
	Verify that the APL SAFER database is updated correctly. 
	

	13
	CVIEW fulfills subscription to the Roadside Operations System and sends the vehicle snapshot segment updates.
	None
	

	14
	Roadside Operations receives the vehicle snapshots.
	Verify the vehicle snapshot sent by CVIEW is correct. (
Note:  The information recorded in Step 1 shall be used to verify the vehicle snapshots.
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