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Introduction

Intelligent Transportation Systems/Commercial Vehicle Operations (ITS/CVO) interoperability testing is planned to:

· Verify that interfaces between selected pairs of deployed products/systems meet the applicable standards (pairwise interface testing), and 

· Verify dataflow and data usage among several selected products/systems (end-to-end interface testing).  

This ITS/CVO Interoperability Test Suite Package defines the interoperability test specifications, test cases and procedures, test tools, and the test data.  Due to budget and development schedule constraints, interoperability testing will occur in phases, and the test suite package will be updated to provide the material to support each interoperability test phase.  

This draft supports the initial set of interoperability tests.  There is at least one pairwise interface test for each functional area: credentials administration, electronic screening, and safety information exchange.
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Interoperability Test Suite Package Structure

This package is divided into several parts:


Part 1 – Test Specifications

Part 2 – Test Cases and Procedures

Part 3 – Test Tool Description

Part 4 – Test Data

Test criteria are defined in the COACH Part 5, Interoperability Test Criteria.

The Interoperability Test Suite Package Part 1, Test Specifications defines the test environment and test scenarios for ITS/CVO interoperability testing.  A test scenario is a high-level description of the function to be tested.

The Interoperability Test Suite Package Part 2, Test Cases and Procedures defines the test cases, specific test configurations, and procedures for each test scenario identified in Part 1.  One or more test cases are defined for each scenario.  Each case uses a different set of data from the test database and/or different test conditions.  There is one procedure for each test case.  Most of the procedures are formatted into three or more sections:  one for a master test conductor, and one for each of the products (or simulated products) involved in the test.  

The Interoperability Test Suite Package Part 3, Test Tool Description will define the tools available to support the tests.  Tool descriptions will be provided by those who develop the tools.  Users of the Test Suite Package may request copies of the tools from the developers.

The Interoperability Test Suite Package Part 4, Test Data describes the test data for ITS/CVO interoperability testing.  The test data will be organized in a Microsoft Access 97 Database, with data records keyed to the test cases defined in Part 2 of the Test Suite Package.  This part of the Test Suite Package will describe the database tables, data relations, and how to extract data for a particular test case.  Data will be delivered to users in MS Access form, on removable media (e.g., CD-ROM, Iomega Zip disk).  Users will be required to have Microsoft Access 97 installed on an Intel processor-based system in order to use the data.
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Introduction

This is Part 3:  Test Tool Description of the ITS/CVO Interoperability Test Suite Package.  This part describes the test tools that will be available to conduct interoperability testing.  These test tools will be used to support a variety of purposes, such as test data generation, verifying that the test worked, assist in monitoring progress, emulation of a system, support interception of key interface data so that errors could be introduced, and data conversion for the test database.

· Each test tool description will include the following information:

· Test Tool Name – a short description

· Platform required to use test tool

· Database requirements

· Language(s) used

· Usage as a tool

· Licensing issues

· The test tools included in this document will generally fall into one of the following categories:

· Commercially available tools and libraries 

· Generally available test tool applications

· Tools specific to the CVISN Test Facility

· Tools currently under development

This draft issue provides the format for this volume of the Interoperability Test Suite Package.  To date, only a subset of the test tools are listed which support the early interoperability tests.  More test tools will be added as needed to support additional scenarios and cases to complete the test suite to verify CVISN Level 1 readiness.  We invite you to give us comments on the contents of this document.
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1. Test Tools – Currently Available

1.1 Commercially Available Test Tools

1.1.1 EUDORA Light E-Mail Client

Description:
This is the freeware version of Eudora for Windows. 

Usage as Tool:
Extract and examine Email messages generated by CVIEW, CI, and CAT. 

Platform: 
Win95 & NT; For 32-bit Eudora: Windows 95, NT 3.51, or NT 4.0* WinSock 1.1 API-compliant networking package (not needed for serial connection)* A mail account with an ISP (Internet Service Provider) or an Internet-style network, providing an SMTP service and a POP3 service.  Access to your mail account via a modem (9600bps or higher recommended) or Internet-style network connection.

Language(s):
N/A

Licensing:
This Eudora Software is owned by QUALCOMM Incorporated. QUALCOMM grants to the user a nonexclusive license to use this Eudora Software solely for User's own personal or internal business purposes. The user may not commercially distribute, sublicense, resell, or otherwise transfer for any consideration, or reproduce for any such purposes, the Eudora software or any modification or derivation thereof, either alone or in conjunction with any other productor program. Further, the user may not modify the Eudora Software, other than for User's own personal or internal business use.

Database:
N/A

1.1.2 MERCATOR EDI Translator 

Description:
an object-based graphical interface to define, implement, test, and maintain data transformations.  The Mercator Authoring System requires Windows 3.1 or later operating system and consists of:

· Type Editor: used to build and maintain the data definitions (type trees) including field lengths, data type, justification, pad characters, validation logic, and conditional data logic.

· Map Editor: used to build and maintain the data transformation rules.  The result is a compiled map used by the Execution Engine to manipulate the data.  If the destination platform is non-Windows, the compiled map may need to be 'ported' to account for environmental differences.

· Execution Engine: used to run the compiled map to produce the transformed data.  Data validation is performed according to the definition given in the Type Editor and the output data is generated according to the rules defined in the Map Editor. 

· Tree Installer: used to install type trees available in predefined Type Tree Collections including X12, UN/EDIFACT, Odette, TRADACOMS.

· Release Notes: provides information about new features in the product.

· Type Tree Maker: used to create a type tree from a file containing the data definition using the Mercator Type Tree command language.

Usage as Tool:
to define application structures and the data transformation rules to move data between the application and destination data structures; use for any-to-any data transformations and verify syntactical correctness of data structures.

Platform: 
PC Platforms: DOS (32-bit), Windows 3.1 (16-bit), Windows 95 (32-bit), Windows NT (as application), SCO OpenServer, SCO Unixware

Midrange Platforms: AIX (IBM RS6000), Digital UNIX (Digital Alpha), FTX (Stratus R5 RISC), HP-UX (HP 9000 PA RISC), NT (Digital Alpha), Open VMS (Digital Alpha), Open VMS (Digital VAX), OS/400 (IBM AS/400), Solaris and SunOS (Sun SPARC), VOS (Status R5 RISC)


Mainframe Platforms: MVS/Batch, MVS/CICS

Language(s):
Not applicable

Licensing:
The Authoring System is required to build, maintain, or test maps.  Licenses for use can be purchased from TSI inc., the manufacturer of Mercator product.

Database: 
Not applicable

1.1.3 ORACLE SQL Plus  

Description:
Command Line tool to examine or change contents of Oracle Database.  Uses SQL commands.

Usage as Tool:
Used to select records from Oracle tables or to Add, Modify, or delete data elements, records, or DB tables.

Platform:
Win95 or NT

Language(s): 
SQL

Licensing:
SQL Net Client and Oracle TCP/IP Adapter 

Database:
Oracle or others (with appropriate drivers)

1.1.4 NT Resource Kit for Server

Description:
Collection of tools to maintain or configure Windows NT Server

Usage as Tool:
Tools to enable system administrator to examine and revise Server configuration information, monitor server performance, execute applications on server.

Platform:
Windows NT

Language(s):
N/A

Licensing: 
Microsoft Windows NT Workstation Resource Kit: Comprehensive Resource Guide and Utilities for Windows NT Workstation Version 4.0 
Database:
N/A

1.2 General Test Tools

1.2.1 Credentialing Interface (CI) Emulator

Description:
This emulator receives transactions from a CAT tool. It then decomposes the EDI transaction and verifies that the open standard is being followed. It will then send the necessary acknowledgements and responses to the CAT tool.  The tool currently is operated manually and uses predefined responses for the transactions.  The EDI transactions are transmitted via E-mail.

Usage as Tool:
Used in pairwise interoperability testing in credentials to verify use of TS 286 EDI transactions, To utilize this tool, two POP3 e-mail accounts on existing mail servers are needed.

Platform: 
Windows NT workstation 

Language(s): 
Uses custom EDI Maps developed by APL using the Mercator product.

Licensing:
1 runtime license of the Mercator Windows Execution Engine for NT.  This license can be purchased from TSI inc.

Database:
Application files that contain the predefined responses for invoice, and the translated output of the transaction

1.2.2 Roadside Operations Computer (ROC) Application V2.0

Description:
The Roadside Operations Computer is intended as the electronic screening user interface at weigh and inspection sites.  It normally performs 4 major functions:

· Operator control of safety and credentials screening elements,

· Current vehicle display, based on vehicle records received from a screening system,

· Snapshot displays for selected carrier or vehicle snapshots, and

· Access to a state CVIEW to update carrier and vehicle snapshots by individual query or by subscription update.


The ROC has two primary interfaces required to support these functions, an interface to the screening system, and an interface to CVIEW.  The screening interface has been implemented with a Remote Procedure Call (RPC) interface, to support communications between dissimilar systems.  The CVIEW interface is implemented through EDI TS-285 transactions communicated over a fixed or dial-up network connection.


In addition to the operational ROC Graphical User Interface (GUI) software, there are three other software components designed for use with the ROC GUI.  The “VEH_RPC Server” is required for normal operation, so that the ROC can receive vehicle data over the RPC interface.  The other two elements, “NB Traffic” and “SB Traffic,” are simulators, which send vehicle records to the ROC RPC server.  These two elements are intended for test and simulation only, and would not be run in the operational environment.

Usage as Tool:
While the ROC was developed to perform the functions defined above in an operational environment, it is useful to have in a test environment to verify the two interfaces defined above.


When used in conjunction with the two traffic simulation modules, many aspects of system performance and interoperability can be tested, including:

· Testing the implementation of the RPC interface,

· Testing the system response time to operator actions,

· Testing the data update reliability, 

· Testing system performance under extreme data input conditions, and

· Generation of test data in the internal database format.


The CVIEW interface can also be used as a test tool, to perform the following functions:

· Testing the network connectivity to CVIEW,

· Testing the TS-285 transactions,

· Testing database performance, and

· Generation of test data in the internal database format.

Platform:
Windows 95 or Windows NT platform.
Language(s):
The ROC GUI operator interface and database is implemented in Delphi.  The RPC interface is implemented using Visual C++, but any C compiler can be used.
Licensing:
Imprise’s Delphi Client/Server Suite Version 4.0 * 
(Update Pack 3) which includes:  InterBase Server 5.1.1 **

Distinct Corporation’s VIT-40-RT, 32-Bit, Visual Internet Tool-kit Run-Time Version 2.0


* Professional version will suffice but is not recommended.  Purchase Maintenance Release 1 if necessary.   Download Maintenance Release 2 from http://www.inprise.com/delphi/del3update.html. 


** Local InterBase will suffice but not recommended.

Database:
InterBase Server 5.1.1
1.2.3 ASPEN Application

Description:
The ASPEN application allows for the electronic entry, validation and transmission of inspection reports from the roadside to the state (SAFETYNET) and national (MCMIS) information systems. The ASPEN application incorporates the ISS algorithm to provide feedback to the inspector on areas to focus on in conducting an inspection and whether the carrier responsible for the driver and vehicle has had safety problems in the past.

Usage as Tool:
This application can be used to generate inspection reports to establish specific conditions for setting and testing safety screening values. It also is used to test Inspection Report processing capabilities in SAFER and CVIEW. To utilize this as a tool, a user account on the APL CVIEW or state CVIEW is needed.

Platform:
Windows 3.1, 95 or NT

Language(s): 
Delphi

Licensing:
None, need to acquire the software from the Field Services Group of OMC

Database:
Borland Database Engine

1.2.4 SCAPI Library

Description: 
SAFER/CVIEW Application Programming Interface

Usage as Tool:
Test Application can use API to connect to SAFER/CVIEW, submit queries, retrieve responses or download subscriptions from user's mailbox.

Platform:
Win95 or NT

Language(s):
Delphi, C

Licensing:
Imprise’s Delphi Professional Version 3.0 or 4.0

Distinct Corporation’s VIT-40-RT, 32-Bit, Visual Internet Tool-kit Run- Time Version 2.0


Mercator EDI Translator

Database:
N/A

1.2.5 TagTalk

Description: 
A program to load and display the contents of extended memory for Type IIIm transponders.
Usage as Tool:
Used to load the contents of extended memory in a transponder for testing purposes.

Platform: 
Win95 or WinNT

Language(s):
Developed in Visual Basic 5.0

Licensing:
None

Database: 
None

1.2.6 ReaderTalk

Description:
A program to interface the DSRC Reader for diagnostic purposes.

Usage as Tool:
DSRC Link Reader diagnostic program

Platform:
Win 95 or WinNT

Language(s):
Developed in Borland C++5.0

Licensing:
None

Database:
N/A

1.3 CVISN Test Facility Test Tools

1.3.1 SAFER/CVIEW Monitor V1.6

Description:
Monitors Status of SAFER/CVIEW

Usage as Tool:
Provide visual indication of operating condition of SAFER/CVIEW - active threads, number of requests or updates queued for processing, debug/error messages generated by application.  Requires a TCP/IP network connection between SAFER/CVIEW server and host, running the monitor. 

Platform:
NT

Language(s):
C++

Licensing:
N/A

Database:
N/A

1.3.2 SAFER/CVIEW Mailbox Test Tool

Description:
Tool used to retrieve mail from a SAFER/CVIEW mailbox and display its contents.

Usage as Tool:
Send a request to a mailbox to read messages which contain EDI messages for verification that, the messages are correct syntactically and the message content is as expected.

Platform:
Windows 95 or NT.

Language(s):
Delphi, C++

Licensing:
Distinct Corporations T32-102 TCP/IP standard run time, 32 bit V2.0. 

Database:
N/A

1.3.3 SAFER/CVIEW WIN 16 Bit Test Bed V1.11  
Description:
Tool used to Test SCAPI Library distributed with 16 bit Aspen 1.5.

Usage as Tool:
Send Aspen queries and updates, review response to query to/from user specified mailboxes. Uses Dial Up connection (via modem) or network interface.

Platform:
Win95 or NT

Language(s):
Delphi, C++

Licensing:
Distinct Corporation’s T32-102 TCP/IP Standard Runtime, 32-Bit, Version 2.0

Database:
N/A

1.3.4 SAFER/CVIEW WIN 32 Bit API Test Bed V1.5  

Description:
Tool used to Test SCAPI Library distributed with ASPEN 32 and ROC V2.0. 

Usage as Tool:
Send carrier queries, review response, download subscription to/from user specified mailboxes. Uses Dial Up connection (via modem or network interface.

Platform:
Submit SAFEVue and ROC queries to SAFER/CVIEW, review response to query, download subscriptions

Language(s):
Delphi, C++

Licensing:
Distinct Corporation’s T32-102 TCP/IP, 32-Bit, Standard Run-Time Version 2.0

Database:
N/A

1.3.5 Client Stress Tester V1.5.1

Description:
Tool used to continuously send queries or updates to SAFER/CVIEW.

Usage as Tool:
Send a single query or ASPEN inspection report repeatedly at a specified interval to a mailbox.  Alternatively, send Aspen inspection reports or queries specified in a control file. Uses network connection (via modem) or existing network interface.

Platform:
Win95 or NT

Language(s):
Delphi, C++

Licensing:
Distinct Corporation’s T32-102 TCP/IP Standard Runtime, 32-Bit, Version 2.0, and Mercator System

Database:
N/A

1.3.6 IOT Front-end V1.6  

Description:
Generate and send queries to SAFER-CVIEW.  Send ASPEN inspection reports. Send EDI carrier and vehicle snapshots.

Usage as Tool:
Send queries or Aspen Inspection reports to a user specified mailbox. Send Carrier or Vehicle snapshots extracted from SAFER/CVIEW database to a user specified mailbox.  For snapshot generation, requires TCP/IP network connection between SAFER/CVIEW server and host running IOT front end.

Platform:
Win95 or NT

Language(s):
C++

Licensing:
Distinct Corporation’s T32-102 TCP/IP Standard Runtime, 32-Bit, Version 2.0, and Mercator System 
Database:
SAFER/CVIEW
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2. Test Tools – Planned

2.1 IRP Legacy System Emulator

Description:
Send and receive EDI X.12 transactions in support of IRP credential application.

Usage as Tool:
Used “pairwise” tests of the CI and the CAT

Platform:
NT

Language(s):
TBS

Licensing:
Database:
N/A
2.2 Snapshot Editor Tool

Description:
This tool will provide a simple system to create and/or edit snapshots and snapshot segments. The tool will have the ability to retrieve any existing snapshots from SAFER/CVIEW for Carrier, vehicle and eventually driver.  The tool will be used to populate data fields whose normal source is a legacy system that will not have interfaces to SAFER/CVIEW in the near term.  It may also be used to correct data that is found in error.

Usage as Tool:
This tool will be used to generate snapshots and snapshot segments with the content necessary to allow for the testing of specific ROC and SAFER/CVIEW interfaces.  The tool will allow for the creation of the snapshots needed to initialize SAFER/CVIEW to support pairwise and end-to-end interoperability tests.

Platform:
Windows 95 or NT

Language(s):
TBS probably DELPHI. Depends on whether SCAPI is used.

Licensing:
TBS Depends on whether SCAPI is used.

Database:
TBS probably Interbase. Depends on whether DELPHI is used.

2.3 CAT Emulator

Description:
Send and receive credentials application in support of electronic credentialing.

Usage as Tool:
This tool will be in support of pairwise testing of the CI.

Platform:
Windows 95 or NT

Language(s):
TBS 

Licensing:
TBS 

Database:
TBS 

3. Other Test Tool Strategies

Testing often involves using a variety of supporting applications to verify results, in addition to using manual methods as part of that process.  Several approaches to testing are identified here.  These are strategies that support reviewing test results, and manipulating test cases and data.

· Viewing Tools

Commercial tools such as Microsoft WordPad or NotePad can provide a view of the text contents of data files under test.  Tools supplied with the applicable database system can also provide a view and/or report of the database contents.

· EDI Analysis Methods

For the SAFER project, a suite of test cases for the 284, 285, and 824 transaction sets was developed. Test cases were developed for the various functions of the transaction sets and were manually generated based on current definitions of the application file structures.  For the 285, test cases were developed for each view definition. The outbound maps are run for each test case and the resulting X12 EDI message is then supplied as input to the inbound map. A Word macro was developed to compare the original test case file with the file generated by the inbound map.  Any discrepancies are manually traced through the X12 message.  An audit log, generated by the inbound map, reports on the syntactical correctness of the inbound X12 message, and is used to generate functional acknowledgments (Transaction Set 997). The X12 messages are also manually checked against the appropriate Implementation Guide to confirm compliance.  A Mercator map and a Word macro were developed to display the contents of 285 X12 messages in tabular format to assist in this compliance check.

· EDI Error Generation

To test the 997 generation, valid X12 messages are manually modified to create error conditions.  The resulting 997 message is manually reviewed to confirm the appropriate error message is sent for the condition(s) detected.  The test cases currently have all data fields supplied.  Additional test cases with 'missing' data need to be developed to further test the maps.

· Data Conversion Tool for Test Database

[TBS]

· Test Data Generator

[TBS]
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4. CVISN Change Request Form

Submit to Brenda Clyde at JHU/APL

Change Request Date:  ________________


CRF Number:  ________________

Requestor’s Full Printed Name:  _______________________________  Organization:  _______

Requestor’s Phone Number:  (  __  __  __  )  __  __  __      __  __  __  __  ext. __  __  __  __  __

Requestor’s FAX Number:  (  __  __  __  )  __  __  __      __  __  __  __

Requestor’s E-Mail Address:  _____________________________________________________

Priority (as perceived by the requestor):         HIGH         MEDIUM         LOW     (circle one)

Product:  ________________________________
Attachments:    Yes     No    (circle one)

Location where the change request was detected:  _____________________________________

If it is a software change, please provide the software package and build/version number.

If it is a documentation change, please provide the document title, version, and date.

Title: ______________________________Version #: _________ Date: _________TS #:  _____

Part 1 of 5: CHANGE

(Describe the change requested below and attach additional pages if necessary.  Please describe what you were doing and what you want changed.  Use a new form for each change requested.)
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