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1 SCOPE

1.1 System Identification

The interfaces between the following systems are the subject of this document:

· SAFER Version 2, Release 5 (2.5)

· CVIEW, Version 2, Release 4 (2.4)

· MCMIS, Version 20

· Licensing and Insurance System

· PRISM State Systems

· ASPEN, Version 1.4 and 1.5 (1.X)

· ASPEN, Version 2 (2.X)

· SAFETYNET 2000, Version 1.0

Each system is described in System Overview, section 1.2.

1.2 System Overview

An overview of each system is provided in this section.

1.2.1 SAFER

The Safety and Fitness Electronic Records System (SAFER system) is a component of the Intelligent Transportation System (ITS) and the Commercial Vehicle Information Systems and Networks (CVISN) architecture.   The Federal Motor Carrier Safety Administration (FMCSA) is currently testing and evaluating ITS technologies to enhance the safety and efficiency of interstate and intrastate commercial vehicle operations (CVO).   The current focus is on creating transparent borders for interstate commercial vehicles and improving the safety of CVO.   In support of this effort, there exists a requirement for a national CVO system that can perform numerous user services, including automated roadside safety inspections, roadside clearance, onboard safety monitoring, incident management, and the credential and tax administrative process.

The SAFER System is being developed as a component of ITS.   One of its primary functions is to increase the efficiency and effectiveness of the inspection process at the roadside.   The SAFER System currently provides carrier, vehicle, and driver safety and supporting credential information to fixed and mobile roadside inspection stations.   This will allow roadside inspectors and other potential government and private users to focus their efforts on high-risk areas; i.e., selecting vehicles and/or drivers for inspection based on the number of prior carrier inspections and its safety and credential history.   As a result, inspection resources will be directed at drivers and vehicles associated with carriers with few prior inspections or poor safety/credential records, while minimizing time spent inspecting carriers with many prior inspections and good safety/credential histories.  This will improve the overall cost effectiveness of the inspection process as well as provide an incentive to safe and legal carriers.

There are many other functions currently supported by SAFER.  For example, SAFER provides data exchange support to the Performance and Registration Information Systems Management (PRISM), a program designed to link a carrier’s safety history with its ability to register its vehicles.  SAFER also provides electronic access to carrier safety information to various third party users such as shippers, insurers, vehicle rental/leasing companies, carriers, and others.

1.2.2 CVIEW

The Commercial Vehicle Information Exchange Window (CVIEW) is an electronic data exchange system that provides carrier and vehicle safety and credential information to fixed and mobile roadside inspection stations, state agencies, and other third party users.  This information allows roadside inspectors to select vehicles and/or drivers for inspection based on the number of prior inspections of the carrier for which the vehicle and driver is currently operating, as well as carrier, vehicle, and driver safety and credential historical information.  It permits state agencies to perform safety checks before issuing certain types of credentials and it supports the business needs of third party users such as insurers obtaining safety data to support their underwriting processes.  

CVIEW is owned by and located in each state that elects to use it as a data exchange method.  CVIEW is being designed to facilitate the exchange of inter- and intrastate safety and credential information among users and systems within the state as well as among CVISN core infrastructure systems, e.g., SAFER.

The FMCSA, and previously the FHWA Office of Motor Carriers (OMC), has provided carrier safety data to industry and the public for many years via telephone requests and paper reports.  The CVIEW System makes it possible to offer this information, as well as credential data, electronically.  Access is currently provided to carrier and vehicle snapshots, a concise electronic record of safety and credential data including identification, size, commodity information, safety record, including safety rating (if any) and roadside out-of-service inspection data, registration and permit information, and other related data.

1.2.3 MCMIS

The Motor Carrier Management Information System (MCMIS) maintains a comprehensive record of the safety performance of the motor carriers and hazardous materials shippers who are subject to the Federal Motor Carrier Safety Regulations or Federal hazardous materials regulations.

The Federal Motor Carrier Safety Administration (FMCSA) operates the system.  Information is collected from all federal field offices and all Motor Carrier Safety Assistance Program (MCSAP) state offices.

1.2.4 Licensing and Insurance System

The former Interstate Commerce Commission’s (ICC) Licensing and Insurance (L&I) system maintains a comprehensive record of carrier federal operating authority and insurance information.  The system is maintained and operated by the Research and Special Programs Administration (RSPA).

The carrier’s detailed insurance information is maintained in the L&I system along with indicators of its over-all status.  When the carrier’s insurance profile changes (for instance, when an insurance policy is canceled) the insurance provider informs the former ICC, which results in an update to that information on the L&I system.

The L&I information is provided to the public through a variety of mechanisms, including telephone response systems and the SAFER web page.

1.2.5 PRISM State Systems

The Performance and Registration Information Systems Management (PRISM) is a comprehensive program of motor carrier safety assessment, enforcement and improvement.  The core concept of PRISM involves linking vehicle registration at the State level to acceptable carrier safety performance.  Through the PRISM program, the safety performance of the carrier responsible for a vehicle being registered is considered at vehicle registration time.  As a part of the vehicle registration process, participating States record the USDOT number of the carrier responsible for the safe operation of the vehicle.  A check is made to ensure carries have not been placed out-of-service due to poor safety performance prior to allowing them to register their vehicles.  The linkage between the carrier and the vehicle can also be used at the roadside during screening operations and inspections.

The other major process in PRISM is MCSIP, the Motor Carrier Safety Improvement Program.  MCSIP tracks carrier safety improvement through a series of levels intended to bring the carrier into full safety compliance.  The MCSIP level is a crucial measure of a carrier’s current status in this improvement process.  

The safety assessment algorithm at the core of PRISM is SafeStat.  From a comprehensive array of MCMIS carrier performance data (inspections, crashes, reviews, enforcement cases, citations) SafeStat computes an indicator and category for carriers that have sufficient data.  The SafeStat indicator and category are used to prioritize carriers for possible on-site reviews and are made available at the roadside for use in screening algorithms.
1.2.6 ASPEN, Version 1.X and 2.X

ASPEN (as the name is used here) is a software suite of productivity tools (ASPEN proper, the Inspection Selection System (ISS) and the Past Inspection Query (PIQ) applications) supporting the inspection of commercial vehicles.  It improves the entire inspection process by providing inspectors at the roadside access to safety performance information including the most recent inspection results, the driver's commercial driver license (CDL) status and the safety performance and past safety problems of the carrier.

The ASPEN system currently exists in two versions.  Both support substantially the same functionality but specific differences within these two versions exist.

1.2.6.1 General Functionality

Both ASPEN 1.X and 2.X share the same general functionality.  In general, ASPEN can be viewed as an intelligent assistant that facilitates complete and accurate data collection at the roadside.  Inspectors select applicable violations from pick lists and add descriptive notes as needed.  Different States can customize the program for use.  ASPEN prints an inspection report on-site that is given to the driver.  A copy can also be faxed to the carrier for which the driver or vehicle is operating.  ASPEN inspection data is electronically transferred to a state’s SAFETYNET system either directly via an electronic bulletin board or via the SAFER Data Mailbox.  ASPEN can be run on pen-based computers, mobile data terminals and laptop computers.  ASPEN’s functions include:

· Interface with CDLIS to check CDL status

· Interface to SAFER and the SAFER Data Mailbox system to report inspections and access snapshots and inspection reports

· Collect inspection data electronically 

· Update ASPEN internal database

· Calculate and/or display an Inspection Selection System (ISS) score, which serves as a recommendation to an inspector to either inspect or not inspect a carrier based on its previous safety history

1.2.6.2 Version Specific Differences

While ASPEN 1.X and 2.X are substantially the same, several differences exist that are important for the SAFER interface:

· ASPEN 1.X uses an inspection report file structure based on D-Base II files while ASPEN 2.X uses a data structure format that is common with SAFETYNET 2000.  The two inspection reports contain different information.

· The ISS score is calculated by ASPEN 1.X from carrier information supplied by SAFER (ISS-1), while ASPEN 2.X receives the score from SAFER (ISS-2).  The ISS-2 score is based on a carrier’s SafeStat score.

· The carrier information sent to ASPEN 1.X (called ISS view version 2) differs from the information sent to ASPEN 2.X (called ISS view version 3).

In this document, separate interfaces are defined for ASPEN 1.X and 2.X to account for these differences.

1.2.7 SAFETYNET 2000

SAFETYNET 2000 serves as a state’s repository for inspection reports, accident reports, compliance reviews, and enforcement records.  The ASPEN system sends inspection reports via the SAFER Data Mailbox to SAFETYNET 2000, where they are accumulated.  The SAFETYNET 2000 operator can edit any of the reports and then send them to the MCMIS system, again employing the SAFER data mailbox.  Inspection reports that were done on paper, rather than electronically through ASPEN, can also be entered manually into SAFETYNET.  In addition to sending inspection reports to the MCMIS system, SAFETYNET can also send them to the SAFER 60-day inspection report repository.  They may then be utilized by roadside inspectors through the ASPEN system’s Past Inspection Query capability.

1.3 Document Overview

This document describes the interfaces between the SAFER system and the other systems identified in System Identification, section 1.1.

The SAFER system supports two main functions, query and update, each of which dictates specific interface characteristics.  Data to be interchanged can be formatted utilizing several different techniques: X12 Electronic Data Interchange (EDI), SAFER/CVIEW Application Programming Interface Application File Format (SCAPI AFF), flat file formats produced by legacy systems, and Remote Procedure Call (RPC) data marshalling.  The system also utilizes several data transfer protocols: Simple Mail Transfer Protocol / Post Office Protocol 3 (SMTP / POP3); File Transfer Protocol (FTP); and the Distributed Computing System Remote Procedure Call (DCE RPC).

The interfaces between the systems, utilizing these formats and protocols, are defined in the Interface Specification section, section 3.

There are no security or privacy considerations associated with the use of this document.
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3 INTERFACE SPECIFICATION

In this section, each SAFER interface is defined.

3.1 Interface Identification and Diagrams

3.1.1 Functions

SAFER supports two basic functions: query and update.  A query is used to obtain information about a carrier or vehicle based on some identifying information.  An update is a collection of data items that is sent by one system to another.  When SAFER receives an update from an authorized external system, it updates its database accordingly.  When an update occurs, it forwards the update to other systems that have "subscribed” to, i.e. requested information about, that particular carrier or vehicle, via a static vs. a dynamic (query) request.

The information that SAFER stores about a carrier or vehicle is called a "snapshot", i.e. an over-all summary of safety and credential information, not a detailed report.  Its purpose is to provide critical information to roadside inspection sites to help enforcement personnel decide whether or not certain actions regarding the carrier, vehicle, or driver should be performed.  For example, should a vehicle inspection be performed? Or, is it necessary to call to a credential authority to determine the carrier's status?  Since the information is in a well-defined electronic format, such decisions can be made by automated screening equipment as well as by inspectors themselves.  

When SAFER sends an update to an external system, it does so according to a pre-established set of rules called a subscription.  The information that is needed by the receiving system is not always the full snapshot that is stored in the database.  If the required information is less than the full snapshot, a subset of the information is sent, which is referred to as a “view” in response to a query or a  "snapshot segment update” if sent as an update.  

The exact information in the SAFER snapshot, the various views and the snapshot segment updates that are available are explained in Reference [2].

3.1.1.1 Query

To dynamically request (query) information from SAFER, a client provides information that identifies an entity of interest, e.g. a USDOT number to identify an interstate carrier or a Vehicle Identification Number (VIN) to identify a vehicle.  SAFER, in response, returns the requested information to the client.

The query operation retrieves the most recent snapshot information for a carrier or vehicle from SAFER and makes it available to a requesting client within a few seconds of issuing the request.  Although the results of the query may be used to update a client database, it differs from an “update” process, described below, because the information is provided to the client as a result of issuing a specific request for the information.

3.1.1.2 Update

An update is a collection of one or more data elements that is sent from a source system to a receiving system, which receives, processes, and stores the data without having first requested it from the source system, i.e. no query was issued for the information.  

The update process is usually controlled on the source system by a set of rules that dictate when the update is triggered.  The rules can be defined informally for manual execution, e.g. whenever a particular data file is created on the source system, transmit it to one or more receiving systems.  Alternatively, formal rules that are automatically executed might be used.  An example of an automatically executed, formal rule is where a receiving system statically subscribes to certain types of data on the source system and defines the characteristics of how and when the update will be transmitted to it.  In SAFER, this type of rule is referred to as a “subscription”.

In general, updates are transmitted utilizing a store-and-forward data communication service in order to reduce the need for synchronization between two systems.  The updates may occur at the same time that the information changes on the source system, or the source system might wait for a significant number of changes to accumulate before initiating an update.

3.1.1.3 Subscription Update

When SAFER receives an update from an authorized external system, it updates its database after applying appropriate edit checks to the data.  If other external systems or clients have created a static request, i.e. a “subscription”, in SAFER for data elements within that update, SAFER would forward that data to the subscribing systems or clients via a store and forward mechanism referred to as the SAFER Data Mailbox (See section 3.1.3.1).

A subscription is defined based on the information contained within a carrier, vehicle, or driver snapshot, e.g. carrier or vehicle identification number, and the types of changes to that data that are used to trigger a subscription update.  By specifying which carriers and vehicles are of interest and which changes are significant, the client only receive updates that are relevant to its operations.

For instance, a subscription for carrier snapshot updates might be based on the state in which a carrier is domiciled.  A particular client may have created a subscription in SAFER to receive updates for all carriers domiciled in California.  When SAFER receives an update containing carrier information, it is examined to determine the state in which the carrier is domiciled.  If the state were identified as California, the update would be forwarded to the subscribing client.  This is an example of a subscription based on the contents of the updated snapshot.

A subscription might also be based on changes to snapshot data.  For instance, a particular client may have created a subscription to receive updates when a particular data field within the snapshot changed, e.g. a change to a carrier's Inspection Selection System (ISS) score.  Such a change is referred to as an "event." When a defined event occurs, a subscription update is generated and transmitted to the subscribing client.

Both types of selection criteria may be active in a single subscription concurrently.  For instance, a client may create a subscription to receive only those updates for carriers domiciled in a particular state, when certain changes occurs to the carrier’s ISS score.

3.1.2 Data Formats

Several different data formats are used by SAFER: X12 EDI, SCAPI AFF, RPC format and a variety of ASCII text file formats.

3.1.2.1 X12 EDI 285 Transaction Set (TS)

Electronic Data Interchange (EDI) is a standard data interchange technique established by the ANSI X12 subcommittee.  SAFER utilizes X12 EDI to structure queries, responses to queries, and updates for carrier and vehicle information.  This data format is defined by the X12 EDI 285 Transaction Set (TS), described in Reference [2].  
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Figure 3–1.  X12 EDI Translation Process

Two separate applications, written by two different organizations, perhaps at different times, may utilize the same type of information (e.g. purchase orders and invoices) and yet structure it very differently, utilizing different fields, records and file layouts.  In EDI terminology these application specific information structures are referred to as application file formats, or AFF.  X12 EDI is intended to allow separate applications, utilizing different file formats, to exchange data transparently without modification.  It provides a standard interchange format that allows a great deal of flexibility in expressing information, and yet utilizes standard techniques so that any application can translate received data with a minimum of information regarding the originating application.

The use of X12 EDI is illustrated in Figure 3-1.  Application 1 generates information to be sent to Application 2 that utilizes its own application file format, i.e. the App 1 AFF.  The information undergoes a translation process from the App 1 AFF into standard X12 EDI.  This translation process is usually accomplished by a commercial-off-the-shelf EDI translator.  The translator is supplied with a map, i.e. App 1 Map that describes Application 1’s file format and allows the translator to transform it into standard EDI.  The EDI file is then transferred to Application 2’s computing environment via a communications network link.

On receiving the EDI file derived from Application 1, it is processed by Application 2’s EDI translator, which utilizes a map that describes Application 2’s specific file format, i.e. App 2 AFF.  The end result is that the incoming EDI file is converted into Application 2’s internal file format.

Since the EDI format is an interchange standard, the EDI translator does not have to be the same product that created the file.  As long as the same interchange standard is being used, the translation products can “understand” one another.  The two communicating computing environments can be configured and equipped independently of one another.  The two communicating applications can be designed and developed independently and at different times.  Existing applications can communicate with new applications without having to undergo a rewrite and without imposing design constraints on the newer application.  The receiving application's file format is specific to it, and information may be received transparently from multiple sources all utilizing their own formats independent of the receiving application through the use of EDI.

3.1.2.2 SCAPI AFF

The SAFER/CVIEW Application Programming Interface (SCAPI) is an interface toolkit designed to minimize the amount of time and effort a programmer must invest to take advantage of EDI.  It can eliminate the cost of developing the EDI translation maps by substituting for the “App 1 Map” or the “App 2 Map” shown in Figure 3-1.  It is a code library that can be installed on either client or server systems.  For instance, ASPEN, the client software that captures inspections electronically and sends them to SAFER could use SCAPI to send them in EDI format.  The SAFER server could use SCAPI to understand the inspections and store them in its database. The SCAPI uses a particular type of application file format referred to as the SCAPI AFF.  The SAFER service uses the SCAPI formatter to output data to receiving clients and external systems using the SCAPI AFF.  It also uses it to perform the reverse operation.

In typical EDI interchange (refer to Figure 3-1), the application-specific format used by each of the two communicating programs is not assumed to be the same, and, in fact, rarely is.  EDI is used as a "common ground" between the two programs.  However, when the SCAPI is used by the two applications for exchanging information, it is responsible for translating each application’s data into a common application file format, i.e. the SCAPI AFF, which can be exchanged between the two applications using either EDI translation (Figure 3-2), or a direct sharing mechanism between applications based on the use of the SCAPI and its associated application file format (SCAPI AFF) (refer to Figure 3-3).
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Figure 3–2.  SCAPI Used by Both Applications with X12 EDI

The direct exchange of data using a generic AFF is generally considered unacceptable because the file formats and data elements in each communicating application must remain unchanged.  Any change in the one application requires the other application to change.  However, when both applications use the SCAPI to communicate, this restriction does not apply because the SCAPI performs all of the translation functions allowing each application to remain independent of the other.

The data format used by the SCAPI AFF is a precursor to the X12 EDI 285 TS format explained in Reference [2], that is, the SCAPI AFF is converted to the X12 EDI via the process of EDI translation.  A more detailed description of the SCAPI is provided in section 3.1.4.1.
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Figure 3–3.  SCAPI Used by Both Applications without X12 EDI

3.1.2.3 Remote Procedure Call Format

The Open Software Foundation (OSF) defines and distributes a standard for distributed computing called the Distributed Computing Environment (DCE).  One section of this standard defines the ability for software procedures, located on different computers, to call each other over a network.  This calling capability is referred to as a Remote Procedure Call (RPC).  The OSF DCE RPC standard is used on a large number of diverse computer platforms; it is described in Reference [5].

As part of making a remote procedure call, information from one computer program is "marshaled," that is, collected together in a standard format for transmission over a network.  The OSF DCE RPC data-marshalling format is used whenever an RPC call is made.  The marshalling format is described in Reference [5].
Application programmers do not explicitly use the RPC marshalling format.  Instead, a calling interface is defined via an Interface Definition Language (IDL).  An IDL pre-compiler generates the code needed to perform the marshalling (See RPC IDL Compiler, section 3.1.4.2).

3.1.2.4 ASCII Text Files

The SAFER system can accept updates from external systems in ASCII text file format via the use of a Legacy System Interface (LSI).  An LSI is a SAFER capability that can be customized to accept the files generated by an existing legacy system.  The SAFER system uses this mechanism to update its database with files from the MCMIS system.  ASCII text files are also used in the interface with the Licensing and Insurance system and with the PRISM state systems.

3.1.3 Transfer Protocols

3.1.3.1 SAFER Data Mailbox: SMTP/POP3

The SAFER Data Mailbox (SDM) is a store-and-forward service used to exchange information between SAFER and other external systems and users, referred to as clients.  Clients utilize the Simple Mail Transfer Protocol (SMTP) to send information to the SDM and the Post Office Protocol, Version 3, (POP3) to retrieve information from the SDM.

The SAFER system provides information to clients via the SDM in two different ways: by query-and-response (the query function) and by subscription processing (one type of update function).  

In the query-and-response mode, a message, requesting information, is sent from a client to the SAFER system via a SAFER request mailbox in the SDM using the SMTP protocol.  SAFER extracts the message from the SDM, processes the request, and returns the information to the client via a response mailbox, specifically created for the client, in the SDM.  The client system uses the POP3 protocol to poll its response mailbox to retrieve the requested information, which completes the query-and-response interchange.

In subscription mode, SAFER automatically sends subscription information to subscribing clients via a subscription mailbox, specifically created for the client in the SDM.  The client, as in query-and-response mode, uses the POP3 protocol to poll its subscription mailbox to retrieve the subscription information.  Upon successful retrieval, the subscription data is deleted from the client’s subscription mailbox, which completes the subscription processing interchange.

3.1.3.2 ASCII File Transfer: FTP

In cases where an ASCII text file is used as the data exchange format, the local file system of the receiving client may be used as the destination of the interchange.  The TCP/IP File Transfer Protocol (FTP) is utilized to deposit the file in a mutually agreed upon directory on the receiving client system.  The FTP protocol is described in reference [10].  
3.1.3.3 Remote Procedure Calls

The SAFER systems utilize the OSF DCE RPC protocols over TCP/IP networks.  The Open Software Foundation (OSF) defines and distributes a standard for distributed computing called the Distributed Computing Environment (DCE).  One section of this standard defines the ability for software procedures, located on different computers, to call each other over a network.  This calling capability is referred to as a Remote Procedure Call (RPC).  The OSF DCE RPC standard is used on a large number of diverse computer platforms; it is described in Reference [5].

Applications programmers do not explicitly use the RPC protocol.  Instead, a calling interface is defined via an Interface Definition Language (IDL).  An IDL pre-compiler generates the code needed to perform the marshalling (See RPC IDL Compiler, section 3.1.4.2).

The complete OSF DCE includes a directory service, which allows a client to search for and connect to a desired RPC server.  The SAFER system does not support this service.  Instead, a client connects to the SAFER service using a “string binding.”  A string binding specifies all the information needed to connect to an RPC server in an ASCII-text string format: the binding object UUID, the RPC protocol sequence, the network address, the endpoint and the endpoint options. The string binding used to connect to the SAFER RPC server specifies the following information:

· UUID:

· Carrier Interface: “d7caa728-cfdb-11d1-88a0-00c095ecb8a1”

· Protocol: “ncacn_ip_tcp”

· Network Address: Specified in the protocol characteristics section for a particular interface.

· Endpoint: NULL (Default RPC port)

· Endpoint Options: NULL (Default RPC options)

3.1.4 Interface Tools

3.1.4.1 SAFER / CVIEW Application Program Interface (SCAPI)

When utilizing the SAFER Data Mailbox (SDM) to communicate with SAFER, an application programmer is required to write code to explicitly create X12 EDI 285 transactions, to format the EDI according to the multipurpose Internet mail extension (MIME) message standard, and to send the message to SAFER's request mailbox using the simple mail transfer protocol (SMTP).  While this document provides references to each of these standards and protocols, for developers on Microsoft Windows platforms, this code has already been written and packaged as a dynamically linked library (DLL) for their use.  This DLL is called the SAFER/CVIEW Application Program Interface (SCAPI).

By using the SCAPI, a developer can make high-level calls that conveniently package a complete interchange and make it easy to perform queries and updates without having to understand all of the low-level data formatting and communication details.  The SCAPI is documented in References [6] for 32-bit Windows platforms and in [7] for 16-bit platforms.

3.1.4.2 RPC IDL Compiler

When utilizing the SAFER RPC interface, it is theoretically possible for a programmer to write code that directly communicates with the RPC server over the network.  However, this is impractical and rather than requiring developers to do so, standard OSF DCE RPC utilizes an interface definition language, or IDL, that makes it possible to create this code with a minimum amount of programming effort.

IDL is similar to the C programming language's data declaration and procedure call definition statements with extensions applicable to execution over a network interface.  The developer of an RPC server defines its interface in IDL and distributes the IDL to the developers of the client.  The client developers run the IDL through the RPC compiler on their particular platforms, which generate C programming language code that can be used to call the server over the network.  In this way the RPC server can be easily called from any platform that has an OSF DCE compatible compiler.

The Microsoft Windows platform supports OSF DCE RPC protocols at the network physical level.  The IDL used to define the SAFER RPC service interface is compatible with the Microsoft RPC IDL compiler.

Further information about IDL may be obtained from Reference [5].  For complete details about using the RPC IDL compiler on any particular platform, consult the vendor's product documentation.

3.1.5 Project Specific Identifiers

The following table provides the project specific identifiers for the interfaces to be defined in this document and the ICD section in which they are defined.  These identifiers allow any particular interface to be unambiguously referenced, regardless of the ICD in which they were defined.  The same interface will have the same identifier in all SAFER documentation.

	Identifier
	ICD Section
	Interface Systems
	Function
	Data Format
	Transfer Protocol

	I-001
	3.2
	SAFER - CVIEW
	Update
	X12 EDI
	SMTP / POP3

	I-005
	3.3
	SAFER - CVIEW
	Query
	RPC Format
	DCE RPC

	I-006
	3.4
	SAFER – PRISM
	Update
	Flat file
	FTP

	I-007
	3.5
	SAFER – ASPEN 1.X
	Query (Carrier)
	AFF
	SMTP / POP3

	I-008
	3.6
	SAFER – ASPEN 1.X
	Query (IR)
	Flat file (IR)
	SMTP / POP3

	I-009
	3.7
	SAFER – ASPEN 1.X
	Update (Carrier)
	AFF
	SMTP / POP3

	I-010
	3.8
	ASPEN 1.X  - SAFER
	Update (IR)
	Flat File (IR)
	SMTP / POP3

	I-011
	3.9
	SAFER – MCMIS
	Update
	Flat file
	FTP

	I-012
	3.10
	SAFER – L & I
	Update
	Flat file
	FTP

	I-013
	3.11
	SAFER – ASPEN 2.X
	Query (Carrier)
	AFF
	SMTP / POP3

	I-014
	3.12
	SAFER – ASPEN 2.X
	Query (IR)
	AFF
	SMTP / POP3

	I-015
	3.13
	SAFER – ASPEN 2.X
	Update (Carrier)
	AFF
	SMTP / POP3

	I-016
	3.14
	ASPEN 2.X / SAFETYNET 2000 - SAFER
	Update (IR)
	AFF
	SMTP / POP3

	I-017
	3.15
	SAFER – SAFETYNET 2000
	Update (Carrier)
	AFF
	SMTP / POP3


3.2 I-001: SAFER - CVIEW Update

This section specifies the process of updating the CVIEW system with information from the SAFER system.  The SAFER system is periodically updated by the Federal Motor Carrier Safety Administration’s (FMCSA) Motor Carrier Management Information System (MCMIS) and it's Licensing and Insurance (L&I) system.  In addition, the SAFER system receives inspection reports upload from ASPEN clients in the field and international registration program information (IRP) from state CVIEW systems.  State CVIEW systems also send SAFER information related to e-screening enrollment, called “safety programs” in the interface documents.  The information from MCMIS and the L&I systems is used to create the carrier snapshot information in SAFER, while the inspection reports from the ASPEN clients are stored in SAFER and are used to create vehicle snapshot information.  The information from the state CVIEW systems is in the form of carrier and vehicle snapshots.  The state CVIEW systems are updated with carrier and vehicle snapshot information from SAFER according to the subscription defined in SAFER for a particular CVIEW system, e.g. the subscription for the Maryland CVIEW system differs from that defined for the Kentucky CVIEW system.

The interfaces between the SAFER system and the source systems mentioned above are documented in I-011 SAFER – MCMIS Update, section 3.9, and I-012 SAFER – L & I Update, section 3.10.

3.2.1 Priority

The SAFER carrier database is updated once per week by the MCMIS system.  The creation or update of vehicle data in SAFER is performed whenever SAFER receives inspection report uploads from ASPEN clients or vehicle snapshots from state CVIEW systems.  To retrieve subscription updates of carrier and vehicle snapshot information, CVIEW systems poll their respective subscription mailboxes on SAFER once per day.  This method provides daily updates of vehicle information, if present, and weekly updates of carrier snapshot data to subscribing CVIEW systems.

3.2.2 Type

Subscription update.  This interface is implemented utilizing the store and forward capability of the SAFER Data Mailbox i.e. CVIEW downloads its subscription update from its subscription mailbox on the SAFER system.

3.2.3 Data Elements, Records and Files

Two records are used: the carrier snapshot and the vehicle snapshot.  The data elements and characteristics for each are defined in Reference [2] as the "MCMIS view" (Carrier, Q102), the “License & Insurance view” (carrier, Q107), the “Safety Program view” (carrier, Q104), the "Inspection view” (vehicle, Q302), the “IRP view” (vehicle, Q304) and the “Safety Program view” (vehicle, Q305).

3.2.4 Communication Methods

This interface utilizes the SAFER Data Mailbox, the same store-and-forward approach as explained in SAFER Data Mailbox: SMTP/POP3, section 3.1.3.1.  The server node is “mail03.safersys.org” and the subscription mailbox is cviewmdsub (for the Maryland CVIEW) or cviewkysub (for the Kentucky CVIEW).  State CVIEW subscription mailboxes are, in general, named cviewXXsub, where XX is the postal code for the state.

Messages are formatted utilizing the X12 EDI 285 TS as defined in Reference [2].  The X12 message is formatted for transmission as an SMTP mail message as specified in the SMTP/POP3 X12 EDI Message, Appendix A.

3.2.5 Protocol Characteristics

The SAFER system utilizes the SMTP protocol to send carrier and vehicle information to the CVIEW system's subscription mailbox.  The CVIEW system utilizes the POP3 protocol to retrieve that data from its subscription mailbox.  The SMTP and POP3 protocols are described in References [8] and [9], respectively.

3.3 I-005: SAFER - CVIEW Query

This section specifies the query interface between the SAFER and CVIEW systems.  If a client request for a carrier snapshot cannot be satisfied by CVIEW, i.e. the requested data is not in the CVIEW database, the client query will automatically be forwarded from CVIEW to SAFER via an RPC link.  The query results will be returned to the client via the reverse pathway.  Thus if the snapshot is stored on either CVIEW or SAFER, the client will have the ability to retrieve it.  Note that this interface is specific to carrier snapshot queries and does not support vehicle queries.

3.3.1 Priority

The SAFER system assigns higher priority to queries than updates.  In most cases a query will be performed as soon as it is received even if other queries are active, since the SAFER system has the capacity to perform several queries and updates simultaneously.  But a query may be delayed while other queries and operations are performed if the system's capacity is exceeded.

3.3.2 Type

This interface is a real-time query and response transfer.

3.3.3 Data Elements, Records and Files

One data record is used, the carrier snapshot.  The data elements and characteristics for it are defined in Reference [2] as the “MCMIS View.”

3.3.4 Communication Methods

The interface utilizes the Open Group's OSF DCE RPC as described in Remote Procedure Calls, section 3.1.3.3.  Messages are sent using the RPC data-marshalling format as indicated in Remote Procedure Call Format, section 3.1.2.3.

3.3.5 Protocol Characteristics

The CVIEW system connects to the SAFER system's RPC server utilizing a network address of “rpc.safersys.org.”  The RPC protocol is described in Reference [5].

3.4 I-006: SAFER-PRISM State System Update

This section specifies the update interface between the SAFER and the PRISM State Systems.  SAFER receives weekly updates of safety and census information about interstate motor carriers from the MCMIS system.  SAFER distributes this information to the PRISM state systems to aid in the selection of vehicles, operating for carriers in the MCSIP, for inspection at roadside weighs stations.

The update interface between MCMIS and SAFER is specified in I-011, SAFER – MCMIS Update, section 3.9.

3.4.1 Priority

The SAFER carrier database is updated once per week by the MCMIS system, generally over a weekend.  The PRISM carrier update file is produced during this update.  It is transmitted to the PRISM state systems before 8 PM EDT on the day after the MCMIS update is received by SAFER

3.4.2 Type

Subscription update.  This interface is implemented utilizing the PRISM state’s IBM Global Network Information Exchange mailbox, a store-and-forward mechanism that allows SAFER to transfer the PRISM carrier update file to the states via an FTP operation as if it were transmitting the file to the state local file system.

3.4.3 Data Elements, Records and Files

The data elements and characteristics for the PRISM file are defined Appendix B: PRISM Carrier Record, section 6.

3.4.4 Communication Methods

This interface utilizes the IBM Global Network’s Information Exchange mailbox, a store-and-forward mechanism that allows SAFER to transfer the PRISM carrier update file to the states via an FTP operation as if it were transmitting the file to the state’s local file system as explained in ASCII File Transfer: FTP, section 3.1.3.2.

3.4.5 Protocol Characteristics

The SAFER system utilizes the FTP protocol to send the PRISM carrier update file to the PRISM state systems.  The FTP protocol is described in Reference [10].

3.5 I-007: SAFER-ASPEN 1.X Query (Carrier)

This section specifies the carrier snapshot query interface between the SAFER and the ASPEN systems.  The ASPEN system utilizes a local database of carrier census and safety information for a variety of purposes, including calculating the Inspection Selection System score.  This score serves as a recommendation to an inspector to either inspect or not inspect a carrier based on its previous safety history.  To keep the information used by the ISS algorithm up-to-date, ASPEN units are updated with relevant census and safety data quarterly via a CDROM generated by the RIDGE application, and weekly via a subscription update from SAFER.

However, the inspector may not have a particular carrier in his local database, e.g. a new carrier, or may want the latest information about a particular carrier.  In either case, the inspector can query SAFER based on a carrier’s USDOT or ICC number and receive the information needed to calculate an up-to-date ISS score.

The interface between ASPEN and the Ridge CD-ROM is not defined in the SAFER ICD.  The subscription update between SAFER and ASPEN is defined in I-009, Update (Carrier), section 3.7.

3.5.1 Priority

The SAFER system assigns higher priority to queries than to updates.  In most cases a query will be performed as soon as it is received even if other queries are active, since the SAFER system has the capacity to perform several queries and updates simultaneously.  But a query may be delayed while other queries and operations are performed if the system's capacity is exceeded.

3.5.2 Type

This interface uses store-and-forward data transfer techniques to simulate a real-time query and response transfer.  This approach is explained in SAFER Data Mailbox: SMTP/POP3, section 3.1.3.1.

3.5.3 Data Elements, Records and Files

The data elements and characteristics of the carrier snapshot are defined in reference [2] as the “ISS View.”  The snapshot is formatted utilizing SCAPI AFF as explained in SCAPI AFF, section 3.1.2.2.

3.5.4 Communication Methods

This interface utilizes the SAFER Data Mailbox as explained in SAFER Data Mailbox: SMTP/POP3, section 3.1.3.1.  The SAFER SMTP/POP3 server node is named “mail03.safersys.org” and the query mailbox is labeled “request” (request@safersys.org).  The name of the response mailbox is the same as the user id of the ASPEN client on SAFER.

3.5.5 Protocol Characteristics

The ASPEN system utilizes the SMTP protocol to send queries to the SAFER system's query mailbox and the POP3 protocol to retrieve the query reply from its response mailbox.  The SAFER system utilizes the POP3 protocol to read the query messages from its query mailbox and the SMTP protocol to send the reply messages to the ASPEN system’s response mailbox.  The SMTP and POP3 protocols are described in References [8] and [9], respectively.

3.5.6 Other Considerations

The ASPEN system utilizes the SCAPI interface to support communications with SAFER.  (See the SAFER/CVIEW Application Program Interface (SCAPI), section 3.1.4.1).

3.6 I-008: SAFER – ASPEN 1.X Query (IR)

This section specifies the inspection report (IR) query interface between the SAFER and the ASPEN systems.  The ASPEN system includes the capability of creating inspection reports electronically and forwarding them to a state’s SAFETYNET system.  At the same time, ASPEN can also forward the inspection report to SAFER, where it is stored for a 60-day period in the SAFER database.  ASPEN also allows inspectors to query SAFER for past inspection reports relating to a particular vehicle.  This capability is called Past Inspection Query, or PIQ.  The officer at the roadside can enter the vehicle’s license plate and receive from SAFER all inspection reports related to that plate reported to SAFER in the past 60 day period.  This is especially beneficial in helping inspectors decide what level of inspection to perform, and to determine whether a driver or vehicle has been placed out-of-service (OOS).  

The inspection report update between ASPEN and SAFER is defined in I-010: SAFER – ASPEN Update (IR), section 3.8.

3.6.1 Priority

The SAFER system assigns higher priority to queries than to updates.  In most cases a query will be performed as soon as it is received even if other queries are active, since the SAFER system has the capacity to perform several queries and updates simultaneously.  But a query may be delayed while other queries and operations are performed if the system's capacity is exceeded.

3.6.2 Type

This interface uses store-and-forward data transfer techniques to simulate a real-time query and response transfer.  This approach is explained in SAFER Data Mailbox: SMTP/POP3, section 3.1.3.1.

3.6.3 Data Elements, Records and Files

The data elements and characteristics for the ASPEN inspection report files are defined in Appendix C, section 7.

3.6.4 Communication Methods

This interface utilizes the SAFER Data Mailbox as explained in SAFER Data Mailbox: SMTP/POP3, section 3.1.3.1.  The SAFER SMTP/POP3 server node is named “mail03.safersys.org” and the query mailbox is labeled “request” (request@safersys.org).  The name of the response mailbox is the same as the user id of the ASPEN client on SAFER.

3.6.5 Protocol Characteristics

The ASPEN system utilizes the SMTP protocol to send queries to the SAFER’s query mailbox and the POP3 protocol to retrieve the query reply from its response mailbox.  The SAFER system utilizes the POP3 protocol to read the query messages from its query mailbox and the SMTP protocol to send the reply messages to the ASPEN system’s response mailbox.  The SMTP and POP3 protocols are described in References [8] and [9], respectively.

3.6.6 Other Considerations

ASPEN utilizes the SCAPI interface to support communications with SAFER.  (See the SAFER/CVIEW Application Program Interface (SCAPI), section 3.1.4.1).

3.7 I-009: SAFER – ASPEN 1.X Update (Carrier)

This section specifies the carrier update interface between the SAFER and ASPEN systems.  The ASPEN system utilizes a local database of carrier census and safety information for a variety of purposes, including calculating the Inspection Selection System score.  This score serves as a recommendation to an inspector to either inspect or not inspect a carrier based on its previous safety history.  To keep the information used by the ISS algorithm up-to-date, ASPEN units are updated with relevant census and safety data quarterly via a CDROM generated by the RIDGE application, and weekly via a subscription update from SAFER.

The interface between ASPEN and the Ridge CD-ROM is not defined in the SAFER or CVIEW interface control documents.  The update interface between MCMIS and SAFER is specified in I-011, SAFER – MCMIS Update, section 3.9.

3.7.1 Priority

The update of SAFER with carrier data from MCMIS is performed once per week and results in an update being sent to each ASPEN user’s subscription mailbox on SAFER.  The ASPEN system receives updates from its subscription mailbox via an operator issued command.

3.7.2 Type

Subscription update.  This interface is implemented utilizing the store and forward capability of the SAFER Data Mailbox.

3.7.3 Data Elements, Records and Files

The data elements and characteristics of the carrier snapshot are defined in reference [2] as the “ISS View.”  The snapshot is formatted utilizing SCAPI AFF as explained in SCAPI AFF, section 3.1.2.2.

3.7.4 Communication Methods

This interface utilizes the SAFER Data Mailbox as explained in SAFER Data Mailbox: SMTP/POP3, section 3.1.3.1.  The SAFER Data Mailbox SMTP/POP3 server’s name is “mail03.safersys.org”.  The ASPEN’s subscription mailbox is composed of the user’s SAFER user ID concatenated with the suffix “sub.”  Thus the ASPEN user “asptest1” would utilize the mailbox labeled “asptest1sub” (asptest1sub@safersys.org).

3.7.5 Protocol Characteristics

The SAFER system utilizes the SMTP protocol to send carrier information to the ASPEN user’s subscription mailbox located on the SAFER system.  The ASPEN system utilizes the POP3 protocol to retrieve data from the user’s subscription mailbox.  The SMTP and POP3 protocols are described in References [8] and [9], respectively.

3.8 I-010: ASPEN 1.X - SAFER Update (Inspection Report)

This section specifies the inspection report (IR) update interface between the SAFER and ASPEN systems.  The ASPEN system includes the capability of creating inspection reports electronically and forwarding them to a state’s SAFETYNET system.  At the same time, ASPEN can also forward the inspection report to SAFER, where it is stored for a 60-day period in the SAFER database.  This allows other ASPEN clients to query for and retrieve previously stored inspection reports which are used to help inspectors decide what level of inspection to perform, and to determine whether a driver or vehicle has been placed out-of-service (OOS).  

The inspection report query between ASPEN and SAFER is defined in I-008: SAFER – ASPEN Query (IR), section 3.6.

3.8.1 Priority

The ASPEN system updates the SAFER system with inspection reports via an operator issued command.

3.8.2 Type

This is an update interface.  The ASPEN operator initiates the update; it is not a subscription update.

3.8.3 Data Elements, Records and Files

The data elements and characteristics for the ASPEN inspection report files are defined in Appendix C, section 7.

3.8.4 Communication Methods

This interface utilizes the SAFER Data Mailbox as explained in SAFER Data Mailbox: SMTP/POP3, section 3.1.3.1.  Inspection reports are sent to SAFER’s query mailbox; however, the system recognizes them as updates, not queries, and updates the database appropriately.  The SAFER SMTP/POP3 server node is named “mail03.safersys.org” and the query mailbox is labeled request (request@safersys.org).

3.8.5 Protocol Characteristics

The ASPEN system utilizes the SMTP protocol to send inspection report updates to the SAFER system's query mailbox.  The SAFER system utilizes the POP3 protocol to read the updates from its query mailbox.  The SMTP and POP3 protocols are described in References [8] and [9], respectively.

3.8.6 Other Considerations

ASPEN utilizes the SCAPI interface to support communications with SAFER.  (See the SAFER/CVIEW Application Program Interface (SCAPI), section 3.1.4.1).

3.9 I-011: SAFER – MCMIS, Update

This section specifies the update interface between the SAFER and MCMIS systems.  The MCMIS system contains safety and census information about interstate motor carriers and hazardous material shippers.  This information is of interest to roadside safety inspectors responsible for ensuring that carriers are operating their vehicles safely.  To provide this information to the roadside, MCMIS sends SAFER a weekly update file containing changes to any of the stored carrier records on the MCMIS system.  SAFER applies these changes to its database.  SAFER also sends changed census and safety information to other systems through its subscription update service.

3.9.1 Priority

The update of SAFER with carrier data from MCMIS is performed once per week.

3.9.2 Type

This is an update interface.  The update is initiated by MCMIS; it is not a subscription update.

3.9.3 Data Elements, Records and Files

The data elements and characteristics of the MCMIS update file are defined in Appendix D, section 8.

3.9.4 Communication Methods

This interface utilizes the SAFER system’s local file system as explained in ASCII File Transfer: FTP, section 3.1.3.2.  The MCMIS system utilizes FTP to transfer the file to SAFER.  SAFER’s FTP server is named ftp.safersys.org and the directory in which MCMIS deposits the file is E:\Inetpub\ftproot\MCMIS on PSAFER5. 

3.9.5  Protocol Characteristics

The MCMIS system utilizes the FTP protocol to send the carrier update file to SAFER.  The FTP protocol is described in Reference [10].

3.10 I-012: SAFER – L&I, Update

This section specifies the update interface between the SAFER and the L&I systems.  The L&I system stores carrier federal operating authority and insurance information.  This information is of interest to roadside safety inspectors who are responsible for ensuring the licensing and financial responsibility of motor carriers.  The L&I system sends SAFER a daily update file containing modified L&I information, which SAFER applies to its database.  SAFER also sends the information on to other systems through its subscription update service.

3.10.1 Priority

The update of SAFER with licensing and insurance information is performed once a day.

3.10.2 Type

This is an update interface.  The update is initiated by the L&I system; it is not a subscription update.

3.10.3 Data Elements, Records and Files

The data elements and characteristics of the L&I update files are defined in Appendix E, section 9.

3.10.4 Communication Methods

This interface utilizes the SAFER system’s local file system as explained in ASCII File Transfer: FTP, section 3.1.3.2.  The L&I system utilizes the Internet to FTP the L&I update files to SAFER.  SAFER’s FTP server is named ftp.safersys.org and the directory in which the L&I system deposits the file is PSAFER1\RAID\Volpe.
3.10.5 Protocol Characteristics

The L&I system utilizes the FTP protocol to send the update files to SAFER.  The FTP protocol is described in Reference [10].

3.11 I-013: SAFER-ASPEN 2.X Query (Carrier)

This section specifies the carrier snapshot query interface between the SAFER and the ASPEN 2.X systems.  The ASPEN system utilizes a local database of carrier census and safety information for a variety of purposes, including referencing the Inspection Selection System score.  This score serves as a recommendation to an inspector to either inspect or not inspect a carrier based on its previous safety history.  To keep this information up-to-date, ASPEN units are updated weekly with relevant census and safety data from MCMIS via a subscription update from SAFER.

However, the inspector may not have a particular carrier in his local database, e.g. a new carrier, or may want the latest information about a particular carrier.  In either case, the inspector can query SAFER based on a carrier’s USDOT or ICC number and receive the most recent information.

The subscription update between SAFER and ASPEN is defined in I-009, Update (Carrier), section 3.7.

3.11.1 Priority

The SAFER system assigns higher priority to queries than to updates.  In most cases a query will be performed as soon as it is received even if other queries are active, since the SAFER system has the capacity to perform several queries and updates simultaneously.  But a query may be delayed while other queries and operations are performed if the system's capacity is exceeded.

3.11.2 Type

This interface uses store-and-forward data transfer techniques to simulate a real-time query and response transfer.  This approach is explained in SAFER Data Mailbox: SMTP/POP3, section 3.1.3.1.

3.11.3 Data Elements, Records and Files

The data elements and characteristics of the carrier snapshot are defined in reference [2] as the “ISS View.”  The snapshot is formatted utilizing SCAPI AFF as explained in SCAPI AFF, section 3.1.2.2.

3.11.4 Communication Methods

This interface utilizes the SAFER Data Mailbox as explained in SAFER Data Mailbox: SMTP/POP3, section 3.1.3.1.  The SAFER SMTP/POP3 server node is named “mail03.safersys.org” and the query mailbox is labeled “request” (request@safersys.org).  The name of the response mailbox is the same as the user id of the ASPEN client on SAFER.

3.11.5 Protocol Characteristics

The ASPEN system utilizes the SMTP protocol to send queries to the SAFER system's query mailbox and the POP3 protocol to retrieve the query reply from its response mailbox.  The SAFER system utilizes the POP3 protocol to read the query messages from its query mailbox and the SMTP protocol to send the reply messages to the ASPEN system’s response mailbox.  The SMTP and POP3 protocols are described in References [8] and [9], respectively.

3.11.6 Other Considerations

The ASPEN system utilizes the SCAPI interface to support communications with SAFER.  (See the SAFER/CVIEW Application Program Interface (SCAPI), section 3.1.4.1).

3.12 I-014: SAFER – ASPEN 2.X Query (IR)

This section specifies the inspection report (IR) query interface between the SAFER and the ASPEN systems.  The ASPEN system includes the capability of creating inspection reports electronically and forwarding them to a state’s SAFETYNET system.  At the same time, ASPEN can also forward the inspection report to SAFER, where it is stored for a 60-day period in the SAFER database.  ASPEN also allows inspectors to query SAFER for past inspection reports relating to a particular vehicle.  This capability is called Past Inspection Query, or PIQ.  The officer at the roadside can enter the vehicle’s license plate and receive from SAFER all inspection reports related to that plate reported to SAFER in the past 60 day period.  This is especially beneficial in helping inspectors decide what level of inspection to perform, and to determine whether a driver or vehicle has been placed out-of-service (OOS).  

The inspection report update between ASPEN and SAFER is defined in I-010: SAFER – ASPEN Update (IR), section 3.8.

3.12.1 Priority

The SAFER system assigns higher priority to queries than to updates.  In most cases a query will be performed as soon as it is received even if other queries are active, since the SAFER system has the capacity to perform several queries and updates simultaneously.  But a query may be delayed while other queries and operations are performed if the system's capacity is exceeded.

3.12.2 Type

This interface uses store-and-forward data transfer techniques to simulate a real-time query and response transfer.  This approach is explained in SAFER Data Mailbox: SMTP/POP3, section 3.1.3.1.

3.12.3 Data Elements, Records and Files

The data elements and characteristics for the ASPEN inspection report files are defined in Appendix C, section 7.

3.12.4 Communication Methods

This interface utilizes the SAFER Data Mailbox as explained in SAFER Data Mailbox: SMTP/POP3, section 3.1.3.1.  The SAFER SMTP/POP3 server node is named “mail03.safersys.org” and the query mailbox is labeled “request” (request@safersys.org).  The name of the response mailbox is the same as the user id of the ASPEN client on SAFER.

3.12.5 Protocol Characteristics

The ASPEN system utilizes the SMTP protocol to send queries to the SAFER’s query mailbox and the POP3 protocol to retrieve the query reply from its response mailbox.  The SAFER system utilizes the POP3 protocol to read the query messages from its query mailbox and the SMTP protocol to send the reply messages to the ASPEN system’s response mailbox.  The SMTP and POP3 protocols are described in References [8] and [9], respectively.

3.12.6 Other Considerations

ASPEN utilizes the SCAPI interface to support communications with SAFER.  (See the SAFER/CVIEW Application Program Interface (SCAPI), section 3.1.4.1).

3.13 I-015: SAFER – ASPEN 2.X Update (Carrier)

This section specifies the carrier update interface between the SAFER and ASPEN 2.X systems.  The ASPEN system utilizes a local database of carrier census and safety information for a variety of purposes, including referencing the Inspection Selection System score.  This score serves as a recommendation to an inspector to either inspect or not inspect a carrier based on its SafeStat indicator.  To keep this information up-to-date, ASPEN units are updated weekly with information from MCMIS via a subscription update from SAFER.

The update interface between MCMIS and SAFER is specified in I-011, SAFER – MCMIS Update, section 3.9.

3.13.1 Priority

The update of SAFER with carrier data from MCMIS is performed once per week and results in an update being sent to each ASPEN user’s subscription mailbox on SAFER.  The ASPEN system receives updates from its subscription mailbox via an operator issued command.

3.13.2 Type

Subscription update.  This interface is implemented utilizing the store and forward capability of the SAFER Data Mailbox.

3.13.3 Data Elements, Records and Files

The data elements and characteristics of the carrier snapshot are defined in reference [2] as the “ISS View.”  The snapshot is formatted utilizing SCAPI AFF as explained in SCAPI AFF, section 3.1.2.2.

3.13.4 Communication Methods

This interface utilizes the SAFER Data Mailbox as explained in SAFER Data Mailbox: SMTP/POP3, section 3.1.3.1.  The SAFER Data Mailbox SMTP/POP3 server’s name is “mail03.safersys.org”.  The ASPEN’s subscription mailbox is composed of the user’s SAFER user ID concatenated with the suffix “sub.”  Thus the ASPEN user “asptest1” would utilize the mailbox labeled “asptest1sub” (asptest1sub@safersys.org).

3.13.5 Protocol Characteristics

The SAFER system utilizes the SMTP protocol to send carrier information to the ASPEN user’s subscription mailbox located on the SAFER system.  The ASPEN system utilizes the POP3 protocol to retrieve data from the user’s subscription mailbox.  The SMTP and POP3 protocols are described in References [8] and [9], respectively.

3.14  I-016: ASPEN 2.X / SAFETYNET 2000 – SAFER Update (Inspection Report)

This section specifies the inspection report (IR) update interface between the ASPEN 2.X or SAFETYNET 2000 systems and SAFER.  The ASPEN 2.X system includes the capability of creating inspection reports electronically and forwarding them to a state’s SAFETYNET 2000 system.  At the same time, ASPEN 2.X can also forward the inspection report to SAFER, where it is stored for a 60-day period in the SAFER database.  Since inspection reports can be originated on the SAFETYNET 2000 system, it can also send inspection reports to SAFER.  

Once stored on SAFER other ASPEN 2.X clients can query for and retrieve previously stored inspection reports which are used to help inspectors decide what level of inspection to perform, and to determine whether a driver or vehicle has recently been placed out-of-service (OOS).  

The inspection report query between ASPEN 2.X and SAFER is defined in I-014: SAFER – ASPEN 2.X Query (IR), section 3.12.

3.14.1 Priority

The ASPEN 2.X and the SAFETYNET 2000 systems update the SAFER system with inspection reports via an operator issued command.

3.14.2 Type

This is an update interface.  The ASPEN or SAFETYNET 2000 operator initiates the update; it is not a subscription update.

3.14.3 Data Elements, Records and Files

The data elements and characteristics of the inspection report are defined in reference [3].  It is formatted utilizing SCAPI AFF as explained in SCAPI AFF, section 3.1.2.2.  An overview of the structure is presented in section 11, Appendix G below.

3.14.4 Communication Methods

This interface utilizes the SAFER Data Mailbox as explained in SAFER Data Mailbox: SMTP/POP3, section 3.1.3.1.  Inspection reports are sent to SAFER’s query mailbox; however, the system recognizes them as updates, not queries, and updates the database appropriately.  The SAFER SMTP/POP3 server node is named “mail03.safersys.org” and the query mailbox is labeled request (request@safersys.org).

3.14.5 Protocol Characteristics

The ASPEN system utilizes the SMTP protocol to send inspection report updates to the SAFER system's query mailbox.  The SAFER system utilizes the POP3 protocol to read the updates from its query mailbox.  The SMTP and POP3 protocols are described in References [8] and [9], respectively.

3.14.6 Other Considerations

ASPEN utilizes the SCAPI interface to support communications with SAFER.  (See the SAFER/CVIEW Application Program Interface (SCAPI), section 3.1.4.1).

3.15 I-017: SAFER – SAFETYNET 2000 Update (Carrier)

This section specifies the carrier update interface between the SAFER and SAFETYNET 2000 systems.  The SAFETYNET 2000 system utilizes a local database of carrier census and safety information for a variety of purposes, such as validating carrier information for inspection reports.  To keep this information up-to-date, it is updated with relevant census and safety data information weekly via a subscription update from SAFER.  This information originates from MCMIS.

The update interface between MCMIS and SAFER is specified in I-011, SAFER – MCMIS Update, section 3.9.

3.15.1 Priority

The update of SAFER with carrier data from MCMIS is performed once per week and results in an update being sent to each SAFETYNET 2000 user’s subscription mailbox o+n SAFER.  The SAFETYNET 2000 system receives updates from its subscription mailbox via an operator issued command.

3.15.2 Type

Subscription update.  This interface is implemented utilizing the store and forward capability of the SAFER Data Mailbox.

3.15.3 Data Elements, Records and Files

The data elements and characteristics of the carrier snapshot are defined in reference [2] as the “Safety view” (carrier, Q101).  The snapshot is formatted utilizing SCAPI AFF as explained in SCAPI AFF, section 3.1.2.2.

3.15.4 Communication Methods

This interface utilizes the SAFER Data Mailbox as explained in SAFER Data Mailbox: SMTP/POP3, section 3.1.3.1.  The SAFER Data Mailbox SMTP/POP3 server’s name is “mail03.safersys.org”.  The SAFETYNET 2000’s subscription mailbox is composed of the user’s SAFETYNET site identifier, as explained in Appendix F, section 10.

3.15.5 Protocol Characteristics

The SAFER system utilizes the SMTP protocol to send carrier information to the ASPEN user’s subscription mailbox located on the SAFER system.  The ASPEN system utilizes the POP3 protocol to retrieve data from the user’s subscription mailbox.  The SMTP and POP3 protocols are described in References [8] and [9], respectively.
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4 GLOSSARY

This section contains an alphabetical listing of principle acronyms, abbreviations and other terms used in this document along with a definition for each.

	AFF
	Application File Format

	ASPEN
	A suite of software programs that supports the process of inspecting commercial vehicles at roadside weigh stations.  Not an acronym or abbreviation.

	CDLIS
	Commercial Driver License Information System

	CVIEW System
	Commercial Vehicle Information Exchange Window System

	CVISN
	Commercial Vehicle Information Systems and Networks

	CVO
	Commercial Vehicle Operations

	DCE
	Distributed Computing Environment

	DLL
	Dynamically Linked Library

	EDI
	Electronic Data Interchange

	FHWA
	Federal Highway Administration

	FMCSA
	Federal Motor Carrier Safety Administration

	FTP
	File Transfer Protocol

	ICC
	Interstate Commerce Commission 

	IDL
	Interface Definition Language

	IE
	Information Exchange

	IRP
	International Registration Plan

	ISS
	Inspection Selection System

	ITS
	Intelligent Transportation System

	MCSIP
	Motor Carrier Safety Improvement Program

	MIME
	Multipurpose Internet Mail Extension

	MCMIS
	Motor Carrier Management Information System

	OMC
	Office of Motor Carriers

	OOS
	Out of Service

	OSF
	Open Software Foundation, now known as the 

Open Group

	POP3
	Post Office Protocol, Version 3

	PRISM
	Performance and Registration Information Systems Management

	ROC System
	Roadside Operations Computer System

	RPC
	Remote Procedure Call

	SAFER System
	Safety and Fitness Electronic Record System

	SCAPI
	SAFER/CVIEW Application Programming Interface

	SDM
	Safety Data Mailbox

	SMTP
	Simple Mail Transfer Protocol

	VISTA
	Vehicle Information System for Tax Apportionment.  VISTA is the trade name for Lockheed-Martin's IRP processing system.

	X12
	Accredited Standards Committee X12, the ANSII standard group for EDI

	Snapshot
	A snapshot is a concise collection of safety and credential data about carriers, vehicles, and drivers.  It is designed to facilitate the process of making screening and inspection decisions at roadside vehicle weigh stations.

	View
	A view is a subset of the information available in a carrier, vehicle, or driver snapshot.  Since all of the data in a snapshot may not be of interest to a specific application, a view allows just that information of interest to be transmitted to a requester (See reference [11]).

	Subscription
	A subscription is a set of rules by which the SAFER or CVIEW system decides whether or not to forward an update to an external system or user (See Subscription Update, section 3.1.1.3).


5 APPENDIX A: SMTP / POP3 MESSAGE FORMAT

This appendix explains the contents and format of the SMTP / POP3 mail messages used by SAFER and CVIEW for sending and receiving transactions in the X12 EDI and the SCAPI AFF formats.  SMTP / POP3 is not used with RPC transactions.

SAFER and CVIEW send and receive transactions (such as X12 EDI) as Multipurpose Internet Mail Extension (MIME) structured messages utilizing the SMTP and POP3 transfer protocols.  The message consists of a plain text body and an attachment.  The plain text body is just a vehicle for the attachment; it has no significant content for the transaction.  The attachment contains the X12 EDI or SCAPI AFF transaction.

5.1 Return Address

A mail message sent to the SAFER or CVIEW service must include a return address for the sender.  The address must be a standard SMTP/POP3 mail address of the form <recipient>@<IP Domain> where the <recipient> is the user identifier of the sender by the service and the <IP Domain> is the IP domain of the user's mail server.  The user identifier must be consistent with the identification and authentication information contained in the transaction message.  If it is not, the service will not carry out the request and may raise a security alert.  A mail message sent from the SAFER or CVIEW service will include the service's input mailbox as the message's return address.

5.2 Plain Text Message Body

The mail message must have a plain text body, the contents of which are not important and should be ignored.  The message body should not be used for transferring or storing any information when sending and no assumptions should be made as to its content when it is received.

5.3 Subject Line

The mail message may have a subject line, the contents of which are not important and should be ignored.  The subject line should not be used for transferring or storing any information when sending and no assumptions should be made as to its content when it is received.

5.4 X12 EDI Attachment

The X12 EDI or SCAPI AFF text is sent as a MIME encapsulated attachment with a MIME header.  It may be compressed before sending.

5.4.1 Attachment Encoding

In order to send non-printing characters, which may be used by EDI as separators or for binary data from compression, the attachment must be base 64 encoded.  This requirement also ensures that the line length limitations, and other restrictions imposed by SMTP, are not violated.

5.4.2 Attachment Type

The X12 EDI or SCAPI AFF text should be sent with the type specified as plain text.  The plain text type is used regardless of whether or not the message has been compressed.  The SAFER and CVIEW systems test incoming message attachments to determine if the message has been compressed.  The system does not utilize any file naming convention to distinguish compressed from uncompressed messages.  A SAFER or CVIEW subscription can be set up to provide either compressed or uncompressed data.  For details, see Compression Format, section 5.4.4.

5.4.3 Attachment File Name

The attachment file name does not have to conform to any particular naming conventions or restrictions.  Some general guidelines are provided here.

File Name: 

· The file names used by SAFER and CVIEW will be unique over an extended period of time.  However, after a reasonable amount of time, these filenames may be reused.  

A reasonable amount of time is a length of time over which it is reasonable to assume that all transactions utilizing the previously sent file names have been processed.  For instance, if the receiving system processes its subscription mailbox every day, and the “rollover” period for filenames is several years, it would be reasonable to expect that by the time the sequence starts to repeat itself, the receiving system will have processed all previously sent messages.  Assuming a message is sent every second, the SAFER and CVIEW systems could send messages for approximately 140,000,000 years without repeating a file name.

· It is required that message attachments sent to SAFER or CVIEW contain filenames that are unique over an extended period of time.  After a reasonable amount of time, these filenames may be reused.

· Attachment filenames sent by or to SAFER and CVIEW may exceed the eight-character length used by DOS filenames.

File Extension:

· The SAFER and CVIEW systems do not expect any particular file type to be used in attachments sent to it.  Any file name extension convenient for the sender may be used.

· The SAFER and CVIEW systems do not make any guarantee as to what file name extension might be used when sending attachments.  Applications should not utilize the file name extensions to direct processing or make any assumptions about the content of attachments based on the file name extension.

5.4.4 Compression Format

The file compression used to exchange data is the equivalent of that provided by PK ZIP Version 2.04G, a program created by PKWARE, Incorporated.  The SAFER and CVIEW systems use the DynaZIP 3.0 Data Compression Toolkit for Microsoft Windows to compress and decompress the message text.  This toolkit is a product of Inner Media, 60 Pain Road, Hollis, and NY 03049.

The compression utility takes one or more files and produces one compressed file from them, known as an archive file.  The archive file not only contains the compressed information from the files, it also contains information about the files, such as their names, full file paths including the file's directory, file size, and any included comments.  However, most of these features are not used by SAFER or CVIEW.  In addition, SAFER and CVIEW only include one file, the message text being compressed, in the archive.  In compressing the message text the following settings, formats and conventions must be used:

· The name of the zip archive file, as provided in the MIME attachment header, may be any valid 32-bit Windows operating system file name (Windows NT 4.0,Windows 98).  DOS file names, of eight characters or less, are not expected and are not necessarily produced.  No assumptions about the file name should be made regarding its length or its uniqueness.  The file name should not be used for any application specific purpose.

· The name of the compressed message text file, as stored in the zip archive, may be any valid 32-bit Windows operating system file name (Windows NT 4.0,Windows 98).  DOS file names, of eight characters or less, are not expected and are not necessarily produced.  No assumptions about the file name should be made regarding its length or its uniqueness.  The file name should not be used for any application specific purpose.

· Although a zip archive may contain many files, one and only one file, which contains the message text, is utilized in this compression scheme.

· Although a zip archive may contain directories as well as files, no directories should be added as items to the archive file.  Only the message text file itself should be included.

· The archive must be constructed as a single, integrated file i.e.  "disk spanning" formats that break the archive into several smaller files should not be used.

· A compression factor of 5 must be used.  This compression factor represents a balance between speed and compression, 0 being the fastest with no compression and 9 being the slowest with best compression.

· No volume label should be used.

· The path portion of the message text file name should not be stored in the archive.

· No comments should be stored in the archive.

· No encryption should be applied to the message text file during the compression process.

5.5 Example

The following example illustrates the SMTP message format.  It is a message that was used to send an X12 EDI query to SAFER.  It is equally applicable to CVIEW.

Received: from APLROC (APLROC [128.244.23.36]) by isafer1.trans.jhuapl.edu (NTMail 3.03.0014/7.aaai) with ESMTP id cviewin for <cviewin@isafer1.trans.jhuapl.edu>; Tue, 12 Jan 1999 14:35:23 +0000

From: chiuww1@isafer1.trans.jhuapl.edu

To: cviewin@isafer1.trans.jhuapl.edu

Subject: Q00200_1/12/99_2:42:18 PM

Date: Tue, 12 Jan 1999 14:42:59

MIME-VERSION: 1.0

Content-type: multipart/mixed;

  charset=us-ascii; boundary="DistinctLEVEL1"

Message-Id: <19352350660301@trans.jhuapl.edu>

--DistinctLEVEL1

Content-type: text/plain; charset=us-ascii

SAFER Transaction...

--DistinctLEVEL1

Content-type: text/plain;

  charset=us-ascii;

  name=~iot3

Content-Transfer-Encoding: base64

Content-ID: --!MBX_Message_Body***~iot3

SVNBfDAwfCAgICAgICAgICB8MDF8ICAgICAgICAgIHwxMnwzMDE5NTM2MDAwICAgICB8MDF8

RFVOU05VTUJFUiBQQSAgfDk5MDExMnwxNDQyfFV8MDAzMDd8MDAwMDAwMDAxfDB8VHw6DQpH

U3xDVnxTQUZFUnwxMDF8OTkwMTEyfDE0NDJ8MXxYfDAwMzA3MA0KU1R8Mjg1fDEgICANCkJH

TnwyOHxTQUZFUl8zMkFQSTU2M3w5OTAxMTJ8MTQ0Mnx8fHx8fDE5DQpOTTF8NDB8MnxDfFJ8

T3x8fDU3fEpIVUFQTA0KTlgxfE1DDQpOOXwySXxRMDAyMDBfMS8xMi85OV8yOjQyOjE4IFBN

DQpMTXxGSA0KTFF8VDA3fFExMDUNClJFRnxWMHwyDQpMTXxGSA0KTFF8VDEwfFEyMDANClJF

RnxEWHxOVUxMDQpSRUZ8TUNJfDQNClJFRnxUVHxOVUxMDQpTRXwxNHwxICAgDQpHRXwxfDEN

CklFQXwxfDAwMDAwMDAwMQ0K

--DistinctLEVEL1—

.

6 APPENDIX B: PRISM CARRIER UPDATE FILE

This appendix presents a field-by-field layout of the file format for the exchange of the information between the SAFER and the PRISM state systems.  

The following abbreviations and codes are used in the record table:

Field Type Supplemental Descriptions (All data is ASCII text)

Alpha  = standard ASCII text (numbers, letters, blanks)

Alpha (chk) = check-box ( "  " = Null; anything else = Check)

Num (int) = ASCII numeric integers

Originating Sources of Fields 

SAF = Generated by SAFER

CEN = Census data 

ISS = ISS/Computed data

FUT = To be implemented in one of the above

All Groupings

NOTE: The columns entitled "Src Field Name" , "Orig Src" and "Brief Field Description" have been included for supplementary information.  They are intended for quick reference, but this document is not to be considered the authoritative source for such information.

	PRISM Census File

	Field Name
	Field Type
	Field Width
	Orig Src
	Snapshot Cols
	Src Field Name
	Brief Field Description

	File Type
	Alpha
	1
	CEN
	1
	
	Carrier ( 'C' )

	Record Type
	Alpha
	1
	CEN
	2
	
	CVIS Carrier ( 'C' )

	Carrier ID Number
	Num (int)
	7
	CEN
	3-9
	FCNUM
	Carrier USDOT Number (or equiv.)

	ICC Number 1
	Num (int)
	6
	CEN
	10-15
	FICCN1
	Carrier I.C.C.  Number

	ICC Number 2
	Num (int)
	6
	CEN
	16-21
	FICCN2
	Carrier I.C.C.  Number

	ICC Number 3
	Num (int)
	6
	CEN
	22-27
	FICCN3
	Carrier I.C.C.  Number

	Tax ID Type
	Alpha
	1
	CEN
	28
	TIN Type
	The Type of the Tax ID Number (E=Employee ID Number,

 S=Social Security Number)

	Tax ID Number
	Num (int)
	9
	CEN
	29-37
	TIN
	Tax I.D.  Number

	Carrier Name
	Alpha
	55
	CEN
	38-92
	FNAME
	Legal Business Name of Carrier

	DBA Name
	Alpha
	55
	CEN
	93-147
	DBANAME
	"Doing Business As" Name of Carrier

	Street
	Alpha
	30
	CEN
	148-177
	FSTRTP
	Physical Street Address of Carrier

	City
	Alpha
	25
	CEN
	178-202
	FCITYP
	Physical City of Carrier

	State
	Alpha
	2
	CEN
	203-204
	FSTATEP
	Physical State of Carrier

	Zip Code
	Alpha
	5
	CEN
	205-209
	
	Physical Zip Code of Carrier

	Zip Plus4
	Alpha
	5
	CEN
	210-214
	
	Physical Zip+4 Code of Carrier

	County Code
	Num (int)
	3
	CEN
	215-217
	PCOUNTY
	Physical County Code

	Telephone AC
	Alpha
	3
	CEN
	218-220
	
	Office Telephone Area Code

	Telephone Num
	Alpha
	7
	CEN
	221-227
	
	Office Telephone Number

	Mail Street
	Alpha
	30
	CEN
	228-257
	
	Mailing Street Address of Carrier

	Mail City
	Alpha
	25
	CEN
	258-282
	
	Mailing City of Carrier

	Mail State
	Alpha
	2
	CEN
	283-284
	
	Mailing State of Carrier

	Mail Zip Code
	Alpha
	5
	CEN
	285-289
	
	Mailing Zip Code of Carrier

	Mail Zip Plus4
	Alpha
	5
	CEN
	290-294
	
	Mailing Zip+4 Code of Carrier

	Mail County Code
	Num (int)
	3
	CEN
	295-297
	
	Mailing County Code

	Status
	Alpha
	1
	CEN
	298
	
	Carrier Status in  MCMIS

(A=Active,

 anything else=inactive)


	File Created:
	The Date that this particular file was created at MCMIS

	   FC Century
	Num
	2
	CEN
	299-300
	
	(File Created) Century

	   FC Year
	Num
	2
	CEN
	301-302
	
	(File Created) The Year

	   FC Month
	Num
	2
	CEN
	303-304
	
	(File Created) The Month

	   FC Day
	Num
	2
	CEN
	305-306
	
	(File Created) The Day

	Date Added:
	Date the USDOT Number Was Assigned & Carrier Was Added to the List of Active Carriers

	   DA Century
	Num
	2
	CEN
	307-308
	
	(Date Added) Century

	   DA Year
	Num
	2
	CEN
	309-310
	
	(Date Added) The Year

	   DA Month
	Num
	2
	CEN
	311-312
	
	(Date Added) The Month

	   DA Day
	Num
	2
	CEN
	313-314
	
	(Date Added) The Day

	Last Update:
	Date when Information Pertaining to This Carrier was Last Changed in the MCMIS Database

	   LU Century
	Num
	2
	CEN
	315-316
	
	(Last Update) Century

	   LU Year
	Num
	2
	CEN
	317-318
	
	(Last Update) The Year

	   LU Month
	Num
	2
	CEN
	319-320
	
	(Last Update) The Month

	   LU Day
	Num
	2
	CEN
	321-322
	
	(Last Update) The Day

	   LU UserID
	Alpha
	8
	CEN
	323-330
	
	(Last Update) The UserID

	Entity Type
	Alpha
	1
	CEN
	331
	ENTITY TYPE
	Carrier Type: (C=Carrier, S=Shipper, B=Both,R=Registrant)

	Carrier Operations:
	Operations as Carrier ( 4 types)

	   C Interstate
	Alpha (chk)
	1
	CEN
	332
	
	(Carrier Operations) Interstate

	   C Interstate HM
	Alpha (chk)
	1
	CEN
	333
	
	(Carrier Operations) Interstate HAZMAT

	   C Intrastate

       NHM
	Alpha (chk)
	1
	CEN
	334
	
	(Carrier Operations) Intrastate Non-HAZMAT

	   C Intrastate HM
	Alpha (chk)
	1
	CEN
	335
	
	(Carrier Operations) Intrastate HAZMAT

	MCSIP Level
	Num (int)
	2
	CEN
	336-337
	MCSIP STEP
	MCSIP Status Level (a.k.a.  CVIS Sanction Flag)

	MCSIP Level Date
	Num (int)
	8
	CEN
	338-345
	
	Date of MCSIP Status Level Change

	Safestat Score
	Num (int)
	3
	CEN
	346-348
	
	CVIS Safestat Score

	Safestat Date
	Num (int)
	8
	CEN
	349-356
	
	Date of CVIS Safestat Score

	Name Alphabetizer
	Alpha
	17
	CEN
	357-373
	ALPHABETIZER1
	Carrier Name (Legal) Search Aid
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7 APPENDIX C: ASPEN INSPECTION REPRORT FILE

This appendix explains the format and the data content of the ASPEN 1.X inspection report files.  These files are used in interfaces I-008 and I-010.  Each inspection report consists of several files, each of which is described in a separate table.

	ASPENWIN     INTGRAT1.DBF (Main inspection table)


	Field Name
	Type
	Size
	Description

	RPTNUM
	C
	10
	Inspection Report Number

	LEVEL
	C
	1
	Inspection level (1-5)

	FEDCEN
	C
	7
	Federal Census Number

	STATECEN
	C
	7
	State Census Number

	CARRNAME
	C
	54
	Carrier Name

	INTERSTATE
	C
	1
	Interstate Movement (Y/N)

	CARRSTRT
	C
	30
	Carrier Street Address

	CARRCITY
	C
	20
	Carrier City

	CARRSTATE
	C
	2
	Carrier State

	CARRZIP
	C
	10
	Carrier Zip code

	CENCODE
	C
	1
	Census Code (left blank)

	INPUTDATE
	C
	8
	Inspection Date

	INSPDATE
	C
	8
	Inspection Date

	ENDDATE
	C
	8
	Inspection End Date

	TIMESTART
	C
	5
	Time Inspection Started

	TIMEFIN
	C
	5
	Time Inspection Finished

	DURATION
	N
	6
	Inspection Duration

	INSPCODE
	C
	6
	Inspector Code (badge number)

	INSPLOC
	C
	6
	Inspection location

	ICCNUM
	C
	6
	ICC Docket Number

	SHIPNAME
	C
	30
	Shipper Name

	SHIPNUM
	C
	15
	Shipping Paper Number

	TOTALHM
	N
	6
	Total Number of Hazardous Materials Carried

	TOTALVIO
	N
	6
	Total Number of Violations Discovered

	TOTALOOS
	N
	6
	Total Number of Out-of Service Violations

	TRANCODE
	C
	1
	SAFETYNET Transaction code (ASPEN inserts A for Add)

	TRANDATE
	C
	8
	Date of Last Edit

	DRLNAME
	C
	20
	Driver’s Last Name

	DRFNAME
	C
	15
	Driver’s First Name

	DRMI
	C
	1
	Driver’s Middle Initial

	DRLICNUM
	C
	25
	Driver’s License Number

	DRLICSTATE
	C
	2
	State Which Issued Driver’s License

	PLACARDS
	C
	1
	Placards Required (Y/N) or blank

	FACILITY
	C
	1
	Type of Facility Where Inspection Conducted (F=fixed, R=roadside)

	CCODE
	C
	3
	FIPS County Code 

	REGDATE
	C
	8
	Registration Date (left blank)

	USERID
	C
	5
	SAFETYNET User Code (left blank)

	BARRIO
	C
	25
	Mexican Neighborhood

	ALCSUBCHK
	C
	1
	Y or N Indication if Inspection was Conducted in Conjunction with an Alcohol/Controlled Substance Check

	DRUGSEARCH
	C
	1
	Y or N Indication if Inspection was Conducted in Conjunction with Drug Interdiction Search

	DRUGARREST
	C
	2
	Number of Drug Interdiction Arrests

	SIZEENF
	C
	1
	Y or N Indication if Inspection Conducted in Conjunction with Size & Weight Enforcement

	TRAFFICENF
	C
	1
	Y or N Indication if Inspection was Conducted in Conjunction with Traffic Enforcement

	LOCALJURIS
	C
	1
	Y or N Indication if Inspection was Conducted by Local Jurisdiction

	CARGO
	C
	25
	Cargo description

	ORIGIN
	C
	25
	Origin of Trip

	DESTINTION
	C
	25
	Destination of Trip

	CARRPHONE
	C
	15
	Carrier Phone Number

	CARRFAX
	C
	15
	Carrier Fax Number

	DRDOB
	C
	8
	Driver Date of Birth

	CDRLNAME
	C
	20
	Co Driver Last Name

	CDRFNAME
	C
	15
	Co Driver First Name

	CDRMI
	C
	1
	Co Driver Middle Initial

	CDRLICNUM
	C
	25
	Co Driver License Number

	CDRLICSTAT
	C
	2
	License state of Co Driver

	CDRDOB
	C
	8
	Co Driver Date of Birth

	OOSUNTIL
	C
	40
	Out of Service Information that Prints After the Word “Until” in Driver OOS Text

	VEHICLEOOS
	C
	1
	Y or N Indication if Vehicle is Placed OOS

	DRIVEROOS
	C
	1
	Y or N Indication if Driver is Placed OOS

	INSPECTOR
	C
	25
	Inspector’s Name (whole name)

	CARGOTANK
	C
	1
	Y or N Indication if Vehicle Inspected is HM Cargo Tank

	ACCIDENT
	C
	1
	Y or N Indication if Inspected was Completed as a Result of an Auto Accident

	LOCATION
	C
	30
	Inspection Location Name

	HIGHWAY
	C
	25
	Inspection Highway information

	MILEPOST
	C
	6
	Inspection Milepost information

	CCODESTATE
	C
	2
	County Code State Abbrev

	CCODENAME
	C
	23
	County Name

	RPTSTATUS
	C
	1
	Report Status (C=complete, I=incomplete, T=transferred)

	NOTES
	M
	
	Inspection Notes

	TAG
	C
	1
	Inspection Tag (T=tagged, U=untagged)

	GCWR
	C
	6
	Gross Combination Vehicle Weight Rating

	HMINSP
	C
	1
	Indicates if HM Inspection was Completed (N=non-bulk, B=bulk, blank=no HM trans.)


	
ASPENWIN     INTGRAT2.DBF (Optional fields table)


	Field Name
	Type
	Size
	Description

	RPTNUM
	C
	10
	Inspection Report Number

	FIELDKEY
	N
	6
	State Field # (ASPEN look-up key)

	STATEDATA
	C
	30
	Title of State Defined Field

	PRINTOUT
	C
	1
	Printed Order of State Fields (not currently used)


	ASPENWIN     INTGRAT3.DBF (HM information table)


	Field Name
	Type
	Size
	Description

	RPTNUM
	C
	10
	Inspection Report Number

	HMCODE
	C
	3
	Code Identifying Type of HM Transported

	HMQUANT
	C
	1
	Y or N Indication that HM Transported may be a Reportable Quantity

	HMWASTE
	C
	1
	Y or N Indication that HM Transported may be a Hazardous Waste

	HMDESCRIP
	C
	20
	Name of the HM Transported


	ASPENWIN     INTGRAT4.DBF (Vehicle info. table)


	Field Name
	Type
	Size
	Description

	RPTNUM
	C
	10
	Inspection Report Number

	UTYPE
	C
	2
	Vehicle Type

	UMAKE
	C
	10
	Vehicle Make

	UCONUM
	C
	15
	Vehicle Company Number

	ULICNUM
	C
	12
	Vehicle License Number

	ULICSTATE
	C
	2
	Vehicle License State

	UNUM
	C
	1
	Vehicle Unit Number

	CVSADECAL
	C
	1
	Y or N Indication that Vehicle Received a CVSA Decal

	DECALNUM
	C
	8
	Vehicle CVSA Decal Number

	UYEAR
	C
	2
	Vehicle Year of Manufacture

	OOSNUM
	C
	10
	Vehicle Out of Service Number

	UVIN
	C
	17
	Unit Vehicle Identification Number

	UVWR
	C
	6
	Unit Vehicle Weight Rating


	ASPENWIN     INTGRAT5.DBF (Violation table)


	Field Name
	Type
	Size
	Description

	RPTNUM
	C
	10
	Inspection Report Number

	VIOSEQNUM
	N
	6
	Shipper Number (relates to intgrat7)

	UNUM
	C
	1
	Unit that Received Violation (D=driver, 1,2,3,4,5,6 = unit number

	OOS
	C
	1
	Y or N Indication that Violation Recorded OOS

	FEDVIOCODE
	C
	25
	Federal Violation Code

	DEFECTVER
	C
	1
	Code Indicating Action to Taken to Correct Vehicle OOS Defects (A=repaired at scene, B=towed/escorted to repair facility, D=other action taken, U=unknown, N=not applicable)

	DESCRIP
	C
	162
	Violation Description

	CITNUM
	C
	10
	Citation Number

	ASPENTAG
	C
	1
	A Pointer Used to Attach a Driver Violation Listed on Driver Page to a Driver Violation recorded on the Violation page

	VIOSECTION
	C
	30
	Official Section Reference

	VIOCATNUM
	N
	2
	Violation Category Number

	DESC_TYPE
	C
	1
	S=Standard, C=Custom

	FEDSTATE
	C
	1
	F=Federal Cite, S=State Cite 

Indicates during printing whether or not a violation is State or Federal.  The carrier then knows which book to consult.


	ASPENWIN     INTGRAT6.DBF (General info.  table)


	Field Name
	Type
	Size
	Description

	RPTNUM
	C
	10
	Inspection Report Number

	PENVERNUM
	C
	5
	Aspen Version Number

	PENMATCH
	C
	1
	Code Indicating the Type of Census Match (Y=carrier match, N=carrier not in local ISS, S=Carrier matched thru SAFER, 

	PENCONFID
	C
	1
	Code Indication of Inspectors Level of Confidence of the Census Match (not currently used)

	STUDY1
	C
	30
	Study1

	STUDY2
	C
	20
	Study2

	STUDY3
	C
	20
	Study3

	STUDY4
	C
	10
	Study4

	STUDY5
	C
	10
	Study5

	DUMMY1
	C
	10
	Extra Field (penfield2)

	DUMMY2
	C
	10
	Extra Field (penfield3) **cargo tank spec.  #, or NON, or EXE

	DUMMY3
	C
	10
	Extra Field

	DUMMY4
	C
	30
	Extra Field


	ASPENWIN     INTGRAT7.DBF (HM shipper table)


	Field Name
	Type
	Size
	Description

	RPTNUM
	C
	10
	Report Number

	VIOSEQNUM
	N
	6
	Shipper Number (relates to intgrat5)

	SHPNAME
	C
	30
	Shipper Name

	SHPADDRESS
	C
	25
	Shipper Address

	SHPCITY
	C
	20
	Shipper City

	SHPSTATE
	C
	2
	Shipper State

	SHPZIP
	C
	10
	Shipper Zip Code

	SHPUSDOT
	C
	7
	Shipper US DOT Number


	ASPENWIN     BRAKES.DBF (Brake information table)


	Field Name
	Type
	Size
	Description

	RPTNUM
	C
	10
	Inspection Report Number

	AXLE
	C
	2
	Axle Number

	CHAMBER
	C
	6
	Type of Brake Chamber

	LEFTBRAKE
	C
	5
	Left Brake Measurement

	RIGHTBRAKE
	C
	5
	Right Brake Measurement


	ASPENWIN     RPTPRINT.DBF (Report printer table)


	Field Name
	Type
	Size
	Description

	RPTNUM
	C
	10
	(Header) Report Number

	DEPTNAME
	C
	50
	(Header) Name of Official Agency 

	DIVISION
	C
	50
	(Header) Name of Division

	ADDRESS1
	C
	50
	(Header) Address Information

	ADDRESS2
	C
	50
	(Header) Address Information

	PHONENUM
	C
	50
	(Header) Phone Number of Agency

	VEHICLEOOS
	M
	
	Vehicle Out-of-Service Text

	DRIVEROOS
	M
	
	Driver Out-of-Service Text

	CERTIFYOOS
	M
	
	Mechanic Certify Out-of-Service Text

	VERIFYOOS
	M
	
	Carrier Verify Text

	CARVERIFY
	L
	
	Y/N Indication to Always Print Carrier Verify Text

	PRNTLOGO
	L
	
	Y/N Indication to Print Official Logo

	LOGOPATHC
	C
	50
	Official Logo Executable Path Location

	MECHCERT
	L
	
	Y/N Indication to Always Print Mechanic Certify Text


	ASPENWIN     CONFIG.DBF (Configuration Table)


	Field Name
	Type
	Size
	Description

	PASSWORD
	C
	8
	Manager Password

	ALLOWEDIT
	L
	
	User can edit time Y/N

	SNETUPLOAD
	L
	
	User can upload to SNET (not use)

	ALLOWCDLIS
	L
	
	User can use CDLIS

	OPTEDITING
	L
	
	User can edit optional fields

	BBSUSER
	C
	8
	Left blank for version 1.4 (see avalglu.ini)

	BBSPASSWD
	C
	8
	Left blank for version 1.4 (see avalglu.ini)

	ADDRESS_1
	C
	50
	Left blank for version 1.4 (see rptprint.dbf)

	ADDRESS_2
	C
	50
	Left blank for version 1.4 (see rptprint.dbf)

	ADDRESS_3
	C
	50
	Left blank for version 1.4 (see rptprint.dbf)

	ADDRESS_4
	C
	50
	Left blank for version 1.4 (see rptprint.dbf)

	ADDRESS_5
	C
	50
	Left blank for version 1.4 (see rptprint.dbf)

	VEHICLEOOS
	M
	
	Left blank for version 1.4 (see rptprint.dbf)

	DRIVEROOS
	M
	
	Left blank for version 1.4 (see rptprint.dbf)

	CERTIFYOOS
	M
	
	Left blank for version 1.4 (see rptprint.dbf)

	VERIFYOOS
	M
	
	Left blank for version 1.4 (see rptprint.dbf)

	BBSPHONE
	C
	50
	Left blank for version 1.4 (see avalglu.ini)


	ASPENWIN     CONTROL.DBF (Optional fields)


	Field Name
	Type
	Size
	Description

	RPTNUM
	C
	10
	Inspection Report Number (For Aspen report purposes) Version 1.4   not needed for V1.4

	FIELDKEY
	N
	6
	State field number (Aspen lookup key)

	FIELDTYPE
	C
	10
	Type of field; label, field, checkbox, button

	HANDLER
	C
	10
	Type of handler; keyboard, calculator, st.list

	FORMPAGE
	N
	6
	Page of field located; carrier, violation, vehicle, driver, location, state

	LENGTH
	N
	6
	Length of field

	LEFTJUST
	N
	6
	Left justified

	TOPJUST
	N
	6
	Top justified

	REQUIRED
	L
	
	Field required Y/N

	PRINTOUT
	C
	1
	Print field Y/N

	MISC1
	C
	160
	Button executable path

	FONT 
	N
	6
	Font of fields


	ASPENWIN     FIELDDEF.DBF (Optional Fields)


	Field Name
	Type
	Size
	Description

	RPTNUM
	C
	10
	Inspection Report Number (Version 1.4 for printing purposes) not need for V1.4

	FIELDKEY
	N
	6
	State field number (Aspen lookup key)

	LABELNAME
	C
	30
	State field label name 

	TYPE
	C
	10
	Type of field

	DESCRIP
	C
	50
	Additional field description

	STARTDATE
	D
	8
	When field was created

	ENDDATE
	D
	8
	When field was erased


	ASPENWIN     Version.DBF (Version info.  Table)


	Field Name
	Type
	Size
	Description

	Version
	C
	10
	What version (1.2,1.3 ect.)

	Creator
	C
	90
	Name of program that created the .dbf file (ASPEN, AVALANCHE, ect.)
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8 APPENDIX D: MCMIS UPDATE FILE

This appendix explains the format and the data content of the MCMIS update file.  The fields in each type of carrier record are defined.

8.1 Record Header

Each record will start with a record header giving information about the record to follow.

Record Type, Record Number, Record Total, Census Number (DOT), Version Type (10), Current Date

05 WORK-TYPE-ITERATION

PIC 9(01) VALUE 1.  

// Record Type 

    05 WORK-RECORD-NUM

PIC 9(02) VALUE 01.

// X in "X of Y"

    05  WORK-RECORD-TOTAL

PIC 9(02) VALUE 01.

// Y in "X of Y"

    05 WORK-CENSUS-NUMBER

PIC 9(07) VALUE ZEROES.   
// DOT Number

    05 WORK-CURRENT-DATE.                                      


// Current Date = File Create Date

        10 WORK-CURRENT-YY

PIC 9(04) VALUE ZEROES.
// YYYY

        10 WORK-CURRENT-MM

PIC 9(02) VALUE ZEROES.
// MM

        10 WORK-CURRENT-DD

PIC 9(02) VALUE ZEROES.
// DD

8.2 Record Type 1 – Carrier Identification

One fixed-length record per carrier that identifies and describes the carrier.  Corresponds to SAFETYNET 2000 CENS_NATL table, but contains information required by other clients and systems as well.  Contains all non-repeating information.

	SAFER Snapshot Name
	MCMIS Common Name
	Originating Source
	Database Field Name or Where the Data Comes From
	Both C&S (Interstate)
	Carrier (Interstate)
	Shipper
	Registrant
	Intrastate Non-HM Only (C&B)
	Intrastate HM (C&B)
	Len

	File Type
	
	SAFER
	“C”
	X
	X
	X
	X
	X
	X
	1

	Carrier ID Number
	USDOT Number
	Census/MCMIS
	Ls50el-Index-Number
	X
	X
	X
	X
	X
	X
	7

	Issuing Authority
	
	SAFER
	0
	
	
	
	
	
	
	1

	Terminal ID
	
	SAFER
	0
	
	
	
	
	
	
	2

	ICC #1
	ICC Docket #1
	Census/MCMIS
	Ls50el-Carrier-Icc-Docket-1st
	X
	X
	
	
	X
	X
	6

	ICC #2
	ICC Docket #2
	Census/MCMIS
	Ls50el-Carrier-Icc-Docket-2nd
	X
	X
	
	
	X
	X
	6

	ICC #3
	ICC Docket #3
	Census/MCMIS
	Ls50el-Carrier-Icc-Docket-3rd
	X
	X
	
	
	X
	X
	6

	State Carrier ID
	
	Future
	
	
	
	
	
	
	
	7

	Tax ID Type
	
	Census/MCMIS
	Ls50el-Cn-Ein-Flag
	X
	X
	X
	X
	X
	X
	1

	Tax ID Number
	
	Census/MCMIS
	Ls50el-Cn-Employer-Id-Number
	X
	X
	X
	X
	X
	X
	9

	Carrier Name
	Legal Name
	Census/MCMIS
	Ls50el-Cn-Legal-Name
	X
	X
	X
	X
	X
	X
	55

	DBA Name
	Census DBA Name
	Census/MCMIS
	Ls50el-Census-Dba-Names
	X
	X
	X
	X
	X
	X
	55

	FHWA OIC Code
	(ADDED)
	
	
	
	
	
	
	
	
	

	FHWA Region Code
	(ADDED)
	
	
	
	
	
	
	
	
	

	FHWA Territory Code
	(ADDED)
	
	
	
	
	
	
	
	
	

	Street
	Physical Street
	Census/MCMIS
	Ls50el-Phy-Address
	X
	X
	X
	X
	X
	X
	30

	Colonia
	(ADDED)
	
	
	
	
	
	
	
	
	

	City
	Physical City
	Census/MCMIS
	Ls50el-Phy-City
	X
	X
	X
	X
	X
	X
	25

	State
	Physical State
	Census/MCMIS
	Ls50el-Phy-State
	X
	X
	X
	X
	X
	X
	2

	Zip Code
	Physical Zip Code
	Census/MCMIS
	Ls50el-Phy-Zip-Code
	X
	X
	X
	X
	X
	X
	10

	County Code
	Physical County
	Census/MCMIS
	Ls50el-Phy-County
	X
	X
	X
	X
	X
	X
	3

	Country
	
	Census/State/MCMIS
	
	X
	X
	X
	X
	X
	X
	1

	Telephone #
	
	Census/MCMIS
	Ls50el-Census-Phone
	X
	X
	X
	X
	X
	X
	10

	Fax #
	(ADDED)
	
	
	
	
	
	
	
	
	

	E-Mail
	(ADDED)
	
	
	
	
	
	
	
	
	

	Mail Street
	
	Census/MCMIS
	Ls50el-Mail-Adress
	X
	X
	X
	X
	X
	X
	30

	Mail Colonia
	(ADDED)
	
	
	
	
	
	
	
	
	

	Mail City
	
	Census/MCMIS
	Ls50el-Mail-City
	X
	X
	X
	X
	X
	X
	25

	Mail State
	
	Census/MCMIS
	Ls50el-Mail-State
	X
	X
	X
	X
	X
	X
	2

	Mail Zip Code
	
	Census/MCMIS 
	Ls50el-Mail-Zip-Code
	X
	X
	X
	X
	X
	X
	10

	Mail County Code
	
	Census/MCMIS
	Ls50el-Mail-County
	X
	X
	X
	X
	X
	X
	3

	Bus
	
	SAFER
	Blank
	
	
	
	
	
	
	1

	HM Reg Date
	
	Future
	0
	
	
	
	
	
	
	8

	Qty Power Units
	
	Census/MCMIS Snapshot Program
	Calculated
	X
	X
	
	X
	X
	X
	7

	Qty Motor Coach
	(ADDED, RENAMED)
	
	
	
	
	
	
	
	
	

	Qty HM Tank Trailers
	(ADDED)
	
	
	
	
	
	
	
	
	

	Qty HM Tank Trucks
	(ADDED)
	
	
	
	
	
	
	
	
	

	Qty Limousines
	(ADDED)
	
	
	
	
	
	
	
	
	

	Qty School Buses
	(ADDED)
	
	
	
	
	
	
	
	
	

	Qty Trailers
	(ADDED)
	
	
	
	
	
	
	
	
	

	Qty Truck Tractors
	(ADDED)
	
	
	
	
	
	
	
	
	

	Qty Trucks
	(ADDED)
	
	
	
	
	
	
	
	
	

	Qty Vans
	(ADDED) 
	
	
	
	
	
	
	
	
	

	Qty Cars
	(ADDED) Total or Qty of Cars
	
	
	
	
	
	
	
	
	

	Qty Drivers
	Total Drivers
	Census/MCMIS
	Ls50el-carrier-driver-total
	X
	X
	
	
	X
	X
	5

	Qty CDL Drivers
	(ADDED)
	
	
	
	
	
	
	
	
	

	Qty Interstate Drivers
	(ADDED)
	
	
	
	
	
	
	
	
	

	Qty Intrastate Drivers
	(ADDED)
	
	
	
	
	
	
	
	
	

	Status
	Census Delete Flag
	Census/MCMIS
	Ls50el-census-delete-flag
	X
	X
	X
	X
	X
	X
	1

	Status Date
	(ADDED)
	
	
	
	
	
	
	
	
	

	File Created Date
	
	Snapshot Program
	Current Date Program is Running
	X
	X
	X
	X
	X
	X
	8

	Date Added
	
	Census/MCMIS
	Ls50el-Cn-Added-Date
	X
	X
	X
	X
	X
	X
	8

	Last Update Date / MCMIS Transact Date
	Census Date
	Census/MCMIS
	Ls50el-Census-Date
	X
	X
	X
	X
	X
	X
	8

	LU UserID
	User ID
	Census/MCMIS
	Ls50el-Census-User-Id
	X
	X
	X
	X
	X
	X
	8

	Carrier Placarded
	(ADDED)
	
	
	
	
	
	
	
	
	

	Carrier Ratable
	(ADDED)
	
	
	
	
	
	
	
	
	

	Entity Type
	Carrier-Shipper Indicator
	Census/MCMIS
	Ls50el-Carrier-Shipper-Ind
	X
	X
	X
	X
	X
	X
	1

	Carrier Operations
	
	Census/MCMIS
	
	
	
	
	
	
	
	3

	     Interstate
	
	
	Ls50el-Cn-Carr-Inter
	X
	X
	
	
	
	
	

	     Intrastate Non-HM
	
	
	Ls50el-Cn-Carr-Intra-Non-Hm
	X
	X
	
	
	X
	
	

	     Intrastate HM
	
	
	Ls50el-Cn-Carr-Intra-Hm
	X
	X
	
	
	
	X
	

	Shipper Operations
	
	Census/MCMIS
	
	
	
	
	
	
	
	2

	     Interstate
	
	Both HM and Non HM
	Ls50el-Cn-Ship-Inter
	X
	
	X
	
	
	
	

	     Intrastate HM
	
	
	Ls50el-Cn-Ship-Intra-HM
	X
	
	X
	
	
	X
	

	HazMat Status
	(ADDED)
	Micro Census?
	C, S, B, N, F
	
	
	
	
	
	
	

	Prior Date
	
	SAFER
	0
	
	
	
	
	
	
	8

	Qty Inspections, 24 Months
	Number of Insp
	Inspections/MCMIS
	Count of Inspections (2 years)
	X
	X
	
	
	X
	X
	5

	Qty HM Present, 24 Months
	# Hazmat Insp
	Inspections/MCMIS
	Count of HM Inspections
	X
	X
	
	
	X
	X
	5

	Vehicle Insp, 24 Months
	
	Inspections/MCMIS
	Count of Veh Inspections
	X
	X
	
	
	X
	X
	5

	Driver Insp, 24 Months
	
	Inspections/MCMIS
	Count of Driver Inspections
	X
	X
	
	
	X
	X
	5

	OOS Inspections
	
	
	
	
	
	
	
	
	
	

	     All Types, 24 Months
	OOS Inspections
	Inspections/MCMIS
	Count of OOS Inspections
	X
	X
	
	
	X
	X
	5

	     Vehicle, 24 Months
	OOS Veh Insp
	Inspections/MCMIS
	Count of OOS Veh Inspections
	X
	X
	
	
	X
	X
	5

	     Driver, 24 Months
	OOS Drv Insp
	Inspections/MCMIS
	Count of OOS Dr Inspections
	X
	X
	
	
	X
	X
	5

	     Hazmat, 24 Months
	OOS HM Insp
	Census/Inspections
	Count of OOS HM Inspections
	X
	X
	
	
	X
	X
	5

	Qty Inspections, 30 Months
	(ADDED)
	
	
	
	
	
	
	
	
	

	Vehicle Insp, 30 Months
	(ADDED)
	
	
	
	
	
	
	
	
	

	Driver Insp, 30 Months
	(ADDED)
	
	
	
	
	
	
	
	
	

	OOS Inspections
	(ADDED)
	
	
	
	
	
	
	
	
	

	     All Types, 30 Months
	(ADDED)
	
	
	
	
	
	
	
	
	

	     Vehicle, 30 Months
	(ADDED)
	
	
	
	
	
	
	
	
	

	     Driver, 30 Months
	(ADDED)
	
	
	
	
	
	
	
	
	

	Qty Inspections, 15 Months
	(ADDED)
	
	
	
	
	
	
	
	
	

	Vehicle Insp, 15 Months
	(ADDED)
	
	
	
	
	
	
	
	
	

	Driver Insp, 15 Months
	(ADDED)
	
	
	
	
	
	
	
	
	

	OOS Inspections
	(ADDED)
	
	
	
	
	
	
	
	
	

	     All Types, 15 Months
	(ADDED)
	
	
	
	
	
	
	
	
	

	     Vehicle, 15 Months
	(ADDED)
	
	
	
	
	
	
	
	
	

	     Driver, 15 Months
	(ADDED)
	
	
	
	
	
	
	
	
	

	Vehicle Violations
	
	Inspection/MCMIS

Snapshot Program
	Calculated and broken down in the Snapshot Program
	X
	X
	
	
	X
	X
	24

	Driver Violations
	
	Inspection/MCMIS

Snapshot Program
	Calculated and broken down in the Snapshot Program
	X
	X
	
	
	X
	X
	36

	Hazmat Violations
	
	Inspection/MCMIS

Snapshot Program
	Calculated and broken down in the Snapshot Program
	X
	X
	
	
	X
	X
	30

	Safety Rating
	Current Rating
	Census/MCMIS
	Ls50el-Cn-Rating
	X
	X
	
	
	
	
	1

	Rating Date
	Current Rating Date
	Census/MCMIS
	Ls50el-Cn-Rating-Date
	X
	X
	
	
	
	
	8

	Data from Most Recent Review
	
	
	
	
	
	
	
	
	
	

	     Investigator Code
	(ADDED)
	
	
	
	
	
	
	
	
	

	     Review Type
	
	Review/MCMIS
	Ls50el-Rev-Review-Type
	X
	X
	X
	
	
	X
	1

	     Review Date
	
	Review/MCMIS
	Ls50el-Rev-Review-Cymd
	X
	X
	X
	
	
	X
	8

	     Recordable Crashes
	(RENAMED)
	Review/MCMIS
	Ls50el-Rev-Recordable-Acdnt
	X
	X
	
	
	
	X
	3

	     Preventable Crashes
	(RENAMED)
	Review/MCMIS
	Ls50el-Rev-Prev-Rec-Acdnt
	X
	X
	
	
	
	X
	3

	     Mileage
	
	Review/MCMIS
	Ls50el-Rev-Mcs151c-Mile
	X
	X
	
	
	
	X
	10

	     Critical/Acute Driver     

     Violations
	Remove if not being used for ISS 1
	CR1/Review/MCMIS Snapshot Program
	Calculated and broken down in the Snapshot Program
	X
	X
	
	
	
	X
	6

	     Hazmat Violations
	Remove if not being used for ISS 1
	CR1/Review/MCMIS Snapshot Program
	Calculated and broken down in the Snapshot Program
	X
	X
	X
	
	
	X
	4

	Enforcement, Prior Cases
	(ADDED)
	
	
	
	
	
	
	
	
	

	Follow-up Code
	(ADDED)
	
	
	
	
	
	
	
	
	

	MCSIP Flag
	
	
	“C” calculated from MCSIP steps
	X
	X
	X
	X
	X
	X
	1

	MCSIP Level
	
	Census/MCMIS
	Ls50el-Cn-Sanction-Level
	X
	X
	
	X
	
	
	2

	MCSIP Level Date
	
	Census/MCMIS
	Ls50el-Cn-Sanction-Cymd
	X
	X
	
	X
	
	
	8

	MCSIP Entry Date
	(ADDED)
	
	
	
	
	
	
	
	
	

	Safestat Indicator (Score)
	
	Census/MCMIS
	Ls50el-Cn-Safe-Stat-Score
	X
	X
	
	X
	
	
	3

	Safestat Date
	
	Census/MCMIS
	Ls50el-Cn-Stat-Score-Cymd
	X
	X
	
	X
	
	
	8

	Safestat Accident SEA
	(ADDED)
	
	
	
	
	
	
	
	
	

	Safestat Category
	(ADDED)
	
	
	
	
	
	
	
	
	

	Safestat Driver SEA
	(ADDED)
	
	
	
	
	
	
	
	
	

	Safestat Letter Date
	(ADDED)
	
	
	
	
	
	
	
	
	

	Safestat Letters
	(ADDED)
	
	
	
	
	
	
	
	
	

	Safestat Management SEA
	(ADDED)
	
	
	
	
	
	
	
	
	

	Safestat Score
	(ADDED)
	
	
	
	
	
	
	
	
	

	Safestat Vehicle SEA
	(ADDED)
	
	
	
	
	
	
	
	
	

	HM/Passenger Score
	(ADDED)
	
	
	
	
	
	
	
	
	

	HM/Passenger Score Date
	(ADDED)
	
	
	
	
	
	
	
	
	

	SAFETYNET Fatalities, 24 Month
	Accidents-Fatalities
	Accidents/MCMIS
	Summarized in Snapshot Program
	X
	X
	
	
	X
	X
	3

	SAFETYNET Injuries, 24 Month
	Accidents-Injuries
	Accidents/MCMIS
	Summarized in Snapshot Program
	X
	X
	
	
	X
	X
	3

	SAFETYNET Other, 24 Month
	Accidents-Other
	Accidents/MCMIS
	Summarized in Snapshot Program
	X
	X
	
	
	X
	X
	3

	SAFETYNET Fatalities, 15 Month
	(ADDED)
	Accidents/MCMIS
	Summarized in Snapshot Program
	X
	X
	
	
	X
	X
	3

	SAFETYNET Injuries, 15 Month
	(ADDED)
	Accidents/MCMIS
	Summarized in Snapshot Program
	X
	X
	
	
	X
	X
	3

	SAFETYNET Towaway, 15 Month
	(ADDED)
	Accidents/MCMIS
	Summarized in Snapshot Program
	X
	X
	
	
	X
	X
	3

	SAFETYNET Total, 15 Month
	(ADDED)
	Accidents/MCMIS
	Summarized in Snapshot Program
	X
	X
	
	
	X
	X
	3

	SAFETYNET Fatalities, 30 Month
	(ADDED)
	Accidents/MCMIS
	Summarized in Snapshot Program
	X
	X
	
	
	X
	X
	3

	SAFETYNET Injuries, 30 Month
	(ADDED)
	Accidents/MCMIS
	Summarized in Snapshot Program
	X
	X
	
	
	X
	X
	3

	SAFETYNET Towaway, 30 Month
	(ADDED)
	Accidents/MCMIS
	Summarized in Snapshot Program
	X
	X
	
	
	X
	X
	3

	SAFETYNET Total, 30 Month
	(ADDED)
	Accidents/MCMIS
	Summarized in Snapshot Program
	X
	X
	
	
	X
	X
	73

	State Data
	
	Future
	
	
	
	
	
	
	
	30

	Name Alphabetizer 1
	Locator 1
	Census/MCMIS
	Ls50el-Census-Locator-1
	X
	X
	X
	X
	X
	X
	17

	Name Alphabetizer 2

	Locator 2
	Census/MCMIS
	Ls50el-Census-Locator-2
	X
	X
	X
	X
	X
	X
	17

	ISS Score
	ISS Value/Score
	Census/MCMIS
	Ls50el-Cn-ISS-Value
	X
	X
	
	
	X
	X
	3

	ISS Date
	ISS Date
	Census/MCMIS
	Ls50el-Cn-ISS-Value-D8
	X
	X
	
	
	X
	X
	8

	ISS Indicator
	ISS Indicator
	Census/MCMIS
	Ls50el-Cn-ISS-Indicator
	X
	X
	
	
	X
	X
	1

	Dun and Bradstreet Number
	Dun and Bradstreet Num
	Census/MCMIS
	Ls50el-Cn-Dun-Bradst-Num
	X
	X
	X
	X
	X
	X
	9


8.3 Record Type 2 – Carrier Classification

Multiple fixed-length records describing the carrier’s operations.  Corresponds to SAFETYNET 2000 CENS_CARRIER_CLASS table.  Uses Code Table 1, Carrier Classifications.

	SAFER Snapshot Name
	MCMIS Common Name
	Originating Source
	Database Field Name or Where the Data Comes From
	Both C&S (Interstate)
	Carrier (Interstate)
	Shipper
	Registrant
	Intrastate Non-HM Only (C&B)
	Intrastate HM (C&B)
	COL

	Work Classification Code
	Classification
	Census/MCMIS
	Ls50el-Cn-Carr-Oper-Cl
	X
	X
	
	
	X
	X
	2

	Description  (If Other)
	Classification – Other
	Census/MCMIS
	Ls50el-Cn-Carr-Other-Oper-Cl
	X
	X
	
	
	X
	X
	


8.4 Record Type 3 – Carrier Cargo

Multiple fixed-length records describing the cargo carried.  Corresponds to SAFETYNET 2000 CENS_CARGO table.  Uses Code Table 2, Cargo Codes.

	SAFER Snapshot Name
	MCMIS Common Name
	Originating Source
	Database Field Name or Where the Data Comes From
	Both C&S (Interstate)
	Carrier (Interstate)
	Shipper
	Registrant
	Intrastate Non-HM Only (C&B)
	Intrastate HM (C&B)
	COL

	Cargo Classification Code
	Cargo Classification
	Census/MCMIS
	Ls50el-Cargo-Classification
	X
	X
	X
	
	X
	X
	2

	Description (If Other)
	Cargo Classification – Other
	Census/MCMIS
	Ls50el-Other-Cargo-Class
	X
	X
	X
	
	X
	X
	


8.5 Record Type 4 – HazMat Carried / Shipped

Multiple fixed-length records describing HazMats carrier and/or shipped.  Corresponds to SAFETYNET 2000 CENS_HAZMAT table.  Uses Code Table 3, HazMat Codes.

	SAFER Snapshot Name
	MCMIS Common Name
	Originating Source
	Database Field Name or Where the Data Comes From
	Both C&S (Interstate)
	Carrier (Interstate)
	Shipper
	Registrant
	Intrastate Non-HM Only (C&B)
	Intrastate HM (C&B)
	COL

	HM Code
	
	
	
	
	
	
	
	
	
	2

	HM Operation (C, S, B)
	Hazmat Carried

Hazmat Shipped
	Census/MCMIS
	Ls50el-Carrier-Chm-Tp

Ls50el-Shipper-Chm-Tp
	X

X
	X

X
	
	
	
	X

X
	1

	HM Format (B, N, A)
	
	
	
	X
	
	
	
	 
	X
	1


8.6 Record Type 5 – Review

Multiple fixed length records describing recent reviews.  Corresponds to SAFETYNET 2000 CENS_REVIEW table.

	SAFER Snapshot Name
	MCMIS Common Name
	Originating Source
	Database Field Name or Where the Data Comes From
	Both C&S (Interstate)
	Carrier (Interstate)
	Shipper
	Registrant
	Intrastate Non-HM Only (C&B)
	Intrastate HM (C&B)
	COL

	Review Action - Administrative Handling
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Action - OOS Order
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Action - Other
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Action - Other Text
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Action - Prosecution
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Action - Compliance Monitoring
	(ADDED, RENAMED)
	
	
	
	
	
	
	
	
	

	Review City
	(ADDED)
	(MCMIS Does Not Have)
	
	
	
	
	
	
	
	

	Review State
	(ADDED)
	(MCMIS Does Not Have)
	
	
	
	
	
	
	
	

	Review Date
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Investigator Code
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Mileage
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Recordable Crashes
	(ADDED, RENAMED)
	
	
	
	
	
	
	
	
	

	Review OOS Vehicles - Checked during Review
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review OOS Vehicles - Checked From Profile (MCMIS)
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Rating Date
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Reason – Subject Request
	(ADDED, RENAMED)
	
	
	
	
	
	
	
	
	

	Review Reason - Complaint
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Reason - Enforcement Follow-Up
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Reason - Initial 
	(ADDED) 
	
	
	
	
	
	
	
	
	

	Review Reason - Other
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Reason - Other Text
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Reason - Priority List
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Reason Not Rated
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Safety Factor 1 Rating
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Safety Factor 2 Rating
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Safety Factor 3 Rating
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Safety Factor 4 Rating
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Safety Factor 5 Rating
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Safety Factor 6 Rating
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Safety Rating
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Type
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Vehicles - Checked during Review
	(ADDED)
	
	
	
	
	
	
	
	
	

	Review Vehicles - Checked From Profile (MCMIS)
	(ADDED)
	
	
	
	
	
	
	
	
	


8.7 Code Table 1, Carrier Classifications

Describes carrier’s operations.  Used with Record Type 2, Carrier Classification, corresponding to SAFETYNET 2000 CENS_CARRIER_CLASS.

	Code
	Definition
	Explanation

	
	
	Operation/Work Code Series

	01   
	Authorized For Hire
	Transportation for compensation as a common or contract carrier of property, owned by others, or passengers under the provisions of the Federal Motor Carrier Safety Administration.

	05   
	Exempt For Hire
	Transportation for compensation of property or passengers exempt from the economic regulation by the Federal Motor Carrier Safety  Administration. [Exempt carrier is any individual partnership, or corporation engaged in the business of transporting exempt goods or persons for compensation.]

	07   
	Federal Government
	Transportation of property or passengers by a U.S.  Federal Government agency.

	08   
	Indian Tribe
	Transportation of property or passengers by an Indian tribal government.

	19 
	Local Government
	Transportation of property or passengers by a local municipality.

	20 
	Migrant
	Interstate transportation, including a contract carrier, but not a common carrier of 3 or more migrant workers to or from their employment by any motor vehicle other than a passenger automobile or station wagon.

	21 
	Other
	Transportation of property or passengers by some other operation classification.  

	24 
	Private Passenger (Business)
	A private motor carrier engaged in the interstate transportation of passengers, which is provided in the furtherance of a commercial enterprise and is not available to the public at large (e.g., bands).  

[Private carrier is a person, firm or corporation, who utilizes its own trucks to transport its own freight.]

	25 
	Private (Property)
	A person who provides transportation of property by commercial motor vehicle and is not a for-hire motor carrier.  

	26 
	Private Passenger (Non-Business)
	A private motor carrier involved in the interstate transportation of passengers that does not otherwise meet the definition of a private motor carrier of passengers (business) (e.g., church buses).

	28 
	State Government
	Transportation of property or passengers by a U.S.  State Government agency.

	29 
	US Mail
	Transportation of U.S.  Mail under contract with the U.S.  Postal Service.


8.8 Code Table 2, Cargo Codes

Describes cargo transported by carrier.  Used with Record Type 3, Carrier Cargo, corresponding to SAFETYNET 2000 CENS_CARGO table.

	Code
	Definition
	Explanation

	
	
	Commodity Code Series

	UT
	Utilities
	

	CS
	Construction
	

	WW
	Water Well
	

	AG
	Agricultural/Farm
	Farm Supplies

	BM
	Building Materials
	

	BV
	Beverages
	

	CC
	Coal, Coke
	

	CH
	Chemicals
	

	DB
	Commodities Dry Bulk
	

	DT
	Drive-Away, Tow-Away
	

	GB
	Garbage, Refuse, Trash
	

	GF
	General Freight
	

	GH
	Grain, Feed, Hay
	

	HG
	Household Goods
	

	IM
	Intermodal Cont.
	

	LG
	Liquids/Gases
	

	LM
	Logs, Poles, Beams, Lumber
	

	LS
	Livestock 
	

	MC
	Machinery Large Objects
	

	MH
	Mobile Homes
	

	ML
	Metal
	Sheets, coils, rolls

	MT
	Meat
	

	MV
	Motor Vehicles
	

	OE
	Oilfield Equipment
	

	PD
	Fresh Produce
	

	PP
	Paper Products
	

	PS
	Passengers
	

	RF
	Refrigerated Food
	

	UM
	US Mail
	

	ZZ 
	Other
	


8.9 Code Table 3 - HazMat Codes

Describes hazardous materials transported.  Used with record type 4, HazMat Carried / Shipped, corresponding to SAFETYNET 2000 CENS_HAZMAT table.

	Code
	Definition
	Explanation

	
	
	HazMat Commodity Code Series

	01
	Division 1.1 Explosives
	Division 1.1 consists of explosives that have a mass explosion hazard.  A mass explosion is one which affects almost the entire 

load instantaneously.

	02
	Division 1.2 Explosives
	Division 1.2 consists of explosives that have a projection hazard but not a mass explosion hazard.

	03
	Division 1.3 Explosives
	Division 1.3 consists of explosives that have a fire hazard and either a minor blast hazard or a minor projection hazard or both, but not a mass explosion hazard.

	04
	Division 1.4 Explosives
	Division 1.4 consists of explosives that present a minor explosion hazard.  The explosive effects are largely confined to the package and no projection of fragments of appreciable size or range is to be expected.  An external fire must not cause virtually instantaneous explosion of almost the entire contents of the package.

	05
	Division 1.5 Explosives
	Division 1.5{1} consists of very insensitive explosives.  This division is comprised of substances which have a mass explosion 

hazard but is so insensitive that there is very little probability of initiation or of transition from burning to detonation under normal conditions of transport.  

	06
	Division 1.6 Explosives
	Division 1.6 {2} consists of extremely insensitive articles which do not have a mass explosive hazard.  This division is comprised of articles which contain only extremely insensitive detonating substances and which demonstrate a negligible probability of accidental initiation or propagation.

	07
	Division 2.1 Flammable Gas
	Flammable gas (Division 2.1) means any material which is a gas at 20°C (68°F) or less and 101.3 kPa (14.7 psi) of pressure (a material which has a boiling point of 20°C (68°F) +or less at 101.3 kPa (14.7 psi)) which- 

  (1) Is ignitable at 101.3 kPa (14.7 psi) when in a mixture of 13 percent or less by volume with air; or 

  (2) Has a flammable range at 101.3 kPa (14.7 psi) with air 

of at least 12 percent regardless of the lower limit.

	08
	Division 2.2 Nonflammable Gas
	Division 2.2 (non-flammable, non-poisonous compressed gas-including compressed gas, liquefied gas, pressurized cryogenic 

gas and compressed gas in solution).  For the purpose of this subchapter, a non-flammable, non-poisonous compressed gas.

	09
	Division 2.3 Poisonous Gas
	Division 2.3 (Gas poisonous by inhalation).  For the purpose of this subchapter, a gas poisonous by inhalation (Division 2.3) means a material which is a gas at 20°C (68°F) or less and a pressure of 101.3 kPa (14.7 psi) (a material which has a boiling point of 20°C (68°F) or less at 101.3 kPa (14.7 psi)).

	10
	Class 3 Flammable Liquid
	Flammable liquid (Class 3) means a liquid having a flash point +of not more than 60.5°C (141°F), or any material in a liquid 

+phase with a flash point at or above 37.8°C (100°F) that is +intentionally heated and offered for transportation or transported 

+at or above its flash point in a bulk packaging, with some exceptions.

	11
	Division 4.1 Flammable Solid
	flammable solid (Division 4.1) means any of the following three types of materials: 

  (1) Wetted explosives

  (2)(i) Self-reactive materials are materials that are thermally +unstable and that can undergo a strongly exothermic decomposition 

+even without participation of oxygen (air).

 (3) Readily combustible solids.

	12
	Division 4.2 Spontaneous Combustible
	Division 4.2 (Spontaneously Combustible Material) means-

(1) A pyrophoric material.

(2) A self-heating material.

	13
	Division 4.3 Dangerous When Wet
	Division 4.3 means a material that, by contact with water, is liable to become spontaneously flammable or to give off flammable or toxic gas 

at a rate greater than 1 liter per kilogram of the material per hour.

	14
	Division 5.1 Oxidizer
	Division 5.1 means a material that may, generally by yielding oxygen, cause or enhance the combustion of other materials.

	15
	Division 5.2 Organic Peroxide
	Division 5.2 means any organic compound containing oxygen (O) in the bivalent -O-O- structure and which may be considered a derivative of hydrogen peroxide, where one or more of the hydrogen atoms have been replaced by organic radicals.

	16
	Division 6.1 Poison Liquid
	Division 6.1 means a material, other than a gas, which is known to be so toxic to humans as to afford a hazard to health during transportation.

Poison liquid with no inhalation hazard

	17
	Division 6.1 Solids
	Poison solids

	18
	Division 6.2 Infectious Substance
	Division 6.2 are defined as follows:

(1) An infectious substance

(2) A diagnostic specimen

(3) A biological product

(4) A regulated medical waste

Etiologic agent

	19
	Class 7 Radioactive Material
	Radioactive material means any material having a specific +activity greater than 70 Bq per gram (0.002 microcurie per gram).

	20
	Class 7 Highway Route Controlled Quantity of Radioactive Material
	Radioactive

	21
	Class 8 Corrosive Material
	Corrosive material (Class 8) means a liquid or solid that causes full thickness destruction of human skin at the site of contact within a specified period of time.  A liquid that has a severe corrosion rate on steel or aluminum based on the criteria in § 173.137(c)(2) is also a corrosive material.

	22
	Class 9 Miscellaneous Hazardous Material
	Miscellaneous hazardous material (Class 9) means a material which presents a hazard 

during transportation but which does not meet the definition of any other hazard class.

	23
	Division 6.1 Zone A
	Poison liquid which is Poison Inhalation Hazard (PIH) Zone A

	24
	Class 3 Combustible Liquid
	

	25
	Class 9 Hazardous Substance 
	Reportable quantity (RQ)

	26
	Class 9 Hazardous Waste
	

	27
	Other Regulated Material (ORM-D)
	`ORM-D material'' means a material such as a consumer commodity, which, although otherwise subject to the regulations of this subchapter, presents a limited hazard during transportation due to its form, quantity and packaging.

	28
	Class 9 Elevated Temperature Material
	

	29
	Class 9 Marine Pollutants
	

	30
	Division 2.1 Liquefied Petroleum Gas
	

	31
	Division 2.1 Methane Gas
	

	32
	Division 2.2 Anhydrous Ammonia
	

	33
	Division 2.3 Zone A
	Poison gas which is Poison Inhalation Hazard (PIH) Zone A

	34
	Division 2.3 Zone B
	Poison gas which is Poison Inhalation Hazard (PIH) Zone B

	35
	Division 2.3 Zone C
	Poison gas which is Poison Inhalation Hazard (PIH) Zone C

	36
	Division 2.3 Zone D
	Poison gas which is Poison Inhalation Hazard (PIH) Zone D

	37
	Class 3 Zone A
	Flammable liquid which is Poison Inhalation Hazard (PIH) Zone A

	38
	Class 3 Zone B
	Flammable liquid which is Poison Inhalation Hazard (PIH) Zone B

	39
	Division 6.1 Zone B
	Poison liquid which is Poison Inhalation Hazard (PIH) Zone B

	40
	Class 8 Zone A
	Corrosive liquid which is Poison Inhalation Hazard (PIH) Zone A

	41
	Class 8 Zone B
	Corrosive liquid which is Poison Inhalation Hazard (PIH) Zone B

	42
	Class 9 Infectious Waste
	

	
	
	Format Code Series

	A
	All
	Format is both Bulk and Non-Bulk

	B
	Bulk
	

	N
	Non-Bulk
	

	
	
	Type Code Series

	C
	Carrier
	

	S
	Shipper
	

	B
	Both
	Both Carrier and Shipper


 MCMIS Update File COBOL Definition

The following COBOL declaration exactly defines the MCMIS file structure.

FD  CEN-FILE                                         

    RECORDING MODE IS F                              

    LABEL RECORDS ARE STANDARD                       

    RECORD CONTAINS 1026 CHARACTERS                   

    BLOCK CONTAINS 0 RECORDS.                         

01  CEN-REC.                                          

    05  FILLER                         PIC X(1026).    

01  WORK-RECORD01.                                              

    05  WORK-TYPE-ITERATION             PIC 9(01) VALUE 1.      

    05  WORK-RECORD-NUM                 PIC 9(02) VALUE 01.     

    05  WORK-RECORD-TOTAL               PIC 9(02) VALUE 01.     

    05  WORK-CENSUS-NUMBER              PIC 9(08) VALUE ZEROES.  

    05  WORK-CURRENT-DATE.                                      

        10 WORK-CURRENT-YY              PIC 9(04) VALUE ZEROES.

        10 WORK-CURRENT-MM              PIC 9(02) VALUE ZEROES.

        10 WORK-CURRENT-DD              PIC 9(02) VALUE ZEROES.

    05  WORK-VERSION-TYPE               PIC 9(02) VALUE 10.     

    05  WORK-CEN-FIELDS.                                        

 **     10 WORK-MCSIP-FLAG              PIC X(01) VALUE SPACES.

        10 WORK-FILE-TYPE               PIC X(01) VALUE SPACES.

        10  WORK-ISS-AUTH               PIC 9(02) VALUE ZEROES.

        10  WORK-TERM-ID                PIC 9(02) VALUE ZEROES.

        10  WORK-ICC-NUM1               PIC 9(06) VALUE ZEROES.

        10  WORK-ICC-NUM2               PIC 9(06) VALUE ZEROES.

        10  WORK-ICC-NUM3               PIC 9(06) VALUE ZEROES.  

        10  WORK-ST-CARR-ID             PIC 9(07) VALUE ZEROES.  

        10  WORK-TAX-ID-TYPE            PIC X(01) VALUE SPACES.  

        10  WORK-TAXI-ID-NUM            PIC 9(09) VALUE ZEROES.  

        10  WORK-CARRIER-NAME           PIC X(55) VALUE SPACES.  

        10  WORK-DBA-NAME               PIC X(55) VALUE SPACES.  

        10  WORK-FHWA-OIC-CODE          PIC 9(02) VALUE ZEROES.  

        10  WORK-FHWA-REGION-CODE       PIC 9(02) VALUE ZEROES.  

        10  WORK-FHWA-TERRITORY-CODE    PIC X(02) VALUE SPACES.  

        10  WORK-STREET                 PIC X(30) VALUE SPACES.  

        10  WORK-COLONIA                PIC X(25) VALUE SPACES.  

        10  WORK-CITY                   PIC X(25) VALUE SPACES.  

        10  WORK-STATE                  PIC X(02) VALUE SPACES.  

        10  WORK-ZIP-CODE               PIC X(10) VALUE SPACES.  

        10  WORK-COUNTY-CODE            PIC 9(03) VALUE ZEROES.  

        10  WORK-COUNTRY                PIC X(01) VALUE SPACES.  

        10  WORK-TEL-NUM                PIC X(10) VALUE SPACES.  

        10  WORK-FAX-NUM                PIC X(10) VALUE SPACES.  

        10  WORK-EMAIL                  PIC X(25) VALUE SPACES.  

        10  WORK-MAIL-STREET            PIC X(30) VALUE SPACES.

        10  WORK-MAIL-COLONIA           PIC X(25) VALUE SPACES.

        10  WORK-MAIL-CITY              PIC X(25) VALUE SPACES.

        10  WORK-MAIL-STATE             PIC X(02) VALUE SPACES.

        10  WORK-MAIL-ZIP-CODE          PIC X(10) VALUE SPACES.

        10  WORK-MAIL-COUNTY            PIC 9(03) VALUE ZEROES.

        10  WORK-BUS                    PIC X(01) VALUE SPACES.

        10  WORK-HAZMAT-REGIS-DATE.                             

            15 WORK-HAZMAT-DT-YY        PIC 9(04) VALUE ZEROES.

            15 WORK-HAZMAT-DT-MM        PIC 9(02) VALUE ZEROES.

            15 WORK-HAZMAT-DT-DD        PIC 9(02) VALUE ZEROES.

        10  WORK-QTY-POW-UNIT           PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-MOTOR-COACH        PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-HM-TANK-TRAILERS   PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-HM-TANK-TRUCKS     PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-LIMOUSINES         PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-SCHOOL-BUSES       PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-TRAILERS           PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-TRUCK-TRACTORS     PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-TRUCKS             PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-VANS               PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-CARS               PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-DRVS               PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-CDL-DRIVERS        PIC 9(05) VALUE ZEROES.   

        10  WORK-INTERSTATE-DRIVERS     PIC 9(05) VALUE ZEROES.

        10  WORK-INTRASTATE-DRIVERS     PIC 9(05) VALUE ZEROES.

        10  WORK-STATUS                 PIC X(01) VALUE SPACES.

        10  WORK-STATUS-DATE.                                   

            15 WORK-STATUS-DT-YY        PIC 9(04) VALUE ZEROES.

            15 WORK-STATUS-DT-MM        PIC 9(02) VALUE ZEROES.

            15 WORK-STATUS-DT-DD        PIC 9(02) VALUE ZEROES.

        10  WORK-DATE-ADDED.                                    

            15  WORK-DA-CEN             PIC 9(02) VALUE ZEROES.

            15  WORK-DA-YEAR            PIC 9(02) VALUE ZEROES.

            15  WORK-DA-MONTH           PIC 9(02) VALUE ZEROES.

            15  WORK-DA-DAY             PIC 9(02) VALUE ZEROES.

        10  WORK-LAST-UPDATE.                                   

            15  WORK-LU-CEN             PIC 9(02) VALUE ZEROES.

            15  WORK-LU-YEAR            PIC 9(02) VALUE ZEROES.

            15  WORK-LU-MONTH           PIC 9(02) VALUE ZEROES.

            15  WORK-LU-DAY             PIC 9(02) VALUE ZEROES.

            15  WORK-LU-USER            PIC X(08) VALUE SPACES.

        10  WORK-CARRIER-PLACARDED      PIC X(01) VALUE SPACES.

        10  WORK-CARRIER-RATABLE        PIC X(01) VALUE SPACES.

        10  WORK-ENTITY-TYPE            PIC X(01) VALUE SPACES.

        10  WORK-CARRIER-OPS.                                   

            15  WORK-C-INTER            PIC X(01) VALUE SPACES.

            15  WORK-C-INTRA-NON-HM     PIC X(01) VALUE SPACES.

            15  WORK-C-INTRA-HM         PIC X(01) VALUE SPACES.

        10  WORK-SHIPPER-OPS.                                   

            15  WORK-S-INTER            PIC X(01) VALUE SPACES.

            15  WORK-S-INTRA-HM         PIC X(01) VALUE SPACES.

        10  WORK-HAZMAT-STATUS          PIC X(01) VALUE SPACES.

        10  WORK-PRIOR-DATE.                                    

            15  WORK-PR-CEN             PIC 9(02) VALUE ZEROES.

            15  WORK-PR-YEAR            PIC 9(02) VALUE ZEROES.

            15  WORK-PR-MONTH           PIC 9(02) VALUE ZEROES.

            15  WORK-PR-DAY             PIC 9(02) VALUE ZEROES.  

        10  WORK-QTY-INSP-24-MTHS       PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-HM-24-MTHS         PIC 9(05) VALUE ZEROES.  

        10  WORK-VEHICLE-INSP-24-MTHS   PIC 9(05) VALUE ZEROES.  

        10  WORK-DRIVER-INSP-24-MTHS    PIC 9(05) VALUE ZEROES.  

        10  WORK-OOS-INSPECTIONS-24-MTHS.                        

            15  WORK-OOS-ALL-TYPES-24   PIC 9(05) VALUE ZEROES.  

            15  WORK-OOS-VEHICLE-24     PIC 9(05) VALUE ZEROES.  

            15  WORK-OOS-DRIVER-24      PIC 9(05) VALUE ZEROES.  

            15  WORK-HAZMAT-24-MTHS     PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-INSP-30-MTH        PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-HM-30-MTHS         PIC 9(05) VALUE ZEROES.  

        10  WORK-VEHICLE-INSP-30-MTHS   PIC 9(05) VALUE ZEROES.  

        10  WORK-DRIVER-INSP-30-MTHS    PIC 9(05) VALUE ZEROES.  

        10  WORK-OOS-INSPECTIONS-30-MTHS.                        

            15  WORK-OOS-ALL-TYPES-30   PIC 9(05) VALUE ZEROES.  

            15  WORK-OOS-VEHICLE-30     PIC 9(05) VALUE ZEROES.  

            15  WORK-OOS-DRIVER-30      PIC 9(05) VALUE ZEROES.  

            15  WORK-OOS-HAZMAT-30      PIC 9(05) VALUE ZEROES.  

        10  WORK-QTY-INSP-15-MTHS       PIC 9(05) VALUE ZEROES.

        10  WORK-QTY-HM-15-MTHS         PIC 9(05) VALUE ZEROES.

        10  WORK-VEHICLE-INSP-15-MTHS   PIC 9(05) VALUE ZEROES.

        10  WORK-DRIVER-INSP-15-MTHS    PIC 9(05) VALUE ZEROES.

        10  WORK-OOS-INSPECTIONS-15-MTHS.                       

            15  WORK-OOS-ALL-TYPES-15   PIC 9(05) VALUE ZEROES.

            15  WORK-OOS-VEHICLE-15     PIC 9(05) VALUE ZEROES.

            15  WORK-OOS-DRIVER-15      PIC 9(05) VALUE ZEROES.

            15  WORK-OOS-HAZMAT-15      PIC 9(05) VALUE ZEROES.

    
  10  WORK-VEH-BRAKES-VIOL        PIC 9(06) VALUE ZEROES.

  10  WORK-VEH-LIGHTS-VIOL        PIC 9(06) VALUE ZEROES.

  10  WORK-VEH-WHEEL-VIOL         PIC 9(06) VALUE ZEROES.

        10  WORK-VEH-STEER-VIOL         PIC 9(06) VALUE ZEROES.

        10  WORK-DRV-MEDICAL-VIOL       PIC 9(06) VALUE ZEROES.

        10  WORK-DRV-LOGS-VIOL          PIC 9(06) VALUE ZEROES.

        10  WORK-DRV-HOURS-VIOL         PIC 9(06) VALUE ZEROES.

        10  WORK-DRV-CDL-VIOL           PIC 9(06) VALUE ZEROES.

        10  WORK-DRV-DRUGS-VIOL         PIC 9(06) VALUE ZEROES.

        10  WORK-DRV-TRAFF-VIOL         PIC 9(06) VALUE ZEROES.

        10  WORK-HZM-PAPER-VIOL         PIC 9(06) VALUE ZEROES.

        10  WORK-HZM-PLAC-VIOL          PIC 9(06) VALUE ZEROES.

        10  WORK-HZM-OPER-VIOL          PIC 9(06) VALUE ZEROES.

        10  WORK-HZM-TANK-VIOL          PIC 9(06) VALUE ZEROES.

        10  WORK-HZM-OTHR-VIOL          PIC 9(06) VALUE ZEROES.

        10  WORK-CN-RATING              PIC X(01) VALUE SPACES.

        10  WORK-CN-RATING-D8.                                  

            15 WORK-CN-RAT-CC           PIC 9(02) VALUE ZEROES.

            15 WORK-CN-RAT-YY           PIC 9(02) VALUE ZEROES.

            15 WORK-CN-RAT-MM           PIC 9(02) VALUE ZEROES.

            15 WORK-CN-RAT-DD           PIC 9(02) VALUE ZEROES.

        10  WORK-RECENT-REVIEW.                                 

            15  WORK-INSV-CODE          PIC X(06) VALUE SPACES.  

            15  WORK-REVIEW-TYPE        PIC X(01) VALUE SPACES.  

            15  WORK-REVIEW-DATE.                                

                20 WORK-CN-REV-CC       PIC 9(02) VALUE ZEROES.  

                20 WORK-CN-REV-YY       PIC 9(02) VALUE ZEROES.  

                20 WORK-CN-REV-MM       PIC 9(02) VALUE ZEROES.  

                20 WORK-CN-REV-DD       PIC 9(02) VALUE ZEROES.  

            15  WORK-REV-REC-ACDNT      PIC 9(03) VALUE ZEROES.  

            15  WORK-REV-PREV-REC-ACDNT PIC 9(03) VALUE ZEROES.  

            15  WORK-REV-MCS151C-MILE   PIC 9(10) VALUE ZEROES.  

        10  WORK-AC-VIOLS.                                       

            88  WORK-ALL-VIOLS-Y        VALUE 'YYYYYYYYYY'.      

            15  WORK-AC-MEDICAL         PIC X(01) VALUE SPACES.  

            15  WORK-AC-LOGS            PIC X(01) VALUE SPACES.  

            15  WORK-AC-HOURS           PIC X(01) VALUE SPACES.  

            15  WORK-AC-DRUGS           PIC X(01) VALUE SPACES.  

            15  WORK-AC-CDL             PIC X(01) VALUE SPACES.  

            15  WORK-AC-TRAFF           PIC X(01) VALUE SPACES.  

            15  WORK-AC-HMPAPER         PIC X(01) VALUE SPACES.  

            15  WORK-AC-HMPLAC          PIC X(01) VALUE SPACES.  

            15  WORK-AC-HMTANK          PIC X(01) VALUE SPACES.  

            15  WORK-AC-HMOTHR          PIC X(01) VALUE SPACES.  

        10  WORK-ENFORCEMENT-CASES      PIC 9(01) VALUE ZEROES.  

        10  WORK-FOLLOW-UP-CODE         PIC X(01) VALUE SPACES.  

        10  FILLER                      PIC X(01) VALUE SPACES.  

        10  WORK-MCSIP-LEVEL            PIC 9(02) VALUE ZEROES.  

        10  WORK-MCSIP-LEVEL-DATE.                               

            15 WORK-LEVEL-DT-YY         PIC 9(04) VALUE ZEROES.  

            15 WORK-LEVEL-DT-MM         PIC 9(02) VALUE ZEROES.  

            15 WORK-LEVEL-DT-DD         PIC 9(02) VALUE ZEROES.  

        10  WORK-MCSIP-ENTRY-DATE.                               

            15 WORK-ENTRY-DT-YY         PIC 9(04) VALUE ZEROES.  

            15 WORK-ENTRY-DT-MM         PIC 9(02) VALUE ZEROES.  

            15 WORK-ENTRY-DT-DD         PIC 9(02) VALUE ZEROES.  

        10  WORK-CN-SAFE-STAT-SCORE     PIC 9(05) VALUE ZEROES.  

        10  WORK-SAFESTAT-RUN-IND       PIC 9(01) VALUE ZEROES.   

        10  WORK-SAFESTAT-CATEGORY      PIC X(01) VALUE SPACES.  

        10  WORK-SAFESTAT-DATE.                                  

            15 WORK-SAFESTAT-DT-YY      PIC 9(04) VALUE ZEROES.  

            15 WORK-SAFESTAT-DT-MM      PIC 9(02) VALUE ZEROES.  

            15 WORK-SAFESTAT-DT-DD      PIC 9(02) VALUE ZEROES.  

        10  WORK-SAFESTAT-ACC-SEA       PIC 9(03) VALUE ZEROES.  

        10  WORK-SAFESTAT-DRV-SEA       PIC 9(03) VALUE ZEROES.  

        10  WORK-SAFESTAT-LETTER-DATE.                           

            15 WORK-LETTER-DT-YY        PIC 9(04) VALUE ZEROES.  

            15 WORK-LETTER-DT-MM        PIC 9(02) VALUE ZEROES.  

            15 WORK-LETTER-DT-DD        PIC 9(02) VALUE ZEROES.  

        10  WORK-SAFESTAT-LETTERS       PIC 9(02) VALUE ZEROES.  

        10  WORK-SAFESTAT-MGT-SEA       PIC 9(03) VALUE ZEROES.  

        10  WORK-SAFESTAT-VEHICLE-SEA   PIC 9(03) VALUE ZEROES.  

        10  WORK-HM-PASS-SCORE          PIC 9(05) VALUE ZEROES.  

        10  WORK-HM-PASS-DATE.                                   

            15 WORK-HM-PASS-YY          PIC 9(04) VALUE ZEROES.  

            15 WORK-HM-PASS-MM          PIC 9(02) VALUE ZEROES.  

            15 WORK-HM-PASS-DD          PIC 9(02) VALUE ZEROES.  

        10  WORK-SAFETY-FATALITY-24     PIC 9(04) VALUE ZEROES.  

        10  WORK-SAFETY-INJURY-24       PIC 9(04) VALUE ZEROES.  

        10  WORK-SAFETY-TOWAWAY-24      PIC 9(04) VALUE ZEROES.

        10  WORK-SAFETY-OTHER-24        PIC 9(04) VALUE ZEROES.

        10  WORK-SAFETY-TOTAL-24        PIC 9(04) VALUE ZEROES.

        10  WORK-SAFETY-FATALITY-15     PIC 9(04) VALUE ZEROES.

        10  WORK-SAFETY-INJURY-15       PIC 9(04) VALUE ZEROES.

        10  WORK-SAFETY-TOWAWAY-15      PIC 9(04) VALUE ZEROES.

        10  WORK-SAFETY-OTHER-15        PIC 9(04) VALUE ZEROES.

        10  WORK-SAFETY-TOTAL-15        PIC 9(04) VALUE ZEROES.

        10  WORK-SAFETY-FATALITY-30     PIC 9(04) VALUE ZEROES.

        10  WORK-SAFETY-INJURY-30       PIC 9(04) VALUE ZEROES.

        10  WORK-SAFETY-TOWAWAY-30      PIC 9(04) VALUE ZEROES.

        10  WORK-SAFETY-OTHER-30        PIC 9(04) VALUE ZEROES.

        10  WORK-SAFETY-TOTAL-30        PIC 9(04) VALUE ZEROES.

        10  WORK-STATE-DATA             PIC X(30) VALUE SPACES.

        10  WORK-NAME-ALPHA1            PIC X(17) VALUE SPACES.

        10  WORK-NAME-ALPHA2            PIC X(17) VALUE SPACES.

        10  WORK-CN-ISS-VALUE           PIC 9(03) VALUE ZEROES.

        10  WORK-CN-ISS-VALUE-D8.                               

            15 WORK-ISS-DT-YY           PIC 9(04) VALUE ZEROES.

            15 WORK-ISS-DT-MM           PIC 9(02) VALUE ZEROES.  

            15 WORK-ISS-DT-DD           PIC 9(02) VALUE ZEROES.  

        10  WORK-CN-ISS-INDICATOR       PIC X(01) VALUE SPACES.  

        10  WORK-CN-DUN-BRADST-NUM      PIC 9(09) VALUE ZEROES.  

01  WORK-RECORD02.                                               

  05 WK02-CARRIER-CLASSIFICATION OCCURS   12 TIMES.              

    10  WK02-TYPE-ITERATION             PIC 9(01) VALUE 2.       

    10  WK02-RECORD-NUM                 PIC 9(02) VALUE ZEROES.  

    10  WK02-RECORD-TOTAL               PIC 9(02) VALUE ZEROES.  

    10  WK02-CENSUS-NUMBER              PIC 9(08) VALUE ZEROES.  

    10  WK02-CURRENT-DATE.                                       

        15 WK02-CURRENT-YY              PIC 9(04) VALUE ZEROES.  

        15 WK02-CURRENT-MM              PIC 9(02) VALUE ZEROES.  

        15 WK02-CURRENT-DD              PIC 9(02) VALUE ZEROES.  

    10  WK02-VERSION-TYPE               PIC 9(02) VALUE 10.      

    10  WK02-CLASSIFICATION.                                     

        15 WK02-CLASSIFIC-CODE          PIC X(02) VALUE SPACES.  

        15 WK02-DESCRIPTION             PIC X(15) VALUE SPACES.  

01  WORK-RECORD03.                                              

  05 WK03-CARRIER-CARGO        OCCURS   31 TIMES.               

    10  WK03-TYPE-ITERATION             PIC 9(01) VALUE 1.      

    10  WK03-RECORD-NUM                 PIC 9(02) VALUE ZEROES.

    10  WK03-RECORD-TOTAL               PIC 9(02) VALUE ZEROES.

    10  WK03-CENSUS-NUMBER              PIC 9(08) VALUE ZEROES.  

    10  WK03-CURRENT-DATE.                                      

        15 WK03-CURRENT-YY              PIC 9(04) VALUE ZEROES.

        15 WK03-CURRENT-MM              PIC 9(02) VALUE ZEROES.

        15 WK03-CURRENT-DD              PIC 9(02) VALUE ZEROES.

    10  WK03-VERSION-TYPE               PIC 9(02) VALUE 10.     

    10  WK03-CLASSIFICATION.                                    

        15 WK03-CLASSIFIC-CODE          PIC X(02) VALUE SPACES.

        15 WK03-DESCRIPTION             PIC X(15) VALUE SPACES.

01  WORK-RECORD04.                                              

  05 WK04-HAZMAT-CARRIER        OCCURS   31 TIMES.              

    10  WK04-TYPE-ITERATION             PIC 9(01) VALUE 4.      

    10  WK04-RECORD-NUM                 PIC 9(02) VALUE ZEROES.

    10  WK04-RECORD-TOTAL               PIC 9(02) VALUE ZEROES.

    10  WK04-CENSUS-NUMBER              PIC 9(08) VALUE ZEROES.  

    10  WK04-CURRENT-DATE.                                      

        15 WK04-CURRENT-YY              PIC 9(04) VALUE ZEROES.

        15 WK04-CURRENT-MM              PIC 9(02) VALUE ZEROES.

        15 WK04-CURRENT-DD              PIC 9(02) VALUE ZEROES.

    10  WK04-VERSION-TYPE               PIC 9(02) VALUE 10.     

    10  WRK04-CLASSIFICATION.                                   

        15 WK04-HM-CODE                 PIC X(02) VALUE SPACES.

        15 WK04-HM-OPERATION            PIC X(01) VALUE SPACES.

        15 WK04-HM-FORMAT               PIC X(01) VALUE SPACES.

01  WORK-RECORD05.                                              

  05 WK05-REVIEW-RECORD               OCCURS 2 TIMES.           

    10  WK05-TYPE-ITERATION             PIC 9(01) VALUE ZEROES.

    10  WK05-RECORD-NUM                 PIC 9(02) VALUE ZEROES.

    10  WK05-RECORD-TOTAL               PIC 9(02) VALUE ZEROES.

    10  WK05-CENSUS-NUMBER              PIC 9(08) VALUE ZEROES.  

    10  WK05-CURRENT-DATE.                                      

        15 WK05-CURRENT-YY              PIC 9(04) VALUE ZEROES.

        15 WK05-CURRENT-MM              PIC 9(02) VALUE ZEROES.

        15 WK05-CURRENT-DD              PIC 9(02) VALUE ZEROES.

    10  WK05-VERSION-TYPE               PIC 9(02) VALUE ZEROES.

    10  WK05-REVIEW.                                            

        15 WK05-REV-ACT-ADMIN           PIC X(01) VALUE SPACES.

        15 WK05-REV-ACT-OOS             PIC X(01) VALUE SPACES.

        15 WK05-REV-ACT-PROSECUTION     PIC X(01) VALUE SPACES.

        15 WK05-REV-ACT-SEL-MONITOR     PIC X(01) VALUE SPACES.

        15 WK05-REV-DATE.                                       

           20 WK05-REVIEW-YY            PIC 9(04) VALUE ZEROES.

           20 WK05-REVIEW-MM            PIC 9(02) VALUE ZEROES.

           20 WK05-REVIEW-DD            PIC 9(02) VALUE ZEROES.

        15 WK05-REV-INVESTIGATION-CODE  PIC 9(04) VALUE ZEROES.

        15 WK05-REV-MILEAGE             PIC 9(09) VALUE ZEROES.

        15 WK05-REV-RECORDABLE-ACC      PIC 9(05) VALUE ZEROES.

        15 WK05-REV-OOS-VEHICLE         PIC 9(03) VALUE ZEROES.

        15 WK05-CHECK-FROM-PROFILE      PIC 9(03) VALUE ZEROES.

        15 WK05-REV-RATING-DATE.                                

           20 WK05-REV-RATING-YY        PIC 9(04) VALUE ZEROES.

           20 WK05-REV-RATING-MM        PIC 9(02) VALUE ZEROES.

           20 WK05-REV-RATING-DD        PIC 9(02) VALUE ZEROES.

        15 WK05-REV-REASON-REQUEST      PIC X(01) VALUE SPACES.

        15 WK05-REV-REASON-COMPLAINT    PIC X(01) VALUE SPACES.

        15 WK05-REV-REASON-ENFORCEMENT  PIC X(01) VALUE SPACES.

        15 WK05-REV-REASON-INITIAL      PIC X(01) VALUE SPACES.

        15 WK05-REV-REASON-OTHER        PIC X(01) VALUE SPACES.

        15 WK05-REV-REASON-OTHER-TEXT   PIC X(20) VALUE SPACES.

        15 WK05-REV-REASON-PRIORITY-SCE PIC X(01) VALUE SPACES.

        15 WK05-REV-REASON-NOT-RATED    PIC X(1)  VALUE SPACES.

        15 WK05-REV-FACTOR-RATING-1     PIC X(01) VALUE SPACES.

        15 WK05-REV-FACTOR-RATING-2     PIC X(01) VALUE SPACES.

        15 WK05-REV-FACTOR-RATING-3     PIC X(01) VALUE SPACES.

        15 WK05-REV-FACTOR-RATING-4     PIC X(01) VALUE SPACES.

        15 WK05-REV-FACTOR-RATING-5     PIC X(01) VALUE SPACES.

        15 WK05-REV-FACTOR-RATING-6     PIC X(01) VALUE SPACES.

        15 WK05-REV-SAFETY-RATING       PIC X(01) VALUE SPACES.

        15 WK05-REVIEW-TYPE             PIC X(01) VALUE SPACES.  

        15 WK05-REV-VEH-DUR-REV         PIC 9(04) VALUE ZEROES.  

        15 WK05-REV-VEH-FROM-PROFILE    PIC 9(04) VALUE ZEROES.  
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9 APPENDIX E: LICENSING AND INSURANCE UPDATE FILE

The update from the Licensing and Insurance system includes one primary record and zero or more insurance records for the same DOT number.  The records in the files are in the same order.  Not all of the fields will be filled for any individual record.  For example, Mexican territory applies only to Mexican (MX) carriers, the high and low coverage amounts apply only to liability (BIPD) insurance, and the cancellation effective date applies only when the insurance has been canceled.  Numeric fields will be right justified and will not contain leading zeros.  The liability insurance amounts will be in absolute dollars (not in thousands of dollars).  Only carriers who have a USDOT number in the Licensing & Insurance database will be included in the update.  There may not be a corresponding record on the SAFER database since licensing and insurance does not know the MCMIS status and only active MCMIS records are included on SAFER.

Primary Record
Field



Attribute

Comment
DOT Number


Numeric 6



Prefix



Char 2




Docket Number 

Numeric 6

Legal Name


Char 120

Mexican Territory

Char 2


Mexican commercial zone code table

Common Authority Status
Char 1


Authority status code table

Contract Authority Status
Char 1


Authority status code table

Broker Authority Status
Char 1


Authority status code table

Liability Insurance Required
Numeric 10

Full amount

Liability Insurance Status
Char 1


Insurance status code table

Cargo Insurance Required
Char 1


Y or N

Cargo Insurance Status
Char 1


Insurance status code table

Bond/Trust Fund Required
Char 1


Y or N

Bond/Trust Fund Status
Char 1


Insurance status code table

Insurance Record
Field



Attribute

Comment
DOT Number


Numeric 6



Insurance Type

Char 1


Insurance type code table

Insurer



Char 45

Policy Number

Char 25

Effective Date


Char 8


MMDDYYYY format

Coverage Low Amount 
Numeric 10

Full amount

Coverage High Amount 
Numeric 10

Full amount

Cancellation Effective Date
Char 8


MMDDYYYY format

Authority Status Codes

Code
 Description
A
Active

I
Inactive

N
None

Insurance Status Codes

Code
 Description
1
OK

0
Not OK

Insurance Type Codes

Code
 Description
1 
BIPD

2 
CARGO

3 
SURETY

4 
TRUST FUND

Mexican Commercial Zone Codes

Code
 Description
01
TEXAS ZONE

02 
CALIFORNIA ZONE

03 
ARIZONA ZONE

04 
UNITED STATES ZONE

05 
CAMERON, HIDALGO, STARR, AND WILLACY COUNTIES, TX ZONE

06 
MULTIPLE STATES ZONE

07 
NEW MEXICO ZONE

08 
BETWEEN POINTS IN CALIFORNIA

09 
BETWEEN POINTS IN TEXAS

10 
BETWEEN POINTS IN CALIFORNIA AND ARIZONA

11 
BETWEEN POINTS IN THE UNITED STATES

12 
BETWEEN POINTS IN ARIZONA

00 
UNKNOWN

10  APPENDIX F: SAFETYNET 2000 SITE IDENTIFIERS

SAFETYNET 2000 office identifiers are used in various SAFETYNET record types to indicate the SAFETYNET office where the data originated.  Office identifiers are often displayed or used in a context where they must be used to determine the office of origin without the aid of automated look-up tables.  They may also be used as a means of querying for specific subsets of documents or for classifying and sorting documents in electronic systems.  For this reason, the code should be composed of attributes of the office (such as its sate, type and region) typically used for these operations and readily composed and understood by an operator or user.

The SAFETYNET 2000 office identifiers are also used as the name SAFER Data Mail Box for the site.

The office attributes that are significant and useful for these purposes are:

· OMC Region 

· State

· Office Type (OMC Region, Division, Detached, Headquarters, MCSAP State)

In addition, an arbitrary sequence number or other code is needed, since several offices may all share the same values for these attributes.

It is recommended that the office code be a fixed length seven-character alphanumeric string further divided into four fields.  These fields would be (in order):

· OMC Region.  One character numeric, "1" to "4".

· State.  Two character alpha FIPS state code, e.g., "CA", "MD", etc.  The numeric state codes would not be used.

· Office Type.  One character alpha, as defined in SAFETYNET: S = MCSAP State, R = OMC Region, D = OMC Division, T = OMC Detached Office, H = OMC Headquarters, O = Other.

· Identifier.  Three character alpha numeric, unique within all offices sharing the same other attributes and possibly of mnemonic significance.  All three characters should always be used, that is, they cannot be spaces.  If a number is used, it should be zero filled with the least significant digit in the last position.  Only upper case characters may be used.

The code should always be a fixed seven characters in length.  Alpha characters should always be upper case, and numeric strings should always be right justified and zero filled within their fields.

Following are some syntactically correct examples.  Some of the information may be inconsistent, for instance, states may be listed outside of their correct regions:

· 1VASSTV

· 4NYHROC

· 3MDR001

This Page Intentionally Blank

11 APPENDIX G: SCAPI AFF INSPECTION REPORT DATA STRUCTURE

11.1  Introduction

This appendix defines the data elements that may be used to send inspection report information through the SAFER data mailbox using the SAFER / CVIEW Application Programming Interface (SCAPI) AFF format.

11.2  Inspection Field Definition

The inspection report fields are defined in the following table.  This section describes each column in it and gives additional information about the data structure definition.

11.2.1 Type Column

The SCAPI data structure that contains the inspection report information is not a database entity or table.  It is a data structure residing in the application’s memory.  While a variety of data types may be represented in the structure, each field is ultimately defined as a character string, and no other basic data types (such as binary integers or floating point numbers) are used.  In the type column each field’s type is thus given as Char (X), where X is the maximum number of characters the field may contain.

11.2.2 Usage Column

Even though all of the data fields are defined as strings, the use of any specific field may restrict its valid values.  Thus a date field must be in the format CCYYMMDD, where CCYY represents the year (including the century), MM the month and DD the day being represented.  The usage column specifies any restrictions or other information necessary in formatting the field’s value properly.  When no usage information is given, it may be assumed that any alphanumeric data (including, where customary, punctuation marks) may be used.

11.2.3 Notes Column

Any further information that might be useful or questions that might need to be answered will be noted here.

11.3  Other Considerations

· In general, if a field’s value is not known, not relevant or null, an empty or null string is used to represent it.  This is a string of length zero, not, for instance, a string filled with spaces or zeros.  In some cases an explicit null value has been defined.  See the note below.

· Field definitions may be larger than what a particular application may need, in order to accommodate other applications.  Only the value normally used in an application need be used; padding with spaces or zeros is not required, unless it is a convention employed by the communicating applications.

· All times will be represented in 24-hour format, with no meridian (AM/PM) indicator.

· All dates must have four digit years with the century included (Y2K compliant).

· All binary indicators (Yes/No, True/False, etc.) will use the values 1 and 0 to remain consistent with SAFETYNET 2000 practice.  Some applications will also use the value 2 in these fields to represent “unknown” or “not applicable.”  Applications that do not use an explicit value for null may use an empty string as noted above.

· Some applications need to transfer, along with a group of inspection reports, an operation to be performed upon them, such as “delete.”  The Safer / CVIEW API 1.6 (and the underlying EDI) allows the transfer of several operation codes including operations for “replace,” “change,” “delete,” and “request.”  In addition, a tracking identifier, a sender defined string and the identification of the sender are also included.

11.4  Inspection Report Field Definitions

	Report Element
	Field Name
	Type
	Usage
	Notes

	SAFETYNET Inspection Report ID
	InspID
	char(10)
	Numeric Only
	SAFETYNET: system generated.  Internal surrogate key.

	Archive Date
	archive_date
	Char(8)
	Date format: CCYYMMDD
	SAFETYNET: system generated; 

Only filled in Archive set of tables.

	Archive Time
	archive_time
	Char(4)
	Time format: HHMM
	24 hour format

	Archive User ID
	archive_user_id
	Char(10)
	
	SAFETYNET: system generated

	Aspen Version

	aspen_version
	Char(5)
	
	

	Carrier Search Code
	carrier_search_code
	Char(1)
	Values: 0, 1
	SAFETYNET: system generated

	Converted
	converted_inspection
	Char(1)
	Values: 0, 1
	SAFETYNET: system generated

	Data Source
	data_source
	Char(3)
	Values: S, Enn, P, U
	SAFETYNET: system generated

	Export Date
	export_date
	Char(8)
	Date format: CCYYMMDD
	SAFETYNET: system generated

	Export Time
	export_time
	Char(4)
	Time format: HHMM
	

	Import Date
	import_date
	Char(8)
	Date format: CCYYMMDD
	SAFETYNET: system generated

	Import Time
	import_time
	Char(4)
	Time format: HHMM
	

	Inspection Report Number

	inspection_rptnum
	Char(12)
	
	

	Last Edit Date
	last_edit_date
	Char(8)
	Date format: CCYYMMDD
	SAFETYNET: system generated

	Last Edit Time
	last_edit_time
	Char(4)
	Time format: HHMM
	

	Last Edit User ID
	last_edit_user_id
	Char(10)
	
	SAFETYNET: system generated

	Certify Code 
	certify_code
	Char (1)
	Values: N, T, C
	SAFETYNET: system generated

	Certify Date 
	certify_date
	Char(8)
	Date format: CCYYMMDD
	SAFETYNET: system generated

	Certify User ID
	certify_user_id
	Char(10)
	
	SAFETYNET: system generated

	Report Input Date

	report_input_date
	Char(8)
	Date format: CCYYMMDD
	SAFETYNET: system generated

	Report Input Time

	report_input_time
	Char(4)
	Time format: HHMM
	

	Report Input User ID
	input_user_id
	Char(10)
	
	SAFETYNET: system generated

	Report Status


	report_status
	Char(1)
	Values: I, C, R, T
	(Not needed by SAFETYNET 2000)

	Reviewer ID
	reviewer_id
	Char(6)
	
	(Not needed by SAFETYNET 2000)

	Reviewer Name
	reviewer_name
	Char(36)
	
	(Not needed by SAFETYNET 2000)

	Source Office ID
	source_office_id
	Char(7)
	SAFETYNET Office Identifier Format
	SAFETYNET: system generated

	Transaction Code

	trans_code
	Char(1)
	Values: A, E
	SAFETYNET: system generated

	Transaction Date

	trans_date
	Char(8)
	Date format: CCYYMMDD
	SAFETYNET: system generated

	Transaction Time
	trans_time
	Char(4)
	Time format: HHMM
	

	Upload Confirm
	upload_confirm_wait
	Char(1)
	Values: 0, 1
	

	Upload Date
	upload_date
	Char(8)
	Date format: CCYYMMDD
	SAFETYNET: system generated

	Upload Date To SAFER
	upload_safer_date
	Char(8)
	Date format: CCYYMMDD
	

	Upload Required
	upload_required
	Char(1)
	Values: 0, 1
	

	Upload Time
	upload_time
	Char(4)
	Time format: HHMM
	

	Upload To SAFER Required
	upload_safer_required
	Char(1)
	Values: 0, 1
	

	Verification Code
	is_verified
	Char(1)
	Values: 0, 1
	SAFETYNET: system generated

	Verify Date
	verify_date
	Char(8)
	Date format: CCYYMMDD
	SAFETYNET: system generated

	Verify Time
	verify_time
	Char(4)
	Time format: HHMM
	

	Verify User ID
	verifier_user_id
	Char(10)
	
	SAFETYNET: system generated


	Inspection Element
	Field Name
	Type
	Usage
	Notes

	Alcohol Substance Check
	alc_sub_chk
	Char(1)
	Values: 0, 1, 2
	SAFETYNET uses 2 as “unknown”

	Cargo Description


	cargo_type
	Char(25)
	
	SAFETYNET: ASPEN only

	Carrier Colonia



	carrier_colonia
	Char(25)
	
	

	Carrier City


	carrier_city
	Char(25)
	
	

	Carrier Fax Number

	carrier_fax
	Char(15)
	
	SAFETYNET: Will use only 13 characters.  Punctuation in telephone numbers should not be used.

	Carrier DOT Number

	carrier_id_number
	Char(8)
	
	

	Carrier Name


	carrier_name
	Char(55)
	
	

	Carrier Phone Number
	carrier_phone
	Char(15)
	
	SAFETYNET:  Will use only 13 characters.  Punctuation in telephone numbers should not be used.

	Carrier State


	carrier_state
	Char(2)
	
	

	Carrier State ID

	state_carrier_id
	Char(12)
	
	

	Carrier Street
	carrier_street
	Char(30)
	
	

	Carrier Zip


	carrier_zip
	Char(10)
	
	

	Census Match

	census_match
	Char(1)
	Values: N, P, S, T, U, V
	For ASPEN

	Citation Officer ID
	citation_officer_id
	Char(6)
	
	Not used by SAFETYNET

	Citation Officer Name
	citation_officer_name
	Char(36)
	
	Not used by SAFETYNET

	Co-Driver DOB
	codriver_dob
	Char(8)
	Date format: CCYYMMDD
	

	Co-Driver First Name

	codriver_fname
	Char(20)
	
	

	Co-Driver Last Name

	codriver_lname
	Char(20)
	
	

	Co-Driver License Number
	codriver_lic_number
	Char(25)
	
	

	Co-Driver License State
	codriver_lic_state
	Char(2)
	
	SAFETYNET: required if license given

	Co-Driver Middle Initial
	codriver_mi
	Char(1)
	
	

	Driver DOB


	driver_dob
	Char(8)
	Date format: CCYYMMDD
	

	Driver First Name

	driver_fname
	Char(20)
	
	

	Driver License Number
 (CDL)
	driver_license_number
	Char(25)
	
	

	Driver Last Name

	driver_lname
	Char(20)
	
	

	Driver License State

	driver_license_state
	Char(2)
	
	SAFETYNET: required if license given

	Driver Middle Initial

	driver_mi
	Char(1)
	
	

	Driver OOS


	driver_oos
	Char(1)
	Values: 0, 1
	SAFETYNET: System Generated

	Driver / Vehicle OOS Until

	driver_oos_until
	Char(40)
	
	

	Drug Arrest


	drug_arrest
	Char(2)
	Numeric only
	

	Drug Search


	drug_search
	Char(1)
	Values: 0, 1, 2
	SAFETYNET uses 2 as “unknown.”

	Dummy1
	ASPENfield1
	Char(10)
	
	

	Dummy2


	ASPENfield2
	Char(10)
	
	

	Facility


	facility
	Char(1)
	Values: F, R
	

	FIPS County Code


	county_code
	Char(3)
	Federally Assigned County Code 
	

	GCWR
	gcwr
	Char(6)
	Numeric only
	 Unit of measure is pounds.

	HM Cargo Tank Specification Number

	HM_cargo_tank
	Char(3)
	Alpha or Numeric
	 The tank number may contain alphabetic characters.  It is not strictly numeric.

	HM Inspection

	HM_inspection
	Char(1)
	Values: B, N, X
	

	ICC Number


	icc_number
	Char(6)
	
	

	Inspection Duration
 
	inspection_duration
	Char(4)
	Numeric only
	SAFETYNET: system generated.  Unit of measure is minutes.

	Inspection End Date

	end_date
	Char(8)
	Date format: CCYYMMDD
	

	Inspection End Time
	inspection_finish_time
	Char(4)
	Time format: HHMM
	

	Inspection Highway Location

	inspection_highway_location
	Char(25)
	
	

	Inspection Highway Milepost

	highway_milepost
	Char(6)
	
	

	Inspection Level

	inspection_level
	Char(1)
	Values: 1, 2, 3, 4, 5
	

	Inspection Location Code
	inspection_location
	Char(6)
	
	

	Inspection Location Description
	inspection_location_description
	Char(30)
	
	SAFETYNET sometimes retrieves this from lookup table INSP_LOC

	Inspection Notes

	inspection_notes
	Char(4096)
	
	SAFETYNET:  Only 2000 needed.

	Inspection Office Address Line 1
	office_addr_line1
	Char(50)
	
	SAFETYNET: system generated

	Inspection Office Address Line 2
	office_addr_line2
	Char(50)
	
	SAFETYNET: system generated

	Inspection Office City, State, Zip Line Of 
	office_addr_line3
	Char(50)
	
	SAFETYNET: system generated

	Inspection Office Name
	office_name
	Char(50)
	
	SAFETYNET: system generated Office that conducted inspection

	Inspection Office Phone#
	office_phone_number
	Char(50)
	
	SAFETYNET: system generated.  Phone numbers should not include punctuation characters.

	Inspection Reason Code

	accident
	Char(1)
	Values: 0, 1
	Was an accident the reason for the inspection, Yes or No.

Currently Accident only

	Inspection Start Date


	inspection_date
	Char(8)
	Date format: CCYYMMDD
	

	Inspection Start Time
	inspection_start_time
	Char(4)
	Time format: HHMM
	

	Inspection Start Time Zone
	location_time_zone
	Char(2)
	See Time Zone Code Table Below
	

	Inspection State
	inspection_state
	Char(2)
	
	

	Inspection State County Code

	county_code_state
	Char(3)
	
	State defined county code

	Inspector Code

	inspector_code
	Char(6)
	
	

	Inspector Name

	inspector_name
	Char(40)
	
	May contain both first and last name, separated by a space.

	Interstate


	interstate
	Char(1)
	Values: 0, 1
	

	Local Jurisdiction

	local_jurisd
	Char(1)
	Values: 0, 1, 2
	SAFETYNET uses 2 as “unknown.”

	 Number Of Axles
	number_of_axles
	Char(2)
	Numeric only
	

	Placards


	placards
	Char(1)
	Values: 0, 1, 2
	SAFETYNET uses 2 as “not applicable.”

	Shipper Name

	shipper_name
	Char(55)
	
	

	Shipping  Paper Number
	shipping_paper_number
	Char(15)
	
	

	Size Enforcement

	size-enf
	Char(1)
	Values: 0, 1, 2
	SAFETYNET uses 2 as “unknown.”

	Study1


	study1
	Char(30)
	
	

	Study2


	study2
	Char(20)
	
	

	Study3


	study3
	Char(20)
	
	

	Study4


	study4
	Char(10)
	
	

	Study5


	study5
	Char(10)
	
	

	Total HM
	total_HM
	Char(1)
	Numeric only
	SAFETYNET: system generated – count of HM records

	Total OOS Driver Violations

	total_driver_oos_vio
	Char(3)
	Numeric only
	SAFETYNET: system generated – count of Violation records with OOS flag set for Driver/Co-Driver

	Total OOS Vehicle Violations


	total_vehicle_oos_vio
	Char(3)
	Numeric only
	SAFETYNET: system generated – count of Violation  records with OOS flag set for Vehicle

	Total OOS Violations


	total_oos_vio
	Char(3)
	Numeric only
	SAFETYNET: system generated – count of Violation  records with OOS flag set

	Total Vehicles
	total_vehicles
	Char(1)
	Numeric only
	SAFETYNET: system generated – count of Vehicle records

	Total Violations
	total_violation
	Char(3)
	Numeric only
	SAFETYNET: system generated – count of Violation  records

	Traffic Enforcement

	traffic_enf
	Char(1)
	Values: 0, 1, 2
	SAFETYNET uses 2 as “unknown.”

	Trip Destination

	trip_destination
	Char(25)
	
	

	Trip Origin


	trip_origin
	Char(25)
	
	

	Truckbus
	truck_or_bus
	Char(1)
	Values: T, B
	SAFETYNET: system generated

	Vehicle OOS Text
	vehicle_oss_text
	Char(1024)
	For ASPEN 16 Memo Field
	Vehicle Out-of-Service Text

	Driver OOS Text
	driver_oss_text
	Char(1024)
	For ASPEN 16 Memo Field
	Driver Out-of-Service Text

	Certify OOS Text
	certify_oss_text
	Char(1024)
	For ASPEN 16 Memo Field
	Mechanic Certify Out-of-Service Text

	Verify OOS Text
	verify_oss_text
	Char(1024)
	For ASPEN 16 Memo Field
	Carrier Verify Text

	Vehicle OOS
	vehicle_oos
	Char(1)
	Values: 0, 1
	 SAFETYNET: system generated


	HazMat Element
	Field Name
	Type
	Usage
	Notes

	SAFETYNET Inspection Report ID
	InspID
	char(10)
	Numeric Only
	SAFETYNET: system generated.  Internal surrogate key.

	HM Code


	HM_code
	Char(3)
	
	

	HM Description

	HM_description
	Char(20)
	
	HM name (abbreviated name) SAFETYNET: Not used, description is in lookup table.

	HM Reportable Quantity

	HM_quant
	Char(1)
	Values: 0, 1
	

	HM Sequence Number
	HM_seq_number
	Char(2)
	Numeric
	SAFETYNET: system generated 

	HM Waste


	HM_waste
	Char(1)
	Values: 0, 1
	

	Inspection Report Number
	inspection_rptnum
	Char(12)
	
	

	Inspection Start Date
	inspection_date
	Char(8)
	Date format: CCYYMMDD
	

	Inspection Start Time
	inspection_start_time
	Char(4)
	Time format: HHMM
	


	Vehicle Element
	Field Name
	Type
	Usage
	Notes

	SAFETYNET Inspection Report ID
	InspID
	char(10)
	Numeric Only
	SAFETYNET: system generated.  Internal surrogate key.

	Vehicle Sequence Number
	vehicle_seq_number
	Char(2)
	Numeric
	SAFETYNET: system generated 

	CVSA Decal


	cvsa_decal
	Char(1)
	Values: 0, 1, 2
	SAFETYNET uses 2 as “unknown.”

	CVSA Decal Number

	decal_number
	Char(8)
	
	

	Inspection Report Number

	inspection_rptnum
	Char(12)
	
	

	Inspection Start Date
	inspection_date
	Char(8)
	Date format: CCYYMMDD
	

	Inspection Start Time
	inspection_start_time
	Char(4)
	Time format: HHMM
	

	License Plate Number
	license_plate_number
	Char(12)
	
	

	License State


	license_state
	Char(2)
	
	SAFETYNET: required if License number given

	OOS Number


	vehicle_oos_number
	Char(10)
	
	

	UVWR



	uvwr
	Char(6)
	Numeric only
	 The unit of measurement in pounds.

	Vehicle Company Number

	vehicle_company_number
	Char(15)
	
	

	Vehicle Make


	vehicle_make
	Char(10)
	
	EDI Question: What are the vehicle makes and the External code source? Reference INSP_UNIT_TYPE lookup table.

	Vehicle Model Year

	vehicle_model_year
	Char(4)
	Numeric only
	

	Vehicle Type


	vehicle_type
	Char(2)
	
	EDI Question: What are the vehicle types and is there an External code source? Reference INSP_UNIT_TYPE lookup table.  Others may be used, consult FSG.

	Vehicle Unit Number
	vehicle_unit_number
	Char(1)
	Values: 1-6
	

	VIN



	vin
	Char(17)
	
	


	Violation Element
	Field Name
	Type
	Usage
	Notes

	SAFETYNET Inspection Report ID
	InspID
	char(10)
	Numeric Only
	SAFETYNET: system generated.  Internal surrogate key.

	Citation Number

	citation_number
	Char(15)
	
	

	Defect Action Code


	defect_action
	Char(1)
	Values: A, B, D, N, U
	

	Description Type
	description_type
	Char(1)
	Values: S, C
	SAFETYNET: system generated

Indicates standard or custom code for display filtering purposes.

	Federal Violation Code

	fed_violation_code
	Char(25)
	
	Automated system look-up code based on Federal Violation Section, but standardized for data processing purposes.

	Federal Violation Section Number
	fed_violation_section
	Char(30)
	
	Section number of violation in Federal Code.  The official (human-readable) index for the violation.

	Inspection Report Number

	inspection_rptnum
	Char(12)
	
	

	Inspection Start Date
	inspection_date
	Char(8)
	Date format: CCYYMMDD
	

	Inspection Start Time
	inspection_start_time
	Char(4)
	Time format: HHMM
	

	OOS

	oos
	Char(1)
	Values: 0, 1
	

	Shipper Number
	shipper_number
	Char(3)
	
	SAFETYNET: system generated 

	State Violation Code
	state_violation_code
	Char(25)
	
	

	Violation Description
	vioaltion_description
	Char(162)
	
	

	Violation Sequence Number
	violation_sequence_number
	Char(3)
	Numeric
	SAFETYNET: system generated

	Violation Unit


	violation_unit
	Char(1)
	C, D, 1 - 6
	


	Brake Element
	Field Name
	Type
	Usage
	Notes

	SAFETYNET Inspection Report ID
	InspID
	char(10)
	Numeric Only
	SAFETYNET: system generated.  Internal surrogate key.

	Brake Sequence Number
	brake_seq_number
	Char(3)
	Numeric
	SAFETYNET: system generated 

	Axle Number


	axle_number
	Char(2)
	Numeric only
	Are axles numbered from front of vehicle? Consult FSG.

	Chamber Type


	brake_chamber
	Char(6)
	
	EDI Question: What are the brake types? Reference INSP_BRAKE_CHAMBER lookup table.  Consult FSG.

	Inspection Report Number

	inspection_rptnum
	Char(12)
	
	

	Inspection Start Date
	inspection_date
	Char(8)
	Date format: CCYYMMDD
	

	Inspection Start Time
	inspection_start_time
	Char(4)
	Time format: HHMM
	

	Left Brake Measurement
	left_brake
	Char(6)
	
	EDI Question: What measurement unit do we assume? Unit of measurement is inches and fractions (not decimal) thereof.  Example: 6 1/4

	Right Brake Measurement

	right_brake
	Char(6)
	
	EDI Question: What measurement unit do we assume? Unit of measurement is inches and fractions (not decimal) thereof.  Example: 6 1/4


	Shipper Element
	Field Name
	Type
	Usage
	Notes

	SAFETYNET Inspection Report ID
	InspID
	char(10)
	Numeric Only
	SAFETYNET: system generated.  Internal surrogate key.

	Inspection Report Number
	inspection_rptnum
	Char(12)
	
	

	Inspection Start Date
	inspection_date
	Char(8)
	Date format: CCYYMMDD
	

	Inspection Start Time
	inspection_start_time
	Char(4)
	Time format: HHMM
	

	Shipper Address
	shipper_address
	Char(30)
	
	

	Shipper City
	shipper_city
	Char(25)
	
	

	Shipper Name
	shipper_name
	Char(55)
	
	

	Shipper Number
	shipper_number
	Char(3)
	Numeric
	SAFETYNET: system generated 

	Shipper State
	shipper_state
	Char(2)
	
	

	Shipper US DOT Number
	shipper_dot_number
	Char(8)
	
	

	Shipper Zip Code
	shipper_zip
	Char(10)
	
	


	Optional Field Element
	Field Name
	Type
	Usage
	Notes

	SAFETYNET Inspection Report ID
	InspID
	char(10)
	Numeric Only
	SAFETYNET: system generated.  Internal surrogate key.

	Inspection Report Number
	inspection_rptnum
	Char(12)
	
	

	Inspection Start Date
	inspection_date
	Char(8)
	Date format: CCYYMMDD
	

	Inspection Start Time
	inspection_start_time
	Char(4)
	Time format: HHMM
	

	Optional Field Data
	optional_field_data
	Char(30)
	
	SAFETYNET: Needed to store data for each Optional Field in a separate record

	Optional Field ID
	optional_field_id
	Char(6)
	Numeric
	SAFETYNET: System generated, needed to identify an Optional Field for current module

	Print Order


	print_order
	Char(1)
	
	For ASPEN, Not used by SAFETYNET
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