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The Motor Carrier Safety Improvement Act was signed into law on December 9, 1999.  This act established a new Federal Motor Carrier Safety Administration (FMCSA) within the US Department of Transportation (DOT), effective January 1, 2000.  Prior to that, the motor carrier and highway safety program was administered under the Federal Highway Administration (FHWA).
The mission of the FMCSA is to improve truck and commercial passenger carrier safety on our nation’s highways through information technology, targeted enforcement, research and technology, outreach, and partnerships. The FMCSA manages the ITS/Commercial Vehicle Operations (CVO) Program, a voluntary effort involving public and private partnerships that uses information systems, innovative technologies, and business practice reengineering to improve safety, simplify government administrative systems, and provide savings to states and motor carriers. The FMCSA works closely with the FHWA’s ITS JPO to ensure the integration and interoperability of ITS/CVO systems with the national ITS program.

NOTE ON VERSION NUMBERING

Originally, the software, database and interface control document were synchronized and released simultaneously.  That is no longer the case and the version numbers for the software, the database and the document therefore vary: 

· The current software version number is 5.1.

· The current database version number is 4.2.3.

· The current document version number 5.1.

It is important to remember that this is a preliminary document.  The material presented here will undergo several iterations of review and comment before a baseline version is published.

The document is disseminated in the interest of information exchange only.  

For questions on the functionality of the software, please contact the following:

FMCSA Technical Support -- 617-494-3003

Review comments are welcome.  Please send comments to:  

Mr. Andrew Wilson

E-Mail: andrew.wilson@volpe.dot.gov
Ms. Jingfei Wu

E-Mail: wu@volpe.dot.gov
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INTRODUCTION

This document describes the interface specifications for systems that interface to the Safety and Fitness Electronic Records  (SAFER) version 5.1 System, a component of the Intelligent Transportation System (ITS), which is part of the Commercial Vehicle Information Systems and Networks (CVISN) architecture.

1.1 Document Purpose and Scope

The purpose of this document is to describe the eXtensible Markup Language (XML), Web Services, and File Transport Protocol (FTP) interfaces between the SAFER system and a CVIEW or equivalent system.

1.2 Document Organization

The remainder of this Interface Control Document is organized into the following sections:

Section 2: Applicable Documentation

Section 3: General Interface Description

Section 4: Interface Specification

Appendix A: Data Dictionary – This appendix is being created.

Appendix B: Jurisdiction Codes

Appendix C: IFTA Status Codes

Appendix D: IRP Vehicle Status Codes

Appendix E: Vehicle Use Class Codes

Appendix F: IRP Fleet Codes

Appendix G: Carrier Classification Codes

Appendix H: Cargo Classification Codes

Appendix I: Hazmat Codes

Appendix J: Time Zone Codes

Appendix K: Compression Format

Appendix L: Transaction Samples and Schemas – This appendix is being updated

Appendix M: SOAP Messages

1.3 Document History, Status and Schedule

This document, prepared by the John A. Volpe National Transportation Systems Center, is based on a previous version of the SAFER Interface Control Document Safety and Fitness Electronic Records (SAFER) System Interface Control Document, The Johns Hopkins University Applied Physics Laboratory, SSD-POR-99-7129, Baseline V1.0, dated June 2001), which was prepared by the Johns Hopkins University Applied Physics Laboratory.  This version specifically includes updated documentation on the transactions, specifications for transactions that have been added to the system since the last revision, and the new capabilities to support Web Services.

This document is considered to be preliminary.  The material will undergo several iterations of review and comment before a baseline version can be published.

Documentation Conventions

1.3.1 Acronyms, Abbreviations, and Terms

	AAMVA
	The American Association of Motor Vehicle Administrators

	CVIEW
	Commercial Vehicle Information Exchange Window

	CVISN
	Commercial Vehicle Information Systems and Networks

	CVO
	Commercial Vehicle Operations

	FMCSA
	Federal Motor Carrier Safety Administration

	FTP
	File Transfer Protocol

	FTS2001
	Federal Technology Services

	ICD
	Interface Control Document

	IFTA
	International Fuel Tax Agreement

	IRP
	International Registration Plan

	ITS
	Intelligent Transportation Systems

	LSI
	Legacy System Interface

	MCMIS
	Motor Carrier Management Information Systems

	DOS
	Disk Operating System

	POP3
	Post Office Protocol, version 3

	PPTP
	Point-to-Point Tunneling Protocol

	PRISM
	Performance and Registration Information Management System

	SAFER
	Safety And Fitness Electronic Records

	SCAPI AFF
	SAFER/CVIEW Applications Programming Interface Application File Format

	SMTP
	Simple Mail Transfer Protocol

	SOAP
	Simple Object Access Protocol

	SOWG
	SAFER Option Working Group

	TCP/IP
	Transmission Control Protocol/ Internet Protocol

	TS
	Transaction Set

	TZ
	Time Zone

	URL
	Universal Resource Locator

	USDOT
	United States Department of Transportation

	VIN
	Vehicle Identification Number

	VPN
	Virtual Private Network

	WSDL
	Web Services Definition Language

	XML
	eXtensible Markup Language


1.3.2 Data Structure Notation Conventions

Each transaction type is described in terms of a high-level data-structure notation.  This convention is used to describe the data structure in terms of content (each element separated by “+”) and the order of the elements, and indicates where data elements can be defined as an iteration “{…}”, i.e., a repeatable group.

For example, the IRP Account Transaction consists of an IRP account, name, and address. This information shall be structured in a file as follows:


Interface Header + IRP Account Transaction Header + {IRP Account + {IRP Account Name + {IRP Account Address}}}

Data-Element Notation

Each data structure consists of one or more data elements.  Each data element will be prefixed with an indication of the table used in SAFER: “<table name>.<data element name>

The names of all data-element fields are provided in Appendix A – Data Dictionary.

“Mandatory” indicates that a field is mandatory, i.e., the information contained in the record is not useful without it.  Records will be rejected if the field is missing.  

“Conditional Mandatory” indicates that a field is mandatory, i.e., the information contained in the record is not useful without it, if the participating state is participating in the PRISM program in addition to CVISN.

“Optional” indicates that the record is less useful without the data in this field, but the information is not necessary.  

Note: ALL optional fields should be included in the record structure whenever possible.

1.3.3 Universal Resource Locator (URL) Notation

Each state, province or other jurisdiction utilizes a user ID and password to access the SAFER FTP server.  The user ID will be “CVIEWxx,” where xx is the two-character postal code for the jurisdiction.  For instance, the user ID for the state of Kentucky is CVIEWKY, and for Maryland it is CVIEWMD.

Each user ID will have an associated password, which will be assigned by the Volpe Center at the time the user ID is created.  Users may change their passwords by contacting FMCSA Technical Support.

In this document, Universal Resource Locaters, or URLs, will be used to show examples of file names and directories on the SAFER FTP server.  The URL can be typed into the “address” bar on a web browser to explore the FTP server.  In examples, “CVIEWxx” will be used as the user id and “****” as the password, thus: “ftp://CVIEWxx:****@ftp.safersys.org/SAFER”

Note: “xx” represents the two-character state code; “ **** “ represents the user name and password.

1.4 Assumptions, Limitations, and Restrictions

Limitation: Country and Jurisdiction Codes will be limited to the USA, Mexico, Canada, and US Territories.

Assumption: Appendix L provides sample XML transactions and schemas.  This document assumes that interface developers have a working knowledge of XML implementation techniques, and it therefore does not contain a detailed tutorial on how to implement these XML transactions.  

Note: References 5 and 6 were used as a guide to developing the details provided in Appendix L.

Assumption: Appendix M – SOAP Messages provides sample SOAP messages, which are exchanged with the Web Services interface.  This document assumes that interface developers have a working knowledge of Web Services implementation techniques including SOAP, WSDL and XML, and it therefore does not contain a detailed tutorial on how to implement these SOAP transactions.  

Specific restrictions are not identified in this section.

1.5 Commercial Vehicle Information Systems and Networks (CVISN)

Documentation regarding the CVISN Program can be obtained from the CVISN Web Site which is at http://cvisn.fmcsa.dot.gov.

1.6 Points of Contact

FMCSA Technical Support for SAFER and CVISN applications 

Tel.: (617) 494-3003

Email: mailto:fmctechsup@volpe.dot.gov
http://fmcsa-ts.dot.gov/- Technical Support and Operational Information

Mr. Andrew Wilson

Computer Sciences Corp., John A. Volpe National Transportation Systems Center

SAFER Job Order Leader (Contractor Lead)

E-mail: Andrew.Wilson@volpe.dot.gov
Ms. Jingfei Wu

John A. Volpe National Transportation Systems Center 

SAFER Project Manager

E-mail: wu@volpe.dot.gov
2 APPLICABLE DOCUMENTATION

1.5 Parent Documents

[1] User and Systems Requirement Document for the Safety and Fitness Electronic Records (SAFER) System-Version 2, The Johns Hopkins University Applied Physics Laboratory, SSD-POR-00-7288, V1.0, dated June 2001

[2] Safety and Fitness Electronic Records (SAFER) Version 4.2 External Interface and Security Requirements Document, Draft, the Johns Hopkins University Applied Physics Laboratory, dated August 2002

2.1 Related Documents

[3] Safety and Fitness Electronic Records (SAFER) System Interface Control Document, The Johns Hopkins University Applied Physics Laboratory, SSD-POR-99-7129, Baseline V1.0, dated June 2001

The following documents have been superseded by this document: 

· T0022D - SAFER Transaction T0022D Specification. Vehicle IRP (Cab Card) Delete Transaction

· T0028D - SAFER Transaction T0028D Specification. Vehicle IRP (Cab Card) Delete Output Transaction 

· Safety and Fitness Electronic Records (SAFER) Interface Version 4.2. Interface Control Document

· SAFER Web Services document

2.2 Reference Documents

[4] Internet Engineering Task Force, STD0009: File Transfer Protocol, October 1985.  Available on the Internet via FTP at URL ftp://ftp.isi.edu/in-notes/std/std9.txt.

[5] Beginning XML 2nd Edition, David Hunter, Kurt Cagle, Chris Dix, Roger Kovack, Jonathan Pinnock, and Jeff Rafter, Copyright 2001, Wrox Press

[6] Essential XML Quick Reference, Aaron Skonnard and Martin Gudgin, Copyright 2002, Pearson Education, Inc.

[7] SAFER-PRISM Central Site Software Design Document, Baseline V1.0, SSD-POR-02-7348, the Johns Hopkins University Applied Physics Laboratory, dated July 2002

[8] SAFER Option Working Group Proposed State – SAFER Flat File and XML Interfaces Control Document, Bill Goforth and Doug Deckert, Washington State Department of Transportation Management Information Services, dated July 2001

[9] SAFER Option Working Group Data Dictionary, accompanies reference 8

[10] SAFER Option Working Group Reference Spreadsheet (code values), accompanies reference 8

[11] PRISM 41P doc.

3 GENERAL INTERFACE DESCRIPTION

3.1 Overview of Interfacing Systems

The interfaces between the following systems are the subject of this document. Each is discussed in this section:

· SAFER Interface Version 5.1

· CVIEW or equivalent system

3.2 SAFER 

The SAFER system is being developed as a component of the Intelligent Transportation System (ITS).   One of its primary functions is to increase the efficiency and effectiveness of the inspection process at roadside.   The SAFER system currently provides information on carriers, vehicles, driver safety, and supporting credentials to fixed and mobile roadside inspection stations.   This allows roadside inspectors and other potential users to focus their efforts on high-risk areas; i.e., selecting vehicles and/or drivers for inspection based on the number of prior inspections and safety and credential history.  As a result, inspection resources will be directed at drivers and vehicles associated with carriers that have had few prior inspections or with poor safety/credential records, while minimizing inspections of carriers with many prior inspections and good safety/credential histories.  This will improve the overall cost-effectiveness of the inspection process and will provide an incentive to safe and legal carriers to continue their practices.

SAFER Version 5.1 was developed to support an eXtensible Markup Language (XML) and File Transport Protocol (FTP) interface for the exchange of commercial carrier and vehicle safety and supporting credentials information. This interface is the primary subject of this document. It supersedes the interface types, which the SAFER system no longer supports, that are described in reference 3 above.

Note: Safer version 5.1 supports CVISN interface version 4.2.

3.3 CVIEW

The Commercial Vehicle Information Exchange Window (CVIEW) is an electronic data-exchange system that provides information about carriers and vehicle safety and credentials to fixed and mobile roadside inspection stations, state agencies, and other third-party users.  This information allows roadside inspectors to select vehicles and/or drivers for inspection based on the number of the carrier’s previous inspections, as well as on historical data for the carrier, the vehicle, driver safety records and other credentials.  It permits state agencies to perform safety checks before issuing certain types of credentials and also helps third-party users such as insurers obtain safety data to support their underwriting processes.  

CVIEW is owned by and located in each state that elects to use it to exchange data .  CVIEW is being designed to facilitate the exchange of inter- and intra-state safety and credential data within the state and among CVISN core infrastructure systems, e.g., SAFER.

The FMCSA, and previously the FHWA Office of Motor Carriers (OMC), has provided carrier safety data to industry and the public for many years through telephone requests and paper reports.  The CVIEW system makes it possible to offer this information, as well as credential data, electronically.  

Access is currently provided to carrier and vehicle snapshots, a concise electronic record of safety and credential data, including identification, size, commodity, safety record (including any safety rating), and roadside out-of-service inspection data, registration and permit information.

Deployed CVIEW systems, including Version 3.3, previously had the ability to communicate with the SAFER system through the Remote Procedure Call (RPC) interface. The RPC interface is now obsolete and has been replaced by Web services.

The SAFER Interface Version 4.2 will also support carrier and vehicle data exchange with CVIEW systems that are modified to support the new XML and FTP interface.  

A graphical depiction of the system interfaces described in section 3.2 is shown in Figure 3-1. 
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Figure 3–1A.  SAFER Version 5.1 Input Transactions
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Figure 3–2B.  SAFER Version 5.1 Output Transactions

3.4 Applicable Standards and Constraints 

The following standards apply:

· Internet Engineering Task Force, STD0009: File Transfer Protocol, October 1985.

· XML:  The following link hosted by OASIS (http://www.oasis-open.org/ ) provides an XML core standard reference: http://xml.coverpages.org/xml.html
· SOAP 1.1 Specification http://www.w3.org/TR/2000/NOTE-SOAP-20000508/
· WSDL 1.1 Specification http://www.w3.org/TR/wsdl
4 INTERFACE SPECIFICATIONS

The SAFER Version 5.1 supports several external interfaces: the new Web Services and the interface previously supported by SAFER Version 4.2, which includes the XML / FTP interface.  

The next sections define these types of interfaces.

4.1 Web services interface

This section specifies the interface for SAFER Web Services.  The SAFER Web Services interface is intended to allow near real-time queries for client systems accessing SAFER.  It is intended to augment the FTP interface specified in the SAFER Version 4.2 Interface Control Document (ICD), and is intended to eventually provide all of the functionality provided by the FTP Interface for those states who may prefer to use it.

4.1.1 Purpose of the SAFER Web Services Interface 

SAFER Web Services is intended to allow state systems to conduct near real-time queries.  In a typical scenario, a roadside user queries a CVIEW server for data, and when it is not found in the CVIEW database, the CVIEW server performs a Web Service query to SAFER Web Services and passes the response back to the roadside. 
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4.1.2 Interface Summary

A CVIEW or equivalent system, hereafter referred to as a “state system,” will use this interface to perform two basic operations: near real-time queries to obtain XML output file, near real-time uploads.  The XML input or output files will conform to the specifications of the SAFER XML output transactions.  The state system shall interact with the SAFER system in the manner described below.

4.1.2.1 Queries
A state system connects to the SAFER Web Services Interface using the standard SOAP and WSDL protocols.  There are two levels of authentication that may be required.  If a user has a persistent VPN or other trust relationship with the FMCSA network, then the user will not be required to authenticate in order to reach the SAFER Web Services server.  Other users will need to authenticate with the UAS system before being allowed to connect to the SAFER Web Services Interface.  The other level of authentication is in the transaction SOAP message itself that requires a UAS username and password.  Instructions on how to apply for accounts can be obtained from the FMCSA Technical Support web site.  

Note: A sample SAFER Web Service Client will be provided for states to assist in their integration efforts.  
4.1.2.2 Uploads
To upload information to be used by other jurisdictions, the state system will connect to the SAFER Web Services Interface using the standard SOAP and WSDL protocols.  There are two levels of authentication that may be required.  If a user has a persistent VPN or other trust relationship with the FMCSA network, then the user will not be required to authenticate in order to reach the SAFER Web Services server.  Other users will need to authenticate with the UAS system before being allowed to connect to the SAFER Web Services Interface.  The other level of authentication is in the transaction SOAP message itself that requires a UAS username and password.  Instructions on how to apply for accounts can be obtained from the FMCSA Technical Support web site.

4.1.3 Query Response

Queries will either retrieve results that conform to the specification of the SAFER output transactions, or an XML error message.  These XML error messages will be formatted to support automated operation by the state system.

4.1.3.1 Batch Response

Uploading large files through the SAFER Web Services is done asynchronously using the method SAFERXMLUploadDeferred.  The response message to the state client system indicates that the data has been queued for processing.  Log files are produced on the SAFER server processing these asynchronous uploads, and communication of the status of these uploads still needs to be worked out with the state users.

4.1.4 Processing Overview

The steps in a SAFER Web Services transaction are:

1. The state system makes a method or function call invoking a web service client method.

2. The state system constructs a SOAP message containing the method name and parameters for the desired transaction.

3. The state system sends the SOAP message to SAFER over the network using the HTTP protocol.

4. SAFER Web Services extracts the XML transaction parameters from the incoming SOAP message.

5. SAFER Web Services uses that information to create an instance of an XML transaction class and uses attributes of the class to perform the transaction, producing an XML output document.  If the transaction is a SAFER output transaction, the output document contains the data resulting from the query, or a response if the query failed or did not return any data.  If the transaction is a SAFER input transaction, the output document is a status or error message.

6. SAFER Web Services bundles the XML output file into an outgoing SOAP message.

7. The SOAP message is sent to the state system over the Internet using the HTTP protocol.

8. The state system’s toolkit-generated code extracts the XML output from the SOAP message.

9. The original method or function called by the state system receives an XML document as its return value.

Client System Development

Example clients and other information for client system developers will be made available on the CVISN Web Site.
4.2 XML / FTP Interface 

This section documents the XML/FTP interface to SAFER.  For some states this may be the only interface used.

4.2.1 XML / FTP Summary

CVIEW or equivalent system, hereafter referred to as a “state system,” will use this interface to perform two basic operations: downloading files containing information from various sources including other states, and uploading files containing information to be shared among participating jurisdictions.  The state system will interact with the SAFER system in the manner described below.

4.2.1.1 Downloading XML Files

A state system connects to the SAFER FTP server using the standard TCP/IP FTP protocol.  

When it logs in, it will be automatically pointed to a default directory.   For each XML Output transaction a separate directory will be maintained on the server.  

Using the standard FTP “change directory command”, the state system can change to the directory that contains the desired type of information and download the files for a given XML output transaction type.  The standard FTP protocols are used to transfer the files.

Most download directories will be accessible to all jurisdictions; however, each jurisdiction will have a unique directory to which it alone has “read-access.”  That directory will contain files specifically for that jurisdiction that other jurisdictions may not receive.  The state system can change to this directory and download its files.  Other state systems will be denied access to that directory.

4.3.2
 of this document (Directories) describes the directory structure on the SAFER 4.2 FTP server.  For instance, IFTA files would be found in ftp://CVIEWxx:****@ftp.safersys.org/T0025.

4.2.1.2 Uploading XML Files

To share information with other jurisdictions, a state system first logs into the SAFER FTP server and is pointed to a default directory.  The SAFER FTP server will maintain a special directory specifically for the purpose of receiving uploaded state files.  The state system uses the FTP “change directory” command to change to this directory and then uses the standard FTP protocol to upload one or more files.

All jurisdictions will have the “add privilege” for accessing the SAFER input directory, which will only allow them to add files to that directory; all other access will be denied so as to prevent sensitive information from being read outside of a jurisdiction-specific directory.

After completing a sequence of operations the state system will log out of the SAFER FTP server.

The Directories section of this document (4.3.2) describes the directory structure on the SAFER 5.1 FTP server.  For instance, upload files may be deposited in ftp://CVIEWxx:****@ftp.safersys.org/SAFER.  

4.2.1.3 Logging and Error Reporting

As uploaded files are processed, a log is created which describes the status of each transaction and any errors that might have occurred.  Jurisdictions can access these logs to verify and correct errors.  A file-naming convention (described in section 0, 
* - SAFER v 5.1 continues to support this transaction.

Files, File Names and Formats
) will relate the log file to the input transaction file deposited by the jurisdiction.  The log file may be downloaded from the FTP server in the same manner as previously described for downloading XML files.  The log file will contain readable text (not XML), and will not be formatted specifically for machine applications.

4.2.1.4 Security Considerations 

The scenarios described in this section, if performed on the Internet, require a VPN connection or other trusted network relationship with the FMCSA network in order to connect to the SAFER system.  All interactions, including logging into the SAFER FTP server, occur within a VPN or other trusted security environment.

For further information about setting up an Internet VPN connection to SAFER, please contact FMCSA Technical Support (see section 1.7 of this document).

4.3 FTP Server

A state system interfaces with the SAFER system by logging onto the SAFER FTP server and using the FTP protocol to upload and download files.  Each transaction utilizes files operations in a specific FTP directory.  This section gives an overview of the FTP server.

4.3.1 User IDs and Passwords

Each state, province or other jurisdiction utilizes a user ID and password to access the SAFER FTP server.  The user ID will be “CVIEWxx” where xx is the two character postal code for the jurisdiction.  For instance, the user ID for the state of Kentucky is CVIEWKY, and for Maryland is CVIEWMD.

Each user ID will have an associated password, which will be assigned by the Volpe Center at the time the user ID is created.  A user password can be changed by contacting FMCSA Technical Support.

In this document, Universal Resource Locaters (URLs) will be used to show examples of file names and directories on the SAFER FTP server.  The URL can be typed into the “address” bar on a web browser to explore the FTP server.  

In these examples “CVIEWxx” will be used as the user id and “****” as the password, thus: “ftp://CVIEWxx:****@ftp.safersys.org/SAFER”

4.3.2 Directories 

The SAFER FTP site consists of a root directory and several subdirectories.  Each subdirectory is associated with certain transactions, and files are either downloaded from, or uploaded to, it.  All input transactions, in which a state system sends information to SAFER, take place in one directory that is common to all states.  Each output transaction has a particular directory that identifies the type of information it contains.  For instance, IFTA XML output transaction files are placed in a directory called “T0025” since that is the interface-identifier for the output IFTA transaction.

In the case of sensitive information that cannot be shared across jurisdictions, an XML output transaction directory will further be divided into separate subdirectories for each jurisdiction.  A particular jurisdiction’s files are placed in that jurisdiction’s subdirectory for retrieval.  Currently, only the Vehicle Transponder ID (T0029) XML output transaction contains sensitive information.  The T0029 directory contains subdirectories for each state; for instance, state CVIEWxx would find its transponder ID files in the “T0029/CVIEWxx” Directory.

In addition to the input and output transaction directories, a separate directory will provide access to logs that report on the results of the input transactions.

Figure 4-1 and Table 4-2 describe the FTP directory output folders structure. 
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Figure 4-1 – FTP Directory Structure

Table 4-2. Transactions Supported by FTP and Web Services

The following table provides an overview of transactions users may employ, with the implementation status for each transaction and interface.  

	Transaction ID
	Type
	Transaction
	FTP
	Web Services

	T0019
	Input
	International Fuel Tax Agreement (IFTA)
	Implemented
	Implemented

	T0020
	Input
	IRP Account
	Implemented
	Implemented

	T0021
	Input
	IRP Fleet
	Implemented
	Implemented

	T0022 *
	Input
	IRP Registration (Cab Card
	Implemented
	Implemented

	T0022D
	Delete
	IRP Registration (Cab Card)
	Implemented
	To be implemented

	T0022V2
	Input
	IRP Registration (Cab Card
	Implemented
	Implemented

	T0023
	Input
	Carrier E-Screening Authorization
	Implemented
	To be implemented

	T0024
	Input
	Vehicle Transponder ID
	Implemented
	To be implemented

	T0025
	Output
	International Fuel Tax Agreement (IFTA)
	Implemented
	Implemented

	T0026
	Output
	IRP Account
	Implemented
	Implemented

	T0027
	Output
	IRP Fleet
	Implemented
	Implemented

	T0028
	Output
	IRP Registration (Cab Card)
	Implemented
	Implemented

	T0028D
	Delete
	IRP Registration (Cab Card)
	Implemented
	To be implemented 

	T0028V2
	Output
	IRP Registration (Cab Card)
	Implemented
	Implemented

	T0029
	Output
	Vehicle Transponder ID
	Implemented
	To be implemented

	T0030
	Output
	Vehicle Inspection Summary
	Implemented
	Implemented

	T0031
	Output
	MCMIS Safety and Census
	Implemented
	Implemented

	T0031V2
	Output
	MCMIS Safety and Census
	Implemented
	Implemented

	T0032
	Output
	Licensing and Insurance
	Implemented
	Implemented


* - SAFER v 5.1 continues to support this transaction.

Table 4-3. Input / Output Transactions for XML/FTP Interface

	ID
	Type
	Transaction
	URL

	T0019
	Input
	International Fuel Tax Agreement (IFTA)
	ftp://CVIEWxx:****@ftp.safersys.org/SAFER

	T0020
	Input
	IRP Account
	ftp://CVIEWxx:****@ftp.safersys.org/SAFER

	T0021
	Input
	IRP Fleet
	ftp://CVIEWxx:****@ftp.safersys.org/SAFER

	T0022 *
	Input
	IRP Registration (Cab Card
	ftp://CVIEWxx:****@ftp.safersys.org/SAFER

	T0022D
	Input
	Vehicle IRP (Cab Card) 
	ftp://CVIEWxx:****@ftp.safersys.org/SAFER

	T0022V2
	Input
	IRP Registration (Cab Card
	ftp://CVIEWxx:****@ftp.safersys.org/SAFER

	T0023
	Input
	Carrier E-Screening Authorization
	ftp://CVIEWxx:****@ftp.safersys.org/SAFER

	T0024
	Input
	Vehicle Transponder ID
	ftp://CVIEWxx:****@ftp.safersys.org/SAFER

	
	Logs
	Input Transaction Processing Results
	ftp://CVIEWxx:****@ftp.safersys.org/LOGS

	T0025
	Output
	International Fuel Tax Agreement (IFTA)
	ftp://CVIEWxx:****@ftp.safersys.org/T0025

	T0026
	Output
	IRP Account
	ftp://CVIEWxx:****@ftp.safersys.org/T0026

	T0027
	Output
	IRP Fleet
	ftp://CVIEWxx:****@ftp.safersys.org/T0027

	T0028
	Output
	IRP Registration (Cab Card)
	ftp://CVIEWxx:****@ftp.safersys.org/T0028

	T0028D
	Output
	Vehicle IRP (Cab Card) 
	ftp://CVIEWxx:****@ftp.safersys.org/T0028D

	T0028V2
	Output
	Vehicle IRP (Cab Card) 
	ftp://CVIEWxx:****@ftp.safersys.org/T0028V2

	T0029
	Output
	Vehicle Transponder ID
	ftp://CVIEWxx:****@ftp.safersys.org/T0029/
CVIEWxx

	T0030
	Output
	Vehicle Inspection Summary
	ftp://CVIEWxx:****@ftp.safersys.org/T0030

	T0031
	Output
	MCMIS Safety and Census
	ftp://CVIEWxx:****@ftp.safersys.org/T0031

	T0031V2
	Output
	MCMIS Safety and Census
	ftp://CVIEWxx:****@ftp.safersys.org/T0031V2

	T0032
	Output
	Licensing and Insurance
	ftp://CVIEWxx:****@ftp.safersys.org/T0032


* - SAFER v 5.1 continues to support this transaction.

Files, File Names and Formats

State systems interact with the FTP server by uploading to and downloading files from the directories.  The contents and format of the files are indicated by the name of the directory in which they are placed, by the file name and by the file extension.

4.3.3 Input Transaction Files

Input transaction files are placed by state systems into the directory ftp://ftp.safersys.org/SAFER using the file-naming convention CVIEW<XX><SEQUENCE>.ZIP where:

· <XX> is the jurisdiction’s two-letter postal code, and

· <SEQUENCE> is a 10-decimal number used to differentiate the file from others  recently uploaded by the jurisdiction.

Note: SAFER will not use the file name to prioritize processing.  The file-naming convention simply prevents two files from having the same name.

Files contained in the directories are compressed using the PK Zip format. See Appendix K, Compression Format. The file in the zip file should have the same name as the zip file, but with the “.XML” extension.

Examples:The following files, containing various transactions, might reside in ftp://ftp.safersys.org/SAFER.  The name of the file in the zip file is also shown:

· CVIEWKY0000000001.ZIP (contains file CVIEWKY0000000001.XML)

· CVIEWKY0000000002.ZIP (contains file CVIEWKY0000000002. XML)

· CVIEWOR0000000018.ZIP (contains file CVIEWOR0000000018. XML)

· CVIEWOR0000000019.ZIP (contains file CVIEWOR0000000019. XML)

· CVIEWMD0000000557.ZIP (contains file CVIEWMD0000000557. XML)

· CVIEWMD0000000558.ZIP (contains file CVIEWMD0000000558. XML)

4.3.4 Input Transaction Log Files

The results of each input transaction file are reported in a log that is available on the SAFER 4.2 FTP server.  Each input transaction file has a name that incorporates the two-letter postal code of the jurisdiction sending it, as well as a sequence indicator (Input Transaction Files).  The log for a particular input transaction file will have the same file name with the file extension “.LOG”.  The logs will not be compressed.

Examples:  The logs corresponding to the input files shown above would be found in the ftp://ftp.safersys.org/LOGS directory:

· CVIEWKY0000000001.LOG

· CVIEWKY0000000002. LOG

· CVIEWOR0000000018. LOG

· CVIEWOR0000000019. LOG

· CVIEWMD0000000557. LOG

· CVIEWMD0000000558. LOG

Output Files

Each output directory contains a baseline file and one or more update files.  

A baseline file contains all of the relevant information for a transaction in the SAFER database at a specific time.  An update file contains transactions for each change to the SAFER database since the last update was produced.  A new update file containing new changes since the last update is created simultaneously whenever a baseline is produced.  In this way, states that only want updates can skip the baseline. The baseline will never contain information that is not in the full sequence of update files.

By establishing a local data store from the baseline file and  updating it with update files, a state system can keep its data base or files completely up to date.  By consistently updating the local data store from the update files, only one baseline file need be downloaded during the entire life of the state system.  A state system may however be synchronized more frequently with the SAFER database by periodically downloading the baseline file, though this should not have to be done often.

Files contained in the output directories are compressed utilizing the PK Zip format. See Appendix K, Compression Format. The file contained within the zip file should have the same name as the zip file, but with the “.XML” extension.

The files in an XML output transaction directory and in the ZIP file will be named according to the following convention: <transaction_ID><YYYYMMDD><HHMMSS>.<Content>.<Type>, where

· <YYYYMMDD> is the date,

· <HHMMSS> is the time, in 24-hour format, hours, minutes, and seconds.

· <Content> is either “BL” for baseline or “UD” for Update, and

· <Type> is either “ZIP” for compressed archive files in the directory or “XML” for the uncompressed transaction file contained in the zip file.  

Examples:  T0028_200410062345_1.bl.xml

Baseline MCMIS Carrier Census and Safety Information and two weekly updates.  Note that a single MCMIS update may span several files (due to the 5,000 record limit per file) and thus several update files may have time-stamps within seconds of each other.  The first two examples also show the name of the file contained in the zip file.

Baseline Vehicle Transponder ID and three updates for user CVIEWxx: 

· Directory: ftp://ftp.safersys.org/T0029/CVIEWxx
· T0029_YYYYMMDDHH24MISS_1.BL.ZIP

· Directory: ftp://ftp.safersys.org/T0029/CVIEWxx
· T0029_YYYYMMDDHH24MISS_1.BL.ZIP

· T0029_YYYYMMDDHH24MISS_1.UD.ZIP

· T0029_YYYYMMDDHH24MISS_2.UD.ZIP

· T0029_YYYYMMDDHH24MISS_200.UD.ZIP

Note that the first baseline and the first update file in each directory have the same date and time-stamp.  Users who have already established their local data stores may use the update files instead of the baseline.  (They do not need to download the baseline file.)

4.3.5 XML Subscription Output Files

XML subscription output files follow the same standards as the output files.  The XML Subscription output files are located in a folder for each subscriber inside the parent transaction folder on the FTP site.  The following section describes the interfaces used to configure subscription options.

4.4 XML Subscription Configuration

Click the “XML Subscriptions” link on the SAFER Web Site to see and modify XML subscription configurations.  The user can access their subscription using a credential issued by a member of the E-Authentication Federation, or through a FMCSA UAS Account.

4.4.1 VIEW XML Subscription Configuration

The XML subscription configuration view will have the following steps:

4.4.1.1 Authentication

-User enters the approved user-account code to access the subscription-site (using a state or federal user-site subscription)

4.4.1.2 Select XML Subscriptions

-User clicks on the link to select XML subscriptions

4.4.1.3 Select Transaction Set

-User clicks on transaction ID for the desired transaction set 

4.4.1.4 View XML Subscription Summary

-User views the subscription summary page

4.4.1.5   Click CHANGE (if desired)

-User clicks CHANGE if they want to change any information 
4.4.2 CHANGE XML Subscription Configuration

The XML subscription request will have the following steps:

4.4.2.1 Authentication

-User enters the approved user-account code to access the subscription-site (using a state or federal user-site subscription).  Authentication is available using a FMCSA UAS account or e-authentication credentials.

4.4.2.2 Select XML Subscriptions

-User clicks on the link to select XML subscriptions

4.4.2.3 Selection Transaction Set

-User clicks on the transaction ID for the desired transaction set 

4.4.2.4 View Subscription Summary

-User views existing subscription configuration and decides what changes they want to make

4.4.2.5 Include/Exclude Operating State

-User can include or exclude records based on their operating state

4.4.2.6 Select States

-If the user wants to include or exclude records based on their operating state, the system presents a screen with check boxes so they can select the states they want to include or exclude

4.4.2.7 Include/Exclude IRP Base States

-User includes or excludes records based on IRP base state

4.4.2.8 Select States

-If the user wants to include or exclude records based on IRP base state, the system presents a screen with check boxes so they can select the states they want to include or exclude

4.4.2.9 Select Optional Fields

-User selects which optional data they want to receive

4.4.2.10  Subscribe

-User clicks  SUBSCRIBE 

4.4.2.11  View Subscription Summary

-User views the subscription summary page

4.4.2.12  Confirm Subscription 

-User confirms the subscription

4.4.2.13  Landing

-User ends at the Transaction Set Selection page

4.4.3 REQUEST XML Subscription

The XML subscription request will have the following steps:

4.4.3.1 Authentication

-User enters the approved user-account code to access the subscription-site (using a state or federal user-site subscription).  Authentication is available using a FMCSA UAS account or e-authentication credentials.

4.4.3.2 Selection of Transaction ID

-User clicks on the transaction ID for the desired transaction set they wish to subscribe to

4.4.3.3 Selection of Operating State Exclude/Include

-User may include or exclude records based on their operating state

4.4.3.4 Select States

-If the user wants to include or exclude records based on their operating state, the system presents a screen with check boxes so they can select the states they want to include or exclude

4.4.3.5 Selection of IRP Base State Exclude/Include

-User can include or exclude records based on their IRP base state

4.4.3.6 Select States

-If the user wants to include or exclude records based on their IRP base state, the system presents a screen with check boxes sothey can select the states they want to, include or exclude

4.4.3.7 Select Optional Fields

-User selects which optional field-data they would like to receive

4.4.3.8 Subscribe

-User clicks SUBSCRIBE 

4.4.3.9 View Summary

-User views the subscription summary page

4.4.3.10  Confirm Subscription

-User clicks CONFIRM to confirm their selection

4.4.3.11  Landing

-User ends at the Transaction Selection Page

4.5 Standards and Conventions for Input and Output Transactions

XML parsers expect Unicode by default -- either UTF-8 or UTF-16.  Any character set other than UTF-8 or UTF-16 must be specified with the "encoding" attribute in the XML header. For example:

<?xml version="1.0" encoding="US-ASCII"?> would be used if the ASCII character set were used to encode the document. 

The File Transfer Protocol (FTP) shall be used.

4.5.1 Conditional Processing 

The SAFER database will not be updated if the existing record has a more recent update date than does the transaction record.  Refer to the specific transaction for details about processing. 

4.5.2 Data Validation

Data validation shall be done automatically in accordance with the schema defined for this transaction.  Refer to the schema in Appendix L.

4.5.3 Error Processing / Recovery

Records that do not conform to the schema for this transaction shall not be processed, and an entry about the error will be made in the log.

4.5.4 Schedule/Frequency

It is recommended that the state system not send a file containing transactions for this interface more than once every five minutes.

The SAFER system generally is on-line and processing transactions between 8 AM and 8 PM EST (or DST) seven days a week, 52 weeks per year.  Outside of these hours the system may discontinue service for maintenance.

4.5.5 Initiation Method for Input Transactions for FTP

To initiate this transaction, the state system will log onto the SAFER FTP site at this URL: ftp://CVIEWxx:****@ftp.safersys.org/SAFER

4.5.6 Initiation Method for Output Transactions for FTP

To initiate this transaction, the state system will log onto the SAFER FTP site at this URL: ftp://CVIEWxx:****@ftp.safersys.org/T00xx

4.5.7 Synchronization / Dependencies

Records within the file are not guaranteed to be processed in the same sequence as in the file.  If there are two or more records for the same entity with the same update date the processing order is indeterminate. 

4.5.8 Priority

All transactions in this interface are processed on a first-come, first-served basis, i.e., they all have the same priority.

4.5.9 Maximum Transaction Size

No more than 5,000 records may exist in the transaction file.

4.5.10 Source

A state system, such as CVIEW or its equivalent.

4.5.11 Destination

SAFER Version 5.1

4.5.12 Communication / Transmission Process

4.5.12.1 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification.

4.6 Transactions and Interface Identification

The following transactions are supported by SAFER Version 5.0 through the Web Services and XML / FTP interfaces. Collectively, these transactions constitute the SAFER 5.0 XML / FTP transaction set. 

Each transaction in the transaction set has an identifier (e.g. “T0024” for the Vehicle Transponder ID input transaction) that is unique in the SAFER system.  This identifier is used throughout the interface to identify a specific transaction in the transaction set.  

Only one transaction per input or output file is allowed.

Table 4–1. SAFER Version 5.1 XML/FTP Transaction Set

	ID
	Type
	Transaction
	Transaction Data Tag

	T0019
	Input
	International Fuel Tax Agreement (IFTA)
	IFTA_LICENSE

	T0020
	Input
	IRP Account
	IRP_ACCOUNT

	T0021
	Input
	IRP Fleet
	IRP_FLEET

	T0022 *
	Input
	IRP Registration (Cab Card)
	IRP_REGISTRATION

	T0022D
	Input
	IRP Registration (Cab Card)
	IRP_REGISTRATION

	T0022V2
	Input
	IRP Registration (Cab Card)
	IRP_REGISTRATION

	T0023
	Input
	Carrier E-Screening Authorization
	CARRIER_ESCREEN_AUTHORIZATION

	T0024
	Input
	Vehicle Transponder ID
	VEHICLE_TRANSPONDER_ID

	T0025
	Output
	International Fuel Tax Agreement (IFTA)
	IFTA_LICENSE

	T0026
	Output
	IRP Account
	IRP_ACCOUNT

	T0027
	Output
	IRP Fleet
	IRP_FLEET

	T0028
	Output
	IRP Registration (Cab Card)
	IRP_REGISTRATION

	T0028D
	Output
	IRP Registration (Cab Card)
	IRP_REGISTRATION

	T0028V2
	Output
	IRP Registration (Cab Card)
	IRP_REGISTRATION

	T0029
	Output
	Vehicle Transponder ID
	VEHICLE_TRANSPONDER_ID

	T0030
	Output
	Vehicle Inspection Summary
	VEHICLE_INSPECTION_SUMMARY

	T0031
	Output
	MCMIS Safety and Census 
	MCMIS_SAFETY_CENSUS

	T0031V2
	Output
	MCMIS Safety and Census 
	MCMIS_SAFETY_CENSUS

	T0032
	Output
	Licensing and Insurance 
	LICENSING_INSURANCE


* - SAFER v 5.1 continues to support this transaction.

4.7 XML Formats

SAFER Version 5.1 XML consists of three elements: the interface header, the transaction header, and the transaction data.  These three XML segments are contained in an over-all transaction root transaction tag based on the transaction identification number (ID) from Table 4-1 above.

4.7.1 Interface Header

The interface header specifies the transaction set and version of the transactions contained in the file.  If the interface changes, or if a new set of transactions is defined, the software determines which version of which transaction set it is dealing with and processes it accordingly.  It consists of an <INTERFACE> element containing a <NAME> and a <VERSION> element.

The <NAME> element specifies the name of the transaction set, and the <VERSION> element is the interface version that specifies the version of the transaction set in the file.   Interfaces defined in this section have the <NAME>  “SAFER” and the <VERSION> “04.02”.  

Example:

<INTERFACE>

<NAME>SAFER</NAME>

<VERSION>04.02</VERSION>

</INTERFACE>

Note: If there were a future version of SAFER beyond 04.02 (e.g., if it were advanced to “04.03”), the specifics of each individual transaction might differ from those specified in this document, even if the transaction version were the same.

4.7.2 Transaction Header

A particular transaction set defines several kinds of transactions.  The transaction header specifies which kind of transaction is in the file and provides information that can help track and log transactions.  It consists of a <TRANSACTION> element containing the following sub-elements and values:

· <VERSION> Transaction Version

· <OPERATION> Operation (“Replace” and “Delete” are supported)

·  <DATE> Submission Date 

· <TIME> Submission Time

· <TZ> Submission Time Zone

The value of the <VERSION> sub-element is the version specified in this ICD for the particular transaction.  For instance, the version for the Vehicle Transponder ID input transaction, as specified in this ICD, is “01.00”.

The value of the <OPERATION> sub-element specifies what action will be performed by the receiving system with the information in the transaction.  The SAFER Version 5.1 transaction set supports the “REPLACE” and “DELETE” operations.

The values of the <DATE>, <TIME>, and <TZ> sub-elements specify the date and time, within the time zone specified, that the transaction file was generated and sent to SAFER.  The date (YYYYMMDD) and time (HH:MM, 24 hours) specified should be either the same as or more recent than the update date and time of any time-stamp in the transaction information itself.

The value of <TZ> will be used to interpret all dates and times in the transaction information.  Appendix J specifies the appropriate time-zone values.

Example:

<TRANSACTION>

<VERSION>01.00</VERSION>

<OPERATION>REPLACE</OPERATION>

 <DATE>20020211</DATE>

<TIME>15:05</TIME>

<TZ>ED</TZ>

</TRANSACTION>

If the transaction version for a particular transaction differs from that specified in this document, the specifics of that transaction may be different from those described in this document, even if the interface version is the same.  The version number for an individual transaction may be advanced independent of the version numbers of the other transactions within one interface version.  If both the interface and the transaction version numbers are as specified in this document, then the details specified here apply.

4.7.3 Transaction Data

A transaction is a sequence of data-record tags each containing a sequence of field tags that together define a single record to be processed.  Multiple data-record tags (with the enclosed field tags) may be included in a transaction file.

The record and field name-tags for each transaction are identified in the Format / Record Layout section of the interface specifications (below).  The valid values for the field tags are defined in Appendix A, Data Dictionary.  

For instance, for the Vehicle Transponder ID input transaction the record tag is defined as < VEHICLE_TRANSPONDER_ID >, which enclose the two field tags, <VIN> and <TRANSPONDER_ID>.  The values for a specific record would be contained in a <VIN> and a <TRANSPONDER_ID> tag.  Multiple <TRANSPONDER> tags may exist in the transaction, one for each record.

Example (two records):

<VEHICLE_TRANSPONDER_ID>

<VIN>1XP5DB9XXPN327460</VIN>

<TRANSPONDER_ID>1A0020F3</TRANSPONDER_ID>

</VEHICLE_TRANSPONDER_ID>

<VEHICLE_TRANSPONDER_ID>

<VIN>1WUGDEJF5JN128864</VIN>

<TRANSPONDER_ID></TRANSPONDER_ID>

</VEHICLE_TRANSPONDER_ID>

4.7.4 Null Field Values

In the Vehicle Transponder ID example above, the <TRANSPONDER_ID> tag value is set to null, which will cause the transponder ID for the vehicle with the VIN 1WUGDEJF5JN128864 to be set to NULL (i.e., it will be erased) from the SAFER database.  The vehicle itself will not be deleted, but the transponder ID that was previously associated with it will be.  

In general, optional fields can have empty tag values in order to set the database field values to NULL, in effect deleting or erasing the values for those specific fields in the SAFER database.  The tag, without a value, must be included in the transaction.  Field tags cannot be left out, even if they do not contain a value.

4.7.5 Repeating Groups

In some cases, the information contained in one record is related to multiple instances of information in another record type.  For example, multiple states and legal weights exist for each state (called the “proration” record in this document) in which a vehicle is registered.  The vehicle is the “parent” record and the multiple states / weights related to it are the “child” records.  Child records are structured just as described above, with a record name-tag containing field name tags, but they are embedded in the parent record.  A single parent record may contain multiple child records.  

4.7.6 Root Transaction and Full example

The three elements of a transaction (interface header, transaction header and transaction data) are tied together by the root transaction tag.  The root tag is the transaction ID from table 4-1.  

In the case of the vehicle transponder ID transaction, the ID is T0024, so the starting and ending tags for the transaction as a whole would be <T0024> </T0024> with the headers and data in between.  

This is illustrated in the following example, Vehicle Transponder ID Transaction:

<T0024>

<INTERFACE>

<NAME>SAFER</NAME>

<VERSION>04.02</VERSION>

</INTERFACE>

<TRANSACTION>

<VERSION>01.00</VERSION>

<OPERATION>REPLACE</OPERATION>

<DATE>20020211</DATE>

<TIME>15:05</TIME>

<TZ>ED</TZ>

</TRANSACTION>

<VEHICLE_TRANSPONDER_ID>

<VIN>1XP5DB9XXPN327460</VIN>

<TRANSPONDER_ID>1A0020F3</TRANSPONDER_ID>

</VEHICLE_TRANSPONDER_ID>

<VEHICLE_TRANSPONDER_ID>

<VIN>1WUGDEJF5JN128864</VIN>

<TRANSPONDER_ID></TRANSPONDER_ID>

</VEHICLE_TRANSPONDER_ID>

</T0024>

TRANSACTION SPECIFICATIONS

4.7.7 T0019, IFTA Input Transaction

This interface is SAFER 04.02, T0019 01.00

Root Transaction Tag: T0019

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 01.00

Transaction Data Tags: IFTA_LICENSE
4.7.8 Transaction Parameters 

4.7.8.1 Input for Web Services and for Web Services Asynchronous transactions

The SAFER Web Services Transaction T0019 transaction, and asynchronous transaction, input shall consist of an invocation of the SaferXMLUpload method with the following arguments:

	Argument
	Contents

	TransactionID
	T0019

	XmlData
	XML input conforming to T0019 schema

For asynchronous transactions: 

XML input conforming to T0019 schema, compressed using the ZIP format and MIME encoded for transfer

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.2 Input for XML / FTP 

The T0019 schema is specified in Appendix L.

4.7.8.3 Interface Terminals 

	Item
	Value

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output destination
	A state system, such as CVIEW, or equivalent


4.7.8.4 Business Rules 

SAFER transactions undergo conditional processing before they are loaded into the database.  Each record in a set of incoming data is subjected to a number of tests, any of which may mark the record’s reserved status code in a way that affects how the final data-load logic treats the record.  The list of possible status codes varies according to the transaction.  

The domain of values is listed in the descriptions of conditional processing for each transaction (refer to the following sections).  Status codes are only applied to input transactions.

There are two types of status codes.  The first type determines validity.  Only valid records are applied against the database.  The second type determines the type of processing that the record will undergo.  For these the values are ‘Update,’ ‘Delete,’ and ‘Insert.’  

Note that the conditional processing occurs in the order shown below for this transaction.  Violation detection for business rules supersedes further checks of business rules.

	Condition
	Primary keys must be unique

	Check
	If there's a match on ifta_license_number, ifta_base_country, ifta_base_state in the incoming data feed all will be marked as duplicates

	Result
	Displays "Duplicate keys within transaction" in the XML logfile


	Condition
	Name types must be unique

	Check
	If there's a match on duplicate ifta_license_number, ifta_base_country, ifta_base_state, name_type in the incoming data feed all will be marked as duplicates

	Result
	Displays "Non-unique name-types within a base record group" in the XML logfile


	Condition
	Address types must be unique

	Check
	If there's a match on duplicate ifta_license_number, ifta_base_country, ifta_base_state, name_type, address_type in the incoming data feed all will be marked as duplicates

	Result
	Displays "Non-unique address-types within a base record group" in the XML logfile


	Condition
	Address information must be provided

	Check
	Incoming XML records with null street_line_1, street_line_2, and po_box are rejected

	Result
	Displays "No street or PO Box information was provided in address" in the XML logfile


For certified states, data quality checking is enforced on certain data elements to ensure, for example, that illegal characters or incorrect data types are not given entry to the database.

4.7.8.4.1 Data Requirements

	Tag Name
	Mandatory / Optional 
	Transaction
	Data Requirement

	IFTA_CARRIER_ID_NUMBER
	Optional 
	T0019
	Data field shall not contain leading zeroes, leading spaces or trailing spaces.

	IFTA_LICENSE_NUMBER
	Mandatory
	T0019
	Data field shall not contain leading or trailing spaces. Allow leading zeroes. 


4.7.8.5 Conditional Processing

The SAFER database will not be updated if the update for the existing record is more recent than the update for the transaction record.  If the existing record was updated on the same date as the transaction record the database will be updated.

4.7.8.6 Information Transmitted 

The IFTA transaction shall consist of IFTA account, name, and address information structured within a file.  See the example under Format / Record Layout below.  The format of each tag value is explained in Appendix A - Data Dictionary.

Interface Header + IFTA Transaction Header + {IFTA Account  + {IFTA Name + {IFTA Address}}}

The following IFTA Account information shall be provided:

Table 4–2.  IFTA Account (Input)

	Description
	Type
	XML Tag

	USDOT NUMBER of Associated Carrier
	Optional
	IFTA_CARRIER_ID_NUMBER

	Base Country Code
	Optional
	IFTA_ BASE_COUNTRY

	Base Jurisdiction (State/Province) Code
	Mandatory
	IFTA_BASE_STATE  

	IFTA Account Number
	Mandatory
	IFTA_LICENSE_NUMBER

	IFTA Status Code
	Mandatory
	IFTA_STATUS_CODE

	IFTA Status Code Update Date
	Mandatory
	IFTA_STATUS_DATE 

	IFTA Account Issue Date
	Optional
	IFTA_ISSUE_DATE 

	IFTA Account Expiration Date
	Optional
	IFTA_EXPIRE_DATE 

	IFTA Update Date
	Mandatory
	IFTA_UPDATE_DATE


A particular jurisdiction (state /province) may establish no more than one carrier (US DOT Number) for an IFTA account.  Since it is possible that two or more jurisdictions may maintain separate IFTA accounts for the same carrier, the same US DOT Number may exist for more than one IFTA account.

The following IFTA Name information shall be provided:

Table 4–3.  IFTA Name (Input)

	Description
	Type
	XML Tag

	Name Type
	Optional
	NAME_TYPE

	Name
	Optional
	NAME


If a transaction contains name information then both the Name Type and Name fields must be filled.

All of the names in the transaction shall completely replace all names previously established for an account.  If a name does not appear in the transaction, it will be deleted from the database for that account.

The following IFTA Address information shall be provided:

Table 4–4.  IFTA Address (Input)

	Description
	Type
	XML Tag

	Address Type
	Optional
	ADDRESS_TYPE

	Street Address Line 1
	Optional
	STREET_LINE_1

	Street Address Line 2
	Optional
	STREET_LINE_2

	PO Box
	Optional
	PO_BOX

	City
	Optional
	CITY

	Jurisdiction  (State / Province)
	Optional
	STATE

	Postal Code
	Optional
	ZIP_CODE

	County
	Optional
	COUNTY

	Colonia
	Optional
	COLONIA

	Country
	Optional
	COUNTRY


All of the addresses in the transaction shall completely replace all addresses previously established for a given account. All of the addresses for a particular account will be related to the names for that account according to the structure of the transaction.  If an address does not appear in the transaction, it will be deleted from the database for that account.

If any address information is provided, the Address Type field must be filled.

T0020, IRP Account Input Transaction

This interface is SAFER 04.02, T0020 01.00

Root Transaction Tag: T0020

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 01.00

Transaction Data Tag: IRP_ACCOUNT

4.7.8.7 Transaction Parameters

4.7.8.7.1 Input for Web Services and for Web Services Asynchronous transactions

The SAFER Web Services Transaction T0020 transaction, and asynchronous transaction, input shall consist of an invocation of the SaferXMLUpload method with the following arguments:

	Argument
	Contents

	TransactionID
	T0020

	XmlData
	XML input conforming to T0020 schema

For asynchronous transactions: 

XML input conforming to T0020 schema, compressed using the ZIP format and MIME encoded for transfer

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.7.2 Input for XML / FTP 

The T0020 schema is specified in Appendix L.

4.7.8.7.3 Interface Terminals 

	Item
	Value

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output destination
	A state system, such as CVIEW, or equivalent


4.7.8.7.4 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification.

4.7.8.7.5 Business Rules

SAFER transactions undergo conditional processing before they are loaded into the database.  Each record in a set of incoming data is subjected to a number of tests, any of which may mark the record’s reserved status code in a way that affects how the final data-load logic treats the record.  The list of possible status codes varies according to transaction.  

The domain of values is listed in the descriptions of conditional processing for each transaction (refer to the following sections).  Status codes are only applied to input transactions.

There are two types of status codes.  The first type determines validity.  Only valid records are applied against the database.  The second type determines the type of processing the record will undergo.  For these the values are ‘Update,’ ‘Delete,’ and ‘Insert.’  

Note that the conditional processing occurs in the order shown below for this transaction:

	Condition
	Incoming data are older than what is in the database

	Check
	If there is a match on irp_account_number, irp_base_country, and irp_base_state

and irp_update_date is older than that of existing record

	Result
	Sets status of incoming record to OLDER DATA


	Condition
	Incoming data contain duplicate key data

	Check
	If there is a match on irp_account_number, irp_base_country, and irp_base_state all but one such record will be marked as a duplicate

	Result
	Sets status of incoming record to DUP_KEY


	Condition
	Name Type must be unique

	Check
	If there's a match on irp_account_number, irp_base_country, irp_base_state, and name_type in the incoming data feed all but one such record will be marked as a duplicate

	Result
	Sets the record status to DUPLICATE NAME TYPE


	Condition
	Address Type must be unique

	Check
	If there is a match on irp_account_number, irp_base_country, irp_base_state, and address_type in the incoming data feed all but one such record will be marked as a duplicate

	Result
	Sets the record status to DUPLICATE ADDRESS TYPE


	Condition
	Address data must be populated

	Check
	If all attributes from PO Box, Street_1, or Street_2 are null or missing the record status will be marked as below

	Result
	Sets the record status to NO STREET


4.7.8.7.6 Data Requirements

	Tag Name
	Mandatory / Optional 
	Transaction
	Data Requirement

	IRP_ACCOUNT_NUMBER
	Mandatory
	T0020
	Data field shall not contain leading or trailing spaces. Allow leading zeroes. 

	IRP_CARRIER_ID_NUMBER
	Optional
	T0020
	Data field shall not contain leading zeroes, leading spaces or trailing spaces. 


4.7.8.7.7 Conditional Processing

The SAFER database will not be updated if the existing record was updated more recently than the transaction record.  If the existing record was updated on the same date the database will be updated.

4.7.8.8 Information Transmitted

The IRP Account transaction shall consist of the IRP account, name, and address information structured in a file as follows:

Interface Header + IRP Account Transaction Header + {IRP Account + {IRP Account Name + {IRP Account Address}}}

The following IRP Account information shall be provided:

Table 4–5.  IRP Account (Input)

	Description
	Type
	XML Tag

	Base Country
	Optional
	IRP_BASE_COUNTRY

	Base Jurisdiction (State / Province)
	Mandatory
	IRP_BASE_STATE 

	Account Number
	Mandatory
	IRP_ACCOUNT_NUMBER 

	Account Type
	Mandatory
	IRP_ACCOUNT_TYPE 

	Status Code
	Mandatory
	IRP_STATUS_CODE

	Status Code Update Date
	Mandatory
	IRP_STATUS_DATE

	USDOT Number of Account Owner
	Optional
	IRP_CARRIER_ID_NUMBER

	IRP Account Update Date
	Mandatory
	IRP_UPDATE_DATE


A particular jurisdiction (state /province) may associate no more than one carrier (US DOT Number) to an IRP account.  Since it is possible that two or more jurisdictions may maintain separate IRP accounts for the same carrier, the same US DOT Number may exist for more than one IRP account.

The following IRP Name information shall be provided:

Table 4–6.  IRP Name (Input)

	Description 
	Type
	XML Tag

	Name Type
	Optional
	NAME_TYPE

	Name
	Optional
	NAME


If a transaction contains name information then both the Name Type and Name fields must be filled.

All of the names in the transaction shall completely replace all existing names previously established for a given account.  If a name does not appear in the transaction, it will be deleted from the database for that account.

The following IRP Account Address information shall be provided:

Table 4–7.  IRP Account Address (Input)

	Description
	Type
	XML Tag 

	Address Type
	Optional
	ADDRESS_TYPE

	Street Address Line 1
	Optional
	STREET_LINE_1

	Street Address Line 2
	Optional
	STREET_LINE_2

	PO Box
	Optional
	PO_BOX

	City
	Optional
	CITY

	Jurisdiction (State / Province)
	Optional
	STATE

	Postal Code
	Optional
	ZIP_CODE

	County
	Optional
	COUNTY

	Colonia
	Optional
	COLONIA

	Country
	Optional
	COUNTRY


All of the addresses in the transaction shall completely replace all existing addresses previously established for a given account. All of the addresses for a particular account will be related to the names for that account according to the structure of the transaction. If an address does not appear in the transaction, it will be deleted from the database for that account.

If any address information is provided, the Address Type field must be filled.

T0021, IRP Fleet Input Transaction

This interface is SAFER 04.02, T0021 01.00

Root Transaction Tag: T0021

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 01.00

Transaction Data Tags: IRP_FLEET

4.7.8.9 Transaction Parameters 

4.7.8.9.1 Input for Web Services and for Web Services Asynchronous transactions

The SAFER Web Services Transaction T0020 transaction, and asynchronous transaction, input shall consist of an invocation of the SaferXMLUpload method with the following arguments:

	Argument
	Contents

	TransactionID
	T0021

	XmlData
	XML input conforming to T0021 schema

For asynchronous transactions: 

XML input conforming to T0022 schema, compressed using the ZIP format and MIME encoded for transfer.

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.9.2 Input for XML / FTP 

The T0021 schema is specified in Appendix L.

4.7.8.10 Interface Terminals 

	Item
	Value

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output destination
	A state system, such as CVIEW, or equivalent


4.7.8.10.1 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification.

4.7.8.10.2 Business Rules

SAFER transactions undergo conditional processing before they are loaded into the database.  Each record in a set of incoming data is subjected to a number of tests, any of which may mark the record’s reserved status code in a way that affects how the final data-load logic treats the record.  The list of possible status codes varies according to the transaction.  

The domain of values is listed in the descriptions of conditional processing for each transaction (refer to the following sections).  Status codes are only applied to input transactions.

There are two types of status codes.  The first type determines validity.  Only valid records are applied against the database.  The second type determines the type of processing the record will undergo.  For these the values are ‘Update,’ ‘Delete,’ and ‘Insert.’  

Note that the conditional processing occurs in the order shown below for this transaction.

	Condition
	Primary keys must be unique

	Check
	If there's a match on irp_account_number, irp_base_country, irp_base_state, fleet_number in the incoming data feed all will be marked as duplicates

	Result
	Displays "Duplicate keys within transaction" in the XML logfile


	Condition
	Name types must be unique

	Check
	If there's a match on duplicate irp_account_number, irp_base_country, irp_base_state, fleet_number, name_type in the incoming data feed all will be marked as duplicates

	Result
	Displays "Non-unique name-types within a base record group" in the XML logfile


	Condition
	Address types must be unique

	Check
	If there's a match on duplicate irp_account_number, irp_base_country, irp_base_state, fleet_number, name_type, address_type in the incoming data feed all will be marked as duplicates

	Result
	Displays "Non-unique address-types within a base record group" in the XML logfile


	Condition
	Address information must be provided

	Check
	Incoming XML records with null street_line_1, street_line_2, and po_box are rejected

	Result
	Displays " No street or PO Box information was provided in address " in the XML logfile


For certified states, data quality checking is enforced on certain data elements to ensure, for example, that illegal characters or incorrect data types are not given entry to the database.

4.7.8.10.3 Data Requirements

	Tag Name
	Mandatory/ Optional
	Transaction
	Data Requirement

	IRP_ACCOUNT_NUMBER
	Mandatory
	T0021
	Data field shall not contain leading or trailing spaces. Allow leading zeroes. 

	FLEET_NUMBER
	Mandatory
	T0021
	Data field shall not contain leading or trailing spaces. Allow leading zeroes. 


4.7.8.10.4 Conditional Processing

The SAFER database will not be updated if the existing record has a more recent IRP_STATUS_UPDATE_DATE than does the transaction record.  If the existing record was updated on the same date the database will be updated.

4.7.8.11 Information Transmitted 

The IRP Fleet transaction shall consist of IRP fleet, name, and address information structured within a file as follows:

Interface Header + IRP Fleet Transaction Header + {IRP Fleet + {IRP Fleet Name + {IRP Fleet Address}}}
The following IRP Fleet information shall be provided:

Table 4–8.  IRP Fleet (Input)

	Description
	Type
	XML Tag

	IRP Account Number
	Mandatory
	IRP_ACCOUNT_NUMBER

	Base Country
	Mandatory
	IRP_BASE_COUNTRY

	Base State
	Mandatory
	IRP_BASE_STATE

	Fleet Number
	Mandatory
	FLEET_NUMBER

	Fleet Status Code
	Mandatory
	FLEET_STATUS_CODE

	Fleet Status Code Update Date
	Mandatory
	FLEET_STATUS_DATE

	Fleet Expiration Date
	Mandatory
	FLEET_EXPIRE_DATE

	Update Date
	Mandatory
	FLEET_UPDATE_DATE


Many fleets may exist for a particular IRP account number.  Only one account may exist for a particular fleet.

The following IRP Fleet Name information shall be provided:

Table 4–9.  IRP Fleet Name (Input)

	Description 
	Type
	XML Tag

	Name Type
	Mandatory
	NAME_TYPE

	Name
	Mandatory
	NAME


IRP Fleet Name information is optional.  However, if a transaction contains name information then both the Name Type and Name must be provided.

All of the names in the transaction shall completely replace all existing names previously established for a given fleet.  If a name does not appear in the transaction, it will be deleted from the database for that fleet.

The following IRP Fleet Address information shall be provided:

Table 4–10.  IRP Fleet Address (Input)

	Description
	Type
	XML Tag

	Address Type
	Mandatory
	ADDRESS_TYPE

	Street Address Line 1
	Optional
	STREET_LINE_1

	Street Address Line 2
	Optional
	STREET_LINE_2

	PO Box
	Optional
	PO_BOX

	City
	Mandatory
	CITY

	Jurisdiction  (State / Province)
	Mandatory
	STATE

	Postal Code
	Mandatory
	ZIP_CODE

	County
	Optional
	COUNTY

	Colonia
	Optional
	COLONIA

	Country
	Optional
	COUNTRY


IRP Fleet Address information is optional.  However, if Address information is included in the transaction, the fields identified as mandatory in Table 4-11 must be filled.  In addition, either STREET_LINE_1, or STREET_LINE_2 or PO_BOX must be provided.

All of the addresses in the transaction shall completely replace all existing addresses previously established for a given fleet.  All of the addresses for a particular fleet will be related to the names for that fleet according to the structure of the transaction.  If an address does not appear in the transaction, it will be deleted from the database for that fleet.

If any address information is provided, the Address Type field must be filled.

T0022V2, IRP Registration (Cab Card) Input Transaction

This interface is SAFER 04.02, T0022V2 01.00

Root Transaction Tag: T0022V2

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 01.00

Transaction Data Tags: IRP_REGISTRATION

Transaction Data Tag: IRP_REGISTRATION

4.7.8.12 Transaction Parameters

4.7.8.12.1 Input for Web Services and for Web Services Asynchronous Transactions

The SAFER Web Services Transaction T0022V2 transaction, and asynchronous transaction, input shall consist of an invocation of the SaferXMLUpload method with the following arguments:

	Argument
	Contents

	TransactionID
	T0022V2

	XmlData
	XML input conforming to T0022V2 schema

For asynchronous transactions: 

XML input conforming to T0022V2 schema, compressed using the ZIP format and MIME encoded for transfer.

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.12.2 Input for XML / FTP 

The T0022V2 schema is specified in Appendix L.

4.7.8.13 Interface Terminals 

	Item
	Value

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output source
	A state system, such as CVIEW, or equivalent


4.7.8.13.1 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification.

4.7.8.13.2 Business Rules 

SAFER transactions undergo conditional processing before they are loaded into the database.  Each record in a set of incoming data is subjected to a number of tests, any of which may mark the  reserved status code for the record in a way that affects how the final data load logic treats the record.  The list of possible status codes varies according to transaction.  

The domain of values is listed in the descriptions of conditional processing for each transaction (see the following sections).  Status codes are only applied to input transactions.

There are two types of status codes.  The first type determines validity.  Only valid records are applied against the database.  The second determines the type of processing the record will undergo.  The values are ‘Update,’ ‘Delete,’ and ‘Insert.’  

Note that the conditional processing occurs in the order shown below for this transaction.

	Condition
	Incoming data contain duplicate VIN key data.

	Check
	If there is a match on prism_state and VIN all but one such record will be marked as a duplicate.

	Result
	Sets incoming record status to DUPLICATE VIN.


	Condition
	Incoming data contain duplicate State Plate key data.

	Check
	If there is a match on prism_state and license_plate_number all but one such record will be marked as a duplicate.

	Result
	Sets incoming record status to DUPLICATE STATE PLATE.


	Condition
	Incoming data VIN match existing VIN key; needs to have its foreign key set.

	Check
	If there is a match on VIN; need to assign the foreign key for the matching record (vehicle_seq_number) to incoming data to preserve referential integrity.

	Result
	Sets the record vehicle_seq_number to that of existing VIN record.


	Condition
	Incoming data VIN does not match existing VIN key; needs to have its foreign key set

	Check
	If there is no match on VIN; need to assign incoming data the next value available from the database sequence (vehicle_seq_number) to preserve referential integrity

	Result
	Sets the record vehicle_seq_number to the next value available from the database (vehicleseq) sequence.


	Condition
	Incoming license plate number + license plate state combination matches existing key; needs to have its foreign key set to the existing record ID.

	Check
	If there is a match on license_plate_number + license_plate_state; need to assign the foreign key of the matching record to the incoming data (license_seq_number) to preserve referential integrity..

	Result
	Sets the record vehicle_seq_number to that of existing record license_plate_number + license_plate_state value.


	Condition
	Incoming data do not match existing license_plate_number + license_plate_state key; need to have foreign key set.

	Check
	If there is no match on the license_plate_number + license_plate_state key, need to assign incoming data the next value available from the database sequence.  (license_seq_number) to preserve referential integrity

	Result
	Sets the record license_seq_number to the next value available from the database (licenseseq) sequence. 


	Condition
	Incoming data VIN and state values match those of an existing record – this record is an update.

	Check
	If there is a match on VIN, state, and authoritative_source = 'IRP', and it has not been flagged in any way by preceding conditional processing logic, the record status will be marked as below.

	Result
	Sets the record status to UPDATE.


	Condition
	Incoming data plate number and state values match those of an existing record – this record is an update.

	Check
	If there is a match on license_plate_number, state, and authoritative_source = 'IRP', and it has not been flagged in any way by preceding conditional processing logic, the record status will be marked as below.

	Result
	Sets the record status to UPDATE.


	Condition
	Incoming data refer to a PRISM record, need to flag data as such.

	Check
	If there is a match with existing db data on VIN, license_plate_number, state, prism_state, cvis_default_carrier, and authoritative_source is PRISM, the record status will be marked as below.

	Result
	Sets the record status to PRISM DATA.


	Condition
	Incoming data missing some PRISM criteria, but match others; need to flag data as bad.

	Check
	If there is a match with existing db data on VIN, prism_state, and license_plate_number, but not on state and/or authoritative_source is not PRISM, record status will be marked as below.

	Result
	Sets the record status to BAD.


	Condition
	Records for which status codes have not yet been marked are simply to be inserted.

	Check
	If the status code for the record is null at this point, mark the status code as INSERT.

	Result
	Record will be inserted into the database.


	Condition
	Incoming data contain data that is newer than what is in the database

	Check
	If there is a match on vehicle_seq_number, license_seq_number and last_update_date is newer than that of the existing record, mark the status code as below.

	Result
	Sets the record status to UPDATE


	Condition
	Check that at least one of the proration records is for the base state.

	Check
	If there is no match on vehicle_seq_number, license_seq_number, prism_state, irp_base_state between the incoming registration record and the set of related vehicle_irp_juris records, mark the status code as below.

	Result
	Sets the record status to IRP_JURIS


	Condition
	Check that intrastate registrations have only one proration

	Check
	If there is a match on vehicle_seq_number, license_seq_number, prism_state and interstate_flag = '0', mark all but one of these records as below.

	Result
	Sets all but one record status to INTRA_MULT


	Condition
	Check incoming records for valid IRP data.

	Check
	If the incoming record has an irp_account_number, but there is no match on irp_base_state and irp_account_number, mark the record as below.

	Result
	Sets the record status to NO_IRP


	Condition
	Check incoming records for valid Fleet data

	Check
	If the incoming record has an irp_fleet_number, but there is no match on irp_base_state, irp_account_number, and irp_fleet_number, mark the record as below

	Result
	Sets the record status to NO_FLEET


Data Requirements

	Tag Name
	Mandatory / Optional
	Transaction
	Data Requirement

	IFTA_LICENSE_NUMBER
	Optional
	T0022
	Data field shall not contain leading or trailing spaces. Allow leading zeroes. 

	IRP_ACCOUNT_NUMBER
	Mandatory
	T0022
	Data field shall not contain leading or trailing spaces. Allow leading zeroes. 

	IRP_CARRIER_ID_NUMBER
	Optional
	T0022
	Data field shall not contain leading zeroes, leading spaces or trailing spaces. 

	TITLE_NUMBER 
	Optional
	
	

	TITLE_JURISDICTION 
	Optional
	
	

	OWNER_NAME 
	Optional
	
	

	MODEL_YEAR 
	Mandatory 
	
	

	MAKE 
	Mandatory
	
	

	TYPE 
	Optional
	
	

	MODEL 
	Optional
	
	

	FUEL 
	Optional
	
	

	UNLADEN_WEIGHT 
	Optional
	
	

	NUMBER_OF_AXLES 
	Optional
	
	

	IRP_BASE_COUNTRY
	Conditional Mandatory
	
	Not mandatory for PRISM-only states using PVF

	IRP_BASE_STATE 
	Mandatory
	
	

	UNIT_NUMBER 
	Optional
	
	

	LAST_UPDATE_DATE 
	Mandatory
	
	

	INTERSTATE_FLAG 
	Mandatory
	
	

	IRP_STATUS_CODE 
	Mandatory
	
	

	IRP_STATUS_DATE 
	Mandatory
	
	

	REGISTRATION_START_DATE 
	Mandatory
	
	

	REGISTRATION_EXPIRE_DATE 
	Mandatory
	
	

	OPERATOR_NAME 
	Optional
	
	

	GVW 
	Optional
	
	

	GVW_EXPIRE_DATE 
	Optional
	
	

	IRP_JURISDICTION 
	Mandatory
	
	

	IRP_WEIGHT_CARRIED 
	Mandatory
	
	Must be greater than 4,000 pounds.

	IRP_WEIGHT_EXPIRE_DATE 
	Mandatory
	
	

	VIN
	Mandatory
	T0022
	Data field shall not contain leading or trailing spaces. Allow leading zeroes. Warn on special characters that are not in A-Z, 0-9 ranges. 

	LICENSE_PLATE_NUMBER
	Mandatory
	T0022
	Data field shall not contain leading or trailing spaces. Allow leading zeroes. 

	IRP_FLEET_NUMBER
	Mandatory
	T0022
	Data field shall not contain leading or trailing spaces. Allow leading zeroes. 

	SAFETY_CARRIER
	Conditional Mandatory
	T0022
	Data field shall not contain leading zeroes, leading spaces or trailing spaces, or embedded blanks. Not mandatory for CVISN-only states


Note: “Conditional Mandatory” means that the item is mandatory for PRISM; it is not mandatory for CVISN.

4.7.8.13.3 Conditional Processing

The SAFER database will not be updated if the existing record has a more recent IRP_STATUS_UPDATE_DATE than the transaction record.  If the existing record was updated on the same date, the database will be updated.

4.7.8.14 Information Transmitted 

The IRP Registration transaction shall consist of VIN, registration, and proration information structured within a file as follows: 

Interface Header + IRP-Registration Transaction Header + {IRP-VIN + IRP-Registration + {IRP-Proration}}

In the transaction, there must be one and only one registration per VIN (i.e., per vehicle), but in SAFER there may be more than one registration per VIN since a vehicle can be registered simultaneously in more than one jurisdiction.

The vehicle's transponder ID shall not appear in this transaction.  The transponder ID shall only be available through the electronic screening enrollment transaction.

The following IRP VIN information shall be provided:

Table 4–11.  IRP VIN (Input)

	Description
	Type
	XML Tag

	Vehicle Identification Number (VIN)
	Mandatory
	VIN

	Title Number
	Optional
	TITLE_NUMBER

	Title Country Code
	Optional
	TITLE_JURISDICTION 

	Title Jurisdiction Code
	Optional
	TITLE_JURISDICTION 

	Owner Name
	Optional
	OWNER_NAME

	Model Year
	Mandatory
	MODEL_YEAR

	Make
	Mandatory
	MAKE

	Vehicle Use Class Code
	Optional
	TYPE

	Model
	Optional
	MODEL

	Power Type Code
	Optional
	FUEL

	Unladen Weight
	Optional
	UNLADEN_WEIGHT

	Number of Axles or Seats
	Optional
	NUMBER_OF_AXLES


The following IRP Registration information shall be provided:

Table 4–12.  IRP Registration (Input)

	Description
	Type
	XML Tag

	License Plate Number
	Mandatory
	LICENSE_PLATE_NUMBER

	Base Country
	Conditional Mandatory
	IRP_BASE_COUNTRY

	License Plate Base Jurisdiction (State/Province)
	Mandatory
	IRP_BASE_STATE

	Carrier Vehicle Unit Number
	Optional
	UNIT_NUMBER

	Vehicle Last Update Date
	Mandatory
	LAST_UPDATE_DATE 

	Interstate / Intrastate Flag
	Mandatory
	INTERSTATE_FLAG

	Vehicle Status Code
	Mandatory
	IRP_STATUS_CODE

	Vehicle Status Update Date
	Mandatory
	IRP_STATUS_DATE

	IRP Account Number
	Mandatory
	IRP_ACCOUNT_NUMBER

	IRP Fleet Number
	Mandatory
	IRP_FLEET_NUMBER

	Vehicle Registration Start Date
	Mandatory
	REGISTRATION_START_DATE

	Base Vehicle Registration Expiration Date
	Mandatory
	REGISTRATION_EXPIRE_DATE 

	Operator's Name
	Optional
	OPERATOR_NAME

	Safety USDOT Number
	Conditional Mandatory
	SAFETY_CARRIER

	Account Owner USDOT Number
	Optional
	IRP_CARRIER_ID_NUMBER

	IFTA Account Number
	Optional
	IFTA_LICENSE_NUMBER

	Base Jurisdiction Licensed Gross Vehicle Weight
	Optional
	GVW

	Base Jurisdiction Licensed GVW Expiration Date
	Optional
	GVW_EXPIRE_DATE


Note: “Conditional Mandatory” means that the item is mandatory for PRISM; it is not mandatory for CVISN.

Note that the Interstate/Intrastate flag allows this transaction to hold either interstate or intrastate information.  The information in this transaction is designed for use with interstate registrations.  If used for intrastate registrations, the intrastate information used must be consistent with the IRP information.  In the case of intrastate vehicles, one and only one proration record for the base jurisdiction will exist.

The base jurisdiction licensed gross vehicle weight and expiration date is redundant with the proration information.  If this information exists, then one of the associated proration records will have the same values for the base jurisdiction.

The following IRP Proration information shall be provided:

Table 4–13.  IRP Proration (Input)

	Description
	Type
	XML Tag

	Prorate Country Code + Prorate Jurisdiction Code
	Mandatory
	IRP_JURISDICTION

	Prorate Jurisdiction Prorated Gross Vehicle Weight
	Mandatory
	IRP_WEIGHT_CARRIED

	Prorate Jurisdiction Prorated GVW Expiration Date
	Mandatory
	IRP_WEIGHT_EXPIRE_DATE


At least one proration for the base state shall be provided.  The information in this proration shall be redundant with the Base Jurisdiction Licensed Gross Vehicle Weight (REG.GVW) and Base Jurisdiction Licensed GVW Expiration Date (REG.GVW_EXPIRE_DATE) in the associated IRP-Reg record, if they are provided.

In the case of an intrastate vehicle one and only one proration for the base state shall be provided.

T0023, Carrier E-Screening Authorization Input Transaction

This interface is SAFER 04.02, T0023 01.00

Root Transaction Tag: T0023

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 01.00

Transaction Data Tags: CARRIER_ESCREEN_AUTHORIZATION

4.7.8.15 Transaction Parameters

4.7.8.15.1 Input for Web Services and for Web Services Asynchronous transactions

The SAFER Web Services Transaction T0023 transaction, and asynchronous transaction, input shall consist of an invocation of the SaferXMLUpload method with the following arguments:

	Argument
	Contents

	TransactionID
	T0023

	XmlData
	XML input conforming to T0023 schema

For asynchronous transactions: 

XML input conforming to T0023 schema, compressed using the ZIP format and MIME encoded for transfer.

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.15.2 Input for XML / FTP 

The T0022V schema is specified in Appendix L.

4.7.8.16 Interface Terminals 

	Item
	Value

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output source
	A state system, such as CVIEW, or equivalent


4.7.8.16.1 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification.

4.7.8.16.2 Business Rules

SAFER transactions undergo conditional processing before they are loaded into the database.  Each record in a set of incoming data is subjected to a number of tests, any of which may mark the reserved status code for the record in a way that affects how the final data load logic treats the record.  The list of possible status codes varies according to the transaction.  The values appear in the descriptions of conditional processing for each transaction (see sections that follow).  Status codes only apply to input transactions.

There are two types of status codes.  The first type determines validity.  Only valid records are applied against the database.  The second determines the type of processing the record will undergo.  For these the values are ‘Update,’ ‘Delete,’ and ‘Insert.’  

Note that the conditional processing occurs in the order shown below for this transaction.

	Condition
	Assign carrier sequence number to incoming record 

	Check
	If match on carrier_id_number, assign associated sequence number value to the record, if no match found, assign an error code to the data record

	Result
	Incoming data record has valid carrier_id value or set the status of the record to NO_CARRIER


	Condition
	Incoming data contains duplicate key data

	Check
	If there are matches in the input data on carrier_id_number,jurisdiction_code,activity_code, all but one such record will be marked as a duplicate

	Result
	Sets status of incoming record to DUP_KEY


	Condition
	Enforce foreign key constraints on carrier_action

	Check
	If no match is found between incoming record carrier_escreen carrier_action and the database car_veh_action_lookup code value, the record is flagged

	Result
	Sets status of incoming record to NO_CARRIER_ACTION


	Condition
	Enforce foreign key constraints on jursisdiction_action

	Check
	If no match is found between carrier_escreen jursisdiction_action for the incoming record and the jursisdiction _action_lookup code value in the database, the record is flagged

	Result
	Sets status of incoming record to NO_ JURIS_ACTION


	Condition
	Enforce foreign key constraints on jurisdiction_code + activity_code

	Check
	If no match is found between carrier_escreen jursisdiction_code + activity_code for the incoming record and the corresponding jurisdiction_code + activity_code in the database jurisdiction_participation table, the record is flagged

	Result
	Sets incoming record status to NO_JURIS_PARTICIPATION


	Condition
	Incoming data are older than what is in the database

	Check
	If there is a match on carrier_seq_number, jurisdiction_code, and activity_code and the incoming record carrier_action_date is older than the one in the database, the record is flagged

	Result
	Sets incoming record status to OLDER_DATA


4.7.8.16.3 Data Requirements

	Tag Name
	Mandatory / Optional
	Transaction
	Data Requirement

	CARRIER_ID_NUMBER
	Mandatory
	T0023
	Data field shall not contain leading zeroes, leading spaces or trailing spaces. 


4.7.8.16.4 Conditional Processing

The SAFER database will not be updated if the existing record has more recent data.

4.7.8.17 Information Transmitted

The Carrier Authorization Transaction, for electronic screening, shall consist of authorization information structured within a file as follows: 

Interface Header + Carrier E Screening Authorization Transaction Header + {USDOT Number + {Carrier Authorization}}

The carrier designated by the USDOT Number is the "E-screening" carrier.  The authorizations in the transaction shall completely replace any existing authorizations previously established for that carrier.

The following Carrier Authorization information shall be provided:

Table 4–14.  Carrier Authorization (Input)

	Description
	Type
	XML Tag

	Authorized State or Province
	Mandatory
	JURISDICTION_CODE

	E-Screening Indicator
	Mandatory
	ACTIVITY_CODE

	E-Screening Request
	Mandatory
	CARRIER_ACTION

	Request Date
	Mandatory
	CARRIER_ACTION_DATE

	Base State Approval
	Optional
	JURISDICTION_ACTION

	Approval Date
	Optional
	JURISDICTION_ACTION_DATE


The CARRIER_ACTION value “E01” (Participation Requested) for the E-screening request implies, and is principally used to mean, that the E-screening carrier authorizes SAFER to send the transponder IDS from its vehicles to the jurisdiction specified in the record.  A vehicle transponder ID may be sent to the given jurisdiction if its registrant or safety carrier is the E-screening carrier.

The jurisdiction sending the transaction shall be considered the "base jurisdiction" for E-screening authorization.  The authorization of the base jurisdiction shall include the base state approval and approval date.  In all other records – i.e., the ones that specify carrier E-screening requests – the base state approval and approval date shall be left NULL.

At least one authorization for the carrier’s "base jurisdiction" shall be provided.

The base jurisdiction should only send authorizations to SAFER if and when it approves of a carrier's participation in its e-screening program.  If it does not approve, it should not enroll the carrier.

T0024, Vehicle Transponder ID Input Transaction

This interface is SAFER 04.02, T0024 01.00

Root Transaction Tag: T0024

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 01.00

Transaction Data Tags: VEHICLE_TRANSPONDER_ID

4.7.8.18 Transaction Parameters

4.7.8.18.1 Input for XML / FTP

The T0024 schema is specified in Appendix L.

4.7.8.19 Interface Terminals

	Item
	Value

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output source
	A state system, such as CVIEW, or equivalent


4.7.8.19.1 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification.

4.7.8.19.2 Business Rules

SAFER transactions undergo conditional processing before they are loaded into the database.  Each record in a set of incoming data is subjected to a number of tests, any of which may mark the reserved status code for the record in a way that affects how the final data load logic treats the record.  The list of possible status codes varies according to the transaction.  The values are listed in the descriptions of conditional processing for each transaction that follow.  Status codes only apply to input transactions.

There are two types of these status codes.  The first type determines validity.  Only valid records are applied against the database.  The second determines the type of processing the record will undergo.  For these the values are ‘Update,’ ‘Delete,’ and ‘Insert.’  

Note that the conditional processing occurs in the order shown below for this transaction.

	Condition
	Incoming data contain duplicate key data

	Check
	If there are matches on VIN in the input file, all but one such record will be marked as a duplicate

	Result
	Sets incoming record status to DUP_KEY


	Condition
	The VIN for the input record must be in the vehicle_vin table and must have at least one registration.

	Check
	If there are matches between the input record VIN and the database VIN and between the vehicle_seq_number for the matching database record and its vehicle_seq_number for the vehicle_registration table, mark the record as an update.

	Result
	Sets incoming record status to UPDATE


	Condition
	Reject input records without vehicle sequence numbers

	Check
	If the vehicle_seq_number value is null or missing, set the record to be rejected.

	Result
	Sets incoming record status to BAD


	Condition
	Incoming data are older than what is in the database

	Check
	If there is a match with the database on vehicle_seq_number, and the transponder_update_date for the incoming record is older than the database, the record is flagged

	Result
	Sets incoming record status to OLDER_DATA


	Condition
	Incoming transponder_number does not match the vehicle

	Check
	If there is a match with the database on transponder_number but not a match on VIN the record is flagged 

	Result
	Sets incoming record status to TRANSPONDER_ID_EXISTS


4.7.8.19.3 Data Requirements

	Tag Name
	Mandatory / Optional
	Transaction
	Data Requirement

	VIN
	Mandatory
	T0024
	Data field shall not contain leading or trailing spaces. Allow leading zeroes. Warn on special characters that are not in A-Z, 0-9 ranges. 

	TRANSPONDER_NUMBER
	Optional
	T0024
	Data field shall not contain leading or trailing spaces. Allow leading zeroes and Null.  Warn on values not in A-F, 0-9 ranges. 


4.7.8.19.4 Conditional Processing

The SAFER database will not be updated if the existing record has more recent data.

4.7.8.20 Information Transmitted 

The Vehicle Transponder ID transaction shall consist of transponder information structured within a file as follows: 

Interface Header + Vehicle Transponder ID Transaction Header + {Vehicle Transponder ID}

The following Vehicle Transponder ID information shall be provided:

Table 4–15.  Vehicle Transponder ID (Input)

	Description
	Type
	XML Tag

	Vehicle VIN
	Mandatory
	VIN

	Vehicle Transponder ID
	Optional
	TRANSPONDER_NUMBER

	Update Date
	Mandatory
	TRANSPONDER_UPDATE_DATE


SAFER shall store no more than one transponder ID for a particular vehicle.  The transponder ID will replace any previously established transponder ID for a given VIN.

The VIN is mandatory and the transponder ID may be NULL to indicate that a transponder is no longer associated with a particular vehicle.

The transponder ID is sensitive information.  It shall only be sent to jurisdictions that the carrier has authorized to receive it.  A carrier authorizes a jurisdiction to receive the vehicle transponder IDs through the Carrier Authorization transaction.  The transponder ID may be sent to a jurisdiction if it has been authorized by a vehicle registrant or safety carriers.

T0025, IFTA Output Transaction

This interface is SAFER 04.02, T0019 01.00

Root Transaction Tag: T0025

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 01.00

Transaction Data Tags: IFTA_LICENSE
4.7.8.21 Transaction Parameters

4.7.8.21.1 Input for Web Services

The SAFER Web Services Transaction T0025 query transaction input shall consist of an invocation of the SaferQueryByDOT method with the following arguments:

	Argument
	Contents

	TransactionID
	T0025

	DotNumber
	USDOT Number of motor carrier

	LastUpdateDate
	Date of last update received by client

	StylesheetURL
	URL for user defined style-sheet

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.21.2 Input for XML / FTP

The T0025 schema is specified in Appendix L.

4.7.8.22  Interface Terminals

	Item
	Value

	Input source
	A state system, such as CVIEW, or equivalent

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output source
	A state system, such as CVIEW, or equivalent


4.7.8.22.1 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification.

4.7.8.22.2 FTP Output File Types

There are two modes of operation – baseline and update – in all output transactions.  SAFER Web Services responds with a baseline if the lastUpdateDate parameter of the query method is null, otherwise it responds with any records that have been updated in the SAFER data store since the date specified in the lastUpdateDate parameter of the query method.  The descriptions below apply in either case:

Server Side Conditional Processing

There is no server side conditional processing for this transaction yet.

Client Side Conditional Processing

Conditional processing is at the discretion of the state system.  The IFTA_UPDATE_DATE may be used to ensure that the local data store is not updated with old information.

4.7.8.23 Information Transmitted 

The IFTA transaction shall consist of IFTA account, name, and address information structured within a file.  See the example under Format / Record Layout below.  The format of each tag value is explained in Appendix A - Data Dictionary.

Interface Header + IFTA Transaction Header + {IFTA Account  + {IFTA Name + {IFTA Address}}}

The following IFTA Account information shall be provided:

Table 4–16.  IFTA Account (Input)

	Description
	Type
	XML Tag

	USDOT NUMBER of Associated Carrier
	Optional
	IFTA_CARRIER_ID_NUMBER

	Base Country Code
	Optional
	IFTA_ BASE_COUNTRY

	Base Jurisdiction (State/Province) Code
	Mandatory
	IFTA_BASE_STATE  

	IFTA Account Number
	Mandatory
	IFTA_LICENSE_NUMBER

	IFTA Status Code
	Mandatory
	IFTA_STATUS_CODE

	IFTA Status Code Update Date
	Mandatory
	IFTA_STATUS_DATE 

	IFTA Account Issue Date
	Optional
	IFTA_ISSUE_DATE 

	IFTA Account Expiration Date
	Optional
	IFTA_EXPIRE_DATE 

	IFTA Update Date
	Mandatory
	IFTA_UPDATE_DATE


A particular jurisdiction (state /province) may establish no more than one carrier (US DOT Number) for an IFTA account.  Since it is possible that two or more jurisdictions may maintain separate IFTA accounts for the same carrier, the same US DOT Number may exist for more than one IFTA account.

The following IFTA Name information shall be provided:

Table 4–17.  IFTA Name (Input)

	Description
	Type
	XML Tag

	Name Type
	Optional
	NAME_TYPE

	Name
	Optional
	NAME


If a transaction contains name information then both the Name Type and Name fields must be filled.

All of the names in the transaction shall completely replace all names previously established for an account.  If a name does not appear in the transaction, it will be deleted from the database for that account.

The following IFTA Address information shall be provided:

Table 4–18.  IFTA Address (Input)

	Description
	Type
	XML Tag

	Address Type
	Optional
	ADDRESS_TYPE

	Street Address Line 1
	Optional
	STREET_LINE_1

	Street Address Line 2
	Optional
	STREET_LINE_2

	PO Box
	Optional
	PO_BOX

	City
	Optional
	CITY

	Jurisdiction  (State / Province)
	Optional
	STATE

	Postal Code
	Optional
	ZIP_CODE

	County
	Optional
	COUNTY

	Colonia
	Optional
	COLONIA

	Country
	Optional
	COUNTRY


All of the addresses in the transaction shall completely replace all addresses previously established for a given account. All of the addresses for a particular account will be related to the names for that account according to the structure of the transaction.  If an address does not appear in the transaction, it will be deleted from the database for that account.

If any address information is provided, the Address Type field must be filled.
T0026, IRP Account Output Transaction

This interface is SAFER 04.02, T0026 01.00

Root Transaction Tag: T0026

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 01.00

Transaction Data Tags: IRP_ACCOUNT

4.7.8.24 Transaction Parameters

4.7.8.24.1  Input for Web Services

The SAFER Web Services Transaction T0026 query transaction input shall consist of an invocation of the SaferQueryByDOT method with the following arguments:

	Argument
	Contents

	TransactionID
	T0026

	DotNumber
	USDOT Number of motor carrier

	LastUpdateDate
	Date of last update received by client

	StylesheetURL
	URL for user defined style-sheet

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.24.2 Output

The T0026 schema is specified in Appendix L.

4.7.8.25 Interface Terminals

	Item
	Value

	Input source
	A state system, such as CVIEW, or equivalent

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output source
	A state system, such as CVIEW, or equivalent


4.7.8.25.1 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification.

4.7.8.25.2 FTP Output File Types

There are two modes of operation – baseline and update – in all output transactions.  SAFER Web Services responds with a baseline if the last UpdateDate parameter of the query method is null, otherwise it responds with any records that have been updated in the SAFER data store since the date specified in the last UpdateDate parameter of the query method.  The descriptions below apply in either case:
Server Side Conditional Processing

There is no server side conditional processing for this transaction yet.

Client Side Conditional Processing

Conditional processing is at the discretion of the state system.  The IRP_UPDATE_DATE may be used to ensure that the local data store is not updated with old information. 

4.7.8.26 Information Transmitted 

The IRP Account transaction shall consist of IRP account, name, and address information structured within a file as follows:

Interface Header + IRP Account Transaction Header + {IRP Account + {IRP Account Name + {IRP Account Address}}}

The following information shall be provided:

Table 4–19.  IRP Account (Output)

	Description
	Type
	XML Tag

	Base Country
	Mandatory
	IRP_BASE_COUNTRY

	Base Jurisdiction (State / Province)
	Mandatory
	IRP_BASE_STATE   

	Account Number
	Mandatory 
	IRP_ACCOUNT_NUMBER 

	Account Type
	Optional
	IRP_ACCOUNT_TYPE 

	Status Code
	Mandatory
	IRP_STATUS_CODE

	Status Code Update Date
	Mandatory
	IRP_STATUS_DATE

	USDOT Number of Account Owner
	Optional
	IRP_CARRIER_ID_NUMBER

	IRP Account Update Date
	Optional
	IRP_UPDATE_DATE


A particular jurisdiction (State / Province) may associate no more than one carrier (USDOT Number) to an IRP account.  Since it is possible that two or more separate jurisdictions may be maintaining separate IRP accounts for the same carrier, the same USDOT Number may exist for more than one IRP account.

The following IRP Name information shall be provided:

Table 4–20.  IRP Name (Output)

	Description 
	Type
	XML Tag

	Name Type
	Mandatory
	NAME_TYPE

	Name
	Mandatory
	NAME


If a transaction contains name information then both the Name Type and Name will be provided.

SAFER shall return between zero and two names for a particular IRP account in the IRP Account Output Transaction.  The following information shall be provided:

Table 4–21.  IRP Address (Output)

	Description
	Type
	XML Tags

	Address Type
	Mandatory
	ADDRESS_TYPE

	Street Address Line 1
	Optional
	STREET_LINE_1

	Street Address Line 2
	Optional
	STREET_LINE_2

	PO Box
	Optional
	PO_BOX

	City
	Mandatory
	CITY

	Jurisdiction (State / Province)
	Mandatory
	STATE

	Postal Code
	Mandatory
	ZIP_CODE

	County
	Optional
	COUNTY

	Colonia
	Optional
	COLONIA

	Country
	Optional
	COUNTRY


SAFER shall return between zero and two addresses for a particular IRP account in the IRP Account Output Transaction.

If Address information is included in the transaction, the fields identified as mandatory in Table 4-22 must be provided.  In addition, either STREET_LINE_1, or STREET_LINE_2 or PO_BOX must be provided.

T0027, IRP Fleet Output Transaction

This interface is SAFER 04.02, T0027 01.00

Root Transaction Tag: T0027

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 01.00

Transaction Data Tags: IRP_FLEET

4.7.8.27 Transaction Parameters




4.7.8.27.1 Input for Web Services

The SAFER Web Services Transaction T0027 query transaction input shall consist of an invocation of the SaferQueryByDOT method with the following arguments:

	Argument
	Contents

	TransactionID
	T0027

	DotNumber
	USDOT Number of motor carrier

	LastUpdateDate
	Date of last update received by client

	StylesheetURL
	URL for user defined style-sheet

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.27.2 Output

The T0027 schema is specified in Appendix L.

4.7.8.28 Interface Terminals

	Item
	Value

	Input source
	A state system, such as CVIEW, or equivalent

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output source
	A state system, such as CVIEW, or equivalent


4.7.8.28.1 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification.

4.7.8.28.2 FTP Output File Types

Server Side Conditional Processing

There is no server side conditional processing for this transaction.

Client Side Conditional Processing
Conditional processing is at the discretion of the state system.  The IRP_STATUS_UPDATE_DATE may be used to ensure that the local data store is not updated with old information.

Information Transmitted

The IRP Fleet transaction shall consist of IRP fleet, name, and address information structured within a file as follows:

Interface Header + IRP Fleet Transaction Header + {IRP Fleet + {IRP Fleet Name + {IRP Fleet Address}}}

The following IRP Fleet information shall be provided:

Table 4–22.  IRP Fleet (Output)

	Description
	Type
	XML Tag

	IRP Account Number
	Mandatory
	IRP_ACCOUNT_NUMBER

	Base Country
	Mandatory
	IRP_BASE_COUNTRY

	Base State
	Mandatory
	IRP_BASE_STATE

	Fleet Number
	Mandatory
	FLEET_NUMBER

	Fleet Status Code
	Mandatory
	FLEET_STATUS_CODE

	Fleet Status Code Update Date
	Mandatory
	FLEET_STATUS_DATE

	Fleet Expiration Date
	Mandatory
	FLEET_EXPIRE_DATE

	Update Date
	Mandatory
	FLEET_UPDATE_DATE


Many fleets may exist for a particular IRP account number.  Only one account may exist for a particular fleet.  The following IRP Fleet Name information shall be provided:

Table 4–23.  IRP Fleet Name (Output)

	Description 
	Type
	XML Tag

	Name Type
	Mandatory
	NAME_TYPE

	Name
	Mandatory
	NAME


If a transaction contains name information both the Name Type and Name will be provided.

SAFER shall return between zero and two names for a particular IRP Fleet, in the IRP Fleet Output Transaction.  The following IRP Fleet Address information shall be provided:

Table 4–24.  IRP Fleet Address (Output)

	Description
	Type
	XML Tag

	Address Type
	Mandatory
	ADDRESS_TYPE

	Street Address Line 1
	Optional
	STREET_LINE_1

	Street Address Line 2
	Optional
	STREET_LINE_2

	PO Box
	Optional
	PO_BOX

	City
	Mandatory
	CITY

	Jurisdiction  (State / Province)
	Mandatory
	STATE

	Postal Code
	Mandatory
	ZIP_CODE

	County
	Optional
	COUNTY

	Colonia
	Optional
	COLONIA

	Country
	Optional
	COUNTRY


SAFER shall return between zero and two addresses for a particular IRP fleet, in the IRP Fleet Output Transaction.

If Address information is included in the transaction, the fields identified as Mandatory in Table 4-25 must be provided.  In addition, either STREET_LINE_1, or STREET_LINE_2 or PO_BOX must be provided.

T0028V2, IRP Registration (Cab Card) Output Transaction

This interface is SAFER 04.02, T0028 01.00

Root Transaction Tag: T0028

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 01.00

Transaction Data Tags: IRP_REGISTRATION

4.7.8.29 Transaction Parameters

4.7.8.29.1 Input – Web Services Query By State and License Plate Number

The SAFER Web Services Transaction T0028 transaction input method call shall contain the following arguments to the SaferWebQueryByStatePlate method:

	Argument
	Contents

	TransactionID
	T0028V2

	State
	State code for the vehicle

	Plate
	License plate number for the vehicle

	LastUpdateDate
	Date of last update received by client

	StylesheetURL
	URL for user defined style-sheet

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.29.2 Input – Web Services Query By VIN

The SAFER Web Services Transaction T0028 transaction input method call shall contain the following arguments to the SaferWebQueryByVIN method:

	Argument
	Contents

	TransactionID
	T0028

	VIN
	VIN for the vehicle

	LastUpdateDate
	Date of last update received by client

	StylesheetURL
	URL for user defined style-sheet

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.29.3 Output

The T0028 schema is specified in Appendix L.

4.7.8.30 Interface Terminals

	Item
	Value

	Input source
	A state system, such as CVIEW, or equivalent

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output source
	A state system, such as CVIEW, or equivalent


4.7.8.30.1 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification.

4.7.8.30.2 FTP Output File Types

There are two modes of operation – baseline and update – in all output transactions.  SAFER Web Services responds with a baseline if the lastUpdateDate parameter of the query method is null, otherwise it responds with any records that have been updated in the SAFER data store since the date specified in the lastUpdateDate parameter of the query method.  The descriptions below apply in either case:

Server Side Conditional Processing

There is no conditional processing for this transaction on the server side.

Client Side Conditional Processing

Conditional processing is at the discretion of the state system.  The LAST_UPDATE_DATE may be used to ensure that the local data store is not updated with old information.

4.7.8.31 Information Transmitted 

The IRP Registration transaction shall consist of VIN, registration, and proration information structured within a file as follows: 

Interface Header + IRP-Reg Transaction Header + { IRP-VIN +  IRP-Registration + {IRP-Proration}}

Since a vehicle can be registered simultaneously in more than one jurisdiction, several records with the same VIN and different license plates may exist in any particular file.  However, only one license plate from any one jurisdiction may exist at a single time.  It is recommended that data stores allow multiple IRP-Reg records to be stored per vehicle.  If the license plate for a particular vehicle from a particular state already exists, the IRP-Reg and IRP-Proration information should be considered to be an update to and should not affect registrations from other states.  If a license plate does not exist for the state, the IRP-Reg and IRP-Proration information should be inserted in the data store without affecting any other registrations for the same vehicle.

Note that the vehicle transponder ID shall not appear in this transaction.  The transponder ID shall only be available through the electronic screening Vehicle Transponder ID Transaction to those jurisdictions that one or more of the vehicle carriers has authorized it to receive.

Note that the TITLE_JURISDICTION, if present in the transaction, may be either a full 4 character value (i.e., a 2 character Country code + a 2 character State Jurisdiction code as specified in Appendix B) or just the 2 character State Jurisdiction code, depending upon the original source of the IRP vehicle registration information.

The following IRP VIN information shall be provided:

Table 4–25.  IRP VIN (Output)

	Description
	Type
	XML Tag

	Vehicle Identification Number (VIN)
	Mandatory
	VIN

	Title Number
	Optional
	TITLE_NUMBER

	Title Country Code
	Optional
	TITLE_JURISDICTION 

	Title Jurisdiction Code
	Optional
	TITLE_JURISDICTION 

	Owner Name
	Optional
	OWNER_NAME

	Model Year
	Optional
	MODEL_YEAR

	Make
	Optional
	MAKE

	Vehicle Use Class Code
	Optional
	TYPE

	Model
	Optional
	MODEL

	Power Type Code
	Optional
	FUEL

	Unladen Weight
	Optional
	UNLADEN_WEIGHT

	Number of Axles or Seats
	Optional
	NUMBER_OF_AXLES


The following IRP Registration information shall be provided:

Table 4–26.  IRP Registration (Output)

	Description
	Type
	XML Tag

	License Plate Number
	Mandatory
	LICENSE_PLATE_NUMBER

	Base Country
	Conditional Mandatory
	IRP_BASE_COUNTRY

	License Plate Base Jurisdiction (State/Province)
	Mandatory
	IRP_BASE_STATE

	Carrier Vehicle Unit Number
	Optional
	UNIT_NUMBER

	Vehicle Last Update Date
	Mandatory
	LAST_UPDATE_DATE 

	Interstate / Intrastate Flag
	Mandatory
	INTERSTATE_FLAG

	Vehicle Status Code
	Mandatory
	IRP_STATUS_CODE

	Vehicle Status Update Date
	Mandatory
	IRP_STATUS_DATE

	IRP Account Number
	Mandatory
	IRP_ACCOUNT_NUMBER

	IRP Fleet Number
	Mandatory
	IRP_FLEET_NUMBER

	Vehicle Registration Start Date
	Mandatory
	REGISTRATION_START_DATE

	Base Vehicle Registration Expiration Date
	Mandatory
	REGISTRATION_EXPIRE_DATE 

	Operator's Name
	Optional
	OPERATOR_NAME

	Safety USDOT Number
	Conditional Mandatory
	SAFETY_CARRIER

	Account Owner USDOT Number
	Optional
	IRP_CARRIER_ID_NUMBER

	IFTA Account Number
	Optional
	IFTA_LICENSE_NUMBER

	Base Jurisdiction Licensed Gross Vehicle Weight
	Optional
	GVW

	Base Jurisdiction Licensed GVW Expiration Date
	Optional
	GVW_EXPIRE_DATE


Note: “Conditional Mandatory” means that the item is mandatory for PRISM; it is not mandatory for CVISN.

Note that the Interstate/Intrastate Flag allows this transaction to hold either interstate or intrastate information.  The information in this transaction is designed for use with interstate registrations.  If it is used for intrastate registrations the intrastate information should be compatible with the IRP information, but no checks or validations will be performed to ensure that this is the case.  Client systems ideally should not retain intrastate vehicles from other jurisdictions in their data store.

The base jurisdiction licensed gross vehicle weight and expiration date is redundant with the proration information.  If this information exists in the record, then one of the associated proration records will have the same values for the base jurisdiction.

The following IRP Proration information shall be provided:

Table 4–27.  IRP Proration (Output)

	Description
	Type
	XML Tag

	Prorate Country Code + Prorate Jurisdiction Code
	Mandatory
	IRP_JURISDICTION

	Prorate Jurisdiction Prorated Gross Vehicle Weight
	Mandatory
	IRP_WEIGHT_CARRIED

	Prorate Jurisdiction Prorated GVW Expiration Date
	Optional
	IRP_WEIGHT_EXPIRE_DATE


Zero or more sets of proration information shall be provided.

T0029, Vehicle Transponder ID Output Transaction

This interface is SAFER 04.02, T0029 01.00

Root Transaction Tag: T0029

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 01.00

Transaction Data Tags: VEHICLE_TRANSPONDER_ID
4.7.8.32 Transaction Parameters

4.7.8.32.1 Output

The T0029 schema is specified in Appendix L.

4.7.8.33  Interface Terminals

	Item
	Value

	Input source
	A state system, such as CVIEW, or equivalent

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output source
	A state system, such as CVIEW, or equivalent


4.7.8.33.1 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification.

4.7.8.33.2 FTP Output File Types

There are two modes of operation – baseline and update – in all output transactions.  SAFER Web Services responds with a baseline if the lastUpdateDate parameter of the query method is null, otherwise it responds with any records that have been updated in the SAFER data store since the date specified in the lastUpdateDate parameter of the query method.  The descriptions below apply in either case:

Server Side Conditional Processing

The query runs for specific values of JURISDICTION_CODE that have been authorized for some carriers.  Output includes only records with matching CVIS_DEFAULT_CARRIER and IRP_CARRIER_ID_NUMBER from the VEHICLE_REGISTRATION and CARRIER tables.

Client Side Conditional Processing

Regarding conditional processing on the receiving side:  the SAFER database does not maintain a separate update date-field for the transponder id field; so conditional processing does not apply.  The most recently processed information will be provided to the state system and should be used to update the local data store.

4.7.8.34 Information Transmitted 

The Vehicle Transponder ID transaction shall consist of transponder information structured within a file as follows: 

Interface Header + Vehicle Transponder ID Transaction Header + {Vehicle Transponder ID}

The following Vehicle Transponder ID information shall be provided:

Table 4–28.  Vehicle Transponder ID (Output)

	Description
	Type
	XML Tag

	Vehicle VIN
	Mandatory
	VIN

	Vehicle Transponder ID
	Optional
	TRANSPONDER_NUMBER

	Update Date
	Optional
	TRANSPONDER_UPDATE_DATE


SAFER shall store no more than one transponder ID for a particular vehicle.  The transponder ID will replace any previously established transponder ID for a given VIN.

The VIN is mandatory; the Transponder ID may be NULL to indicate that a transponder is no longer associated with a particular vehicle.

The transponder ID is sensitive information.  It shall only be sent to jurisdictions authorized by the carrier to receive it.  A carrier authorizes a jurisdiction to receive its vehicle transponder IDs through the Carrier Authorization transaction.  The transponder ID may be sent to a jurisdiction if a vehicle registrant or safety carriers has authorized the action.

T0030, Vehicle Inspection Summary Output Transaction

This interface is SAFER 04.02, T0030 01.00

Root Transaction Tag: T0030

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 01.00

Transaction Data Tags: VEHICLE_INSPECTION_SUMMARY

4.7.8.35 Transaction Parameters

4.7.8.35.1 Input – Web Services Query by State and License Plate Number

The SAFER Web Services Transaction T0030 transaction input method call shall contain the following arguments to the SaferQueryByStatePlate method:

	Argument
	Contents

	TransactionID
	T0030

	State
	State code for the vehicle

	Plate
	License plate number for the vehicle

	LastUpdateDate
	Date of last update received by the client

	StylesheetURL
	URL for user defined style-sheet

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.35.2 Input – Web Services Query By VIN

The SAFER Web Services Transaction T0030 transaction input method call shall contain the following arguments to the SaferQueryByVIN method:

	Argument
	Contents

	TransactionID
	T0030

	VIN
	VIN for the vehicle

	LastUpdateDate
	Date of last update received by the client

	StylesheetURL
	URL for user defined style-sheet

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.35.3 Output

The T0030 schema is specified in Appendix L.
4.7.8.36 Interface Terminals

	Item
	Value

	Input source
	A state system, such as CVIEW, or equivalent

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output source
	A state system, such as CVIEW, or equivalent


4.7.8.36.1 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification.

4.7.8.36.2 FTP Output File Types

There are two modes of operation – baseline and update – in all output transactions.  SAFER Web Services responds with a baseline if the lastUpdateDate parameter of the query method is null, otherwise it responds with any records that have been updated in the SAFER data store since the date specified in the lastUpdateDate parameter of the query method.  The descriptions below apply in either case:
Server Side Conditional Processing

On the SAFER side, the query results include only jurisdictions that match the data and which exist in the PRISM_JURISDICTION_LOOKUP table.

Client Side Conditional Processing

Regarding conditional processing on the receiving side: the SAFER database is the sole source of this information.  It is therefore unnecessary to use update date to prevent old data from overwriting newer data.  The most recently processed information will be provided to the state system and should be used to update the local data store.

4.7.8.37 Information Transmitted 

The Inspection Report Summary transaction shall consist of information structured within a file as follows:

Interface Header + Vehicle Inspection Summary Transaction Header + {IR Summary + Recent IR + Recent OOS}

Note that the information in this transaction is derived only from inspection reports that were sent to SAFER.  SAFER may not receive all inspection reports pertaining to a particular vehicle, so the summary only applies to a subset of the inspection reports that may exist.

The following IR Summary information, summarizing inspection reports received by SAFER for the identified license plate, shall be supplied:

Table 4–29.  IR Summary (Output)

	Description
	Type
	XML Tag

	License Plate Number
	Mandatory
	LICENSE_PLATE_NUMBER

	License Plate Base Country
	Mandatory
	LICENSE_PLATE_COUNTRY

	License Plate Base Jurisdiction (State/Province)
	Mandatory
	LICENSE_PLATE_STATE

	Summary Start Date
	Optional
	INSP_SUM_START_DATE 

	Summary End Date
	Optional
	INSP_SUM_END_DATE

	Total Inspections Received
	Optional
	INSP_SUM_INSPECTION_TOTAL

	Total Inspections involving Hazardous Materials
	Optional
	INSP_SUM_HM_INSPS 

	Total Inspections in which the vehicle was placed OOS
	Optional
	INSP_SUM_OOS_VEH_INSPS 

	Total number of OOS orders
	Optional
	INSP_SUM_OOS_ORDER_COUNT

	Total number of OOS violations
	Optional
	INSP_SUM_OOS_VIOL_COUNT


The following Recent IR information describing the most recent inspection shall be provided:

Table 4–30.  Recent IR (Output)

	Description
	Type
	XML Tag

	Date and Time of Inspection
	Optional
	INSPECTION_DATETIME

	Location of Inspection
	Optional
	INSPECTION_LOCATION

	Report Number of Inspection
	Optional
	INSPECTION_RPTNUM

	VIN Recorded in Inspection
	Optional
	INSPECTION_VIN

	DOT Number recorded in inspection
	Optional
	CARRIER_ID_NUMBER

	Issuance of CVSA certification
	Optional
	CVSA_CERT_FLAG

	Resulted in OOS, Yes / No
	Optional
	INSPECTION_OOS_FLAG


The fields CARRIER_ISSUING_AUTHORITY and TERMINAL_ID, which are part of the analogous EDI transaction, are obsolete and shall not be included.

The following Recent OOS information about the most recent inspection that has resulted in an OOS order shall be provided:

Table 4–31.  Recent OOS (Output)

	Description
	Type
	XML Tag

	Report Number of Inspection
	Optional
	OOS_RPTNUM

	VIN Recorded in Inspection
	Optional
	OOS_VIN 

	Condition / Time for OOS to be removed
	Optional
	OOS_UNTIL

	Date and Time of Inspection
	Optional
	OOS_DATETIME 

	Date OOS condition was verified to no longer exist
	Optional
	OOS_VERIFY_DATE


T0031, MCMIS Safety and Census Output Transaction

This interface is SAFER 04.02, T0031 01.00

Root Transaction Tag: T0031

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 01.00

Transaction Data Tags: MCMIS_SAFETY_CENSUS

4.7.8.38 Transaction Parameters 

4.7.8.38.1 Input – Web Services Query By US DOT Number

The SAFER Web Services Transaction T0031 transaction input method call shall issue the following arguments to the SaferQueryByDOT method:

	Argument
	Contents

	TransactionID
	T0031

	DotNumber
	DOT number for the motor carrier

	LastUpdateDate
	Date of last update received by the client

	StylesheetURL
	URL for user defined style-sheet

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.38.2 Input – Web Services Query By ICC Number

The SAFER Web Services Transaction T0031 transaction input method call shall issue the following arguments to the SaferQueryByICC method:

	Argument
	Contents

	TransactionID
	T0031

	IccNumber
	ICC number for the motor carrier

	LastUpdateDate
	Date of last update received by the client


4.7.8.38.3  Input – Web Services Query By MC/MX Number

The SAFER Web Services Transaction T0031 transaction input method call shall issue the following arguments to the SaferQueryByMCMX method:

	Argument
	Contents

	TransactionID
	T0031

	McOrMxNumber
	MC or MX number for the motor carrier

	LastUpdateDate
	Date of last update received by the client

	StylesheetURL
	URL for user defined style-sheet

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.38.4 Output

The T0031 schema is specified in Appendix L.

Interface Terminals

	Item
	Value

	Input source
	A state system, such as CVIEW, or equivalent

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output source
	A state system, such as CVIEW, or equivalent


4.7.8.38.5 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification.

4.7.8.38.6 FTP Output File Types

There are two modes of operation – baseline and update – in all output transactions.  SAFER Web Services responds with a baseline if the lastUpdateDate parameter of the query method is null, otherwise it responds with any records that have been updated in the SAFER data store since the date specified in the lastUpdateDate parameter of the query method.  The descriptions below apply in either case:
Server Side Conditional Processing

On the SAFER side, the query includes only records with REVIEW_TYPE in the CARRIER_REVIEW table that are equal to ‘F’.

Client Side Conditional Processing
Conditional processing on the receiving side is at the discretion of the state system.  The FILE_CREATE_DATE may be used to ensure that the local data store is not updated with old information.

4.7.8.39 Information Transmitted 

The MCMIS Safety and Census transaction shall consist of information structured within a file as follows:

Interface Header + MCMIS Transaction Header + {Carrier + {Classification} + {Cargo} + {HazMat} + {Review}}

The following Carrier information shall be provided:

Table 4–32.  Carrier (Output)

	Description
	Type
	XML Tag

	USDOT Number
	Mandatory
	CARRIER_ID_NUMBER

	ICC Docket #1
	Optional
	ICC_NUMBER_1

	ICC Docket #2
	Optional
	ICC_NUMBER_2

	ICC Docket #3
	Optional
	ICC_NUMBER_3

	State Carrier ID
	Optional
	STATE_CARRIER_ID

	Tax ID type
	Optional
	TAX_ID_TYPE

	Taxpayer ID, Federal Employer or SSN
	Optional
	TAX_ID_NUMBER

	Legal Name
	Mandatory
	CARRIER_NAME

	Census DBA Name
	Optional
	DBA_NAME 

	FHWA OIC Code
	Optional
	OIC_NUMBER

	FHWA Region Code
	Optional
	REGION_CODE 

	FHWA Territory Code
	Optional
	TERRITORY_CODE 

	Physical Street
	Mandatory
	STREET 

	Colonia
	Optional
	COLONIA 

	Physical City
	Mandatory
	CITY 

	State
	Mandatory
	STATE 

	Physical Zip Code
	Mandatory
	ZIP_CODE 

	Physical County
	Optional
	COUNTY_CODE 

	Country
	Optional
	COUNTRY

	Telephone #
	Optional
	TELEPHONE_NUMBER

	Fax #
	Optional
	FAX_NUMBER 

	E-Mail
	Optional
	EMAIL_ADDRESS 

	Mail Street
	Optional
	MAIL_STREET

	Mail Colonia
	Optional
	MAIL_COLONIA 

	Mail City
	Optional
	MAIL_CITY

	Mail State
	Optional
	MAIL_STATE

	Mail Zip Code
	Optional
	MAIL_ZIP_CODE 

	Mail County Code
	Optional
	MAIL_COUNTY_CODE 

	Mail Country
	Optional
	MAIL_COUNTRY

	Bus
	Optional
	BUS

	Qty Power Units
	Optional
	QUANTITY_POWER_UNITS 

	Qty Motor Coach
	Optional
	QUANTITY_MOTOR_COACHES

	Qty HM Tank Trailers
	Optional
	QUANTITY_HAZMAT_TANK_TRAILERS

	Qty HM Tank Trucks
	Optional
	QUANTITY_HAZMAT_TANK_TRUCKS 

	Qty Limousines
	Optional
	QUANTITY_LIMOS 

	Qty School Buses
	Optional
	QUANTITY_SCHOOL_BUSES

	Qty Trailers
	Optional
	QUANTITY_TRAILERS 

	Qty Truck Tractors
	Optional
	QUANTITY_TRUCK_TRACTORS

	Qty Trucks
	Optional
	QUANTITY_TRUCKS

	Qty Vans
	Optional
	QUANTITY_VANS

	Qty Cars
	Optional
	QUANTITY_CARS

	Qty Drivers
	Optional
	QUANTITY_DRIVERS

	Qty CDL Drivers
	Optional
	QUANTITY_DRIVERS_CDL

	Qty Interstate Drivers
	Optional
	QUANTITY_DRIVERS_INTERSTATE

	Qty Intrastate Drivers
	Optional
	QUANTITY_DRIVERS_INTRASTATE

	Status
	Mandatory
	MCMIS_STATUS

	Status Reason
	Optional
	MCMIS_REASON_INACTIVATED

	MCMIS Census and Safety Transaction Date
	Optional
	MCMIS_TRANSACTION_DATE

	Status Date
	Optional
	MCMIS_STATUS_DATE

	File Created Date
	Mandatory
	FILE_CREATE_DATE

	Date Added
	Mandatory
	DATE_ADDED

	Last Update Date / MCMIS Transact Date
	Optional
	LAST_UPDATE_DATE

	LU UserID
	Optional
	LAST_UPDATE_USERID 

	Carrier Placarded
	Optional
	CARRIER_HAZMAT_PLACARDED

	Entity / Company Type
	Mandatory
	ENTITY_TYPE 

	Carrier Operations - Interstate
	Optional
	CARRIER_INTERSTATE

	Carrier Operations - Intrastate Non-HM
	Optional
	CARRIER_INTRASTATE_NHM

	Carrier Operations - Intrastate HM
	Optional
	CARRIER_INTRASTATE_HM

	Shipper Operations Interstate
	Optional
	SHIPPER_INTERSTATE 

	Shipper Operations Intrastate HM
	Optional
	SHIPPER_INTRASTATE_HM 

	HazMat Status
	Optional
	HAZMAT_STATUS 

	Prior Date
	Optional
	PRIOR_DATE 

	Qty Inspections, 24 Months
	Optional
	QUANTITY_INSPECTIONS_LAST24 

	Qty HM Present, 24 Months
	Optional
	QUANTITY_HAZMAT_PRESENT_LAST24 

	Vehicle Inspections, 24 Months
	Optional
	VEHICLE_INSPECTIONS_LAST24

	Driver Inspections, 24 Months
	Optional
	DRIVER_INSPECTIONS_LAST24

	OOS Inspections
	Optional
	OOS_ALL_TYPES_LAST24 

	OOS Vehicle Inspections 
	Optional
	OOS_VEHICLE_INSPECTIONS_LAST24 

	OOS Driver Inspections 
	Optional
	OOS_DRIVER_INSPECTIONS_LAST24 

	OOS HM Inspections 
	Optional
	OOS_HAZMAT_INSPECTIONS_LAST24 

	Qty Inspections, 30 Months
	Optional
	QUANTITY_INSPECTIONS_LAST30 

	Qty Hazmat Present, 30 Months
	Optional
	QUANTITY_HAZMAT_PRESENT_LAST30 

	Vehicle Inspections, 30 Months
	Optional
	VEHICLE_INSPECTIONS_LAST30

	Driver Inspections, 30 Months
	Optional
	DRIVER_INSPECTIONS_LAST30 

	OOS Inspections - All Types, 30 Months
	Optional
	OOS_ALL_TYPES_LAST30 

	OOS Inspections - Vehicle, 30 Months
	Optional
	OOS_VEHICLE_INSPECTIONS_LAST30

	OOS Inspections - Driver, 30 Months
	Optional
	OOS_DRIVER_INSPECTIONS_LAST30

	MCMIS Census and Safety
	Optional
	OOS_HAZMAT_INSPECTIONS_LAST30

	Qty Inspections, 15 Months
	Optional
	QUANTITY_INSPECTIONS_LAST15 

	Qty Hazmat Present, 15 Months
	Optional
	QUANTITY_HAZMAT_PRESENT_LAST15 

	Vehicle Inspections, 15 Months
	Optional
	VEHICLE_INSPECTIONS_LAST15 

	Driver Inspections, 15 Months
	Optional
	DRIVER_INSPECTIONS_LAST15 

	OOS Inspections - All Types, 15 Month
	Optional
	 OOS_ALL_TYPES_LAST15 

	OOS Inspections - Vehicle, 15 Months
	Optional
	OOS_VEHICLE_INSPECTIONS_LAST15 

	OOS Inspections - Driver, 15 Months
	Optional
	OOS_DRIVER_INSPECTIONS_LAST15 

	OOS Inspections - Hazmat, 15 Months
	Optional
	OOS_HAZMAT_INSPECTIONS_LAST15 

	Violation Brakes
	Optional
	VIOLATION_BRAKES 

	Violation Lights
	Optional
	VIOLATION_LIGHTS 

	Violation Wheels
	Optional
	VIOLATION_WHEELS 

	Violation Steering
	Optional
	VIOLATION_STEERING

	Violation Medical Cert
	Optional
	VIOLATION_MEDICAL_CERTIFICATE 

	Violation Logs
	Optional
	VIOLATION_LOGS 

	Violation Hours
	Optional
	VIOLATION_HOURS 

	Violation License
	Optional
	VIOLATION_LICENSE 

	Violation Drugs
	Optional
	VIOLATION_DRUGS 

	Violation Traffic
	Optional
	VIOLATION_TRAFFIC

	Violation Papers
	Optional
	VIOLATION_PAPERS 

	Violation Placards
	Optional
	VIOLATION_PLACARDS 

	Violation Op Emer Resp
	Optional
	VIOLATION_OP_EMER_RESP 

	Violation Tank
	Optional
	VIOLATION_TANK 

	Violation Other
	Optional
	VIOLATION_OTHER 

	Safety Rating
	Optional
	SAFETY_RATING

	Rating Date
	Optional
	RATING_DATE 

	Investigator Code
	Optional
	REVIEW_INVESTIGATOR_CODE 

	Review Type
	Optional
	REVIEW_TYPE 

	Review Date
	Optional
	REVIEW_DATE 

	Recordable Crashes
	Optional
	RECORDABLE_CRASHES 

	Preventable Crashes
	Optional
	PREVENTABLE_CRASHES 

	Mileage
	Optional
	MILEAGE  

	REVIEW Medical Cert
	Optional
	REVIEW_MEDICAL_CERTIFICATE 

	REVIEW Logs
	Optional
	REVIEW_LOGS 

	REVIEW Hours
	Optional
	REVIEW_HOURS 

	REVIEW Drug Alcohol
	Optional
	REVIEW_DRUG_ALCOHOL 

	REVIEW License
	Optional
	REVIEW_LICENSE 

	REVIEW Traffic
	Optional
	REVIEW_TRAFFIC 

	REVIEW Papers
	Optional
	REVIEW_PAPERS 

	REVIEW Placards
	Optional
	REVIEW_PLACARDS 

	REVIEW Cargo Tank
	Optional
	REVIEW_CARGO_TANK 

	REVIEW Other
	Optional
	REVIEW_OTHER 

	Enforcement, Prior Cases
	Optional
	PRIOR_ENFORCEMENT_CASES 

	Follow-up Code
	Optional
	FOLLOW_UP_CODE 

	MCSIP Flag
	Optional
	MCSIP_FLAG

	MCSIP Level
	Optional
	MCSIP_LEVEL 

	MCSIP Level Date
	Optional
	MCSIP_LEVEL_DATE 

	MCSIP Entry Date
	Optional
	MCSIP_ENTRY_DATE 

	Safestat Indicator (Score)
	Optional
	SAFESTAT_RUN_INDICATOR 

	Safestat Date
	Optional
	SAFESTAT_DATE 

	Safestat Accident SEA
	Optional
	SAFESTAT_ACCIDENT_SEA 

	Safestat Category
	Optional
	SAFESTAT_CATEGORY

	Safestat Driver SEA
	Optional
	SAFESTAT_DRIVER_SEA

	Safestat Letters
	Optional
	SAFESTAT_LETTERS 

	Safestat Letter Date
	Optional
	SAFESTAT_LETTER_DATE 

	Safestat Management SEA
	Optional
	SAFESTAT_MANAGEMENT_SEA

	Safestat Score
	Optional
	SAFESTAT_INDICATOR 

	Safestat Vehicle SEA
	Optional
	SAFESTAT_VEHICLE_SEA 

	Safetynet Fatalities, 24 Month
	Optional
	SNET_FATAL_ACCIDENTS_LAST24 

	Safetynet Injuries, 24 Month
	Optional
	SNET_INJURY_ACCIDENTS_LAST24

	Safetynet Towaway Accidents, 24 Month
	Optional
	SNET_TOWAWAY_ACCIDENTS_LAST24 

	Safetynet Other, 24 Month
	Optional
	SNET_OTHER_ACCIDENTS_LAST24 

	Safetynet Total Accidents, 24 Month
	Optional
	SNET_TOTAL_ACCIDENTS_LAST24 

	Safetynet Fatalities, 15 Month
	Optional
	SNET_FATAL_ACCIDENTS_LAST15 

	Safetynet Injuries, 15 Month
	Optional
	SNET_INJURY_ACCIDENTS_LAST15

	Safetynet Towaway, 15 Month
	Optional
	SNET_TOWAWAY_ACCIDENTS_LAST15

	Safetynet Other, 15 Month
	Optional
	SNET_OTHER_ACCIDENTS_LAST15

	Safetynet Total, 15 Month
	Optional
	SNET_TOTAL_ACCIDENTS_LAST15

	Safetynet Fatalities, 30 Month
	Optional
	SNET_FATAL_ACCIDENTS_LAST30

	Safetynet Injuries, 30 Month
	Optional
	SNET_INJURY_ACCIDENTS_LAST30 

	Safetynet Towaway, 30 Month
	Optional
	SNET_TOWAWAY_ACCIDENTS_LAST30

	Safetynet Other, 30 Month
	Optional
	SNET_OTHER_ACCIDENTS_LAST30 

	Safetynet Total, 30 Month
	Optional
	SNET_TOTAL_ACCIDENTS_LAST30 

	State Data
	Optional
	STATE_DATA

	ISS Value/Score
	Optional
	ISS_SCORE 

	ISS Date
	Optional
	ISS_SCORE_DATE

	ISS Indicator
	Optional
	ISS_INDICATOR

	Dun and Bradstreet Num
	Optional
	DUNS_NUMBER

	MCMIS Census and Safety
	Optional
	HAZMAT_REG_DATE

	MCMIS Census and Safety
	Optional
	OOS_RESCIND_DATE

	MCS 150 Mileage
	Optional
	MCS150_MILEAGE

	MCS 150 Mileage Year
	Optional
	MCS150_MILEAGE_YEAR

	MCS 150 Update Date
	Optional
	MCS150_UPDATE_DATE


The following Classification information shall be provided:

Table 4–33.  Classification (Output)

	Description
	Type
	XML Tag

	Work Classification Code
	Mandatory
	CLASS_CODE

	Work Classification Description  (if Other)
	Optional
	CLASS_OTHER_DESC


The following Cargo information shall be provided:

Table 4–34.  Cargo (Output)

	Description
	Type
	XML Tag

	Cargo Classification Code
	Mandatory
	CARGO_CODE

	Cargo Classification Description (if Other)
	Optional
	CARGO_OTHER_DESC


The following HazMat information shall be provided:

Table 4–35.  HazMat (Output)

	Description
	Type
	XML Tag

	HM Code
	Mandatory
	HAZMAT_CODE

	HM Operation 
	Mandatory
	HAZMAT_CARRIED_SHIPPED

	HM Format
	Mandatory
	BULK_NONBULK


The following Review information shall be provided:

Table 4–36.  Review (Output)

	Description
	Type
	XML Tag

	Review Action - Administrative Handling
	Optional
	PLANNED_ACTION_ADMIN_HANDLING

	Review Action - OOS Order
	Optional
	PLANNED_ACTION_OOS_ORDER

	Review Action - Prosecution
	Optional
	PLANNED_ACTION_PROSECUTION

	Review Action - Compliance Monitoring
	Optional
	PLANNED_ACTION_COMPLIANCE_MON

	Review Date
	Optional
	REVIEW_DATE

	Review Investigator Code
	Optional
	REVIEW_INVESTIGATOR_CODE

	Review Mileage
	Optional
	MILEAGE

	Review Recordable Crashes
	Optional
	RECORDABLE_CRASHES

	Review OOS Vehicles - Checked during Review
	Optional
	OOS_VEH_CHECKED_DURING_REVIEW

	Review OOS Vehicles - Checked From Profile (MCMIS)
	Optional
	OOS_VEH_CHECKED_FROM_PROFILE

	Review Rating Date
	Optional
	RATING_DATE

	Review Reason – Subject Request
	Optional
	REVIEW_REASON_CARRIER_REQUEST

	Review Reason - Complaint
	Optional
	REVIEW_REASON_COMPLAINT

	Review Reason - Enforcement Follow-Up
	Optional
	REVIEW_REASON_ENF_FOLLOW_UP

	Review Reason - Initial 
	Optional
	REVIEW_REASON_INITIAL_CONTACT

	Review Reason - Other
	Optional
	REVIEW_REASON_OTHER

	Review Reason - Other Text
	Optional
	REVIEW_REASON_OTHER_DESC

	Review Reason - Priority List
	Optional
	REVIEW_REASON_PRIORITY_LIST

	Review Reason Not Rated
	Optional
	REVIEW_REASON_NOT_RATED

	Review Safety Factor 1 Rating
	Optional
	SAFETY_RATING_FACTOR_1

	Review Safety Factor 2 Rating
	Optional
	SAFETY_RATING_FACTOR_2

	Review Safety Factor 3 Rating
	Optional
	SAFETY_RATING_FACTOR_3

	Review Safety Factor 4 Rating
	Optional
	SAFETY_RATING_FACTOR_4

	Review Safety Factor 5 Rating
	Optional
	SAFETY_RATING_FACTOR_5

	Review Safety Factor 6 Rating
	Optional
	SAFETY_RATING_FACTOR_6

	Review Safety Rating
	Optional
	SAFETY_RATING

	Review Type
	Mandatory
	REVIEW_TYPE

	Review Vehicles - Checked during Review
	Optional
	VEH_CHECKED_DURING_REVIEW

	Review Vehicles - Checked From Profile (MCMIS)
	Optional
	VEH_CHECKED_FROM_PROFILE


T0031V2, MCMIS Safety and Census Output Transaction

This interface is SAFER 04.02, T0031 02.00

Root Transaction Tag: T0031

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 02.00

Transaction Data Tags: MCMIS_SAFETY_CENSUS

4.7.8.40 Transaction Parameters 

4.7.8.40.1 Input – Web Services Query By US DOT Number

The SAFER Web Services Transaction T0031 transaction input method call shall issue the following arguments to the SaferQueryByDOT method:

	Argument
	Contents

	TransactionID
	T0031V2

	DotNumber
	DOT number for the motor carrier

	LastUpdateDate
	Date of last update received by the client

	StylesheetURL
	URL for user defined style-sheet

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.40.2 Input – Web Services Query By ICC Number

The SAFER Web Services Transaction T0031V2 transaction input method call shall issue the following arguments to the SaferQueryByICC method:

	Argument
	Contents

	TransactionID
	T0031V2

	IccNumber
	ICC number for the motor carrier

	LastUpdateDate
	Date of last update received by the client


4.7.8.40.3  Input – Web Services Query By MC/MX Number

The SAFER Web Services Transaction T0031 transaction input method call shall issue the following arguments to the SaferQueryByMCMX method:

	Argument
	Contents

	TransactionID
	T0031V2

	McOrMxNumber
	MC or MX number for the motor carrier

	LastUpdateDate
	Date of last update received by the client

	StylesheetURL
	URL for user defined style-sheet

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.40.4 Output

The T0031V2 schema is specified in Appendix L.

Interface Terminals

	Item
	Value

	Input source
	A state system, such as CVIEW, or equivalent

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output source
	A state system, such as CVIEW, or equivalent


4.7.8.40.5 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification.

4.7.8.40.6 FTP Output File Types

There are two modes of operation – baseline and update – in all output transactions.  SAFER Web Services responds with a baseline if the lastUpdateDate parameter of the query method is null, otherwise it responds with any records that have been updated in the SAFER data store since the date specified in the lastUpdateDate parameter of the query method.  The descriptions below apply in either case:
Server Side Conditional Processing

On the SAFER side, the query includes only records with REVIEW_TYPE in the CARRIER_REVIEW table that are equal to ‘F’.

Client Side Conditional Processing
Conditional processing on the receiving side is at the discretion of the state system.  The FILE_CREATE_DATE may be used to ensure that the local data store is not updated with old information.

4.7.8.41 Information Transmitted 

The MCMIS Safety and Census transaction shall consist of information structured within a file as follows:

Interface Header + MCMIS Transaction Header + {Carrier + {Classification} + {Cargo} + {HazMat} + {Review}}

The following Carrier information shall be provided:

Table 4–37.  Carrier (Output)

	Description
	Type
	XML Tag

	USDOT Number
	Mandatory
	CARRIER_ID_NUMBER

	ICC Docket #1
	Optional
	ICC_NUMBER_1

	ICC Docket #2
	Optional
	ICC_NUMBER_2

	ICC Docket #3
	Optional
	ICC_NUMBER_3

	State Carrier ID
	Optional
	STATE_CARRIER_ID

	Tax ID type
	Optional
	TAX_ID_TYPE

	Taxpayer ID, Federal Employer or SSN
	Optional
	TAX_ID_NUMBER

	Legal Name
	Mandatory
	CARRIER_NAME

	Census DBA Name
	Optional
	DBA_NAME 

	FHWA OIC Code
	Optional
	OIC_NUMBER

	FHWA Region Code
	Optional
	REGION_CODE 

	FHWA Territory Code
	Optional
	TERRITORY_CODE 

	Physical Street
	Mandatory
	STREET

	Colonia
	Optional
	COLONIA 

	Physical City
	Mandatory
	CITY 

	State
	Mandatory
	STATE 

	Physical Zip Code
	Mandatory
	ZIP_CODE 

	Physical County
	Optional
	COUNTY_CODE 

	Country
	Optional
	COUNTRY

	Telephone #
	Optional
	TELEPHONE_NUMBER

	Fax #
	Optional
	FAX_NUMBER 

	E-Mail
	Optional
	EMAIL_ADDRESS 

	Mail Street
	Optional
	MAIL_STREET

	Mail Colonia
	Optional
	MAIL_COLONIA 

	Mail City
	Optional
	MAIL_CITY

	Mail State
	Optional
	MAIL_STATE

	Mail Zip Code
	Optional
	MAIL_ZIP_CODE 

	Mail County Code
	Optional
	MAIL_COUNTY_CODE 

	Mail Country
	Optional
	MAIL_COUNTRY

	Bus
	Optional
	BUS

	Qty Power Units
	Optional
	QUANTITY_POWER_UNITS 

	Qty Motor Coach
	Optional
	QUANTITY_MOTOR_COACHES

	Qty HM Tank Trailers
	Optional
	QUANTITY_HAZMAT_TANK_TRAILERS

	Qty HM Tank Trucks
	Optional
	QUANTITY_HAZMAT_TANK_TRUCKS 

	Qty Limousines
	Optional
	QUANTITY_LIMOS 

	Qty School Buses
	Optional
	QUANTITY_SCHOOL_BUSES

	Qty Trailers
	Optional
	QUANTITY_TRAILERS 

	Qty Truck Tractors
	Optional
	QUANTITY_TRUCK_TRACTORS

	Qty Trucks
	Optional
	QUANTITY_TRUCKS

	Qty Vans
	Optional
	QUANTITY_VANS

	Qty Cars
	Optional
	QUANTITY_CARS

	Qty Drivers
	Optional
	QUANTITY_DRIVERS

	Qty CDL Drivers
	Optional
	QUANTITY_DRIVERS_CDL

	Qty Interstate Drivers
	Optional
	QUANTITY_DRIVERS_INTERSTATE

	Qty Intrastate Drivers
	Optional
	QUANTITY_DRIVERS_INTRASTATE

	Status
	Mandatory
	MCMIS_STATUS

	Status Reason
	Optional
	MCMIS_REASON_INACTIVATED

	MCMIS Census and Safety Transaction Date
	Optional
	MCMIS_TRANSACTION_DATE

	Status Date
	Optional
	MCMIS_STATUS_DATE

	File Created Date
	Mandatory
	FILE_CREATE_DATE

	Date Added
	Mandatory
	DATE_ADDED

	Last Update Date / MCMIS Transact Date
	Optional
	LAST_UPDATE_DATE

	LU UserID
	Optional
	LAST_UPDATE_USERID 

	Carrier Placarded
	Optional
	CARRIER_HAZMAT_PLACARDED

	Entity / Company Type
	Mandatory
	ENTITY_TYPE 

	Carrier Operations - Interstate
	Optional
	CARRIER_INTERSTATE

	Carrier Operations - Intrastate Non-HM
	Optional
	CARRIER_INTRASTATE_NHM

	Carrier Operations - Intrastate HM
	Optional
	CARRIER_INTRASTATE_HM

	Shipper Operations Interstate
	Optional
	SHIPPER_INTERSTATE 

	Shipper Operations Intrastate HM
	Optional
	SHIPPER_INTRASTATE_HM 

	HazMat Status
	Optional
	HAZMAT_STATUS 

	Prior Date
	Optional
	PRIOR_DATE 

	Qty Inspections, 24 Months
	Optional
	QUANTITY_INSPECTIONS_LAST24 

	Qty HM Present, 24 Months
	Optional
	QUANTITY_HAZMAT_PRESENT_LAST24 

	Vehicle Inspections, 24 Months
	Optional
	VEHICLE_INSPECTIONS_LAST24

	Driver Inspections, 24 Months
	Optional
	DRIVER_INSPECTIONS_LAST24

	OOS Inspections
	Optional
	OOS_ALL_TYPES_LAST24 

	OOS Vehicle Inspections 
	Optional
	OOS_VEHICLE_INSPECTIONS_LAST24 

	OOS Driver Inspections 
	Optional
	OOS_DRIVER_INSPECTIONS_LAST24 

	OOS HM Inspections 
	Optional
	OOS_HAZMAT_INSPECTIONS_LAST24 

	Qty Inspections, 30 Months
	Optional
	QUANTITY_INSPECTIONS_LAST30 

	Qty Hazmat Present, 30 Months
	Optional
	QUANTITY_HAZMAT_PRESENT_LAST30 

	Vehicle Inspections, 30 Months
	Optional
	VEHICLE_INSPECTIONS_LAST30

	Driver Inspections, 30 Months
	Optional
	DRIVER_INSPECTIONS_LAST30 

	OOS Inspections - All Types, 30 Months
	Optional
	OOS_ALL_TYPES_LAST30 

	OOS Inspections - Vehicle, 30 Months
	Optional
	OOS_VEHICLE_INSPECTIONS_LAST30

	OOS Inspections - Driver, 30 Months
	Optional
	OOS_DRIVER_INSPECTIONS_LAST30

	MCMIS Census and Safety
	Optional
	OOS_HAZMAT_INSPECTIONS_LAST30

	Qty Inspections, 15 Months
	Optional
	QUANTITY_INSPECTIONS_LAST15 

	Qty Hazmat Present, 15 Months
	Optional
	QUANTITY_HAZMAT_PRESENT_LAST15 

	Vehicle Inspections, 15 Months
	Optional
	VEHICLE_INSPECTIONS_LAST15 

	Driver Inspections, 15 Months
	Optional
	DRIVER_INSPECTIONS_LAST15 

	OOS Inspections - All Types, 15 Month
	Optional
	 OOS_ALL_TYPES_LAST15 

	OOS Inspections - Vehicle, 15 Months
	Optional
	OOS_VEHICLE_INSPECTIONS_LAST15 

	OOS Inspections - Driver, 15 Months
	Optional
	OOS_DRIVER_INSPECTIONS_LAST15 

	OOS Inspections - Hazmat, 15 Months
	Optional
	OOS_HAZMAT_INSPECTIONS_LAST15 

	Violation Brakes
	Optional
	VIOLATION_BRAKES 

	Violation Lights
	Optional
	VIOLATION_LIGHTS 

	Violation Wheels
	Optional
	VIOLATION_WHEELS 

	Violation Steering
	Optional
	VIOLATION_STEERING

	Violation Medical Cert
	Optional
	VIOLATION_MEDICAL_CERTIFICATE 

	Violation Logs
	Optional
	VIOLATION_LOGS 

	Violation Hours
	Optional
	VIOLATION_HOURS 

	Violation License
	Optional
	VIOLATION_LICENSE 

	Violation Drugs
	Optional
	VIOLATION_DRUGS 

	Violation Traffic
	Optional
	VIOLATION_TRAFFIC

	Violation Papers
	Optional
	VIOLATION_PAPERS 

	Violation Placards
	Optional
	VIOLATION_PLACARDS 

	Violation Op Emer Resp
	Optional
	VIOLATION_OP_EMER_RESP 

	Violation Tank
	Optional
	VIOLATION_TANK 

	Violation Other
	Optional
	VIOLATION_OTHER 

	Safety Rating
	Optional
	SAFETY_RATING

	Rating Date
	Optional
	RATING_DATE 

	Investigator Code
	Optional
	REVIEW_INVESTIGATOR_CODE 

	Review Type
	Optional
	REVIEW_TYPE 

	Review Date
	Optional
	REVIEW_DATE 

	Recordable Crashes
	Optional
	RECORDABLE_CRASHES 

	Preventable Crashes
	Optional
	PREVENTABLE_CRASHES 

	Mileage
	Optional
	MILEAGE  

	REVIEW Medical Cert
	Optional
	REVIEW_MEDICAL_CERTIFICATE 

	REVIEW Logs
	Optional
	REVIEW_LOGS 

	REVIEW Hours
	Optional
	REVIEW_HOURS 

	REVIEW Drug Alcohol
	Optional
	REVIEW_DRUG_ALCOHOL 

	REVIEW License
	Optional
	REVIEW_LICENSE 

	REVIEW Traffic
	Optional
	REVIEW_TRAFFIC 

	REVIEW Papers
	Optional
	REVIEW_PAPERS 

	REVIEW Placards
	Optional
	REVIEW_PLACARDS 

	REVIEW Cargo Tank
	Optional
	REVIEW_CARGO_TANK 

	REVIEW Other
	Optional
	REVIEW_OTHER 

	Enforcement, Prior Cases
	Optional
	PRIOR_ENFORCEMENT_CASES 

	Follow-up Code
	Optional
	FOLLOW_UP_CODE 

	MCSIP Flag
	Optional
	MCSIP_FLAG

	MCSIP Level
	Optional
	MCSIP_LEVEL 

	MCSIP Level Date
	Optional
	MCSIP_LEVEL_DATE 

	MCSIP Entry Date
	Optional
	MCSIP_ENTRY_DATE 

	Safestat Indicator (Score)
	Optional
	SAFESTAT_RUN_INDICATOR 

	Safestat Date
	Optional
	SAFESTAT_DATE 

	Safestat Accident SEA
	Optional
	SAFESTAT_ACCIDENT_SEA 

	Safestat Category
	Optional
	SAFESTAT_CATEGORY

	Safestat Driver SEA
	Optional
	SAFESTAT_DRIVER_SEA

	Safestat Letters
	Optional
	SAFESTAT_LETTERS 

	Safestat Letter Date
	Optional
	SAFESTAT_LETTER_DATE 

	Safestat Management SEA
	Optional
	SAFESTAT_MANAGEMENT_SEA

	Safestat Score
	Optional
	SAFESTAT_INDICATOR 

	Safestat Vehicle SEA
	Optional
	SAFESTAT_VEHICLE_SEA 

	Safetynet Fatalities, 24 Month
	Optional
	SNET_FATAL_ACCIDENTS_LAST24 

	Safetynet Injuries, 24 Month
	Optional
	SNET_INJURY_ACCIDENTS_LAST24

	Safetynet Towaway Accidents, 24 Month
	Optional
	SNET_TOWAWAY_ACCIDENTS_LAST24 

	Safetynet Other, 24 Month
	Optional
	SNET_OTHER_ACCIDENTS_LAST24 

	Safetynet Total Accidents, 24 Month
	Optional
	SNET_TOTAL_ACCIDENTS_LAST24 

	Safetynet Fatalities, 15 Month
	Optional
	SNET_FATAL_ACCIDENTS_LAST15 

	Safetynet Injuries, 15 Month
	Optional
	SNET_INJURY_ACCIDENTS_LAST15

	Safetynet Towaway, 15 Month
	Optional
	SNET_TOWAWAY_ACCIDENTS_LAST15

	Safetynet Other, 15 Month
	Optional
	SNET_OTHER_ACCIDENTS_LAST15

	Safetynet Total, 15 Month
	Optional
	SNET_TOTAL_ACCIDENTS_LAST15

	Safetynet Fatalities, 30 Month
	Optional
	SNET_FATAL_ACCIDENTS_LAST30

	Safetynet Injuries, 30 Month
	Optional
	SNET_INJURY_ACCIDENTS_LAST30 

	Safetynet Towaway, 30 Month
	Optional
	SNET_TOWAWAY_ACCIDENTS_LAST30

	Safetynet Other, 30 Month
	Optional
	SNET_OTHER_ACCIDENTS_LAST30 

	Safetynet Total, 30 Month
	Optional
	SNET_TOTAL_ACCIDENTS_LAST30 

	State Data
	Optional
	STATE_DATA

	ISS Value/Score
	Optional
	ISS_SCORE 

	ISS Date
	Optional
	ISS_SCORE_DATE

	ISS Indicator
	Optional
	ISS_INDICATOR

	Dun and Bradstreet Num
	Optional
	DUNS_NUMBER

	MCMIS Census and Safety
	Optional
	HAZMAT_REG_DATE

	MCMIS Census and Safety
	Optional
	OOS_RESCIND_DATE

	MCS 150 Mileage
	Optional
	MCS150_MILEAGE

	MCS 150 Mileage Year
	Optional
	MCS150_MILEAGE_YEAR

	MCS 150 Update Date
	Optional
	MCS150_UPDATE_DATE


The following Classification information shall be provided:

Table 4–38.  Classification (Output)

	Description
	Type
	XML Tag

	Work Classification Code
	Mandatory
	CLASS_CODE

	Work Classification Description (if other)
	Optional
	CLASS_OTHER_DESC


The following Cargo information shall be provided:

Table 4–39.  Cargo (Output)

	Description
	Type
	XML Tag

	Cargo Classification Code
	Mandatory
	CARGO_CODE

	Cargo Classification Description (if other)
	Optional
	CARGO_OTHER_DESC


The following HazMat information shall be provided:

Table 4–40.  HazMat (Output)

	Description
	Type
	XML Tag

	HM Code
	Mandatory
	HAZMAT_CODE

	HM Operation 
	Mandatory
	HAZMAT_CARRIED_SHIPPED

	HM Format
	Mandatory
	BULK_NONBULK


The following Review information shall be provided:

Table 4–41.  Review (Output)

	Description
	Type
	XML Tag

	Review Action - Administrative Handling
	Optional
	PLANNED_ACTION_ADMIN_HANDLING

	Review Action - OOS Order
	Optional
	PLANNED_ACTION_OOS_ORDER

	Review Action - Prosecution
	Optional
	PLANNED_ACTION_PROSECUTION

	Review Action - Compliance Monitoring
	Optional
	PLANNED_ACTION_COMPLIANCE_MON

	Review Date
	Optional
	REVIEW_DATE

	Review Investigator Code
	Optional
	REVIEW_INVESTIGATOR_CODE

	Review Mileage
	Optional
	MILEAGE

	Review Recordable Crashes
	Optional
	RECORDABLE_CRASHES

	Review OOS Vehicles - Checked during Review
	Optional
	OOS_VEH_CHECKED_DURING_REVIEW

	Review OOS Vehicles - Checked From Profile (MCMIS)
	Optional
	OOS_VEH_CHECKED_FROM_PROFILE

	Review Rating Date
	Optional
	RATING_DATE

	Review Reason – Subject Request
	Optional
	REVIEW_REASON_CARRIER_REQUEST

	Review Reason - Complaint
	Optional
	REVIEW_REASON_COMPLAINT

	Review Reason - Enforcement Follow-Up
	Optional
	REVIEW_REASON_ENF_FOLLOW_UP

	Review Reason - Initial 
	Optional
	REVIEW_REASON_INITIAL_CONTACT

	Review Reason - Other
	Optional
	REVIEW_REASON_OTHER

	Review Reason - Other Text
	Optional
	REVIEW_REASON_OTHER_DESC

	Review Reason - Priority List
	Optional
	REVIEW_REASON_PRIORITY_LIST

	Review Reason Not Rated
	Optional
	REVIEW_REASON_NOT_RATED

	Review Safety Factor 1 Rating
	Optional
	SAFETY_RATING_FACTOR_1

	Review Safety Factor 2 Rating
	Optional
	SAFETY_RATING_FACTOR_2

	Review Safety Factor 3 Rating
	Optional
	SAFETY_RATING_FACTOR_3

	Review Safety Factor 4 Rating
	Optional
	SAFETY_RATING_FACTOR_4

	Review Safety Factor 5 Rating
	Optional
	SAFETY_RATING_FACTOR_5

	Review Safety Factor 6 Rating
	Optional
	SAFETY_RATING_FACTOR_6

	Review Safety Rating
	Optional
	SAFETY_RATING

	Review Type
	Mandatory
	REVIEW_TYPE

	Review Vehicles - Checked during Review
	Optional
	VEH_CHECKED_DURING_REVIEW

	Review Vehicles - Checked From Profile (MCMIS)
	Optional
	VEH_CHECKED_FROM_PROFILE


T0032, Licensing and Insurance Output Transaction

This interface is SAFER 04.02, T0032 01.00

Root Transaction Tag: T0032

Interface Name: SAFER

Interface Version: 04.02

Transaction Version: 01.00

Transaction Data Tags: LICENSING_INSURANCE

4.7.8.42 Transaction Parameters

4.7.8.42.1 Input – Web Services Query By US DOT Number

The SAFER Web Services Transaction T0032 transaction input shall consist of an invocation of the SaferQueryByDOT method with the following arguments:

	Argument
	Contents

	TransactionID
	T0032

	DotNumber
	USDOT Number of motor carrier

	LastUpdateDate
	Date of last update received by the client

	StylesheetURL
	URL for user defined style-sheet

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.42.2 Input - Web Services Query By ICC Number

The SAFER Web Services Transaction T0032 transaction input method call shall issue the following arguments to the SaferQueryByICC method:

	Argument
	Contents

	TransactionID
	T0032

	IccNumber
	ICC number for the motor carrier

	LastUpdateDate
	Date of last update received by the client

	StylesheetURL
	URL for user defined style-sheet

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.42.3  Input - Web Services Query By MC/MX Number

The SAFER Web Services Transaction T0032 transaction input method call shall issue the following arguments to the SaferQueryByMCMX method:

	Argument
	Contents

	TransactionID
	T0032

	McOrMxNumber
	MC or MX number for the motor carrier

	LastUpdateDate
	Date of last update received by the client

	StylesheetURL
	URL for user defined style-sheet

	Username
	Username for authentication

	Password
	Password for authentication


4.7.8.42.4 Output

The T0032 schema is specified in Appendix L.

4.7.8.43  Interface Terminals

	Item
	Value

	Input source
	A state system, such as CVIEW, or equivalent

	Input destination
	SAFER 5.1

	Output source
	SAFER 5.1

	Output source
	A state system, such as CVIEW, or equivalent


4.7.8.43.1 Format / Record Layout

Refer to the schema for this transaction in Appendix L for the complete XML specification. 

4.7.8.43.2 FTP Output File Types

There are two modes of operation – baseline and update – in all output transactions.  SAFER Web Services responds with a baseline if the lastUpdateDate parameter of the query method is null, otherwise it responds with any records that have been updated in the SAFER data store since the date specified in the lastUpdateDate parameter of the query method.  The descriptions below apply in either case:
Server Side Conditional Processing

There is no conditional processing in SAFER for this transaction yet.  The output is derived from the carrier_li_detail and carrier_li_detail.

Client Side Conditional Processing

Conditional processing on the receiving side is at the discretion of the state system. 

4.7.8.44 Information Transmitted

The Licensing and Insurance (LI) information shall be structured within a file as follows:

Interface Header + Licensing and Insurance Transaction Header + {Licensing and Insurance - Primary + {Licensing and Insurance - Detail }}

The following Licensing and Insurance – Primary information shall be provided:

Table 4–42.  Licensing and Insurance – Primary (Output)

	Description
	Type
	XML Tag

	USDOT Number
	Mandatory
	CARRIER_ID_NUMBER 

	ICC DOCKET Number
	Mandatory
	DOCKET_NUMBER 

	Docket Number Prefix 
	Optional
	PREFIX 

	Canadian ID
	Optional
	CANADIAN_ID

	Mexican RFC
	Optional
	MEXICAN_RFC 

	Mexican Op Authority
	Optional
	MEXICAN_OP_AUTHORITY 

	Legal Name
	Optional
	INSURANCE_ENTITY_NAME 

	DBA Name
	Optional
	INSURANCE_DBA_NAME 

	Mexican Territory
	Optional
	MEXICAN_TERRITORY 

	Common Authority Status 
	Mandatory
	COMMON_AUTH_STATUS 

	Common Reason Inactive 
	Optional
	COMMON_AUTH_REASON_INACTIVE 

	Common Date Inactive 
	Optional
	COMMON_AUTH_DATE_INACTIVE 

	Contract Authority Status 
	Mandatory
	CONTRACT_AUTH_STATUS 

	Contract Reason Inactive
	Optional
	CONTRACT_AUTH_REASON_INACTIVE 

	Contract Date Inactive
	Optional
	CONTRACT_AUTH_DATE_INACTIVE 

	Broker Authority Status
	Mandatory
	BROKER_AUTH_STATUS 

	Broker Reason Inactive
	Optional
	BROKER_AUTH_REASON_INACTIVE 

	Broker Date Inactive
	Optional
	BROKER_AUTH_DATE_INACTIVE 

	Liability Insurance Amount
	Optional
	LIABILITY_INSURANCE_AMOUNT 

	Liability Insurance Required
	Mandatory
	LIABILITY_INSURANCE_REQD 

	Liability Insurance Status
	Mandatory
	LIABILITY_INSURANCE_STATUS 

	Liability Insurance Summary
	Mandatory
	LIABILITY_INSURANCE_SUMMARY 

	Cargo Insurance Required
	Mandatory
	CARGO_INSURANCE_REQD 

	Cargo Insurance Status
	Mandatory
	CARGO_INSURANCE_STATUS 

	Cargo Insurance Summary
	Mandatory
	CARGO_INSURANCE_SUMMARY 

	Bond/Trust Fund Required
	Mandatory
	BOND_TRUST_FUND_REQD 

	Bond/Trust Fund Status
	Mandatory
	BOND_TRUST_FUND_STATUS 

	Bond / Trust fund Summary
	Mandatory
	BOND_TRUST_FUND_SUMMARY 

	Data Effective Date
	Mandatory
	DATA_EFFECTIVE_DATE 


The following Licensing and Insurance – Detail information shall be provided:

Table 4–43.  Licensing and Insurance – Detail (Output)

	Description
	Type
	XML Tag

	Insurance Type
	Optional
	INSURANCE_TYPE 

	Insurer
	Optional
	INSURER 

	Policy Number
	Optional
	POLICY_NUMBER 

	Effective Date
	Optional
	POLICY_EFFECTIVE_DATE 

	Coverage Low Amount 
	Optional
	COVERAGE_LOW_AMOUNT

	Coverage High Amount 
	Optional
	COVERAGE_HIGH_AMOUNT 

	Cancellation Effective Date
	Optional
	CANCELLATION_EFFECTIVE_DATE 

	Data Effective Date
	Optional
	DATA_EFFECTIVE_DATE 
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