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DAY 1

Session



Description




Time


Arrival







8:45 – 9:00

1 pdn

Welcome and Introduction (20 minutes)



9:00 – 9:20

· Who should attend this course?

· What type of material is to be covered?

· Course outline

2 pdn

Introduction to Safety Information Exchange (40 minutes)
9:20 – 10:00

· Overview of Safety Information Exchange

· New Safety Systems: SAFER & CVIEW

· Snapshots & Safety Reports

· Why do we want to exchange safety and credentials data

· How does SAFER/CVIEW fit into ITS/CVO? Who interfaces with SAFER & CVIEW? (MCMIS, SAFER, CVIEW, ROC, ASPEN, etc.)



BREAK







10:00 – 10:15

3 pdn

Operational Concepts (50 minutes)




10:15 – 11:05


· What services are provided?

· What type of data is stored in CVIEW?

· What data is exchanged with other systems?

· How does CVIEW provide data to users and systems?

· Views

· Data Formats (EDI, AFF, …)

· Supported Communication Methods

4 jhp

System Overview (15 minutes)




11:05 – 11:20

· Their System Diagram

· System Overview: Hardware

· System Overview: COTS Software

· Production Virginia CVIEW Hardware and Functions Diagram

· Details about the Functionality on the Hardware at Virginia

5 jhp
CVIEW Networking (15 minutes)




11:20 – 11:35

· Networking and how CVIEW uses it (TCP/IP, modem, LANs, WANs, routers, NICs, etc.)

· TCP/IP

· Client/Server

· CVOSS Network Diagram

· Production Virginia CVIEW and Networks

· Client VPN Solutions:

· PPTP

· IPSec



LUNCH







11:35 – 12:35

6 jhp

Microsoft Windows NT (15 minutes)



12:35 – 12:50

· Knowledge in the following areas, as it pertains specifically to CVIEW

· Microsoft Windows NT 4.0 Server

· Security

· User Ids and passwords

· Linkage of users to mail accounts

· Services

· What is a Microsoft service?

· How do I control services (including CVIEW)?

· CVIEW and other related NT services (RAS, Oracle (TNS Listener, RPC, SMTP, POP3)

7 aam

Standard Procedures (70 minutes)




12:50 – 2:00

· Startup of CVIEW Service

· SAFER Carrier Update Verifications

· Vehicle Update Verifications

· SAFER IR Verification

· IRP Verification

· Monitor ROC Subscription Downloads

· Monitor Database Size

· Monitor and Clean Up Temp Files and Logs



BREAK







2:00 – 2:15

8 aam

System Configuration (20 minutes)




2:15 – 2:35
· System Initialization Files (INI files)

9 jhp

Change and Problem Tracking (20 minutes)


2:35 – 2:55

· Configuration Management and Change Control

· APL responsible for new requirements, tweaks, and bug fixes.

· Problem report forms

· New feature request forms

10 pdn

CVIEW Versions (10 minutes)




2:55 – 3:05

· What are the planned changes to CVIEW in CY 2000?

DAY 2

Session



Description




Time


Arrival







8:45 – 9:00

11 eck

Using OpCon (70 minutes)





9:00 – 10:10

· Session Objectives

· Starting and exiting from OpCon

· Organization Manager

· User Manager

· Subscription Manager

· OpCon requirements

· OpCon’s interactions with Oracle and Windows

· OpCon operational notes

· Reporting OpCon problems

· Missing features, and planned features

· Discussion



BREAK







10:10 – 10:25

12 eck

Laboratory Exercises (Hands-on by the students) (70 minutes)
10:25 – 11:35

· The Instructor should take the Students through examples of Subscriptions for both Carrier and Vehicle Data

· The Instructor should take the Students through the full set of Queries, for both Carrier and Vehicle Data

· The Instructor should cover Inspection Reports and where/when/how to send them to SAFER or CVIEW

· View Definitions

13 jhp

Wrap-up (15 minutes)





11:35 – 11:50

· Any questions

· References

· Points of contact

· Roles and Responsibilities (APL’s, state’s)

· Issues ( Help Desk (use one)

· Recommended support courses for operators

· Comments on this course

· Course evaluation
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