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What Already Exists? 


3. What Already Exists?

Key components already exist for carrier, state and CVISN core infrastructure systems.  These include state legacy systems that process intrastate safety and supporting credential data, communications systems to exchange information, Internet capabilities, and Web sites and client applications, e.g., ASPEN, to distribute information.  In addition, there are commercially available products that support CVISN in terms of data mapping and translation between systems.  The following sections provide a summary of products used by carriers, states, and the CVISN core infrastructure, plus a summary of the data interchange standards that are the backbone of the CVISN architecture. 

3.1 Products Used By Carriers And Other Third Party Users

With the development of the Internet, carriers have access to electronic information via e-mail and various other communications protocols.  With the establishment of the Safety and Fitness Electronic Records (SAFER) Web site, interstate carriers have access to their own safety records that are stored in the Motor Carrier Management Information System (MCMIS) and updated weekly on the SAFER system.  The SAFER Web site also provides access to Licensing and Insurance information for those carriers required to obtain insurance and federal operating authority.

3.2 Products Used By States

Many states today use a variety of software applications for exchanging safety information electronically.  These are divided into state infrastructure systems, which include the Commercial Vehicle Information Exchange Window (CVIEW) and SAFETYNET systems; state roadside systems, which include ASPEN, the Past Inspection Query (PIQ), the Inspection Selection System (ISS) and the Roadside Operations Computer (ROC); and other applications that fall into neither category such as the Carrier Automated Performance Review Information (CAPRI) application.  A more detailed description of each application/system is provided below. 

3.2.1 State Infrastructure Systems

3.2.1.1 Commercial Vehicle Information Exchange Window (CVIEW)
3.2.1.1.1 Description

CVIEW, or its equivalent, is a state system that collects information from the commercial vehicle (CV) credentialing and tax systems to formulate segments of the interstate carrier, vehicle, and (future) driver snapshots and reports for exchange within the state (e.g., to roadside sites) and with the SAFER system.  Each state is responsible for maintaining the credential segments of the snapshots for interstate carriers and for vehicles based within the state.  CVIEW is also responsible for assembling and storing complete snapshots for intrastate carriers and vehicles and making that data available to the roadside and other state agencies.  The flow of information between SAFER, CVIEW, and a state’s legacy systems is depicted in the Figure 3-1.
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Figure 3‑1.  Safety Information Exchange Among SAFER, CVIEW and 
State Legacy Systems
In addition to snapshot-related functions, CVIEW, or its equivalent, is expected to serve as the single interface system for ASPEN units in the field.  ASPEN will upload and retrieve inspection reports to/from SAFER via CVIEW.  CVIEW has similar Data Mailbox facilities as SAFER to facilitate the exchange of information among state users within the state agencies. 

In CVISN Level 1, there is a requirement to implement CVIEW or its equivalent for snapshot exchange within the state.  CVIEW is a distributed version of the FMCSA-developed SAFER system.  It is owned by and located in a state.  The functions that CVIEW, or its equivalent, will perform are listed below.

· Provide for the electronic exchange of state-based interstate carrier and vehicle credential data between state source/legacy systems, users, and SAFER 

· Provide for the electronic exchange of intrastate carrier and vehicle snapshot data between state source systems and users

· Serve as the repository for a state-selected subset of interstate carrier and vehicle safety and credential data

· Serve as the repository for a state-selected subset of intrastate carrier and vehicle safety and credential data

· Provide inter- and intrastate carrier and vehicle safety and credential data to the roadside to support electronic screening and other roadside operations

The storage of snapshot data in CVIEW and the flow of snapshot information among users and systems via wide-area network communications is depicted in Figure 3-2.
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Figure 3-2.  CVIEW Design Overview

3.2.1.1.2 Information Flow

CVIEW does on a State level what SAFER does nationally.  It has the potential to consolidate safety, registration, taxation and permit information for intrastate carriers from state “legacy” systems that house these data and make it available electronically to roadside locations.  The CVIEW software is essentially a “clone” of the SAFER software except that it runs at the State level and it supports custom interfaces to communicate with each of the state’s legacy systems using legacy system interfaces (LSIs) in cases where EDI data exchange is not available.

CVIEW can send and retrieve safety and credentials data to/from SAFER.  It can subscribe to SAFER on behalf of the entire state, receive carrier, driver (future), and vehicle snapshot updates from SAFER on a periodic basis, and forward that data to each user (e.g., each ASPEN system) in the state.  To support data exchange functions, CVIEW incorporates a data mailbox system similar to the one used by SAFER, referred to as the CVIEW Data Mailbox (CDM).  CVIEW can also (optionally) send interstate registration, taxation and permitting data to SAFER.

The flow of information through CVIEW is depicted in the figures below.  The bolded or blue highlighted text, if this document is printed in color, denotes the relevant data flows in the figures.

In Figure 3-3, Flow 1 represents the transmission of registration and fuel tax information from state legacy systems, via legacy system interfaces (LSIs), to the state’s CVIEW system.  This flow is essential for intrastate data and may be optionally used for interstate data instead of the clearinghouse route.  Via the subscription process, CVIEW sends SAFER interstate credential data received from the state (Flow 2).  CVIEW also receives interstate credentials data (obtained from the Clearinghouses and the Licensing and Insurance system) from SAFER and sends inter- and intrastate credential data to the roadside, Flows 3 and 4, respectively.
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Figure 3-3.  CVIEW Credential Information Flow

In Figure 3-4, Flow 1 represents the transmission of vehicle and/or driver inspection data from the roadside, via the ASPEN client or equivalent, to a state’s CVIEW system.  CVIEW doesn’t store the inspection data but rather passes it through to SAFER (Flow 2), where it is stored for a forty-five day period.  Flows 3 and 4 represent the return of one or more inspection reports from SAFER through CVIEW to the roadside in response to a query from a user via the Past Inspection Query application (PIQ).  Note, Flows 1, 2, 3 and 4 are future CVIEW capabilities that will be incorporated in Version 3.0 of the software.  Today, inspection reports are sent to and stored in SAFER (Flow 5) and retrieved from SAFER via PIQ (Flow 6).  SAFER sends inspection data to MCMIS and the state’s SAFETYNET system via the SAFER Data Mailbox (SDM) in Flows 7 and 8, respectively.  Compliance Review data, crash data, enforcement data, and manually generated inspection reports are sent to SAFETYNET from other sources within the state (Flow 9) and transmitted to MCMIS via the SAFER Data Mailbox system (Flows 10 and 11).  Based on the safety data received from SAFETYNET and the roadside, MCMIS generates safety snapshot data, a concise collection of interstate carrier census and summary safety information, which it sends to SAFER on a weekly basis (Flow 12).  Via the subscription process, SAFER transmits safety and credential snapshot data to CVIEW, which in turn, is sent by CVIEW to the roadside operations computer (ROC) (Flows 13 and 14, respectively).  Based on current configurations, SAFER sends weekly updates of safety data to the ISS clients via the subscription process (Flow 15).  Although CVIEW is capable of performing this function, no CVIEW systems are currently configured to perform that operation.
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Figure 3-4.  CVIEW Safety Information Flow
3.2.1.2 SAFETYNET

3.2.1.2.1 Description

SAFETYNET is a cooperative effort to share motor carrier information among States and the FMCSA.  The SAFETYNET system consists of software located in state and federal offices, a communications component, which provides for the electronic transmission of data from these offices to the FMCSA mainframe computer in Washington, D.C., and software which resides on the FMCSA mainframe computer to process the data and load it into the Motor Carrier Management Information System (MCMIS).

The SAFETYNET software is an automated information management system designed to assist motor carrier safety offices in monitoring the safety performance of interstate and intrastate commercial motor carriers.  In 1998, the FMCSA released SAFETYNET Version 9.0a, which integrated separate state and federal office functions into a single application.  Prior to that, the SAFETYNET system was primarily used by only state offices.

The newest version of SAFETYNET, SAFETYNET 2000, is expected to be released in CY 2000.  It is being re-written as a 32-bit Windows-based application that will use the SAFER system, i.e., the SAFER Data Mailbox, to send and retrieve information to/from the Motor Carrier Management Information System (MCMIS).

3.2.1.2.2 Information Flow

The flow of information through SAFETYNET is depicted in Figure 3-5.  The bolded or blue highlighted text, if this document is printed in color, denotes the relevant data flows in the figure.
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Figure 3-5.  SAFETYNET Safety Information Flow

In Figure 3-5, Flow 1 represents the transmission of vehicle and/or driver inspection data from the ASPEN client or equivalent, to SAFER via the SAFER Data Mailbox where it is stored for a forty-five day period.  Previously stored inspections can be retrieved from SAFER via the Past Inspection Query (PIQ) application, which also interacts with SAFER via the SDM (Flow 2).  SAFER sends inspection data to MCMIS and the state’s SAFETYNET system via the SAFER Data Mailbox (SDM) in Flows 3 and 4, respectively.  Compliance Review data, electronically recorded using CAPRI, crash data, enforcement data, and manually generated inspection reports are sent to SAFETYNET from other sources within the state (Flow 5) and transmitted to MCMIS via the SAFER Data Mailbox system (Flows 6 and 7).  Based on the safety data received from SAFETYNET and the roadside, MCMIS generates safety snapshot data, a concise collection of interstate carrier census and summary safety information, which it sends to SAFER on a weekly basis (Flow 8).  Via the subscription process, SAFER transmits safety snapshot data to the ISS (Flow 9).  SAFER could send snapshot data to the ROC (Flow 10); however, there are no ROC subscriptions currently defined on the SAFER system.

3.2.1.3 State Roadside System

3.2.1.3.1 Description

3.2.1.3.1.1 ASPEN

The FMCSA has developed and is deploying pen- and laptop-based computer software and communications for the conduct of roadside driver/vehicle inspections.  This system, called ASPEN, is designed to improve the accuracy of inspection information and the availability of electronic inspection data to users.

Over 2,000 state highway officers in 40 states including the U.S. commonwealth islands use ASPEN.  It has been in use since 1995 and has undergone several progressive development phases to stay current with new advances in technology and the increasing sophistication of state and national information systems.  ASPEN executes on both portable pen-computers and police cruiser mounted laptops known as Mobile Data Terminals (MDT).

ASPEN facilitates the electronic collection and transmittal of inspection data to state data management systems (SAFETYNET) and from there into the national Motor Carrier Management Information System (MCMIS).  This is accomplished through either direct communications with SAFETYNET or via the use of the SAFER Data Mailbox, a component of the SAFER system (see Figure 3-4, to see the relationship between ASPEN and SAFER when a CVIEW system is involved).  Inspection data sent to SAFER is stored for a 45 day period during which any stored inspection can be retrieved via the Past Inspection Query (PIQ) application, described below.

Inspection data is used in the process of generating carrier snapshots and carrier profiles.  Inspections, along with accident data, provide the basis for carrier safety performance measures, which are computed via the SafeStat algorithm.  This safety performance data is fed back to the Inspection Selection System in ASPEN to provide an effective mechanism to ensure greater levels of safety on the nation's highways.

3.2.1.3.1.2 Inspection Selection System (ISS)

A critical feature of ASPEN is the Inspection Selection System (ISS), an algorithm which helps target problem carriers while helping inspectors avoid performing repetitive inspections of carriers with good safety performance records.  The system quickly accesses identification and safety statistics on any of the nation's 450,000 + motor carriers based on the USDOT number found on the side of commercial vehicles.  It also provides officers with tips on likely safety problems based on previous inspections of the carrier.

Carrier census and safety data needed by the ISS algorithm is stored locally on the pen or laptop client computer.  If the client machine has the ability to communicate with SAFER, it receives weekly updates of that information from SAFER via the SAFER Data Mailbox.  This function could also be performed by having the client interact with CVIEW via the CDM.

3.2.1.3.1.3 Past Inspection Query (PIQ)

PIQ is an information retrieval application that allows federal and state law enforcement personnel to quickly obtain recent past vehicle safety inspections on any vehicle regardless of where the inspection was performed.

PIQ executes on roadside desktop, laptop, and pen computers.  It links to the SAFER system, via the SAFER Data Mailbox, to query and retrieve past inspections based on power unit plate number and state ID.  These “past” inspections are saved in SAFER for a 45 day period.  Using PIQ, inspection reports can be queried and retrieved at the roadside within seconds of a user’s request (see Figure 3-4, to see the relationship between PIQ and SAFER when a CVIEW system is involved).

3.2.1.3.1.4 Roadside Operations Computer (ROC)

The Roadside Operations Computer (ROC) is designed to perform the roadside electronic screening functions proposed in the Commercial Vehicle Information Systems and Networks (CVISN) architecture.  The purpose of the system is to make more efficient use of inspection resources by automatically signaling illegal or high-risk vehicles to pull in for inspection and generally allowing safe and legal vehicles to bypass.  Pull-in rates for vehicles are calculated based on screening criteria set at the ROC, using safety and credential snapshot data obtained from either SAFER (see Figure 3-6), CVIEW, or its equivalent (see Figure 3-4).
The flow of information from SAFER through ASPEN, PIQ, ISS, and the ROC is depicted in Figure 3-6 below.  The bolded (or blue highlighted text if this document is printed in color) denotes the relevant data flows in the figure.
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Figure 3-6.  ASPEN, PIQ, ISS, ROC Safety Information Flow
In Figure 3-6, Flow 1 represents the transmission of vehicle and/or driver inspection data from the ASPEN client or equivalent, to SAFER via the SAFER Data Mailbox where it is stored for a forty-five day period.  Previously stored inspections can be retrieved from SAFER via the Past Inspection Query (PIQ) application, which also interacts with SAFER via the SDM (Flow 2). SAFER sends inspection data to MCMIS and the state’s SAFETYNET system via the SAFER Data Mailbox (SDM) in Flows 3 and 4, respectively.  Compliance Review data, crash data, enforcement data, and manually generated inspection reports are sent to SAFETYNET from other sources within the state (Flow 5) and transmitted to MCMIS via the SAFER Data Mailbox system (Flows 6 and 7).  Based on the safety data received from SAFETYNET and the roadside, MCMIS generates safety snapshot data, a concise collection of interstate carrier census and summary safety information, which it sends to SAFER on a weekly basis (Flow 8).  Via the subscription process, SAFER transmits safety snapshot data to the ISS (Flow 9).  SAFER could send snapshot data to the ROC (Flow 10); however, there are no ROC subscriptions currently defined on the SAFER system.
3.2.1.4 Other State Systems

3.2.1.4.1   Carrier Automated Performance Review Information (CAPRI)

The FMCSA has implemented software to conduct Compliance Reviews (CRs) on laptop computers by all Federal and most State investigators.  CRs are on-site reviews of carriers and hazardous material shippers that cover compliance with critical parts of the Federal Motor Carrier Safety Regulations. 

The software that supports the electronic capture of CR data is called Carrier Automated Performance Review Information (CAPRI).  Currently, CAPRI transmits completed CRs to SAFETYNET via floppy disk transfer, or, if in a local area network environment, by storing a completed CR on a designated disk drive that SAFETYNET accesses directly.  Future plans include being able to transfer CRs from CAPRI to SAFETYNET via the SAFER Data Mailbox.

3.3 CVISN Core Infrastructure Systems

3.3.1 Motor Carrier Management Information System

3.3.1.1 Description

The Motor Carrier Management Information System (MCMIS) is the national system that consolidates and processes motor carrier safety data from sources throughout the U.S.  It operates on a mainframe computer at the Transportation Computer Center at DOT Headquarters in Washington, D.C.  The system contains safety records in excess of 450,000 active interstate motor carriers, over 150,000 safety and compliance reviews, and supports the addition of approximately 2 million roadside inspection records and 100,000 crash records annually.

All interstate motor carriers (private and for hire) are required to identify themselves to the FMCSA using the MCS-150 form.  It provides basic carrier identification information and data on the type and size of their operations.  After the registration process is completed, a USDOT number is issued to the carrier, which the carrier must post on all of its vehicles.  

MCMIS provides many types of consolidated data and reports back to State and Federal SAFETYNET systems, mostly by electronic means.  Carrier profiles and prioritizations based on algorithms that consider all of a carrier’s safety data are principal examples.  Carriers, for which Compliance Reviews have been conducted, are also given a Safety Fitness Rating.  Much of this information is available to industry and the public via written request, a toll-free phone number, or the Internet.

MCMIS, via the SAFER system, supplies carrier ID and historical safety data for each interstate carrier to the ASPEN ISS (Inspection Selection System) which is an algorithm to prioritize vehicles for inspection at the roadside.  SAFER obtains that information from MCMIS on a weekly basis.  The weekly update to SAFER contains all records on MCMIS that have had census and/or safety changes during the previous week.  It includes, for each interstate carrier, ID information such as USDOT and ICC number, name and address, and summarized safety data from past inspections, compliance reviews, crashes, and enforcement activities.

The flow of information through MCMIS is depicted in the figure below.  The bolded or blue highlighted text, if this document is printed in color, denotes the relevant data flows in the figure.

3.3.1.2 MCMIS Safety Information Flow

In Figure 3-7, Flow 1 represents the transmission of vehicle and/or driver inspection data from the ASPEN client or equivalent, to SAFER via the SAFER Data Mailbox where it is stored for a forty-five day period.  Previously stored inspections can be retrieved from SAFER via the Past Inspection Query (PIQ) application, which also interacts with SAFER via the SDM (Flow 2). SAFER sends inspection data to MCMIS and the state’s SAFETYNET system via the SAFER Data Mailbox (SDM) in Flows 3 and 4, respectively.  Compliance Review data, crash data, enforcement data, and manually generated inspection reports are sent to SAFETYNET from other sources within the state (Flow 5) and transmitted to MCMIS via the SAFER Data Mailbox system (Flows 6 and 7).  Based on the safety data received from SAFETYNET and the roadside, MCMIS generates safety snapshot data, a concise collection of interstate carrier census and summary safety information, which it sends to SAFER on a weekly basis (Flow 8).  Via the subscription process, SAFER transmits safety snapshot data to the ISS (Flow 9).  SAFER could send snapshot data to the ROC (Flow 10); however, there are no ROC subscriptions currently defined on the SAFER system.
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Figure 3-7.  MCMIS Safety Information Flow
Planned Next Steps

The MCMIS application is currently being re-designed based on a client-server paradigm and a relational data model.  The most significant impact of this re-design effort on users will be the shift towards the use of web-based communications as opposed to the mainframe-based methods used today.  Also, it is expected that the new system will be capable of processing both inter- and intrastate carrier safety information, which is currently limited to only interstate data.  More information on this development effort will be available as the design progresses.

3.3.2 Safety and Fitness Electronic Records System

3.3.2.1 Description

SAFER is a federal system that provides standardized carrier, vehicle, and driver (future) datasets (snapshots and reports) containing safety and credentials information to authorized users within a few seconds of a user's request.  The SAFER Data Mailbox component facilitates the exchange of information between roadside sites and administrative centers by acting as a temporary repository for data files and messages.

The primary function of SAFER is to provide users timely, electronic access to safety and credential data via one or more wide area network (WAN) communication links (see figure below).  This information includes identity data about carriers, vehicles, and drivers, summaries of past safety performance histories (inspections, accidents, and other data) and supporting credential information needed to support electronic screening activities at the roadside, e.g., electronic cab card data, and summary IRP and IFTA data.

SAFER provides users with either a summary safety record (“snapshot”), or a more detailed report.  Two such reports are the carrier profile and vehicle/driver inspection reports.  SAFER supports on-line query and response for snapshot and report information. 

One of SAFER’s primary objectives is to increase the efficiency and effectiveness of the inspection process at the roadside.  The SAFER system currently provides carrier, vehicle, and driver safety and credentials information to fixed and mobile roadside inspection stations.  This allows roadside inspectors to focus their efforts on high-risk areas; i.e., selecting vehicles and/or drivers for inspection based on the number of prior carrier inspections and its safety and credential history. 

SAFER allows users to request, via subscriptions, that specific snapshots are sent to them automatically when substantial change in the data occurs.  Users can also specify the types of change that triggers transmission of subscription requests.  To utilize these system functions, users will require, at a minimum, a computer system, a user account, and the ability to connect to one of the several WANs supported by SAFER.

An overview of the SAFER design is shown in Figure 3-8.  The flow of information through SAFER is depicted in Figures 3-9 and 3-10, below.  The bolded (or blue highlighted text if this document is printed in color) denotes the relevant data flows in the figures.
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Figure 3-8.  SAFER Design Overview

3.3.2.2 Information Flow

3.3.2.2.1 SAFER Credential Information Flow

All States support systems for the administration of the International Registration Plan (IRP) for commercial vehicles and the International Fuel Tax Agreement (IFTA) for interstate operations. IRP and IFTA Clearinghouses, national information systems designed to assemble in one database certain information about the registration and fuel taxation of interstate carriers and vehicles, respectively, have been developed.

The carrier licensing (“authority”) and insurance certification required by the former Interstate Commerce Commission (ICC) remain in effect for most for-hire carriers (about 85,000 carriers).  In Figure 3-9, the Licensing and Insurance (L & I) system registers these carriers (Flow1), tracks their insurance, and sends a summary of that information to SAFER for display on the SAFER Web and for incorporation into carrier snapshots (Flow 2).
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Figure 3-9.  SAFER Credentials Information Flow
In Flow 3, State IRP/IFTA systems send certain data to the national clearinghouses.  It is not decided yet if this will be just demographic data or will include tax status information.  It is envisioned that national clearinghouses will send updates of vehicle registration and fuel taxation data to SAFER for distribution (Flow 4).

SAFER includes IRP, IFTA and insurance (for hire) credential data in the snapshot for interstate carriers and vehicles and “pushes” this information to ASPEN and other roadside users (Flow 5). Figure 3-3, illustrates the relationship between credentials data exchange and SAFER when a CVIEW system is involved.
The delivery of interstate safety, registration and taxation information to the roadside may be handled by interstate clearinghouses such as MCMIS, IRP, and IFTA and distributed via SAFER.  However, states will be participating to varying levels in the IRP and IFTA Clearinghouses for interstate data.  Additionally, some method is needed to deliver similar intrastate data to roadside locations within a State.  These data are not processed in the clearinghouses and are not uniform from State to State.  In most cases, there is no roadside access to intrastate vehicle registration, fuel taxation and permit data within a State.  An underlying problem is there was no uniform way of identifying intrastate carriers, as there was with the USDOT registration for interstate carriers.  Some States have intrastate carrier registration and carrier numbers, however, many do not.

The solution recommended for CVISN Level 1 is that states implement CVIEW or an equivalent system to handle information exchange about intrastate carriers and vehicles.  CVIEW can also be used to provide credentials to SAFER for interstate carriers and vehicles based in that state.

3.3.2.2.2 SAFER Safety Information Flow

In Figure 3-10, Flow 1 represents the transmission of vehicle and/or driver inspection data from the ASPEN client or equivalent, to SAFER via the SAFER Data Mailbox where it is stored for a forty-five day period.  Previously stored inspections can be retrieved from SAFER via the Past Inspection Query (PIQ) application, which also interacts with SAFER via the SDM (Flow 2). SAFER sends inspection data to MCMIS and the state’s SAFETYNET system via the SAFER Data Mailbox (SDM) in Flows 3 and 4, respectively.  Compliance Review data, crash data, enforcement data, and manually generated inspection reports are sent to SAFETYNET from other sources within the state (Flow 5) and transmitted to MCMIS via the SAFER Data Mailbox system (Flows 6 and 7).  Based on the safety data received from SAFETYNET and the roadside, MCMIS generates safety snapshot data, a concise collection of interstate carrier census and summary safety information, which it sends to SAFER on a weekly basis (Flow 8).  Via the subscription process, SAFER transmits safety snapshot data to the ISS (Flow 9).  SAFER could send snapshot data to the ROC (Flow 10); however, there are no ROC subscriptions currently defined on the SAFER system.
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Figure 3-10.  SAFER Safety Information Flow
3.3.3 Commercial Driver License Information System

3.3.3.1 Description

The Commercial Driver’s License Information System (CDLIS) was developed to support the commercial driver's licensing process performed by the states.  CDLIS is a transaction routing (or “pointer”) system that permits states to share CDL information.  CDLIS has been operational since 1992.

The flow of information through CDLIS is depicted in the Figure 3-11.  The bolded or blue highlighted text, if this document is printed in color, denotes the relevant data flows in the figure.

3.3.3.2 CDLIS Credential Information Flow

In Figure 3-11, Flow 1 represents both a query and its response to/from ASPEN via direct dial-up communications to TML, an authorized, independent communications company with access rights to CDLIS, to obtain either summary or detailed information regarding a commercial driver's license from the CDLIS system.  TML uses the CDLIS Pointer system (Flow 2) to determine which state Department of Motor Vehicles (DMV) contains the requested information. The query is forwarded to the appropriate state’s DMV.  It returns the requested information to ASPEN via the TML link (Flows 3, 2 and 1 respectively).


Figure 3-11.  CDLIS Credential Information Flow
In the future, users connecting directly to SAFER will be able to establish a web-based link to CDLIS via a TML Web server.  For example, an ASPEN user, having connected wirelessly to SAFER via a Bell Atlantic CDPD method, would be able to query CDLIS via an onboard web browser over the existing CDPD link to SAFER.  Linkage from SAFER to TML will be accomplished via the FTS2000 WAN.  SAFER will handle the routing from one network to another on behalf of the user, e.g., Bell Atlantic to FTS2000.  Note, this network routing approach still needs to be prototyped and tested. 

3.4 Data Interchange Standards

Use of ANSI ASC X12 EDI transaction sets is part of the CVISN architecture.  The SAFER and CVIEW systems use transaction set (TS) 285 for processing safety and supporting credential data.  TS 997 and TS 824 are used to acknowledge that a transaction is received.  TS 284 will support the exchange of various types of safety reports, e.g., inspection reports.  The following transaction sets support safety data exchange:

TS 285
CV Safety & Credentials Information Exchange (snapshots)

TS 284
Commercial Vehicle Safety Reports

TS 824
Application Advice 

TS 997
Functional Acknowledgement

Commercial products are available that map standard data formats to and from the format required by the standard, if necessary.  

Implementation Guides (see the CVISN Web Site at http://www.jhuapl.edu/cvisn) are available for the transaction sets currently used in CVISN.  
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