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Interoperability Issues/Status


9. Interoperability Issues/Status

The interoperability issues related to Safety Information Exchange are concentrated on the ability to exchange safety information and relate it to other information.  Different legacy systems typically use different identifiers as look-up keys.  The white paper on standard identifiers (Reference 13) provides detailed guidance on establishing a workable approach.

9.1 Issues

1. How will safety-related identifiers be crossed-referenced to credentials-related identifiers?  

First, an assessment of interstate carrier identifiers: For safety purposes, the United States Department of Transportation (USDOT) number is the main identifier (ID).  For the International Fuel Tax Agreement (IFTA), the taxpayer ID is the main identifier.  For the International Registration Plan (IRP), the IRP account number is used.  The MCS-150 form captures many key identifiers (USDOT number, motor carrier operating authority number issued by the FMCSA or Interstate Commerce Commission, Dun & Bradstreet business number, taxpayer identifier) for carriers.  Data from the MCS-150 are entered into the Motor Carrier Management Information System (MCMIS) database.  The data from MCMIS is entered into the Safety and Fitness Electronic Records (SAFER) snapshot database.  However, at this time, there is no requirement to keep that part of the MCMIS database up to date.

Under the Performance and Registration Information Systems Management (PRISM) processes, each vehicle must be associated with a safety carrier (using USDOT number to identify the carrier).  The carrier’s safety record is checked when the vehicle is registered.  This provides an annual opportunity to confirm the carrier ID associated with each vehicle, and hence, to tie safety and IRP data together.

IFTA registration allows, but does not usually require that the USDOT be captured.  If applicants routinely supplied the USDOT number, then a linkage between safety and IFTA data could be established.

Cross-referencing credentials and safety data will require a concerted effort.  Linking the data together provides a better opportunity to identify high-risk operators.  

2. Systems that were specified to handle interstate data should be evaluated to verify that they can also handle intrastate data.

Inspections are conducted on both intrastate and interstate operators.  A copy of each inspection report, whether intrastate or interstate will be held in SAFER to facilitate access.  To report and access intrastate inspections, the systems involved (ASPEN, CVIEW, SAFER, SAFETYNET) must be able to handle the identifiers used by the states for intrastate carriers.  At this point in time, intrastate carriers are not required to have USDOT numbers, so that means that state-specific identifiers will be used.

9.2 Interoperability Tests

Interoperability tests for safety information exchange functions are being defined according to the criteria in the CVISN Operational and Architectural Compatibility Handbook (COACH) Part 5, Interoperability Test Criteria (Reference 6).  The CVISN Interoperability Test Suite Package (References 19-21) explains the test scenarios, cases, procedures, and data.  The tests are divided into two categories: those that test the interaction between pairs of products (pairwise tests) and those that verify a more complete functional thread (end-to-end tests).  A complete list of tests planned for development that are related to credentials functions will be published as part of the next version of the Interoperability Testing Strategy (Reference 33).   
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