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10. Lessons Learned – Safety Information Exchange

This chapter contains “Lessons Learned” in the area of Safety Information Exchange.  Specifically, the states were asked to respond to the following questions:

· What you did right that you’d recommend to other states.  

· What you didn’t do that you wish you had.  

· What issues you wish you could have settled earlier.  

· What requirements turned out to be key drivers for design.  

· What design choices you considered and rejected/chose and why, etc.

10.1 Lessons Learned – California

What you did right that you'd recommend some other state repeat?

· Agreed to the concept that CVISN required a multi-agency and industry effort.

· Approved over 100 carriers who volunteered to participate in this demonstration project either directly, through agents, or through leasing companies.

What you didn't do that you wish you had?

· Seek federal funding through earmarks for funds committed.

· Evaluate, in detail, the availability and functionality of core infrastructure systems.

· State teams attending the workshops should demand significant break out sessions for open state interaction.

· Be concerned about lack of qualified vendors to support CVISN development.

What issues you wish you could have settled earlier?

· Finalize and encumber all federal funds early in the project, rather than on a year-by-year basis.

· Reduce the gap time between planning workshops.

What requirements turned out to be the key drivers for design?

· Development of the interfaces to all legacy systems in their native mode rather than EDI.

· Combining the CI/CVIEW functionality into a single computer platform.

What design choices you considered and rejected/chose and why, etc.?

· Rejection of a separate CI and CVIEW to minimize maintenance of test and operational systems.

· Choosing to produce final documents versus temporary documents as requested by the industry.

10.2 Lessons Learned – Colorado 

· Colorado has long been involved in the MCSAP program.  Cooperation between the State Patrol, the Port of Entry, and local police entities has resulted in identifying and removing unsafe commercial vehicles from the traffic flow.

· It was a "quick hit" to arm these officers with the tools necessary for them to become more productive in their jobs.  It was easy to issue laptops with the ASPEN programs on them, get e-mail addresses for these officers, and subscribe to a SAFER mailbox.    The end results are that both locally and nationally the results of these inspections are known in a near real-time fashion.  That assists the "safe" companies, in that they are not continually stopped for inspections, and it assists the citizens by insuring that unsafe vehicles are either fixed or are put out-of-service.  

· One of the things we haven't done is to fully populate our database in the fixed locations before we disseminated it.  If we had associated VIN numbers to USDOT numbers from our IRP system to the PRISM system, we could then have assigned the SAFER scores.  This would have eased the burden on our officers who have to collect the USDOT number from vehicles that they encounter.

10.3 Lessons Learned – Connecticut

No information was available from Connecticut at the time of publication of this document.

10.4 Lessons Learned – Kentucky 

· Safety data may be several months old and unsatisfactory for use

· Citations, OOS, and credential information must be transmitted/received immediately to be effective.  

10.5 Lessons Learned – Maryland

The lessons learned in Maryland have been incorporated throughout this document.

10.6 Lessons Learned – Michigan

In summary, Michigan has found that proper staffing and a strong commitment at the very beginning can avoid many pitfalls and lead to a much smoother project. 

10.7 Lessons Learned – Minnesota

No information was available from Minnesota at the time of publication of this document.

10.8 Lessons Learned – Oregon

No information was available from Oregon at the time of publication of this document.

10.9 Lessons Learned – Virginia

What went right:
· Employed enforcement personnel with computer knowledge to test equipment prior to deployment.
· Trained enforcement personnel with knowledgeable peers using a tiered approach. 
· Timed purchase of ASPEN hardware to obtain best hardware available thereby maximizing useable life.
What we didn’t do, but should have:
· Purchased laptop in lieu of pen based ASPEN computers.
What requirements were key drivers for design:
· Requirement for a state CVIEW.
10.10 Lessons Learned – Washington

· On screening software, an Enforcement Officer can enter an OOS inspection or correct an OOS inspection.
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