CVISN Guide to Safety Information Exchange
Introduction


1. Introduction

Safety Information Exchange is one of the three key program areas in Commercial Vehicle Information Systems and Networks (CVISN).  The CVISN Guide to Safety Information Exchange provides reference information and offers advice about implementing safety information exchange functions in CVISN.

This is one in a series of guides.  The other guides are available from the CVISN Web site (http://www.jhuapl.edu/cvisn/).  The list of CVISN Guides is shown in Figure 1–1.
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Figure 1–1.  CVISN Guides

Factors to Consider in Safety Information Exchange

Some factors to consider when working in the safety information exchange area are: 

· One of the more critical decisions a state needs to make is how to integrate inter- and intrastate safety information and provide it to the roadside to facilitate electronic screening and inspection operations, i.e., will a state plan on building and deploying a Commercial Vehicle Information Exchange Window (CVIEW) system, such as the Federal Motor Carrier Safety Administration (FMCSA)-developed CVIEW or an equivalent system, or will it plan on using Safety and Fitness Electronic Records (SAFER) to fill that role.

· The development process for CVIEW or the interface to SAFER will need to accommodate the characteristics of legacy systems that currently process safety and supporting credential data.  If these systems are commercial-off-the-shelf (COTS) products (as opposed to custom state systems), close cooperation with the product vendors is essential to success.  Procurement and subcontract management will be very important components of a successful safety information exchange program.
· It is important for states to establish the habit of monitoring external events as their project proceeds.  The CVISN Deployment Workshops are intended to provide a snapshot of the “CVISN world status,” but time marches on and things change.  The project manager should identify useful Web sites and points of contact to monitor key external factors that may benefit (or harm) the project.  Some examples of these are:

· Status of safety information exchange products, e.g., ASPEN, SAFER, CVIEW, SAFETYNET

· Development of new technologies such as the eXtensible Markup Language (XML)

· Progress of safety information exchange efforts in other states

· Activities of state associations such as Commercial Vehicle Safety Alliance (CVSA), American Association of Motor Vehicle Administrators (AAMVA), American Association of State Highway and Transportation Officials (AASHTO), International Fuel Tax Agreement (IFTA) Inc., and International Registration Plan (IRP), Inc.

· Monthly teleconferences organized by FMCSA among CVISN states

· CVISN development forums organized by FMCSA

· Status of Electronic Data Interchange (EDI) standards and implementation guides 

· Activities of SAFER Option Working Group (SOWG)
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Go back to systems host state is using (Polk, VISTA, homegrown, etc.) - to be able to move information from one agency, one state to another, need to be able to speak a common language.  ITS / CVO program is establishing standard interfaces that provide a common language that all users can access and understand.  Open standards...










