CVISN Guide to Safety Information Exchange
What Already Exists?


3. What Already Exists?

Key components already exist for carrier, state and CVISN core infrastructure systems.  These include national systems developed for the storage, processing and exchange of safety data, state legacy systems that process intrastate safety and supporting credential data, communications systems to exchange information, Internet capabilities, and Web sites and client applications (e.g., ASPEN) to distribute information.  In addition, there are commercially available products that support CVISN in terms of data mapping and translation between systems.  In other words, many components necessary to create a comprehensive inter- and intrastate commercial vehicle safety information system already exist.  The following sections provide a summary of products used by carriers, states, and the CVISN core infrastructure, plus a summary of the data interchange standards that are used for safety information exchange.  By comparing the components that are presently in place for a particular state with the overall National Intelligent Transportation Systems (ITS) Architecture (http://www.its.dot.gov/) a plan can be produced to develop the components required to complete the system for that state.  

An overview of the connectivity between these systems is provided in Figure 3–1.  A more detailed description of each application/system as it affects the exchange of safety information within a state is provided in the following sections.  In each case, the description of safety information element flow among the components shown in Figure 3–1 will include a more complete flow diagram containing only those components that are involved in the process.
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Figure 3–1.  Overall Connectivity Between
Commercial Vehicle Information Systems

3.1 Products Used By Carriers and Other Third Party Users

With the development of the Internet, carriers have access to electronic information via e-mail and various other communications protocols.  With the establishment of the SAFER Web site, interstate carriers have access to their own safety records that are stored in the Motor Carrier Management Information System (MCMIS) and updated weekly on the SAFER system.  The SAFER Web site (http://www.safersys.org/) also provides access to Licensing and Insurance (L&I) information for those carriers required to obtain insurance and federal operating authority.  SAFER and MCMIS may be expanded in the near future to include information for intrastate carriers as well.

3.2 Products Used By States

Many states today use a variety of software applications for exchanging safety information electronically.  These are divided into state infrastructure systems, which include the CVIEW and SAFETYNET systems; state roadside systems, which include ASPEN, the Past Inspection Query (PIQ), the Inspection Selection System (ISS-2) and the Roadside Operations Computer (ROC); and other applications that fall into neither category such as the Carrier Automated Performance Review Information (CAPRI) application.  At least some of these systems also interact with national systems such as SAFER to access or exchange safety and other information about commercial vehicles and motor carriers.  

3.2.1 Commercial Vehicle Information Exchange Window (CVIEW)

CVIEW is a state system that collects information from the commercial vehicle (CV) credentialing and tax systems to formulate segments of the interstate carrier, vehicle, and (future) driver snapshots
 and reports for exchange within the state (e.g., to roadside sites) and with the SAFER system.  In CVISN Level 1, there is a requirement to implement CVIEW (or a CVIEW equivalent) system for exchange of intrastate and interstate data within the state.  The FMCSA-developed CVIEW is a distributed version of the FMCSA-developed SAFER system.  It is owned by, located in, and usually customized by a state.  The state can choose to implement the FMCSA-developed CVIEW or an equivalent system that performs the same functions.  Throughout this chapter the term CVIEW is used to refer to the FMCSA-developed CVIEW or any equivalent system that a state may deploy.

The functions that CVIEW, or its equivalent, will perform are listed below:

· Provide for the electronic exchange of:

· interstate carrier and vehicle credential data between state source systems, users, and SAFER

· intrastate carrier and vehicle safety and credential data between state source systems and users

· Serve as the repository for a state-selected subset of:

· interstate carrier and vehicle safety and credential data
· intrastate carrier and vehicle safety and credential data

· Support safety inspection data reporting and retrieval by roadside enforcement personnel

· Provide inter- and intrastate carrier and vehicle safety and credential data to the roadside to support electronic screening and other roadside operations

· Perform electronic exchange using one or more of the following standards:

· EDI standards

· non-EDI standards, the selection of which is system-dependent

· new open standard methods of information exchange (e.g., XML) as they become available and are requested by users
· Allow the general public to access data without the security risk of providing a direct connection to sensitive legacy systems.
Each state is responsible for maintaining the credential segments of the snapshots for interstate carriers for vehicles based within the state.  CVIEW is also responsible for assembling and storing complete snapshots for intrastate carriers and vehicles and making those data available to the roadside and other state agencies.  The safety data exchange using CVIEW is depicted in Figure 3–2. 
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Figure 3–2.  SAFER/CVIEW Data Exchange

The storage of snapshot data in CVIEW and the flow of snapshot information among users and systems via wide-area network communications is depicted in Figure 3–3.
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Figure 3–3.  CVIEW Design Overview
CVIEW performs on a state level the same functions that SAFER performs nationally.  It has the potential to consolidate safety, registration, taxation, and permit information for intrastate carriers from state “legacy” systems that house these data and make it available electronically to roadside locations.  The CVIEW software is essentially a “clone” of the SAFER software except that it runs at the state level, and it supports custom interfaces to communicate with each of the state’s legacy systems using legacy system interfaces (LSIs) in cases where EDI data exchange is not available.  For more information on CVIEW interface specifications, see Reference 44.

In addition to snapshot-related functions, CVIEW may serve as the single interface system for ASPEN units in the field.  ASPEN may upload and retrieve inspection reports to/from SAFER via CVIEW.

3.2.1.1 CVIEW Data Exchange Mechanism

The FMCSA-developed CVIEW has similar Data Mailbox facilities to SAFER to facilitate the exchange of information among state users within the state agencies.  The CVIEW clients can log onto the CVIEW service to send queries and updates to CVIEW via the CVIEW inbox, and they retrieve query responses and data downloads by accessing their CVIEW Data Mailbox (CDM) on the CVIEW system.  The data that is downloaded to the mailbox is specified in the subscription process.  A subscription is a request for information (e.g., specific carrier or vehicle data elements) that is stored and serviced by a system (e.g., SAFER or CVIEW). A subscription's definition includes the conditions under which the information is to be sent to recipients.  New records or changes to existing records that satisfy the rules defined in the subscription will result in the generation of a snapshot for that record and its transmission to the recipients identified in the subscription.  

CVIEW retrieves safety and credentials data from the SAFER system by subscribing to SAFER data on behalf of the entire state.  CVIEW retrieves carrier and vehicle snapshot updates from its SAFER Data Mailbox (SDM) on a periodic basis, and forwards those data to each CVIEW user via the CDM (e.g., each roadside system, as well as to each ASPEN unit with the release of CVIEW Version 3).  Similarly, CVIEW sends interstate registration, taxation and permitting data to SAFER, at the discretion of the state, via SAFER’s subscription mailbox on the state CVIEW system.

SAFER was initially built to provide snapshot data to CVIEW using EDI.  That is the mechanism by which the FMCSA-developed CVIEW currently receives subscription data from SAFER.  SAFER also responds to EDI queries for snapshots.  In the FMCSA version of CVIEW, however, snapshot queries (carrier only) are sent to SAFER via remote procedure call (RPC), not EDI. The RPC capability was implemented in both SAFER and CVIEW to improve performance for the near-term, but its long-term support is uncertain and continued availability is not guaranteed.  EDI is the current official interface and states can enhance the FMCSA-developed CVIEW by implementing EDI snapshot queries.  However, in the future, the snapshot query interface is expected to be Web-based, using XML and Hypertext Transfer Protocol (HTTP); new developers should concentrate on that approach.

3.2.1.2 CVIEW Information Flow

The flows of credentials information and safety information through CVIEW are depicted in Figures 3–4 and 3–5, respectively.  The bolded text and lines denote the data flows into and out of CVIEW.

Figure 3–4 represents the transmission of registration and fuel tax information from state legacy systems, via LSIs, to the state’s CVIEW system. 
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Figure 3–4.  CVIEW Credentials Information Flow
The individual credentials information flow elements presented in Figure 3–4 are described below.

Flow 1.
CVIEW receives registration and fuel tax information from state legacy systems via LSIs.

Flow 2.
CVIEW sends interstate credential data received from the state legacy systems to SAFER via the subscription process.

Flow 3.
SAFER receives interstate credential data from the national L&I system.

Flow 4.
SAFER receives interstate credential data from other states via state CVIEW or equivalent.
Flow 5.
CVIEW receives interstate credentials data from SAFER via the subscription process.

Flow 6.
CVIEW sends inter- and intrastate credential data to the roadside via the subscription process.

Figure 3–5 represents the transmission of vehicle and/or driver inspection data from the roadside, via the ASPEN client or equivalent.  CVIEW does not store the inspection data but rather passes the data through to SAFER, where the data are stored for a 60-day period, and subsequently transmitted through CVIEW to the roadside.  In addition to the CVIEW-specific flow elements, information from other sources is made available for use in roadside operations by connections to MCMIS, SAFETYNET, and other state sources through the CVIEW-to-SAFER connection.
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Figure 3–5.  CVIEW Safety Information Flow

The individual safety information flow elements presented in Figure 3–5 are described below.

Note:
Flows 1, 2, 3 and 4 are CVIEW capabilities incorporated in Version 3 of the software.  All other flows are current CVIEW capabilities.

Flow 1.
The vehicle and/or driver inspection data are transmitted from the roadside, via the ASPEN client or equivalent, to a state’s CVIEW system.  The inspection report is copied to the state safety data mailbox for retrieval by Blizzard.

Flow 2.
The inspection data are passed through to SAFER (and not stored by CVIEW).

Flow 3.
One or more inspection reports are returned from SAFER to CVIEW (for transmission to the roadside).

Flow 4.
One or more inspection reports are returned from CVIEW to the roadside in response to a query from a user via the PIQ.
Note:
Flows 5, 6, and 8 represent the information flow from SAFER to users when ASPEN interfaces directly with SAFER.

Flow 5.
Inspection reports are sent to and stored in SAFER.  The inspection report is copied to the state safety data mailbox for retrieval by Blizzard.
Flow 6.
Inspection reports are retrieved from SAFER via PIQ.

Flow 7.
CVIEW transmits weekly updates of safety data to the ISS-2 clients via the subscription process.

Flow 8.
SAFER sends weekly updates of carrier safety data to the ISS-2 clients and SAFETYNET via the subscription process.

Flow 9.
CVIEW via CDM sends inspection reports (IRs) recorded from ASPEN to Blizzard.  (SAFER can also perform this function depending on whether ASPEN interfaces to CVIEW or SAFER.)
Flow 10.
Blizzard forwards IRs to SAFETYNET 2000.

Flow 11.
Other State Safety Data Sources send compliance review (CR), crash, enforcement, and manual IRs to SAFETYNET.
Flow 12.
SAFETYNET sends CRs, crash, and enforcement data to MCMIS/SAFETYNET Gateway (MSG), and manual IRs to SAFER.

Flow 13.
MSG sends CRs, crash, enforcement, and IRs to MCMIS via File Transfer Protocol (FTP).

Flow 14.
MCMIS sends CRs, IR facsimiles, CRASHFAC, Enforcement, Carrier Profile, F‑Number Reports, and Management Reports to MSG via FTP.

Flow 15.
The MSG forwards data from MCMIS to SAFETYNET.

Flow 16.
MCMIS sends SAFER carrier snapshots weekly.

Flow 17.
Via the subscription process, SAFER transmits safety snapshot data to CVIEW.

Flow 18.
Safety snapshot data are forwarded by CVIEW to a ROC.

3.2.2 Alternative CVIEW Implementation Approaches

A variety of options for achieving CVIEW Level 1 functionality is currently being explored by FMCSA and the states.  The alternative CVIEW implementation approaches include:

· Use of SAFER functionality rather than deploying a state CVIEW (referred to as the “SAFER option”)

· Joint development of a “Regional CVIEW” by states in the same geographic area 

· Use of alternative data exchange standards.

3.2.2.1 SAFER Option

Planning for SAFER and CVIEW began in 1996; many system capabilities and state business practices have changed since then.  Originally, CVIEW was created for:

· Storage of intrastate snapshots (at the time, most states weren’t considering assigning USDOT numbers)

· Data control (some states were reluctant to let their intrastate and credentialing data out of their control)

· Credentialing data (during the early days of SAFER, it was not designed to hold credentials flags or data)

· Performance (it wasn’t clear whether SAFER could support direct connections to potentially dozens of ASPEN and screening systems in all states)

· State-specific data (states felt they had need of specific fields that were not in SAFER)

· LSIs (CVIEW provided a mechanism for developing custom interfaces to state legacy systems).

SAFER can store carrier and vehicle intrastate data, provided that the USDOT number is used as the primary carrier identifier. SAFER now stores credentialing check flags for IRP and IFTA. At this time, SAFER cannot store state specific data fields, nor does SAFER support any data exchange format other than EDI for snapshots and Application File Format (AFF) for inspection reports.

The state-led SAFER Option Working Group (SOWG), formed in October 2000, is currently working on demonstrating the feasibility of using SAFER to receive and distribute carrier and vehicle safety, credentialing, and transponder data for all interstate carriers and, where possible, for intrastate carriers, with or without an intermediate CVIEW.  An Interface Control Document (Reference 43) that describes the requirements for data exchange formats (flat file and XML) and exchange methods between state systems and SAFER is in progress.  

3.2.2.2 Regional CVIEW

A regional CVIEW acts as a catalyst to allow groups of states to accelerate their CVIEW implementation and simplify their access to credential information in neighboring states.  LSI systems developed for each state will feed credential data directly into the regional CVIEW.  The collected data will be designed to meet the roadside screening needs for the region as well as for the providing state. This information will then be uploaded to SAFER for use by states outside the region. Whenever the regional CVIEW is updated (either from the LSI systems or from SAFER), the updates will be replicated to the CVIEW databases in the subscribing states in the region.  The State of Washington is developing a regional CVIEW that will act as a focal point for the collection of IRP and IFTA credential information from its neighboring states, Idaho and Utah.  

3.2.2.3 Data Exchange Standards

The use of X12 EDI was initially required for the state-to-CVISN core infrastructure systems computer-to-computer interface.  However, technology is changing rapidly, and XML has emerged as an alternative to X12 EDI.  The use of an open interface standard, other than X12 EDI, is now permissible under the CVISN architecture. Some states that are not already committed to using X12 EDI are now exploring the use of XML.  In particular, the Washington regional CVIEW will explore using XML as the data format for the state to SAFER interface.

3.2.3 SAFETYNET

SAFETYNET is a cooperative effort to share motor carrier information among states and FMCSA.  The SAFETYNET system consists of software located in state and federal offices, a communications component that provides for the electronic transmission of data between these offices, and software that resides on an FMCSA mainframe computer to process the data and load it into the MCMIS.

The SAFETYNET software is an automated information management system designed to assist motor carrier safety offices in monitoring the safety performance of interstate and intrastate commercial motor carriers.  In 1998, FMCSA released SAFETYNET Version 9.0a, which integrated separate state and federal office functions into a single application.  Prior to that, state offices primarily used the SAFETYNET system only.

The newest version of SAFETYNET, SAFETYNET 2000, was rewritten as a 32-bit Windows-based application that uses the SAFER system, i.e., the SAFER Data Mailbox (SDM), to send and retrieve information to/from the MCMIS via the MCMIS-SAFETYNET Gateway (MSG).  The interface between the SAFETYNET system and SAFER for inspection report data is an application known as Blizzard that retrieves inspection reports from the SAFER Data Mailbox and transmits them to SAFETYNET.  SAFETYNET also can retrieve carrier snapshots from a subscription mailbox on the SDM system separately from the Blizzard interface.

FMCSA has implemented software to conduct compliance reviews (CRs) on laptop computers by all federal and most state investigators.  CRs are on-site reviews of carriers and hazardous material shippers that cover compliance with critical parts of the Federal Motor Carrier Safety Regulations.  The software that supports the electronic capture of CR data is called CAPRI.  Currently, CAPRI transmits completed CRs to SAFETYNET via floppy disk transfer, or, if in a local area network environment, by storing a completed CR on a designated disk drive that SAFETYNET accesses directly.  
The flow of information through SAFETYNET is depicted in Figure 3–6.  The bolded text and lines in the Figure denote the relevant data flows into and out of SAFETYNET.  
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Figure 3–6.  SAFETYNET Safety Information Flow

The individual safety information flow elements presented in Figure 3–6 are described below.

Flow 1.
The vehicle and/or driver inspection data are transmitted from the roadside, via the ASPEN client or equivalent, to SAFER where it is stored for a 60-day period.  It is also copied to the state safety data mailbox for retrieval by Blizzard.  

Flow 2.
One or more inspection reports are returned from SAFER to the roadside in response to a query from a user via the PIQ.


Flow 3.
Blizzard retrieves inspection report data from the state safety data mailbox on the SAFER Data Mailbox (SDM) system. 

Flow 4.
Blizzard sends the inspection report data to SAFETYNET.  

Flow 5.
CR data (electronically recorded using CAPRI), crash data, enforcement data, and manually generated inspection reports are sent to SAFETYNET from other sources within the state.

Flow 6.  
SAFETYNET sends CRs, crash, and enforcement data to MCMIS/SAFETYNET Gateway (MSG), and manual IRs to SAFER.
Flow 7.  
CR data, crash data, enforcement data, and manually generated inspection reports are transmitted from the MSG to MCMIS.

Flow 8. 
MCMIS sends safety data updates to the MSG via FTP.

Flow 9.
SAFETYNET receives the safety data updates from MCMIS via the MSG.

Flow 10.
Based on the safety data received from SAFETYNET and the roadside, MCMIS generates safety snapshot data, a collection of interstate carrier census and summary safety information, which it sends to SAFER on a weekly basis.

Flow 11. 
Via the subscription process, SAFER transmits weekly updates of carrier safety snapshot data to the ISS-2 clients and to SAFETYNET.

Flow 12. 
SAFER could send snapshot data to a ROC; however, no ROC subscriptions are currently defined on the SAFER system.

3.2.4 State Roadside Systems

Many states today use a variety of software applications for exchanging safety information electronically for use at roadside inspection and weigh stations.  The applications include ASPEN, the PIQ, the ISS-2, ROC and other applications such as the CAPRI application.  Some of these systems also interact with national systems such as SAFER to access or exchange safety and other information about commercial vehicles and motor carriers.  Information on acquiring/configuring these systems are available through FMCSA.

3.2.4.1 ASPEN

FMCSA has developed and is deploying pen- and laptop-based computer software and communications for conducting roadside driver/vehicle inspections.  This system, called ASPEN, is designed to improve the accuracy of inspection information and the availability of electronic inspection data to users.

Over 2,000 state highway officers in 40 states and the U.S. commonwealth islands use ASPEN.  It has been in use since 1995 and has undergone several progressive development phases to stay current with new advances in technology and the increasing sophistication of state and national information systems.  ASPEN executes on both portable pen-computers and police cruiser mounted laptops known as Mobile Data Terminals (MDT).

ASPEN facilitates the electronic collection and transmittal of inspection data to state data management systems such as SAFETYNET and from there into the national MCMIS.  This is accomplished through either direct communications with SAFETYNET or via the use of the SAFER Data Mailbox, or the CVIEW Data Mailbox (with CVIEW Version 3), depending on the state’s design configuration.  Inspection data sent to SAFER are stored for a 60-day period during which any stored inspection can be retrieved via the PIQ application, which is described below.

Inspection data are used in the process of generating carrier snapshots and carrier profiles that are shared with other states via SAFER.  Inspections, along with accident data, provide the basis for carrier safety performance measures, which are computed via the SafeStat algorithm on MCMIS.  These safety performance data are used in the ISS-2 in ASPEN to provide an effective mechanism to ensure greater levels of safety on the nation’s highways.

3.2.4.2 Inspection Selection System (ISS-2)

A companion to ASPEN is the ISS-2, an application that helps target problem carriers while helping inspectors avoid performing repetitive inspections of carriers with good safety performance records.  The system quickly accesses identification and safety statistics (including SafeStat scores) on any of the nation’s 800,000+ motor carriers based on the USDOT number. 

Carrier census and safety data needed by the ISS-2 application are stored locally on the pen or laptop client computer.  If the client machine has the ability to communicate with SAFER, it receives weekly updates of that information from SAFER via the SAFER Data Mailbox.  This function could also be performed by having the client interact with CVIEW via the CDM.

3.2.4.3 Past Inspection Query (PIQ)

PIQ is an information retrieval application that allows federal and state law enforcement personnel to quickly obtain recent past vehicle safety inspections on any vehicle regardless of where the inspection was performed.

PIQ executes on roadside desktop, laptop, and pen computers.  It links to the SAFER system, via the SDM, to query and retrieve past inspections based on power unit plate number and USDOT number.  These “past” inspections are saved in SAFER for a 60-day period.  Using PIQ, inspection reports can be queried and retrieved at the roadside within seconds of a user’s request (see Figure 3–5 to see the relationship between PIQ and SAFER when a CVIEW system is involved).

3.2.4.4 Roadside Operations Computer (ROC)

A ROC is designed to perform the roadside electronic screening functions proposed in the CVISN architecture.  The purpose of the system is to make more efficient use of inspection resources by automatically signaling illegal or high-risk vehicles to pull in for inspection and generally allowing safe and legal vehicles to bypass.  Pull-in rates for vehicles are calculated based on screening criteria set at a ROC, using safety and credential snapshot data obtained from either SAFER (see Figure 3–7), CVIEW or its equivalent (see Figure 3–5).

3.2.4.5 Query Central

Query Central is a web-based intelligent query system that combines several existing query systems (ISS, CDLIS, PIQ, PRISM, L&I) and new data systems (Mexican CDL and carrier registration) into one system with a single, simple user interface with advanced drill-down and inferential functionality.  It is a third generation query system that will access motor carrier safety information for State and federal law enforcement personnel.  It is currently in Beta testing.  

Query Central operates as a website on the FMCSA Intranet or via VPN on the Internet.  It links directly to the SAFER and L&I databases, and via XML to CDLIS and the Mexican databases.  Query Central is not shown on the diagrams in this guide.  More information will be available at a later date via the CVISN website.

3.2.4.6 Roadside Systems Information Flow

The flow of information from SAFER through ASPEN, PIQ, ISS-2, and a ROC is depicted in Figure 3–7.  The bolded text and lines in the figure denote the relevant data flows into and out of the roadside system.
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Figure 3–7.  ASPEN, PIQ, ISS-2, ROC Safety Information Flow

The individual safety information flow elements presented in Figure 3–7 are described below.

Flow 1
The vehicle and/or driver inspection data are transmitted from the roadside, via the ASPEN client or equivalent, to SAFER where it is stored for a 60-day period.  It is also copied to the state safety data mailbox for retrieval by Blizzard.  

Flow 2
One or more inspection reports are returned from SAFER to the roadside in response to a query from a user via the PIQ.


Flow 3
Blizzard retrieves inspection report data from the state safety data mailbox on the SDM System. 

Flow 4
Blizzard sends the inspection report data to SAFETYNET.  

Flow 5
CR data (electronically recorded using CAPRI), crash data, enforcement data, and manually generated inspection reports are sent to SAFETYNET from other sources within the state.

Flow 6  
SAFETYNET sends CRs, crash, and enforcement data to MCMIS/SAFETYNET Gateway (MSG), and manual IRs to SAFER.
Flow 7  
CR data, crash data, enforcement data, and manually generated inspection reports are transmitted from the MSG to MCMIS.

Flow 8 
MCMIS sends safety data updates to the MSG via FTP.

Flow 9
SAFETYNET receives the safety data updates from MCMIS via the MSG.

Flow 10
Based on the safety data received from SAFETYNET and the roadside, MCMIS generates safety snapshot data, a collection of interstate carrier census and summary safety information, which it sends to SAFER on a weekly basis.

Flow 11 
Via the subscription process, SAFER transmits weekly updates of safety snapshot data to the ISS-2 clients and SAFETYNET.

Flow 12 
SAFER could send snapshot data to a ROC; however, no ROC subscriptions are currently defined on the SAFER system.

3.3 CVISN Core Infrastructure Systems

3.3.1 Motor Carrier Management Information System (MCMIS)

The MCMIS is the national system that consolidates and processes motor carrier safety data from sources throughout the U.S.  The system contains safety records in excess of 800,000 active interstate motor carriers, over 150,000 safety and CRs, and supports the addition of approximately 2 million roadside inspection records and 100,000 crash records annually.

All interstate motor carriers (private and for hire) are required to identify themselves to FMCSA using the MCS-150 form.  It provides basic carrier identification information and data on the type and size of their operations.  After the registration process is completed, a USDOT number is issued to the carrier, which the carrier must post on all of its vehicles. 

MCMIS provides many types of consolidated data and reports back to state and federal SAFETYNET systems, mostly by electronic means.  Carrier profiles and prioritizations based on algorithms that consider all of a carrier’s safety data are principal examples.  Carriers, for which CRs have been conducted, are also given a safety fitness rating.  Much of this information is available to industry and the public via written request, a toll-free phone number, or the Internet.

MCMIS, via the SAFER system, supplies carrier ID and historical safety data for each interstate carrier to the roadside to prioritize vehicles for inspection.  SAFER obtains that information from MCMIS on a weekly basis.  The weekly update to SAFER contains all records on MCMIS that have had census and/or safety changes during the previous week.  It includes, for each interstate carrier, ID information such as USDOT and Interstate Commerce Commission (ICC) number, name and address, and summarized safety data from past inspections, CRs, crashes, and enforcement activities.

The flow of information through MCMIS is depicted in Figure 3–8.  The bolded text and lines in the Figure denote the relevant data flows into and out of MCMIS.  

The figures in this guide reflect current operations and interfaces with respect to MCMIS.  The FMCSA is in the process of building a new version of MCMIS, referred to as “New MCMIS”, which is scheduled for completion by September 2002.  New MCMIS will be designed and built on a new platform comprised of a centralized Oracle database with a browser based front-end user interface.  Existing legacy system functions and interfaces will continue to be supported with the New MCMIS platform; additional functionality will be added following the transition to the new system.  
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Figure 3–8.  MCMIS Safety Information Flow
The individual safety information flow elements presented in Figure 3–8 are described below.

Flow 1
The vehicle and/or driver inspection data are transmitted from the roadside, via the ASPEN client or equivalent, to SAFER where it is stored for a 60-day period.  It is also copied to the state safety data mailbox for retrieval by Blizzard.    

Flow 2
One or more inspection reports are returned from SAFER to the roadside in response to a query from a user via the PIQ.


Flow 3
Blizzard retrieves inspection report data from the state safety data mailbox on the SDM System. 

Flow 4
Blizzard sends the inspection report data to SAFETYNET.  

Flow 5
CR data (electronically recorded using CAPRI), crash data, enforcement data, and manually generated inspection reports are sent to SAFETYNET from other sources within the state.

Flow 6  
SAFETYNET sends CRs, crash, and enforcement data to MCMIS/SAFETYNET Gateway (MSG), and manual IRs to SAFER.
Flow 7  
CR data, crash data, enforcement data, and manually generated inspection reports are transmitted from the MSG to MCMIS.

Flow 8 
MCMIS sends safety data updates to the MSG via FTP.

Flow 9
SAFETYNET receives the safety data updates from MCMIS via the MSG.

Flow 10
Based on the safety data received from SAFETYNET and the roadside, MCMIS generates safety snapshot data, a collection of interstate carrier census and summary safety information, which it sends to SAFER on a weekly basis.

Flow 11 
Via the subscription process, SAFER transmits weekly updates of safety snapshot data to the ISS-2 clients and to SAFETYNET.

Flow 12 
SAFER could send snapshot data to a ROC; however, no ROC subscriptions are currently defined on the SAFER system.

The MCMIS application is currently being redesigned based on a client-server paradigm and a relational data model.  The most significant impact of this redesign effort on users will be the shift towards the use of web-based communications as opposed to the mainframe-based methods used today.  Also, it is expected that the new system will be capable of processing both inter- and intrastate carrier safety information; the current system is limited to only interstate data.  More information on this development effort will be available as the design progresses.

3.3.2 Safety and Fitness Electronic Records System (SAFER)

SAFER is a federal system that provides standardized carrier, vehicle, and driver (future) datasets (snapshots and reports) containing safety and credentials information to authorized users within a few seconds of a user’s request.  The SAFER Data Mailbox (SDM) facilitates the exchange of information between roadside sites and administrative centers by acting as a temporary repository for data files and messages.

The primary function of SAFER is to provide users timely, electronic access to safety and credential data via one or more wide area network (WAN) communication links (see Figure 3–9).  This information includes identity data about carriers, vehicles, and drivers, summaries of past safety performance histories (inspections, accidents, and other data) and credential information needed to support electronic screening activities at the roadside, e.g., electronic cab card data, and summary IRP and IFTA data.

SAFER provides users with either a summary safety record (“snapshot”) or a more detailed report.  Two such reports are the carrier profile and vehicle/driver inspection reports.  SAFER supports on-line query and response for snapshot and report information. 

One of SAFER’s primary objectives is to increase the efficiency and effectiveness of the inspection process at the roadside.  The SAFER system currently provides carrier and vehicle safety and credentials information to fixed and mobile roadside inspection stations.  This allows roadside inspectors to focus their efforts on high-risk areas; i.e., selecting vehicles for inspection based on the number of prior carrier inspections and the safety and credential history. 

3.3.2.1 SAFER Interface and Data Transfer Protocols

SAFER allows users to request, via subscriptions, that specific snapshots be sent to them automatically when a substantial change in the data occurs.  Users can also specify the types of change that trigger transmission of subscription requests.  To utilize these system functions, users will require, at a minimum, a computer system, a user account on SAFER, and the ability to connect to one of the several WANs supported by SAFER.

The SAFER system supports two main functions, query and update, each of which dictates specific interface characteristics.  Data to be interchanged can be formatted utilizing several different techniques: X12 EDI, SAFER/CVIEW Application Programming Interface Application File Format (SCAPI AFF), and RPC data marshalling.  

The system also utilizes several data transfer protocols: Simple Mail Transfer Protocol/Post Office Protocol 3 (SMTP/POP3), FTP, and the Distributed Computing System Remote Procedure Call (DCS RPC).  Note that these data formatting and data transfer techniques cannot be used interchangeably across all SAFER functions.  Standard e-mail applications may be used to interact with the SDM via SMTP/POP3; however, the information must be organized, prior to e-mailing, according to specific conventions.  In addition, if a state does not implement a CVIEW, the state’s LSIs to SAFER must be compatible with the formatting and data transfer protocols maintained by SAFER.  SAFER will not support all flat file formats.   More information on SAFER interface specifications is provided in Reference 20.

3.3.2.2 SAFER Credential Information Flow

An overview of the SAFER design is shown in Figure 3–9.  The flow of information through SAFER is depicted in Figures 3–10 and 3–11.  The bolded text in the figures denotes the relevant data flows into and out of SAFER.
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Figure 3–9.  SAFER Design Overview
All states support systems for the administration of the IRP for commercial vehicles and the IFTA for interstate operations.  The carrier licensing “authority” and insurance certification required by the former ICC remain in effect for most for-hire carriers (about 85,000 carriers).  
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Figure 3–10.  SAFER Credentials Information Flow

The individual credentials information flow elements presented in Figure 3–10 are described below:

Flow 1.
L&I system tracks applications for federal operating authority and insurance.

Flow 2.
L&I sends a summary of that information to SAFER for display on the SAFER web site and for incorporation into carrier snapshots. 
Flow 3.
State IRP/IFTA systems send registration and title data to SAFER for distribution.  

Flow 4.
SAFER includes IRP, IFTA and insurance (for hire) credential data in the snapshot for interstate carriers and vehicles and “pushes” this information to ASPEN and other roadside users.  

Some method is needed to deliver similar intrastate data to roadside locations within a state.  In most cases, there is no roadside access to intrastate vehicle registration, fuel taxation and permit data within a state.  In terms of the credential data flow via SAFER, an underlying problem is that there is no uniform way of identifying intrastate carriers at a national level as there is with the USDOT registration for interstate carriers.  Some states have state-specific intrastate carrier registration and carrier numbers; some states use USDOT numbers for all carriers.  The solution recommended for CVISN Level 1 is for states to implement CVIEW or an equivalent system to handle information exchange for both interstate and intrastate carriers and vehicles.  Figure 3–4 illustrates the relationship between credentials data exchange and SAFER when a CVIEW system is involved.

3.3.2.3 SAFER Safety Information Flow
The SAFER safety information exchange data flows are shown in Figure 3–11.  
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Figure 3–11.  SAFER Safety Information Flow

The individual safety information flow elements presented in Figure 3–11 are described below:

Flow 1.
The vehicle and/or driver inspection data are transmitted from the roadside, via the ASPEN client or equivalent, to SAFER where it is stored for a 60-day period.  It is also copied to the state safety data mailbox for retrieval by Blizzard.    

Flow 2.
One or more inspection reports are returned from SAFER to the roadside in response to a query from a user via the PIQ.


Flow 3.
Blizzard retrieves inspection report data from the state safety data mailbox on the SDM System. 

Flow 4.
Blizzard sends the inspection report data to SAFETYNET.  

Flow 5.
CR data (electronically recorded using CAPRI), crash data, enforcement data, and manually generated inspection reports are sent to SAFETYNET from other sources within the state. 

Flow 6.  
SAFETYNET sends CRs, crash, and enforcement data to MCMIS/SAFETYNET Gateway (MSG), and manual IRs to SAFER.
Flow 7.  
CR data, crash data, enforcement data, and manually generated inspection reports are transmitted from the MSG to MCMIS.

Flow 8. 
MCMIS sends safety data updates to the MSG via FTP.

Flow 9.
SAFETYNET receives the safety data updates from MCMIS via the MSG.

Flow 10.
Based on the safety data received from SAFETYNET and the roadside, MCMIS generates safety snapshot data, a collection of interstate carrier census and summary safety information, which it sends to SAFER on a weekly basis.

Flow 11. 
Via the subscription process, SAFER transmits weekly updates of safety snapshot data to the ISS-2 clients and SAFETYNET.

Flow 12. 
SAFER could send snapshot data to a ROC; however, no ROC subscriptions are currently defined on the SAFER system.

3.3.3 Commercial Driver License Information System (CDLIS)

CDLIS was developed to support the Commercial Driver License (CDL) process performed by the states.  CDLIS is a transaction routing (or “pointer”) system that permits states to share CDL information.  CDLIS has been operational since 1992.

The flow of information through CDLIS is depicted in Figure 3–12.
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Figure 3–12.  CDLIS Credential Information Flow

Flow 1.
Represents both a query and its response to/from ASPEN via direct dial-up communications to TML, an authorized, independent communications company with access rights to CDLIS, to obtain either summary or detailed information regarding a commercial driver’s license from the CDLIS system.  

Flow 2.
TML uses the CDLIS Pointer system to determine which state’s Department of Motor Vehicles (DMV) contains the requested information. 
Flow 3.
The query is forwarded to the appropriate state’s DMV.  It returns the requested information to ASPEN via the TML link (Flows 3, 2 and 1, respectively).

Users connecting directly to SAFER can also establish a web-based link to CDLIS via a TML Web server.  For example, an ASPEN user, having connected wirelessly to SAFER via a Verizon Cellular Digital Packet Data (CDPD) network, is able to query CDLIS via a Web browser over the existing CDPD link to SAFER.  Linkage from SAFER to TML is accomplished via the FTS2001 WAN.  SAFER handles the routing from one network to another on behalf of the user, e.g., Verizon to FTS2001. 

3.4 Data Interchange Standards

Use of American National Standards Institute (ANSI) Accredited Standards Committee (ASC) X12 EDI transaction sets is part of the CVISN architecture.  The SAFER and CVIEW systems use Transaction Set (TS) 285 for processing safety and supporting credential data.  TS 997 and TS 824 are used to acknowledge that a transaction is received.  TS 284 was developed to support the exchange of various types of safety reports, e.g., inspection reports. However, it is not currently supported in any of the federal safety systems such as SAFER and SAFETYNET.  The following transaction sets currently support safety data exchange:

TS 285
CV Safety & Credentials Information Exchange (snapshots)

TS 824
Application Advice 

TS 997
Functional Acknowledgement

Commercial products that map standard data formats to and from the format required by the standard are available, if necessary.  

Implementation Guides (see the CVISN Web Site at http://www.jhuapl.edu/cvisn) are available for the transaction sets currently used in CVISN.  








































































































































































































































































































































� A Snapshot is a concise collection of safety and credential data about carriers, vehicles, and (future) drivers.  It is designed to facilitate the process of making screening and inspection decisions at roadside vehicle weigh stations.  It is an electronic record of safety and credential data including identification, size, commodity information, safety record (including safety rating (if any) and roadside out-of-service inspection data), registration and permit information, and other related data.  More information about data snapshots and data elements exchanged in vehicle and carrier updates and data retrieval can be found in Reference 3.
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