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5. Critical Decisions

In this chapter, some of the decisions critical to successful implementation of CVISN Level 1 safety information exchange are identified.  The chapter is intended to serve as a checklist to remind states about some of the major planning and design issues that should be settled as early in the process as possible.  Other decisions may be just as critical as these for a given state.

5.1 Design Decisions

The decisions listed below are categorized as “design” because they affect the design approach significantly.  These decisions also affect planning, but to a lesser extent.

Which CVIEW development approach will the state pursue?  Will the state implement the FMCSA-developed CVIEW or an equivalent system?

CVIEW is a distributed version of the federally-developed SAFER system.  It is owned by and located in a state that chooses to use CVIEW as a data exchange mechanism.  The state has the following options for implementing CVIEW functionality:

· Develop a CVIEW for the state
· Adapt the Oracle-based FMCSA CVIEW software developed by JHU/APL and used by Maryland and Kentucky

· Adapt the Oracle-based CVIEW software developed by a vendor for Minnesota

· Adapt the Microsoft SQL-based CVIEW software under development by the State of Washington

· Contract with a third party to provide the functionality of CVIEW

· Join other states in developing a “regional CVIEW”
· Use SAFER, and its future capability of receiving and exchanging intrastate data from MCMIS, instead of CVIEW
Will the state start with the generic FMCSA-developed model?

The FMCSA-developed model CVIEW has benefited from the design and implementation of the SAFER system since CVIEW shares a large number of common functions with SAFER and is, in fact, a distributed version of that system.  The main difference between the two systems is that CVIEW, via LSI modules, can be customized to interface with state-specific systems; SAFER does not support customization for individual states.  A state choosing to use the generic CVIEW model has the advantage of building on an existing functional system that, by definition, is designed to interface with SAFER and other client systems, such as ASPEN.  To develop CVIEW “from scratch” would likely involve the investment of several millions of dollars of state funds to complete the work.  Note that the FMCSA-developed model will not be updated after the release of SAFER/CVIEW Version 3, which is planned for Spring 2002.  Future updates to a state’s CVIEW based on this model will be the responsibility of the state.  For available CVIEW documentation, visit the JHU/APL CVISN Web site at http://www.jhuapl.edu/cvisn 

Another alternative would be to use a “CVIEW-like” system developed by another state (by starting with the FMCSA-developed model and modifying it) as the base and modifying it to satisfy state-specific needs. Minnesota and Washington have CVIEW systems that may be available for other states to use.

Implementing a “regional CVIEW” could be the most cost effective solution for a group of states. But it still requires one state in a region to implement a CVIEW. This approach also requires a way to replicate a copy of the CVIEW database to each of the subscribing states. Washington is currently implementing a regional CVIEW to support Idaho, Utah, and others. However, this is seen to be an interim solution until flat file and XML interfaces are supported by SAFER and the participating states can interface with SAFER directly via “xCVIEW”, a Washington-developed version of CVIEW that supports flat file and XML interfaces.
Will the state use SAFER instead of implementing a CVIEW?

The state could decide to have its state-specific systems interface directly with SAFER, rather than incurring the expense of building a CVIEW. The state should take into consideration the following:

· Interfaces between a state’s legacy system and SAFER would be limited to EDI and, potentially, a limited set of other selected standardized data definitions, file exchange formats and protocols.
· SAFER identifies carriers using the USDOT number. If the state wishes to store intrastate data in SAFER, the state would have to issue USDOT numbers to its intrastate carriers.
· SAFER does not have fields to support intrastate-specific data.
What functions will the CVIEW (or equivalent) system perform?

A state’s CVIEW, or equivalent system, should be capable of performing the following functions:

· Provide for the electronic exchange of state-based interstate carrier and vehicle safety and credentials data between state source/legacy systems, users, and SAFER 

· Provide for the electronic exchange of intrastate carrier and vehicle safety and credentials data between state source systems and users

· Serve as the repository for a state-selected subset of interstate carrier and vehicle safety and credentials data

· Serve as the repository for a state-selected subset of intrastate carrier and vehicle safety and credentials data

· Provide inter- and intrastate carrier and vehicle safety and credentials data to the roadside to support electronic screening and other roadside operations.

A state may choose to implement other state-specific functions in CVIEW or implement some of the functions listed above in other state systems.

What data formats will the state use in interfacing with SAFER?

Currently, EDI is the data format used for interfacing state systems to SAFER.  However, flat file and XML interfaces are currently being prototyped as part of the SOWG efforts. A flat file or XML interface specification for uploading IRP and IFTA data to SAFER, and an XML interface specification for downloading carrier and vehicle snapshots from SAFER to a state system are being planned, with a target delivery date of the first quarter of 2003.  The interface from ASPEN to SAFER is AFF and is not being changed.  The interface from CVIEW to SAFER is expected to become Web-based in the future.

Does the state use or intend to use ASPEN for inspections?

ASPEN is a client system deployed in over 40 states throughout the U.S. that allows roadside inspectors to record and store inspection results electronically and forward that information to SAFER (and/or CVIEW), SAFETYNET, and MCMIS.  A supplementary application, referred to as the PIQ, allows any inspector throughout the country to retrieve inspections previously stored in the SAFER system for the most recent 60-day period.  If a state chooses not to deploy ASPEN, the state must be prepared to develop, either directly via internal staff or indirectly via an independent vendor, an equivalent set of applications to perform analogous functions.

Will CVIEW (or equivalent) act as the single snapshot and inspection report interface system for ASPEN units in the field?

Today, ASPEN clients interface to SAFER to download weekly updates of carrier snapshot data that are used by the ISS-2 algorithm and to upload electronically captured inspection reports.  Although CVIEW Version 2 supports the download function, the upload function along with inspection retrieval capability via PIQ will not be supported until CVIEW Version 3.  With Version 3 of CVIEW, ASPEN clients could interface exclusively with their state’s CVIEW system to perform all of the functions now performed via the link to SAFER.

What systems in the state will provide snapshot segment updates?

This decision will be based on the types of information a state can and is willing to provide as segment updates to the snapshot data stored in its CVIEW or equivalent system.  It will also depend on what information will be required at roadside sites within the state to support electronic screening, inspections, and other enforcement activities.  An example of such a decision is as follows:

The State of Maryland made the design and implementation decision to initially provide IRP data to their CVIEW system via an IRP vehicle snapshot segment update.  IRP data are transferred to an internal Maryland IRP workstation and then transmitted to and stored in their CVIEW system via an LSI using a flat file data exchange method.  Upon receiving the data via the IRP LSI, CVIEW is configured to update the appropriate IRP data element in the vehicle snapshot for which the state is the authoritative source.
Each state will have to decide which types of data are to be supplied to and stored in their CVIEW or equivalent system. 

What snapshot views will be used where?

A “view” is a collection of all or a portion of the data elements within a particular type of snapshot.  For example, an “IRP view” of the vehicle snapshot is comprised of only those data elements related to IRP in the vehicle snapshot.  The types of data a state chooses to exchange within the state will determine the views that are needed to support that exchange.  For example, ASPEN users that use the ISS-2 would require data to be sent to them using the “ISS-2 view.”  The ISS-2 view supplies ASPEN clients only those data elements that are needed by the ISS-2 algorithm.  See the Snapshot White Paper (Reference 3) for more detailed information about snapshot views.  (Note that this white paper will be replaced by the View Summary Report, View Definition Report, and Schema Definition Report that will be available on the CVIEW V3 CD when it is released.)

5.2 Planning Decisions

The decisions listed in this category usually do not affect design as much as they affect the preparation of task lists, assignments, schedules, and budget considerations.

Build or Buy?

One of the most important decisions the project team must make is the “build or buy” decision.  The identification of what should be built and what should be purchased (hopefully “off the shelf”) is one of the first questions to be addressed in the planning process for the development of a system.  This issue needs to be resolved for each safety system or subsystem, e.g., CVIEW or equivalent, ASPEN or equivalent, communication components, etc.  As the decisions are made, keep in mind license considerations for COTS products.

Will the state update current legacy systems or recompete/redevelop?

Sometimes a major project like implementing CVISN is the catalyst to reevaluate existing systems and address lingering problems.  As the design options are considered, legacy systems in place today and other possible substitutes should be examined.  The decisions to build a new product or modify an existing one using either in-state resources or outside vendors should take into account the risks associated with each option, the available resources, existing contractual arrangements, and the state’s experiences with the current products.

Will the state participate in PRISM?

Some PRISM funding may be available.  Please see Reference 4 for contact information.  In addition, the PRISM processes should be considered when the top-level CVISN design for the state is being established.

What are the priorities and sequence for implementing capabilities?

For every state, some priorities and sequences for implementation make more sense than others do.  Both design and cost factors should be considered when establishing baseline schedules.  The relationship of CVISN activities to other state activities must also be considered.  Further, the process of incremental deliveries and testing may be new to some stakeholders.  Defining the priorities and development sequence helps everyone understand when each capability will be ready, and what kinds of tests must be executed to verify the delivered components.

Who is the system integrator?

A decision closely related to the “build or buy” decision is who will provide the system integration function.  “System integration” refers to the process of integrating each system or subsystem into the whole, testing the interfaces, testing the functionality, testing the overall flow, and testing for interoperability, performance and reliability.  Some alternatives for “system integration” are:

· The state builds everything in-house and does the system integration with in-house staff.

· The state buys some products, builds some in-house, and integrates them with in-house staff.

· The state hires a system integrator to integrate all the purchased and in-house systems in the safety information area.

· The state contracts with a system integrator to serve as prime contractor and deliver a complete working system.

Should the state have an independent verification and validation (V&V) agent?

Some states have policies that encourage them to hire an independent V&V agent to provide independent technical assessment and guidance as the project proceeds.  If the agent has experience from other similar projects, they can be very helpful.  They may serve as an acceptance test conductor or witness to ensure independence in the test process.

Sole Source or Competitive Contracting?

Sole source contracting is sometimes selected if the state believes that a particular vendor is uniquely qualified to perform a particular portion of the work.  In some cases, sole source contracts can be put in place more quickly than contracts established through a competitive bidding cycle.  In some cases, sole source contracting may not be an option since many states require competition whenever possible.

5.3 Funding and Contracting Decisions

These issues must be faced during the funding and contracting phase of the project.  They are not unique to the area of safety information exchange.

· How much funding is required to complete the project?

· Where will the funding be obtained?

· What type of procurement should be used for each product or service?

· What can be done to expedite procurements?

· What type of incentives and remedial mechanisms should be included in the contracts?

· What software rights should be included in the contracts?

· How can the Requests for Proposals (RFPs) be written to assure architectural conformance and interoperability?

5.4 Development Decisions

These issues must be faced during the development phase of the project.  They are not unique to area of safety information exchange.

· How should the initial design be modified based on the experience gained in each phase?

· How should the initial phase plan be modified based on progress actually made in each phase?
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