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[image: image17.wmf]Example 5 Operational Scenario:

Carrier snapshot query to SAFER via CVIEW

(ASPEN V2, SAFER/CVIEW V3)

1.

While performing an inspection, the enforcement officer, using

ASPEN’s

Inspection Selection System (ISS

-

2), issues a query in Application File 

Format (AFF) to

CVIEW’s

Data Mailbox (CDM) for a carrier snapshot to 

check the carrier’s SafeStat values.

Note:  Query parameters for a specific motor carrier snapshot ma

y be by Primary 

Carrier ID, Name, ICC Number, or State in which the carrier is d

omiciled.

2.

CVIEW passes the query to SAFER, via a Remote Procedure Call 

(RPC).

3.

SAFER receives, processes, and sends the carrier snapshot matchi

ng 

the query to CVIEW, via RPC. 

4.

CVIEW passes the carrier snapshot to

ASPEN’s

ISS

-

2 in AFF format.  

Note:  A review of the SafeStat values shows the carrier is rank

ed average relative to 

other motor carriers.
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Example 1

: 

Operational Scenario: Record inspections electronically and 

report them to SAFER and MCMIS via CVIEW 

(ASPEN V2, SAFETYNET 2000, SAFER/CVIEW V3)*

•

Example 2

: 

Operational Scenario: Record inspections electronically and 

report them to SAFER and MCMIS 

(ASPEN V2, SAFETYNET 2000, SAFER 3 (No CVIEW))

•
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•

Example 3

: 

Operational Scenario: Past inspection report query to SAFER 

via CVIEW         

(ASPEN V2, SAFER/CVIEW V3)*

•
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: 

Operational Scenario for today: Past inspection report query to 

SAFER

•
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: 

Operational Scenario: Carrier snapshot query to SAFER via 

CVIEW 

(ASPEN V2, SAFER/CVIEW V3)*
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•

Record inspections electronically and report them to 

SAFER and MCMIS

•

Retrieve past inspections

•

Report inspection; SAFER updates snapshots 

accordingly

•

Review inspection using SAFETYNET and submit to 

MCMIS; update snapshots accordingly



[image: image4.wmf]Example 1 Operational Scenario:

Record inspections electronically and report them

to SAFER and MCMIS via CVIEW 

(ASPEN V2, SAFETYNET 2000, SAFER/CVIEW V3)

1.

An enforcement officer, using the Past Inspection Query system (

PIQ), issues 

a query to CVIEW’s input mailbox in the CVIEW Data Mailbox (CDM)

for all 

inspection reports relating to a particular carrier.  The PIQ is

in Application 

File Format (AFF). 

2.

CVIEW passes the query to the SAFER, via a Remote Procedure Call

(RPC). 

Note:  All queries are passed to SAFER where inspection reports 

are stored 

for a 60

-

day period.  

3.

SAFER receives the query, processes the request, and then retrie

ves the 

inspection report from data storage.  SAFER sends all inspection

reports 

matching the query to CVIEW, via RPC.  

4.

CVIEW passes the inspection reports to ASPEN, via its query mail

box in the 

CDM, in AFF format. The PIQ detects and processes the report for

display on 

ASPEN.  The past inspections show that this carrier’s vehicles o

ften have 

brake problems. 



[image: image5.wmf]Example 1 Operational Scenario:

Record inspections electronically and report them

to SAFER and MCMIS via CVIEW 

(ASPEN V2, SAFETYNET 2000, SAFER/CVIEW V3)

5.

The enforcement officer conducts the inspection and finds that t

he brakes 

are not functioning properly.  He completes the inspection and p

laces the 

vehicle Out

-

Of

-

Service (OOS).  ASPEN sends the inspection report in AFF 

to CVIEW’s input mailbox in the CDM.

6.

The CVIEW passes the inspection report to SAFER, via RPC, for 60

-

day 

storage.

7.

CVIEW sends the inspection report in AFF to SAFETYNET 2000 via 

Blizzard mailbox in the CDM.  Blizzard retrieves the inspection 

report from 

its CDM mailbox and passes it to SAFETYNET 2000.

8.

SAFER updates the vehicle snapshot segment with inspection infor

mation, 

e.g., OOS status, inspection history.  SAFER forwards snapshot v

iews to 

subscribers via their subscription mailboxes in the SDM in EDI X

12 TS 285 

format.

9.  

CVIEW forwards carrier snapshot views in AFF to ISS

-

2 via their 

subscription mailboxes in the CDM.



[image: image6.wmf]Example 1 Operational Scenario:

Record inspections electronically and report them

to SAFER and MCMIS via CVIEW 

(ASPEN V2, SAFETYNET 2000, SAFER/CVIEW V3)

A.

The SAFETYNET 2000 staff member reviews the inspection report an

d 

sends it to MCMIS, in AFF, via the MCMIS/SAFETYNET Gateway.

B.

MCMIS receives the inspection report and updates carrier summary

information and computes carrier safety statistics, e.g., carrie

r safety ratings 

and history, inspection summaries.  Weekly, MCMIS sends SAFER up

dated 

carrier snapshot segments via flat file.

C.

SAFER updates its stored snapshots with carrier snapshot segment

s it 

receives from MCMIS.  SAFER forwards snapshot views to subscribe

rs via 

their subscription mailboxes in the SDM (in EDI X12 TS 285 forma

t to

CVIEWs

, and in AFF to SAFETYNET)

.

D.

CVIEW updates its stored snapshots with carrier snapshot segment

s it 

receives from SAFER.  CVIEW forwards carrier snapshot views in A

FF to 

ISS

-

2 via their subscription mailboxes in the CDM.  

NOTE: Functional acknowledgment for all EDI messages (except TS 

997) is made by responding    

with a TS 997. The results of processing an incoming TS 285 are 

reported via TS 824.
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Record inspections electronically and report them to SAFER and 

MCMIS via CVIEW

(ASPEN V2, SAFETYNET 2000, SAFER/CVIEW V3)
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[image: image8.wmf]Example 2 Operational Scenario:

Record inspections electronically and report them

to SAFER and MCMIS

(ASPEN V2, SAFETYNET 2000, SAFER (No CVIEW))

1.

An enforcement officer, using the Past Inspection Query system (

PIQ), 

issues a query to SAFER’s input mailbox in the SAFER Data Mailbo

x 

(SDM) for all inspection reports relating to a particular carrie

r.  The PIQ is in 

Application File Format (AFF).

Note:  SAFER stores Intrastate and Interstate Inspection Reports

for a 60

-

day 

period.

2.

SAFER receives, processes, and sends all inspection reports matc

hing the 

query to ASPEN in AFF format.  The past inspections show that th

is 

carrier’s vehicles often have brake problems

Note:  The SAFER system retrieves the query from its input mailb

ox in the 

SAFER Data Mailbox (SDM), processes the request, and then retrie

ves the 

inspection report from data storage.  The report is placed in th

e requester’s 

query mailbox in the SDM.  The PIQ detects and processes the rep

ort for 

display on ASPEN.



[image: image9.wmf]Example 2 Operational Scenario:

Record inspections electronically and report them 

to SAFER and MCMIS

(ASPEN V2, SAFETYNET 2000, SAFER (No CVIEW))

3.

The enforcement officer conducts the inspection and finds that t

he brakes 

are not functioning properly.  He completes the inspection and p

laces the 

vehicle Out

-

Of

-

Service (OOS).   ASPEN sends the inspection report in AFF 

to SAFER’s input mailbox and the state’s input mailbox in the SD

M.

4.

SAFER updates the vehicle snapshot segment with inspection infor

mation, 

e.g., OOS status, inspection history.  SAFER forwards snapshot v

iews to 

subscribers via their subscription mailboxes in the SDM in EDI X

12 TS 285 

format.

5.

SAFETYNET 2000 (via Blizzard) retrieves the inspection report in

AFF 

format from the state’s mailbox on the SDM.



[image: image10.wmf]Example 2 Operational Scenario for today:

Record inspections electronically and report them 

to SAFER and MCMIS

(ASPEN V2, SAFETYNET 2000, SAFER (No CVIEW))

A.

The SAFETYNET 2000 staff member reviews the inspection report an

d 

sends it to MCMIS, in AFF, via the MCMIS/SAFETYNET Gateway at Vo

lpe.

B.

MCMIS receives the inspection report and updates carrier summary

information and computes carrier safety statistics, e.g., carrie

r safety 

ratings, history and inspection summaries.  Weekly, MCMIS sends 

SAFER 

updated carrier snapshot segments in flat file format.

C.

SAFER updates its stored snapshots with carrier snapshot segment

s it 

receives from MCMIS.  SAFER forwards snapshot views to subscribe

rs via 

their subscription mailboxes in the SDM in EDI X12 TS 285 format

.  

D.

SAFER then forwards carrier snapshot views to ASPEN and SAFETYNE

T 

subscribers in AFF format.  

NOTE: Functional acknowledgment for all EDI messages (except TS 

997) is made by responding  

with a TS 997. The results of processing an incoming TS 285 are 

reported via TS 824.
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[image: image12.wmf]Example 3 Operational Scenario:

Past inspection report query to SAFER via CVIEW

(ASPEN V2, SAFER/CVIEW V3)

1.

An enforcement officer, using the Past Inspection Query system (

PIQ), 

issues a query to CVIEW’s input mailbox in the CVIEW Data Mailbo

x 

(CDM) for all inspection reports relating to a particular carrie

r.  The PIQ 

is in Application File Format (AFF). 

2.

CVIEW passes the query to the SAFER, via a Remote Procedure Call

(RPC). 

Note:  All queries are passed to SAFER where inspection reports 

are stored for a 60

-

day period.

3.

SAFER receives the query, processes the request, and then retrie

ves 

the inspection report from data storage.  SAFER sends all inspec

tion 

reports matching the query to CVIEW, via RPC.  

4.

CVIEW passes the inspection reports in AFF to ASPEN via its quer

y 

mailbox in the CDM. The PIQ detects and processes the report for

display on ASPEN.  
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[image: image14.wmf]Example 4 Operational Scenario 

for today

:

Past inspection report query to SAFER

1.

An enforcement officer, using the Past Inspection Query system (

PIQ), 

issues a query to SAFER’s input mailbox in the SAFER Data Mailbo

x 

(SDM) for all inspection reports relating to a particular carrie

r in

AFF 

format.

Note:  Inspection reports are stored in SAFER for 60 days.

2.

SAFER receives, processes, and sends all inspection reports matc

hing 

the query to ASPEN, in ASPEN

-

unique, non

-

EDI file format.  

Note:  The SAFER system retrieves the query from its input mailb

ox in the Safer Data 

Mailbox (SDM), processes the request, and then retrieves the ins

pection report from 

data storage.  The report is placed in the requester’s query mai

lbox in the SDM.  The 

PIQ detects and processes the report for display on ASPEN.
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[image: image1.wmf]Operational Scenarios and Functional 

Thread Diagrams

•

An “operational scenario” is a description of how a state intend

s that their 

customers and the state, or the state and core infrastructure sy

stems should 

interact to accomplish key CVISN functions. An example was given

in chapter 4.  

More examples are provided here.

•

The operational scenario is shown as a list of sequential steps.

To differentiate 

between different time schedules, numbers are used to show the i

nteraction 

between the applicant and the state, and the state’s update of s

napshots.  Those 

interactions occur as soon as possible after the initial applica

tion is received by 

the state.  Letters are used to show the state’s connections to 

the clearinghouses, 

since that occurs at a regular period instead of being triggered

immediately by the 

carrier’s actions.  

•

Each operational scenario is illustrated by overlaying informati

on onto the state 

system design template. The lines represent data flow between pr

oducts, with 

arrows indicating the direction of flow.  Each line is labeled w

ith a number or 

letter.  The complete set of lines constitutes a thread of activ

ities that accomplish 

a function.  Hence, the diagram is called a “functional thread d

iagram.”

•

This appendix provides examples of operational scenarios and fun

ctional thread 

diagrams.  They are included for reference, and as starting poin

ts for states that 

plan to implement similar processes.
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Example 4 Operational Scenario for today:

 Past inspection report query to SAFER



An enforcement officer, using the Past Inspection Query system (PIQ), issues a query to SAFER’s input mailbox in the SAFER Data Mailbox (SDM) for all inspection reports relating to a particular carrier in AFF format.

	Note:  Inspection reports are stored in SAFER for 60 days. 

2.	SAFER receives, processes, and sends all inspection reports matching the query to ASPEN, in ASPEN-unique, non-EDI file format.  

	Note:  The SAFER system retrieves the query from its input mailbox in the Safer Data Mailbox (SDM), processes the request, and then retrieves the inspection report from data storage.  The report is placed in the requester’s query mailbox in the SDM.  The PIQ detects and processes the report for display on ASPEN.

	












_1074666160.ppt


Example 1 Operational Scenario:

Record inspections electronically and report them

 to SAFER and MCMIS via CVIEW 

(ASPEN V2, SAFETYNET 2000, SAFER/CVIEW V3)

1.	An enforcement officer, using the Past Inspection Query system (PIQ), issues a query to CVIEW’s input mailbox in the CVIEW Data Mailbox (CDM) for all inspection reports relating to a particular carrier.  The PIQ is in Application File Format (AFF). 

2.	CVIEW passes the query to the SAFER, via a Remote Procedure Call (RPC). 

	Note:  All queries are passed to SAFER where inspection reports are stored for a 60-day period.  

3.	SAFER receives the query, processes the request, and then retrieves the inspection report from data storage.  SAFER sends all inspection reports matching the query to CVIEW, via RPC.  

4.	CVIEW passes the inspection reports to ASPEN, via its query mailbox in the CDM, in AFF format. The PIQ detects and processes the report for display on ASPEN.  The past inspections show that this carrier’s vehicles often have brake problems. 



Read through the first few steps, referring to the thread diagram.  

As you read through step 1, explain what the CVIEW (and SAFER) Data Mailbox is: The CVIEW Data Mailbox (CDM) is a store-and-forward service used to exchange information between CVIEW and other external systems and users, referred to as clients. Clients utilize the Simple Mail Transfer Protocol (SMTP) to send information to the CDM and the Post Office Protocol, Version 3, (POP3) to retrieve information from the CDM.   SAFER also has a mailbox service, called the SAFER Data Mailbox, or SDM.
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Example 3 Operational Scenario:

 Past inspection report query to SAFER via CVIEW

(ASPEN V2, SAFER/CVIEW V3)

1.	An enforcement officer, using the Past Inspection Query system (PIQ), issues a query to CVIEW’s input mailbox in the CVIEW Data Mailbox (CDM) for all inspection reports relating to a particular carrier.  The PIQ is in Application File Format (AFF). 

2.	CVIEW passes the query to the SAFER, via a Remote Procedure Call (RPC). 

	Note:  All queries are passed to SAFER where inspection reports are stored for a 60-day period.  

3.	SAFER receives the query, processes the request, and then retrieves the inspection report from data storage.  SAFER sends all inspection reports matching the query to CVIEW, via RPC.  

4.	CVIEW passes the inspection reports in AFF to ASPEN via its query mailbox in the CDM. The PIQ detects and processes the report for display on ASPEN.  
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Example 4 Functional Thread Diagram for today:

Past inspection report query to SAFER
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Example 5 Functional Thread Diagram:

Carrier snapshot query to SAFER via CVIEW

(ASPEN V2, SAFER/CVIEW V3)
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Example 2 Functional Thread Diagram:

Record inspections electronically and report them to 

SAFER and MCMIS

(ASPEN V2, SAFETYNET 2000, SAFER (No CVIEW))
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Example 3 Functional Thread Diagram:

Past inspection report query to SAFER via CVIEW

(ASPEN V2, SAFER/CVIEW V3)
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Example 2 Operational Scenario for today:

Record inspections electronically and report them 

to SAFER and MCMIS

 (ASPEN V2, SAFETYNET 2000, SAFER (No CVIEW))

A.	The SAFETYNET 2000 staff member reviews the inspection report and sends it to MCMIS, in AFF, via the MCMIS/SAFETYNET Gateway at Volpe.



B.	MCMIS receives the inspection report and updates carrier summary information and computes carrier safety statistics, e.g., carrier safety ratings, history and inspection summaries.  Weekly, MCMIS sends SAFER updated carrier snapshot segments in flat file format.



C.	SAFER updates its stored snapshots with carrier snapshot segments it receives from MCMIS.  SAFER forwards snapshot views to subscribers via their subscription mailboxes in the SDM in EDI X12 TS 285 format.  



D.	SAFER then forwards carrier snapshot views to ASPEN and SAFETYNET subscribers in AFF format.  



NOTE: Functional acknowledgment for all EDI messages (except TS 997) is made by responding  with a TS 997. The results of processing an incoming TS 285 are reported via TS 824.
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Operational Scenario Examples 1-2

Record inspections electronically and report them to SAFER and MCMIS

Retrieve past inspections

Report inspection; SAFER updates snapshots accordingly

Review inspection using SAFETYNET and submit to MCMIS; update snapshots accordingly



For inspection-related scenarios, it is often convenient to think of the steps in the operational scenario in three subgroups.

On this and subsequent pages, the groups are highlighted with the colors shown:

Yellow steps support the initial retrieval of past inspections (steps 1-4),

Lavender cross-hatched steps correspond to the reporting of the inspection and the initial update & distribution of snapshots (steps 5-9),

Blue steps involve the formal review of the inspection, and submission to MCMIS; snapshots are updated and distributed (steps A-D).  These steps are labeled A-D instead of 11-14 since there is normally a break between the retrieval of the inspections using SAFETYNET 2000 and their review & submission to MCMIS.  

The slide show will skip to the thread diagram.  We will start to walk through the list of the first few steps of the operational scenario [use overhead projector to show the list].  We’ll only walk through part of the first scenario.

In the breakout session, you’ll develop operational scenario steps and a thread diagram for how you intend to automate this same inspection reporting process.   You’ll choose which scenario to work on, depending on when you expect to automate inspection reporting.

Keep the scenario steps at about the same level of detail as in this example.  Each step should “name” the information being exchanged and what format (e.g., EDI TS 285) will be used for the exchange.  Also describe, at a high level, the processing performed.
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CVISN Level 1 Safety Information Exchange

Key Operational Scenarios

Record inspections electronically and report them to SAFER and MCMIS

Example 1: Operational Scenario: Record inspections electronically and 			report them to SAFER and MCMIS via CVIEW 

	             	(ASPEN V2, SAFETYNET 2000, SAFER/CVIEW V3)*

Example 2: Operational Scenario: Record inspections electronically and 			report them to SAFER and MCMIS 

	            	(ASPEN V2, SAFETYNET 2000, SAFER 3 (No CVIEW))

Queries

Example 3: Operational Scenario: Past inspection report query to SAFER 		via CVIEW         	           						(ASPEN V2, SAFER/CVIEW V3)*

Example 4: Operational Scenario for today: Past inspection report query to 		SAFER

Example 5: Operational Scenario: Carrier snapshot query to SAFER via 			CVIEW 

	             	(ASPEN V2, SAFER/CVIEW V3)*

* planned for 2002
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Example 2 Operational Scenario:

Record inspections electronically and report them 

to SAFER and MCMIS

 (ASPEN V2, SAFETYNET 2000, SAFER (No CVIEW))

3.	The enforcement officer conducts the inspection and finds that the brakes are not functioning properly.  He completes the inspection and places the vehicle Out-Of-Service (OOS).   ASPEN sends the inspection report in AFF to SAFER’s input mailbox and the state’s input mailbox in the SDM.



4.	SAFER updates the vehicle snapshot segment with inspection information, e.g., OOS status, inspection history.  SAFER forwards snapshot views to subscribers via their subscription mailboxes in the SDM in EDI X12 TS 285 format.



5.	SAFETYNET 2000 (via Blizzard) retrieves the inspection report in AFF format from the state’s mailbox on the SDM.
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Example 2 Operational Scenario:

Record inspections electronically and report them

to SAFER and MCMIS

 (ASPEN V2, SAFETYNET 2000, SAFER (No CVIEW))

1.	An enforcement officer, using the Past Inspection Query system (PIQ), issues a query to SAFER’s input mailbox in the SAFER Data Mailbox (SDM) for all inspection reports relating to a particular carrier.  The PIQ is in Application File Format (AFF).

	Note:  SAFER stores Intrastate and Interstate Inspection Reports for a 60-day period. 

2.	SAFER receives, processes, and sends all inspection reports matching the query to ASPEN in AFF format.  The past inspections show that this carrier’s vehicles often have brake problems

	Note:  The SAFER system retrieves the query from its input mailbox in the SAFER Data Mailbox (SDM), processes the request, and then retrieves the inspection report from data storage.  The report is placed in the requester’s query mailbox in the SDM.  The PIQ detects and processes the report for display on ASPEN.
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Operational Scenarios and Functional Thread Diagrams

		An “operational scenario” is a description of how a state intends that their customers and the state, or the state and core infrastructure systems should interact to accomplish key CVISN functions. An example was given in chapter 4.  More examples are provided here.

		The operational scenario is shown as a list of sequential steps.  To differentiate between different time schedules, numbers are used to show the interaction between the applicant and the state, and the state’s update of snapshots.  Those interactions occur as soon as possible after the initial application is received by the state.  Letters are used to show the state’s connections to the clearinghouses, since that occurs at a regular period instead of being triggered immediately by the carrier’s actions.  

		Each operational scenario is illustrated by overlaying information onto the state system design template. The lines represent data flow between products, with arrows indicating the direction of flow.  Each line is labeled with a number or letter.  The complete set of lines constitutes a thread of activities that accomplish a function.  Hence, the diagram is called a “functional thread diagram.”

		This appendix provides examples of operational scenarios and functional thread diagrams.  They are included for reference, and as starting points for states that plan to implement similar processes.










