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Appendix D. 

Recommended Development Process

This Page Intentionally Blank

The CVISN Guide to Top-Level Design (Reference 23) and the CVISN Guide to Program and Project Planning (Reference 21) describe fundamental principles and generic processes.  This chapter applies and tailors this guidance to the safety information exchange area.  Some states may already have a well-documented methodology for information system development.  If so, the state should follow that process, possibly making some adjustments to incorporate any ideas included here that are not reflected in the state’s standard procedures. 

The first section in this chapter provides an overview of the entire process.  Subsequent sections address each successive phase of the process, including these topics:

· Phase Process

· Phase Products

· Factors to Consider

· List of Key Decisions (refer to Chapter 5 for a description of each)

· Advice and Lessons Learned.

A final section addresses requirement specification, a topic that influences all phases.

Development Process Overview

The Introductory Guide to CVISN (Reference 17) outlined a model development process for implementing CVISN capabilities.  Figure D-1 is repeated from that document as a reminder of the model.

Deploying CVISN Level 1 capabilities is a major undertaking that typically takes several years.  In order to reduce risk, it is strongly recommended that states use an incremental deployment approach.  It is critical that this large project be broken into a series of 3-6 month time periods called project phases.  Specific results or products are defined for each phase.  These are defined in detail for each phase just before it begins, and more broadly for subsequent phases.  The use of phases allows taking a big job and breaking it into small, manageable pieces.  If a state completes the first couple development phases on time and meets all the objectives, this provides assurance that the plan is realistic.  If not, it allows the state to revise the plan and take other corrective actions prior to committing extensive resources to a project that is not properly structured for success.  Incremental development and measurable milestones ensure stakeholder participation, feedback, and visibility into project progress.

Figure D-1 shows that the first phase is devoted to developing the state top-level design, preparing the State CVISN Project Plan, establishing full funding for the project, and issuing major contracts for products and technical services.  Each subsequent phase is a development phase that results in some type of demonstration or operational capability.  More information on phases is provided in the CVISN Guide to Program and Project Planning (Reference 21) and the CVISN Guide to Phase Planning and Tracking (Reference 22).
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Figure D–1.  Overview of CVISN Deployment Process

This CVISN Guide to Safety Information Exchange has been prepared with the experience of early CVISN deployments in mind.  It assumes that states will have to do considerable requirements analysis and state-specific planning.  As time goes on and CVISN moves into the mainstream, this will be less the case.  Some of the aspects of CVISN will become routine.  This may be true for your state even now.

For example, if a state presently uses both ASPEN and SAFETYNET and intends to continue using them, two key elements are already in place.  If USDOT numbers are assigned to both interstate and intrastate carriers and the FMCSA-developed CVIEW developed for other states is being used, the CVISN Level 1 requirements can be met with a relatively modest effort. 

The approach defined herein assumes that a state is providing some level of system integration.  If the role of system integrator is subcontracted, the detailed steps outlined herein might not be followed.  Most likely, a system integrator will propose an approach based on their methodology.  Nevertheless, the material herein can aid in understanding what a system integrator must accomplish. 

D.1
Top-Level Design Phase

Top-Level Design Phase Process

The CVISN Guide to Top Level Design (Reference 23) describes the general process for developing a top-level design.  Figure D-2 describing this process is repeated below as a reminder.


[image: image2.wmf]Characterize Current System Design

Identify New Operational Concepts

Make a Master Design Template

Each state develops a top

-

level design by adding

CVISN capabilities to existing systems

Define Several Key Scenarios

Summarize System Interfaces

Summarize System Changes

1

2

3

4

5

6

Design System

Feedback & Iteration

Write State CVISN

Program Plan

1B

Establish Funding & 

Contracts

1C

Develop Products & 

Integrate into

Phase “n” CVISN

Configuration

2 to N

Develop State

Top

-

Level Design

1A


Figure D–2.  Top-Level Design Process

Even though the steps are shown as sequential, the process actually involves a great deal of feedback and iteration.  Throughout the process, identify issues, actions and decisions.  At the end of this process, a state will have decided what products it wants to develop or acquire, what modifications it wants to make to existing systems, and how it wants to interface systems to each other.  This phase establishes the technical framework for everything that follows.

Top-Level Design Phase Products

· A State CVISN Top-level Design Description shows how safety information exchange fits into the statewide CVISN design.  It should include:
· System Requirements

· State-specific goals

· COACH Part 1 tables from Chapters 2, 3, 4, 5, 6 (Reference 2)

· COACH Part 4 tables (Reference 14)

· Other state requirements.

· System Design

· Allocation of requirements to system components

· COACH Part 3 tables, tailored as needed (Reference 16)

· Description of functions for each new component

· System Interface Summaries

· Top-Level Physical System Design.

· System Change Summary

· Operational Scenarios

· Issues.

· In addition to the State CVISN Top-level Design Description, each state may want to prepare a separate, more detailed specification for CVIEW and any other new systems.
Factors to Consider in the Top-Level Design Phase

· The credentialing area of CVISN Level 1 focuses on interstate carriers in the IRP and IFTA programs.  The safety area also includes intrastate carriers and vehicles.  Designs must accommodate intrastate data.  This is one of the primary reasons for having a CVIEW (or equivalent) in a state.

· As part of the system design process, the state needs to deliberately assess the expected transaction volume and what that implies for computer, storage, and networking needs.  This assessment should be updated periodically as the project proceeds.

Key Decisions

· Will the state implement the FMCSA-developed CVIEW, or will it implement an equivalent system?

· What functions will the CVIEW (or equivalent) system perform?

· Will the state build a CVIEW (or equivalent) from scratch or start with the generic FMCSA-developed model?

· Will the state use SAFER instead of implementing a CVIEW?

· What data formats will the state use in interfacing with SAFER?

· Does the state use or intend to use ASPEN for inspections?

· Will CVIEW (or equivalent) act as the single snapshot and inspection report interface system for ASPEN units in the field?

· What systems in the state will provide snapshot segment updates?

· What snapshot views will be used where?

· What communications services and protocols will be used to provide connections among the systems involved in safety information exchange?

Advice and Lessons Learned

· Develop requirements in multiple levels of detail.  Use clear, concise top-level, testable, requirements as the basis for procurements and contracts.  Develop more detailed business process descriptions as required by each phase as the work proceeds.  (Please see Subsection D.6, Requirements Specification, for more discussion.)

· Within the state, the use of a CVIEW to serve as a single interface node between sources of snapshots and users of snapshots has proven to be a useful approach.  It allows a state to control and standardize interfaces among its internal systems.  The state can isolate internal changes from external systems by developing custom LSIs. 

D.2
Program and Project Planning Phase

Program and Project Planning Phase Process

The CVISN Guide to Program and Project Planning (Reference 21) describes the general process for developing a project plan and organizing the project.  Figure D-3 that portrays this process is repeated below as a reminder.


[image: image3.wmf]Define the Objectives

Create the Work Breakdown Structure

Define Project Organization

A project planning process is necessary to plan the work 

and communicate among project members.

Define Project Processes

Assign Work to Organizations

Define Milestones & Schedules

1

2

3

4

5

6

Plan Project

Feedback & Iteration

Estimate Costs & Resources

7

Write State CVISN

Program Plan

1B

Establish Funding & 

Contracts

1C

Develop Products & 

Integrate into

Phase “n” CVISN

Configuration

2 to N

Develop State

Top

-

Level Design

1A


Figure D–3.  Program and Project Planning Process

Planning Phase Products

· A completed plan that reflects the results of all the decisions made in this step.  The top-level plan for safety information exchange should be reflected in the State CVISN Program Plan.

· Documents necessary to support acquisition of full project funding.  The plan should support this, but other proposals and state-specific documents may be required.

· Preliminary Phase Schedule for safety information exchange systems and capabilities.

Factors to be Considered in the Project Planning Phase

· Other projects are going on in the state that may affect the CVISN project.  For several of the pilot states, Y2K efforts had such a high priority that resources were not available for CVISN tasks.  Are there any major projects ongoing in the state that will compete for resources?  Are major upgrades already taking place in the systems that support safety information exchange?  Are major upgrades planned in the hardware and communications systems that will support the safety applications?

· If existing systems are being modified in-house, will state staff be able to dedicate sufficient time to accomplish the modifications?  Does this project have sufficient priority among all the on-going efforts?  Does the management structure support the project?

· What policies does the state have on the use of the Web?  Is there a program in the state to actively promote “electronic government” and deliver more services over the Web and the Internet?  Can development leverage on these programs?

· What type of internal methodology has the state used in the past for information system development in the safety information exchange area?  Is the process outlined in the CVISN guide series compatible with that approach?  Are there any special requirements for feasibility studies or cost/benefit analysis studies?

· What is the typical procurement cycle in the state?  What steps are required?  How long does it take?  What can be done to expedite this?

· What have other nearby states done towards implementing CVISN?  Is it possible to leverage on their progress, learn from them or partner with them in some way?

Key Decisions

· Should the state build, buy, or use a government-furnished item for each subsystem?

· Will the state update current legacy systems or recompete/redevelop?  

· When will the state connect to SAFER? 

· Will the state participate in the PRISM program? 

· What are the priorities and sequence for implementing capabilities?

· Who is the system integrator?

· Should the state use sole source or competitive contracting? 

D.3
Funding and Contracts Phase

Funding and Contracts Phase Process

The CVISN Guide to Program and Project Planning (Reference 21) describes the general process for the funding and contracting phase.  Figure D-4, which portrays this process, is repeated below as a reminder.  The process for this phase is very dependent on state-specific details.  The figure is intended to give a conceptual framework and starting point.  A specific process should be developed that meets the needs of each individual state.
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Figure D–4.  Funding and Contracts Phase Process

Funding and Contracts Phase Products

· Documents needed (public relations material, feasibility studies, cost/benefit studies, grant applications or proposals) to obtain funding

· Commitments for funding from state, federal and private sources on a schedule that meets project cash flow requirements.

· Procurement documents (e.g., RFP, evaluation plan, feasibility study, and sole source justification) to acquire hardware and software products as well as software development, system integration, communication, and verification and validation services 

· Flexible contract mechanisms are in place to support a team of contractors as required to complete all aspects of the project. 

Factors to be considered in the Funding and Contracts Phase

· The safety information exchange area is usually the most straightforward of the CVISN capability areas.  Many states already have ASPEN systems in place, and these already interface to SAFER.  Likewise, nearly all states use SAFETYNET.  The FMCSA is already incorporating features in these systems to allow them to conform to the CVISN architecture.  A generic version of CVIEW is available from FMCSA that can be used as a starting point (although customization and operations and maintenance support will be required).  Several states have developed their own versions of CVIEW, which may be available from the states or their vendors.

· The state needs contractual vehicles that allow work to be defined and costs estimated at a high level before all the details are known.  The contractual mechanism must also have the flexibility to define detailed process and system design as the work proceeds.

· Be sure to include measurements of performance and remedies for nonperformance in contracts.

· Be sure to account for operations and maintenance in the budget estimates.

· If the state is pursuing a mostly custom development approach: The requirements analysis approach is critical.  The requirements will guide the activities of the contractors.  Consider including a proof-of-concept phase in which the state can judge the contractor’s commitment and ability to meet the technical and schedule requirements.

· If the state is using mostly COTS packages: The requirements analysis approach is required, but not as critical as with custom development.  This is a case of buying what vendors already have.  In this case, an opportunity to “try before you buy” is very important.  Consider including a preliminary demonstration phase in the contract that allows state personnel to see the basic (unmodified) package they are getting before making the final commitment to it. 
Key Decisions

· How much funding is required to complete the project?

· Where will the funding be obtained?

· What type of procurement should be used for each product or service?

· What can be done to expedite procurements?

· What type of incentives and remedial mechanisms should be included in the contracts?

· What terms and conditions related to software rights should be included in the contracts?

· How can the RFPs be written to assure architectural conformance and interoperability?

Advice and Lessons Learned
· If possible, set up some type of indefinite delivery/indefinite quantity (ID/IQ) contract vehicle with the systems integration agent and software services vendors.  This allows definition of specific task orders as the work proceeds.  It lessens the need to have a “frozen” set of requirements up front.  It allows the team a lot more flexibility in solving problems.  It allows adapting to changes in technology as the project proceeds.

· To assure architecture conformance, be sure to require that vendors prove that their deliverables conform to the architecture through the execution and analysis of interoperability tests.  Also, require design reviews so that the state’s Conformance Assessment Team can check the design for conformance.

· When states decide to do a mostly COTS approach, they expect the costs to be very small.  This expectation is often not met.  For example, if a state purchases an existing CVIEW, it is likely to require substantial modification and customization to fit in that state’s Information Technology (IT) environment.  It may need custom legacy system interfaces.  That state may have slightly different processes than other states using the product, or it may require additional data fields.  The result is that the COTS product may still cost hundreds of thousands of dollars.  Nevertheless, it is still cost effective because a development from scratch may cost millions of dollars.

D.4
Development Phase “n”

Development Phase “n” Process

The CVISN Guide to Phase Planning and Tracking (Reference 22) describes the general process for developing and maintaining a Phase Plan and tracking progress as the phase proceeds.   Figure D-5, which portrays this process, is repeated below as a reminder.
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Figure D–5.  Development Phase “n” Process

Development Phase “n” Products

· Working products [e.g., ASPEN, CVIEW, LSIs, legacy modifications (LMs)]

· Products integrated into the operational environment

· Test documentation showing proof that products worked as required

· Operation and maintenance documentation

· Net result: New operational capabilities.

Factors to be Considered in Development Phase “n”

· It is important to be able to incrementally define details.  Allow time in the schedule to define more scenarios and to document the state-specific EDI interface requirements at the beginning of each phase.  The state-specific requirements should be published in a State of ___ Motor Carrier Safety Information Exchange Interface Control Document that is made available on a state Web site.

· As components are developed, tests should be executed to verify that the components meet the design.  As components are integrated, interoperability tests should be executed to verify that the standard interfaces were implemented correctly, and that the components and products work together correctly.

· Configuration management (CM) becomes very important when integrating products from multiple vendors.  A change management process must be in place.  As changes are made to interface designs, everyone must be kept informed of changes and planned updates.  Updates to systems on each end of the interface must be synchronized.  Version numbers must be systematically assigned to all products and version description documents prepared to coordinate updates and make sure that compatible versions are installed together. 
Key Decisions

· How should the initial design be modified based on the experience gained in each phase?
· How should the initial phase plan be modified based on progress actually made in each phase?
Advice and Lessons Learned

· Incremental deliveries reduce the risk for both the state and the vendor.  Use them.

· If an incremental development process is being used, allow time at the beginning of each phase for a “mini-business process reengineering (BPR)” study of just the processes for that phase.  For example, maybe the next step focuses on the vehicle snapshot delivery to the roadside.  Allow a few days to define detailed processes.  Also, refine the interface specifications at this time.  Finalize any state-specific details related to EDI interface maps (the software that converts legacy system data from or to EDI) at this time.  This “just-in-time” analysis will present topics to the development team when they are ready to handle them and need the results.  It will avoid “warehousing” a thick specification on a shelf to gather dust.

· An early delivery that shows tangible progress is critical to building the team, establishing forward momentum, establishing credibility, and securing funding.  For example, Maryland deployed a number of ASPEN units and connected them to SAFER prior to having an operational CVIEW.  This was a good first step because it established the critical SAFER interface and provided immediate benefit to the enforcement officers using the new ASPEN systems.
· Schedule management is especially important in the safety information exchange area because of the need to coordinate multiple vendors.  The state needs an integrated schedule that has top-level milestones and any external dependencies among the various vendors and organizations involved.  The system architect needs to have clear authority to adjust the schedule details in response to technical issues.  However, everyone must make a firm commitment to meet major milestones.

· The safety information exchange area will probably require close coordination among several parties including the state, the FMCSA and one or more vendors.  All participants will be dependent on each other for achieving their goals.  These external dependencies need to be identified and carefully managed.  When problems come up (as they always will, even in the best programs) there will be a tendency for everyone to blame the problem on someone else.  A strong system integrator and problem resolution process is required to deal with this. 

· An early indicator of a vendor’s ability to perform is provided by checking the level of effort being applied.  There is no substitute for a visit to the vendor’s development facility.  Ask to meet the people working on your system.  Ask about their other assignments.  Step back and perform a “sanity check” on staffing levels.  Ask yourself if it is realistic to expect the desired work to be accomplished with the effort being applied.

· Hopefully, careful planning will allow things to go well with vendors.  Nevertheless, be sure to have contractual remedies in place just in case they do not.  These can include progress payments based on performance, incremental funding, and cancellation clauses.

· Test data can be time consuming to prepare.  Build on existing test data (e.g., the CVISN Interoperability Test Suite Package, References 9-11) when possible.  An absence of test data can cause insufficient testing and allow problems to go undetected until after systems are put into production.

· Changes in requirements can kill project schedules and cause cost overruns.  An effective CM process is necessary to ensure that changes are only made when the impacts on cost and schedule are understood and approved.  For more information about CM, please see Reference 24.

D.5
Requirements Specification

Development of accurate requirements specifications that are detailed enough (but not too detailed) is a critical success factor in a safety information exchange project.  It is discussed here as a separate topic because it is a consideration that has impact on all phases of the development process, from top-level design through final acceptance testing.  Several alternatives to specifying requirements are discussed below.

Alternative A: Simplified Requirements Specification Document.

If a state is not experienced in using detailed requirements specifications effectively, a simplified approach may be a better choice.  Consider not writing a very detailed safety information exchange requirements specification up-front.  Some folks think that a thick, detailed requirements document will ensure that the contractor will produce what you want.  Experience has shown that this is not necessarily the case.  Instead, a concise requirements document that states the results and leaves the details to be developed as part of the phased development process is more likely to succeed.  Remember that the objective is to produce a top-level requirements specification that limits the project scope, is concise, testable, and provides a basis for establishing and managing a contract.

One suggested approach is to use the State CVISN System Design Description as the basic source of requirements for safety information exchange subsystems.  The design description should include the completed sections of the various parts of the COACH:  

· COACH Part 1, Operational Concept and Top-Level Design Checklists (Reference 2)

· COACH Part 3, Detailed System Checklists (Reference 16)

· COACH Part 4, Interface Specification Checklists (Reference 14).

Review and edit these, filling them out and customizing them as required to meet state-specific needs.

An RFP should refer to specific sections of the design description relevant to the item or items being procured.  It can also reference these guides and any other state-specific documentation (e.g., strategic plans) that provide background or describe your concept of operations.  The RFP should require that the product pass the interoperability tests.  Refer to the COACH Part 5 (Reference 8) and the CVISN Interoperability Test Suite Package (References 9, 10, 11) for further information.  The RFP should require that, as part of the project, the vendor perform systems analysis and develop more detailed process descriptions and related requirements with operations personnel during each phase of the project.  These process descriptions may be done in joint application development (JAD) sessions using participant flows or some equivalent method and diagramming technique.  When evaluating proposals, pay particular attention to the vendors’ experience and proposed approaches to working with the state team to develop these detailed process designs.

Alternative B:  Delta Requirements

If a state is using a largely COTS approach, it may want to consider a variation on Alternative A.  Create a simplified requirements specification based on the State System Design Description and COACH as described above.  Then ask the contractor to install their COTS products for a trial period of 1-3 months.  During this time, ask the contractor to develop a “delta” (i.e., difference) requirement specification that describes what changes are desired to their product.  The contractor may use checklists, JAD sessions, focus groups, interviews and other techniques to collect these “delta” requirements.

Preparation of delta requirements is in lieu of a detailed description of each scenario or business process.  If the product comes very close to satisfying the needs, there is no need to spend a lot of effort documenting it.

Alternative C:  Comprehensive Requirements Specification Document

Traditional software life cycle models advise having comprehensive, detailed, requirements nailed down before the project starts.  Problems with this approach include:

· Developing the document is costly and time consuming.

· Processes change and the document quickly becomes obsolete.

· If the people developing the document are not the ones developing the system, much of the investment remains locked in the heads of the analysts who wrote the specs.  Thus, this information is not transferred to the developers.  As a result, it is likely that the developers will want to redo this work themselves and get the users’ perspective first hand.

· User personnel often do not have time to invest in really studying requirements documents and making sure the documents reflect their needs.

· It is very difficult for user personnel to review requirements documents and actually understand what they are getting.  When they finally see the system, they will realize that there were many things they wanted that did not occur to them when reviewing the specs.

However, if a state has worked successfully with comprehensive, detailed requirements specifications before and this is what is desired for this project, consider issuing a partial draft of the requirements specification as part of the RFP.  Then have the successful bidder complete the draft as part of their contract, finalizing sections with each phase of the project as it proceeds.

In Maryland and Virginia, comprehensive Credentials Administration Requirements Specifications (CARS) (References 25 and 26) were prepared up front.  These documents provided a description of how transactions flow end-to-end through all the systems supporting credentials administration.  They also allocated requirements to each subsystem, legacy system interface and legacy modification and defined interfaces between those elements.  Because the prototype states were the first to initiate the credentialing project, it was felt that a comprehensive document like the CARS was needed.  In retrospect, the CARS documents provided a wealth of information and were useful to the projects.  In particular, the participant flows (in CARS Chapter 3, “Business Processes”) were very useful for gaining an understanding of how the users wanted the final system to work.  However, the more technical sections of the CARS (Chapter 4, “Systems Business Processes” and Chapter 5, “System Functional Requirements”) were less useful and are not recommended for future efforts because of the time and cost of preparation.
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Update Plan for Next 3-6 Months

Analyze Detailed Requirements

Document Interface Designs

Each state develops detailed designs and implements 

systems adapted to its unique requirements.

   

   

Develop Next Product Releases

Integrate Product Releases

System Test

1

2

3

4

5

6

Implement Systems

Feedback & Iteration

Acceptance Test (incl. Interoperability)  

7



2 to N



Write State CVISN

Program Plan

1B





Establish Funding & Contracts

1C

Develop Products & Integrate into

Phase “n” CVISN

Configuration

Develop State

Top-Level Design

1A



8

8












_1072094266.ppt




Define the Objectives

Create the Work Breakdown Structure

Define Project Organization

A project planning process is necessary to plan the work 

and communicate among project members.

   

   

Define Project Processes

Assign Work to Organizations

Define Milestones & Schedules

1

2

3

4

5

6

Plan Project

Feedback & Iteration

Estimate Costs & Resources

7



2 to N



Write State CVISN

Program Plan

1B





Establish Funding & Contracts

1C

Develop Products & Integrate into

Phase “n” CVISN

Configuration

Develop State

Top-Level Design

1A



8

8












_1072093994.ppt




States are encouraged to implement CVISN Level 1 capabilities incrementally in a series of steps using a structured process.
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A phase is a period of time defined for planning purposes to allow incremental delivery of a complex system.  “Phase n” refers to multiple phases, each 3-6 months long.  The first phase is devoted to system design and project planning.  Each subsequent phases focuses on delivering a coordinated set of product versions (a.k.a. releases) that incrementally build to the overall CVISN Level 1 capability.  For each phase, states are encouraged to update the Project Plan and System Integration Schedule.










