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CVISN Objectives, Guiding Principles & Concepts


3. CVISN OBJECTIVES, GUIDING PRINCIPLES, AND CONCEPTS 

In this chapter, we gather from various sources the material that drives the CVISN Architecture.  The Intelligent Transportation Systems/Commercial Vehicle Operations (ITS/CVO) and CVISN objectives, guiding principles, and concepts have been stakeholder developed and stakeholder driven since 1991, with the first year of the Intermodal Surface Transportation Efficiency Act (ISTEA).  These same general objectives, guiding principles, and concepts should also be strong influences on each state’s top-level design.

3.1 CVISN Objectives Support the ITS/CVO Program Objectives

Objectives for ITS/CVO projects usually fall into the categories listed in the box at right.  The CVISN objectives are intended to support those high-level CVO program objectives.  Information system improvement should not be undertaken as technology for its own sake.  Such improvement projects should show a clear benefit and connection to the ITS/CVO program objectives.

Implement the CVO user services: The National Program Plan for ITS documents a carefully obtained consensus on what user services (e.g., automated roadside safety inspection, commercial vehicle administrative processes) are to be developed.  These were considered as fundamental initial direction to the CVISN architecture program.

Improve CVO efficiency and effectiveness: Information technology is key to improvement of CVO processes.  Many current bottlenecks can be alleviated with automation.

Promote consistency among processes and data: Inconsistent practices between jurisdictions or within a single jurisdiction make compliance for carriers more complex and expensive.  Consistency reduces costs and improves productivity.

Improve availability of timely, accurate information: People make better decisions when they have better information.  Likewise, automated processes are most effective when they operate with the most complete and accurate set of information available.

3.2 Guiding Principles for the CVISN Architecture

Statements of principle are being used to document fundamental concepts and guidelines supported by the CVO community.  Guiding principles shaped the development of the CVISN Architecture.  The principles should also be used to guide the state design process.  The guiding principles were developed under the auspices of the ITS America CVO Program Subcommittee (Reference 12).  The subcommittee, with representatives from most major CVO stakeholder groups, reached consensus about these principles after many hours of discussion.  These principles continue to be reviewed periodically by ITS America and the US Department of Transportation.  They will be updated as required to reflect the consensus of the CVO community.  The current principles labeled “CVISN Architecture” are copied verbatim into this section. 

1. The CVISN architecture will be open, modular, and adaptable.

2. The architecture will enable data exchange among systems, a key to reaching CVO objectives.  Methods used to exchange data will ensure data integrity and prevent unauthorized access.

3. Data exchange will be achieved primarily via common data definitions, message formats, and communication protocols.  These enable development of interoperable systems by independent parties.

4. A jurisdiction shall have and maintain ownership of any data collected by any agent on its behalf.

5. The architecture will accommodate existing and near-term communications technologies.

6. The architecture will accommodate proven technologies and legacy systems whenever possible.

7. The CVISN architecture will allow government and industry a broad range of options, open to competitive markets, in CVO technologies.

3.3 General Operational Concepts

General operational concepts were derived from concepts that apply to more than one of the CVISN capability areas (e.g., Safety Information Exchange, Credentials Administration, Electronic Screening).  They were stated in the COACH Part 1 (Reference 2), and are repeated and further explained here.  The operational concepts shaped the generic CVISN top-level design.  The concepts should also be used to guide the state design process.

1. Good business processes can be enhanced through improved automated access to accurate information.  Information sharing within a single jurisdiction and across jurisdictions using electronic networks is a cornerstone of the CVISN initiative.  Information systems are only as good as the quality of the data they use.  Data must be accurate, current, and safe from tampering or unauthorized disclosure.

2. Authoritative sources are responsible for maintaining accurate information.  Each jurisdiction participating in ITS/CVO information exchange identifies the authoritative source for each data item. The term “authoritative source,” also known as a system of record, is used to refer to that information system which can provide the correct answer to a question.  The authoritative source is the final arbiter in case of conflicts about data validity.  It is the legal source of the data.  Data that have been authenticated by the authoritative source have been proven to be genuine.  In some cases, data are stored immediately and authenticated later by authorized personnel or systems. 

3. Sometimes it is practical for authoritative systems to authorize indirect sources to assist in the information exchange process.  An “indirect source” acts on behalf of an authoritative source to answer questions.  Some authoritative sources may provide information to one or more indirect sources to facilitate giving answers to customers.  

4. To enable cross-referencing and standard look-ups in multiple information systems, a common scheme for identifying carriers must be adopted.  The Primary Carrier ID should be used in interface agreements (open standards, Internet-based exchanges, and custom interface agreements) to facilitate the exchange of carrier information.  How the ID is stored internally outside the interface is up to the system implementers.  The ID should be based on the USDOT number for both interstate and intrastate carriers.  If it is not feasible for the state to use USDOT number as the ID type for all intrastate carriers, then the state should establish some convention for the Primary Carrier ID that will apply to all intrastate carriers in that state.  [Please see Reference 16 for further details.]
These are the segments for the Primary Carrier ID at the interface:

a. ID Type

b. If the ID was issued to an intrastate carrier, then there must also be a jurisdiction qualifier for the ID

c. Carrier-Specific Identifier

d. Carrier terminal ID designated by carrier

5. To enable cross-referencing and standard look-ups in multiple information systems, a common scheme for identifying drivers must be adopted for interstate and intrastate operators.  The Commercial Drivers License (CDL) number should be the basis of the Driver ID.  Please see Reference 16 for further details.
6. To enable cross-referencing and standard look-ups in multiple information systems, a common scheme for identifying vehicles must be adopted for interstate and intrastate operators.  The Vehicle Identification Numbers (VIN) and jurisdiction plus license plate numbers should be the bases for the identification of power units.  The Vehicle Plate ID consists of the country, subdivision (state or province), and license plate number.   Please see Reference 16 for further details.

7. To enable cross-referencing and standard look-ups in multiple information systems, a common scheme for identifying international trips must be adopted.  The Trip/Load number consisting of DUNS and trip-specific ID should be the basis for identifying international trips.   Please see Reference 16 for further details.

8. Standard information exchange is supported via carrier and vehicle (and eventually driver) snapshots.  ITS/CVO involves multiple applications and interfaces among hundreds of state agencies and thousands of carriers.  Information exchange will be enabled through the use of standards.  Many elements of CVO require information about the current and past safety performance and credentials status for carriers, vehicles, and drivers.  Collecting the most-used information into standard messages will simplify systems since interfaces can be defined once, rather than negotiated between every pair of stakeholders.  Carrier and vehicle snapshots containing safety and credentials data are part of CVISN Level 1.

9. Flexible implementation/deployment options are accommodated by the ITS/CVO architecture.  As technology changes, so will the architecture.  The architecture provides a common technical framework and a basis for developing interface standards.  It does not specify a particular design for states or carriers; it allows them to select from a wide range of options to meet their particular needs.  It only constrains design options in areas necessary to achieve interoperability and compatible practices.  Before incorporating new technologies into the architecture, feasibility should be demonstrated.  Several technology options and implementation choices are likely to continue to support the CVISN architecture’s concepts and standards.  Stakeholders choose the approach that best fits their business needs and available resources.

10. Open standards are used for interchanges between public and private computer systems.   Open standards are those published in publicly available documents.  Any vendor, developer, or private individual can create an application that uses an open standard.  Today, ANSI ASC X12 EDI transactions are used for some carrier-state information systems’ interactions.  We anticipate that XML will be used in the future also.  ANSI ASC X12 EDI transactions are also used for some state-core infrastructure information systems’ interactions.  Carriers in the United States have already embraced EDI for their fleet and business operations.  Dedicated Short Range Communications (DSRC) standards for the messages, data link, and physical layers are used for vehicle-to-roadside interactions.  DSRC standards apply not only to electronic screening, but also to toll, traffic, fleet applications, and border crossing processes throughout North America.  The use of open DSRC standards for communicating between the vehicle and the roadside will allow a single transponder to be used for multiple applications throughout the states (and eventually North America).  Additional openly-defined interfaces such as XML (eXtensible Markup Language) may also be used to support CVISN functions, once feasibility and community support have been demonstrated.  XML is intended to enable the use of SGML (Standard Generalized Markup Language, (ISO 8879), the international standard for defining descriptions of the structure and content of different types of electronic documents) on the World Wide Web.

11. Enhanced data exchange will allow all activities to focus resources on high-risk operators.  The focus is possible because information access will enable roadside and deskside activities to identify the high-risk operators.

12. Interoperability is assured by a process of architecture conformance checks throughout a project’s lifecycle, culminating in execution of standardized interoperability tests.  If a tested system is changed, the interoperability tests are re-run as part of the re-validation process.  

13. The Fair Information Principles for ITS/CVO (Reference 13) will be implemented using a combination of policies, procedures, technology, and training.  Stakeholders will be included in the discussions of the techniques to be used to implement the principles.

14. Citations are based on a review of real-time conditions and checks with authoritative sources. To streamline operations and support preliminary quick checks, data will be provided from the infrastructure on a daily or more frequent basis.  But whenever a final decision on citation or other action with legal implications is about to be taken, enforcement personnel should check with the authoritative source to verify the status of any related credentials.

15. The Internet is used as a wide area network for information exchange.

16. The World Wide Web is used for interactions and information exchanges between private people and government systems (e.g., for credentials applications or commercial vehicle regulations).

17. The focus is on sharing data among safety, credentialing and screening processes.  The CVISN Program is structured to encourage states to design and deploy these three elements in parallel.
These high-level principles and concepts are used to drive top-level design decisions.  Figure 3-1 illustrates the relationships among plans that outline changes in business processes and technical frameworks for implementing the plans.  As shown in the figure, there is a flow-down from the national to the local business framework, and from national to local technical frameworks.  Plans grounded in reality are more readily achievable than those developed without regard to whether or not technology supports the plan.  Plans to improve processes must take into account the available technical tools.  Systems deployed based on carefully considered plans are more likely to meet the needs of the users.  By building on the planning and technical efforts that have already been completed, new deployments can exploit the lessons learned and benefit from the collective brain trust. 
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Figure 3‑1.  Technical Solutions Evolve from Clear Plans
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