CVISN Guide to Top-Level Design

Requirements & Top-Level Design Guidance


6. REQUIREMENTS AND TOP-LEVEL DESIGN GUIDANCE

The U.S. Congress has mandated that the implementation of ITS using Highway Trust Funds authorized by the reauthorization of ISTEA (Intermodal Surface Transportation Efficiency Act of 1991), the Transportation Equity Act for the 21st Century (TEA-21), must be in conformance with the National ITS Architecture and Standards.  Chapter 7, How Do States Assure Conformance with the National ITS Architecture?, of the Introductory Guide to CVISN (Reference 8) provides an overview of the Conformance Assurance Process.  Details are found in the Conformance Assurance Process Description (Reference 36).

The requirements for CVISN are defined in the COACH (CVISN Operational and Architectural Compatibility Handbook).  The COACH fundamentally requires deployed systems to adhere to open interface standards, support CVISN operational concepts, and use shared process and data definitions.  The COACH documents are recommended as a relatively concise set of checklists to assist at various checkpoints.  The COACH is divided into 5 parts:

· Part 1 ‑ Operational Concept and Top‑Level Design Checklists

· Part 2 ‑ Project Management Checklists

· Part 3 ‑ Detailed System Checklists

· Part 4 ‑ Interface Specification

· Part 5 ‑ Interoperability Test Criteria

Parts 1, 4 and 5 of the COACH specify conformance requirements.  Parts 2 and 3 provide process guidance that is intended to help organize projects and develop designs that lead to systems that conform.  In addition, for CVISN Level 1, the CVISN Guides to Safety Information Exchange, Credentials Administration, and Electronic Screening (References 9-11) contain specific advice about those functional areas.

The COACH Part 1, Part 3 and Part 4 checklists provide requirements and guidance for the top-level design.  The checklists in the COACH Part 1 should be completed prior to attending the Scope workshop.  During the top-level design phase (after the Scope workshop and before the Design workshop), the COACH Part 3 paragraphs describing each generic system component should be modified to reflect the functionality of the state-specific components.  The COACH Part 3 checklists may be completed as well to allocate functions to each system component.  The checklists in the COACH Part 4 should also be completed in the top-level design phase so that the top-level interface definitions are made as part of the top-level design.

Figure 6-1 illustrates the baseline and state-specific inputs to the development process.  All should be considered when completing the top-level design.
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Figure 6‑1.  CVISN Program "Drivers" 
The items labeled 'conformance “musts”' are associated with architecture conformance precepts.  Adhering to the guidance in those documents will achieve these goals:

· Implementation of the operational concepts and practices expressed in the National Architecture and CVISN Architecture

· Capturing information efficiently and accurately at its source (e.g., ASPEN for inspections)

· Use of standard data definitions, including standard identifiers to facilitate the exchange of safety and credentials information between jurisdictions

· Use of open standards (e. g., EDI and DSRC) to communicate between public and private systems, and between jurisdictions via the CVISN Core Infrastructure

· Support of base state agreements through the established clearinghouses

Table 6-1 lists some of the major design decisions that each state must make to complete their top-level design.  More about each of these decisions is provided in the CVISN Guides to Safety Information Exchange, Credentials Administration, and Electronic Screening (References 9-11).

Table 6‑1.  Critical Design Decisions

	Safety Information Exchange
	Credentials Administration
	Electronic Screening



	Will the state implement a CVIEW (or equivalent) system?


	For which credentials will the state implement electronic credentialing?


	Does the state already belong to or will it join an existing screening program?

	Will the state build a CVIEW (or equivalent) from scratch or start with one of the existing models?


	Are there some parts of a credential’s process where automation is impractical or the benefit of automation isn’t worth the cost?


	Will electronic screening be performed at fixed sites?  Mobile sites?  Or both?

	What functions will the CVIEW (or equivalent) system perform?
	Will the state implement a computer-to-computer interface for electronic credentialing?


	Which site will the state upgrade first to handle electronic screening?  

	Does the state use or intend to use ASPEN for inspections?


	If the state elects to implement a computer-to-computer interface for carrier-to-state transactions, what interface method will be used (X12 EDI, XML, or other)?


	At what other sites will electronic screening be deployed?

	Will CVIEW act as the single interface system for ASPEN units in the field?


	For each credential, will the state modify the legacy system (LM) to handle EDI, or translate the incoming transactions in a legacy system interface (LSI) and pass the credential application data to the legacy system in the native form?


	Will the state deploy WIM on the mainline?  On the ramp?  Both?  Neither?



	Will credentials snapshot inputs come directly from legacy systems and snapshot go to legacy systems?  Or from/to the legacy systems via the Credentialing Interface?  


	How will requirements be specified?
	Will the state screen using both carrier and vehicle data?

	In EDI format or some custom interface format?


	How will snapshots be updated to reflect credentials actions?
	What screening factors will the state use?




(Table 6-1 continued on next page.)

Table 6‑1.  Critical Design Decisions (Continued)

	Safety Information Exchange
	Credentials Administration
	Electronic Screening



	What systems in the state will provide snapshot segment updates?


	Does the state plan to build a Credentialing Interface?  Take another approach that doesn’t involve a CI?


	What is the state enrollment policy?

	Will the state maintain intrastate snapshots?
	Where and how will snapshots be used in the credentialing processes?


	How will the state share enrollment information with other programs?



	What snapshot views will be used where?
	Where will error checks be performed?


	

	
	Will the state provide a Web solution?


	

	
	How can the state leverage the automation to help with paper forms processing?


	


Not explicitly listed in the table are a variety of questions about the physical design of the state systems:

·   What new computers are required?

·   What enhancements are required to existing computers?

·   What new network components are required?

·   What network upgrades are required?

·   What new general-purpose commercial software (e.g., operating system software, data base software) is required?

·   What upgrades to existing software installations are required?

All these questions, and others unique to each state, should be addressed in the top-level design phase of the project.
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