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1. Introduction

In support of the United States Department of Transportation (USDOT) Federal Highway Administration (FHWA), The Johns Hopkins University Applied Physics Laboratory (JHU/APL) has been developing an information system architecture to support commercial vehicle operations (CVO) in North America.  The Commercial Vehicle Information Systems and Networks (CVISN) Architecture program provides a framework for the development of public (federal and state) and private information systems (and the interfaces between them) that are critical to improving the safety and efficiency of the movement of freight across North America. 

A critical component of the CVISN architecture is the standardization of two interfaces:   computer-to-computer exchanges using Electronic Data Interchange (EDI) and vehicle-to-roadside exchanges via dedicated short range communications (DSRC).  The EDI interfaces are primarily used to transfer information between public (e.g., state government-to-state government) agencies or between a public agency and private sector entity (e.g., state government-to-motor carrier).  

Another component to standardization of data exchange between state and/or public systems is the use of common data “snapshots.”  Snapshots contain information to provide a quick picture of safety performance history and basic credentials.  Detailed information regarding snapshots may be found in Reference 1.  Carrier, vehicle, and driver snapshots exchange safety and credentials data between state and national systems.  The snapshots are used in conjunction with DSRC messages to support roadside operations as shown in Figure 1. 
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Figure 1 - Roadside Systems use technology to support electronic screening and inspections

Figure 1 shows the data flow between the various systems in support of electronic screening and inspections.  Specific functions of the roadside systems are as follows:

Screening System functions

· Interface to Sensor/Driver Communications system

· Interface to Roadside Operations system (get snapshot updates, send sensor data, send screening results)

· Sort vehicles on mainline or ramp, using:  sensor data, snapshot data, availability of inspector, operator configuration selections

· Output screening results to transponder via DSRC (includes driver notification)

· Control screening messages and signal lights

· Configure screening based on operator control (via Roadside Operations system) data

Roadside Operations System functions:

· Interface to CVIEW/Data Mailbox - get/update snapshot data 

· Support legacy operator interfaces:  Static Scale, Commercial Driver License Information system (CDLIS), NLETS, Traffic Flow

· Control “pull around back” messages and signal lights

· Interface to Screening system (send criteria, get screening results, get sensor data, send snapshot summaries)

· Interface for reporting activities from other roadside systems to infrastructure, and vice versa

· On request, retrieve report data and display

· Process snapshot data into local database

· Track position of each vehicle moving through the station

· Allow operators to set/view screening criteria

· Display sensor data to operator

· Display snapshot data to operator 

· Display vehicle position data to operator (e.g. mainline, ramp, scale lane, inspection area)

Sensor/Driver Communication System functions

· WIM/AVC

· AVI (via DSRC)

· In-cab notification (via DSRC)

· Height detectors

· Static scales

· Variable message signs
· Signal lights
Screening, applied to commercial vehicles, is a selection mechanism to make efficient use of limited fixed weigh station and inspection resources.  Electronic Screening is the application of technology to this process, in order to make an informed decision about whether further examination of a vehicle is required.   Properly implemented, Electronic Screening results in improved station traffic flow, focused vehicle inspections, increased compliance and ultimately achieves the goals of increased safety and reduced operating costs.  In Electronic Screening:

 DSRC may be used to identify carrier and vehicle; store and transfer other screening data; and to signal the driver of the pull-in decision

 EDI is used to transmit snapshot data within the infrastructure, to provide input to be used in the screening decision.

An achievable goal, for national deployment, is interoperability of Electronic Screening systems, allowing seamless travel of commercial vehicles across the country.  Vehicles participating in local or regional screening systems would be eligible to take advantage of screening sites nationwide.  Interoperability implies the reuse of DSRC equipment, standard interfaces, consistent operations and compatible policies. 

1.1 Purpose of This Document

Although standardization of the DSRC and EDI interfaces is a necessary step in deploying electronic screening systems and ultimately achieving national interoperability, coordination of these interfaces alone is clearly insufficient.   The purpose of this document is to provide additional guidance and recommendations for the design of electronic screening systems that conform to the CVISN architecture and allow future interoperability.

1.2 General Recommendations

The following general recommendations should be incorporated throughout the design and implementation of electronic screening systems:

· The implementation should be based on a simple and expandable design.

· The design should allow for refinement of key standards as they continue to develop, including the DSRC standards and the SAFER snapshot definitions.

· The system design specification should be consistent with the National ITS Architecture, derived from the CVISN architecture specifications, and adapted to the sites.

· Periodic technical reviews should be held with the contractors and system integrators to ensure consistency with the CVISN architecture, design, and standards.

· The final system should pass a set of CVISN interoperability tests.

· A comprehensive set of technical documentation should be provided to the state, upon completion of the effort.

The recommended development path should ensure consistency with the CVISN architecture and improve the overall design of the deployed systems.

2. Site Design Recommendations

There are a variety of technologies that can be applied to roadside electronic screening in support of the commercial vehicle weigh and inspection process.  There are also a number of ways in which these technologies can be applied.  The application of electronic screening will depend on many constraints, including site limitations, availability of support staff, and funding.  Each roadside check station is likely to have a unique design.  Each station’s design is unique because of:

· State policy & practices

· Traffic flow, volume, & number of lanes

· Available site space

· Legacy system characteristics

· Existing proprietary solutions

· Vintage of roadside and communications equipment

· Resources available for making changes

The purpose of this section is to describe the basic technologies, and to define several common site configurations.

2.1 Roadside Components

2.1.1 DSRC

Dedicated Short Range Communications (DSRC):  DSRC is used to provide data communications between a moving vehicle and the roadside equipment to support the screening process.  This is accomplished by means of a transponder (also known as a “tag”) mounted in the cab of the vehicle, and a reader and antenna mounted at the roadside.  The tag may contain identifiers specific to the vehicle (carrier and vehicle IDs), plus optional past screening information.  The screening computer uses the tag information as part of the overall screening algorithm, and then uses audio and visual indicators on the tag to communicate the screening decision back to the driver.  Current screening event information may also be communicated back to the tag for future use.

2.1.2 Weigh In Motion

Weigh In Motion (WIM):  Weigh In Motion is used to measure approximate axle weights as a vehicle moves across the sensors, and to determine the overall vehicle weight and classification based on the axle weights and spacings.  Although not as accurate as a static scale, WIM allows the weight of a vehicle to be estimated for screening purposes, while maintaining traffic flow.

Selection of a specific WIM system requires balancing three major factors:  cost, accuracy and vehicle speed.  Requirements for improved performance in one or two of these areas may result in sacrificing the remaining factor(s).  

Total cost includes not only the equipment acquisition but also road surface preparation.  A smooth and straight roadway, where the vehicle is neither accelerating nor decelerating, works best.  Higher accuracy weight requirements result in higher costs, either in the form of more expensive equipment or additional road surface preparation.

Accuracy performance is degraded at higher speeds.  Both high-speed (mainline) and low-speed (ramp) WIM systems are effective screening mechanisms, but they serve different purposes.  A high-speed WIM, installed on the mainline, provides a coarse measure of vehicle weight and may be used to reduce traffic flow into a station or to monitor weight compliance.  A low-speed WIM provides a better estimate of weight and allows most of the legal vehicles to continue through a station with only a brief slowdown.  Use of either type separately, or both types together, these WIM systems increase the efficiency and effectiveness of inspection resources by allowing weight-compliant vehicles to either bypass or proceed quickly through stations.  Further information regarding WIM system performance and deployment may be found in Reference [6]. 

2.1.3 Automatic Vehicle Classification

Axle detectors are used in conjunction with the WIM system to classify the various vehicle types.  This is necessary at the WIM site because vehicle classification plays a role in the determination of legal weight.  The axle detectors also provide the speed information required to determine if the WIM value is valid.

Sufficient vehicle spacing is required to prevent confusion in the WIM system and to properly correlate the WIM reading with the DSRC data.  Fixed signs can be installed to indicate the proper spacing for the drivers.  Vehicles that do not maintain sufficient spacing would be identified by the WIM system and signaled to pull onto the static scales.

2.1.4 Vehicle Tracking Loops

Inductance loops are used throughout the site to track vehicle positions as they proceed through the site.  This is required to synchronize lane signaling with the correct vehicles, and to verify compliance with these signals.

2.1.5 Automatic Signing

Lane signals and variable message signs should be automatically controlled by roadside operations to be coordinated with the detected location of the vehicle.  Precise timing and control of these signals is required in order to ensure that unambiguous direction is given to the intended vehicle.  Misdirection, confusion and ambiguity may result if signals intended for one vehicle are visible to and misread by another.

2.1.6 License Plate Reader

Some states are experimenting with license plate readers to identify untagged vehicles at low speeds.  This equipment uses a camera or similar device to capture an electronic image of the vehicle license plate for optical character recognition processing.  Reliable performance has not yet been demonstrated.  The devices must be adjusted/tuned to account for characteristics such as plate placement and the state’s license plate design.  Dirt on the license plate and other factors that affect visibility degrade performance. 

2.1.7 Roadside Operations Computer

A Roadside Operations Computer, located with the site operational personnel, is intended to provide an operator interface to the roadside operations.  The Roadside Operations Computer may provide the following functions:

a) The ability to set carrier and vehicle screening criteria based on safety and credentials information contained in the snapshots

b) The ability to receive standardized carrier and vehicle snapshots, individually or by subscription from a state-owned Commercial Vehicles Information Exchange Window (CVIEW), or similar system 

c) The ability to view the snapshots

d) The ability to view screening events, such as WIM weight and classification data, carrier and vehicle identification if identified by DSRC, and pull-over or bypass status and reasons.

The state-owned CVIEW (or equivalent) system provides snapshots in the format defined for the Safety and Fitness Electronic Records (SAFER) system, which are provided to the roadside via EDI transactions as described in section 4.2.3, or by state-defined interface mechanisms.

2.1.8 Screening/Sorting Computer System

There are many ways to implement the screening and sorting functions, but throughout this document it is assumed that this function is performed within a “Screening Computer.” For discussion purposes, this assumption allows us to easily distinguish between the separate functions of the Screening Computer and the Roadside Operations Computer.  Actual implementation may indeed use two separate computers or house both functions in a single unit. 

The Screening Computer would receive screening criteria from the Roadside Operations Computer and collect inputs from all roadside sensors.  An algorithm implemented in the Screening Computer is used to make the screening decision based on sensor inputs and the screening criteria.

2.2 Basic Site Configurations

2.2.1 Fixed Site Implementation

There are a number of possible configurations for fixed check facilities, including various combinations of DSRC readers and WIM.  Each state and each site will have different physical, political and fiscal limitations to consider before selecting or modifying a particular configuration.  This section discusses the function of the equipment in several representative configurations.  The intent here is not to provide a comprehensive list, but instead, to illustrate the concepts and discuss the purpose of various components.  Also note that if multilane operation is desired, additional readers and equipment would be required at each position. 

2.2.1.1 Fixed Site Full Configuration Using Ramp and Mainline WIM

In the full configuration shown in Figure 2, there are five DSRC readers along with both ramp and mainline WIM.   Although such a configuration may be expensive to implement, it provides high traffic throughput.  For purposes of this paper, it is discussed first because it illustrates the function of the various equipment components.  Five readers shown in this configuration:  Advance reader, Clearance reader, Compliance reader, Ramp reader and Exit reader.
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Figure 2  Fixed Site Full Configuration Using Ramp and Mainline WIM

The advance reader’s function is to read the screening message, including the carrier and vehicle identifiers, and to send this information to the screening system for use in determining whether to clear the vehicle without pulling into the check facility.  The reader is located far enough ahead of the clearance reader so that the screening system has time to complete all necessary processing as the vehicle approaches.  The advantages of screening on the mainline are to control traffic volume entering the station facility and to minimize the delay for safe and legal vehicles. 

The mainline WIM and associated AVC provide vehicle weight estimates as input to the mainline screening decision.   Gross vehicle weight along with axle weights and spacing would be available.  Although not as accurate as either a static scale or ramp WIM, the weight estimates are sufficient to clear a significant portion of the vehicle traffic.  A disadvantage of mainline WIM is that in-road equipment repairs on the mainline can be very costly and disruptive.

At the clearance reader, a signal can be transmitted to the vehicle to convey the screening decision status to the driver.   Since a DSRC equipped vehicle could be signaled to pull in, the clearance reader must be deployed far enough from the roadside check facility that the vehicle’s driver will be able to react without endangering other vehicles on the roadway.   Reaction time budgets should account for slowing and turning off the mainline, as well as crossing lanes of traffic.  The clearance reader may also be used to write screening event data back to the tag.

By the time the vehicle has passed the advance and clearance reader, it has been electronically cleared.  However, it is also necessary to verify that vehicles are not illegally bypassing a check station.  Therefore, a compliance reader and an AVC system are collocated with the check station.  The AVC identifies un-tagged commercial vehicles that have illegally passed the station.  The reader checks a flag stored on the tagged vehicles to verify that the vehicle was cleared to bypass the clearance reader.  If a violation is detected, an indication is given to enforcement personnel so that they may take action.  

Vehicles entering the check facility would fall into one of the following categories:

1. DSRC-equipped, valid legal weight  -  the vehicle has been identified via DSRC, a valid weight has been recorded and an active screening decision has been made to stop the vehicle for some type of closer review.  This may be based on specifically identified problems, or may be due to random selection.  Closer review may be limited to a visual check while on the static scale, or may include an inspection based on the visual review, on data reported back in the screening process, or on random selection.

2. DSRC-equipped, invalid or over weight  -  the vehicle has been identified via DSRC, however, either the WIM failed to properly register the weight or the detected weight exceeded the criteria 

3. DSRC-equipped, unrecognized  -  the vehicle is equipped with a transponder, however, the tag may either be incompatible with or not valid for use at the site

4. No DSRC

Upon entering the facility ramp, vehicles in the first category would proceed directly to the scale house.  Category 2 vehicles would be processed by the ramp WIM, and the DSRC ramp reader would again interrogate the vehicle tag to retrieve the relevant identification data.  A screening decision would be made and the vehicle would be subsequently directed by visual lane signals. The results of the screening decision would be conveyed by lane signals. Any vehicle failing to be processed on the ramp would be directed to the scale house. 

The exit reader writes to the tag when station processing is complete.  The pull-in flag would be cleared and the event record, which includes measured weight (static or WIM), would be written to the tag. 


2.2.1.2 Fixed Site Mainline WIM Configuration 

This configuration, shown in Figure 3 performs only the Mainline screening function using DSRC and WIM.  The equipment and functions on the mainline are as described in Section 2.2.1.1.  All vehicles entering the check facility would proceed directly to the static scale for processing.  The DSRC reader has been relocated to near the static scale, where automated vehicle identification is performed.

The primary benefits of mainline screening, reduced traffic flow and carrier delay, are still realized using this configuration.  It also has the disadvantage of mainline maintenance costs for the WIM.  It may be selected over the Full Configuration due to factors such as reduced cost, site restrictions, or screening objectives.
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Figure 3  Fixed-Site Mainline WIM Configuration
2.2.1.3 Fixed Site Ramp WIM Configuration

For the Ramp WIM configuration shown in Figure 4, all vehicles exit the mainline and are processed on the ramp.  Vehicle weights are checked at the WIM and identification is performed using DSRC.  A screening decision is made and the vehicles either proceed to the static scale or return to the mainline.   Again, the exit reader is used to write to the tag when station processing is complete.  The mainline and ramp bypass AVC are used to detect any illegal bypass conditions.
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Figure 4  Fixed-Site Ramp WIM Configuration

2.2.1.4 Fixed Site DSRC Only Configuration

Electronic screening does not require use of WIM equipment.  Weight enforcement can be accomplished by other means such as using prior event data or compliance history as the basis for the screening decision.  Prior event data refers to a weight obtained from an upstream station during the current trip.  Use of compliance history would sample vehicles for static scale weighing, with higher frequencies for carriers with poor past performance.  This method takes advantage of the fact that the majority of traffic passing through weigh stations are in compliance with weight regulations.   

DSRC can be used to identify the vehicle and transmit the decision results on the mainline, as illustrated in Figure 5.  All vehicles signaled to enter the check facility would proceed through the static scale.  DSRC would be used to re-identify the vehicle at the scale to assist in the inspection selection process.  Compliance and exit readers are also included in this configuration.
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Figure 5  Fixed-Site DSRC Only Configuration

2.2.1.5 Other Reader Configurations

Although the configurations described above call for three readers on the mainline, it is possible to eliminate one of the readers depending on computer processing capability and operational concept.   Two options, either eliminating the clearance or compliance reader, are addressed.  

It is possible to eliminate the clearance reader if the advanced reader hardware and software is not only able to identify the vehicle, and communicate with the screening system, but also convey the screening decision while the vehicle is in the reader’s antenna beam.  The maximum available processing time is a function of vehicle speed and antenna beamwidth.  

In some scenarios, a compliance reader could be eliminated because there are other mechanisms for identifying vehicles that are illegally bypassing a check point.  These mechanisms could include manual screening or video enforcement.  A likely scenario for this configuration is operations on two lane roads.   In this case, vehicles will pass by the check point in a single lane, making illegally bypassing a check point difficult.
Note that by combining the two options listed above, it is possible to eliminate two out of three readers on the mainline, leaving only the advance reader.  

There are also expected to be configuration variations that result from different placement of readers used off-the-mainline.  One such variation would be to replace the exit reader by writing to cleared vehicles at the DSRC ramp reader along with a manual reader to handle vehicles processed at the static scale and inspection area.

2.2.2 Mobile Site Configurations

Mobile electronic screening and safety inspection systems allow greater flexibility in deploying limited inspection resources.  A mobile van and/or trailer may be equipped with the communications and technology necessary to efficiently screen and inspect commercial vehicles.  Mobile units could be used in areas where violations are known or suspected to occur, such as a road that allows vehicles to avoid a fixed checkpoint.  They could also be used on major routes where a state may wish to distribute limited station and computing costs over several locations by setting up temporary operations.  

2.2.2.1 Mobile Site with WIM

The Mobile Site with WIM configuration, shown in Figure 6, has the following three major components:

1. Roadway Sensors

2. Trailer Unit 

3. Mobile Inspection Unit

The roadway pull-in area is available which may also include other facilities, such as power, phone or antenna connections.  The roadway sensors could use pre-installed WIM and AVC components which are cabled to the trailer unit when the site is activated.  Although truly portable WIM systems exist, pre-installed components are recommended for durability, reliability and performance. 

The systems within the trailer unit are the DSRC reader, WIM equipment, and Screening Computer.  The DSRC reader performs the advance and clearance reader functions described in Section 2.2.1.  The WIM equipment is interfaced to the roadway sensors to determine the approximate weight and classification of approaching vehicles.  The DSRC and WIM data are passed to the Screening Computer, which makes a screening decision based on these inputs, along with pre-loaded screening values derived from safety history and credential records.  The screening decision is then relayed through the DSRC reader to signal the driver. 
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Figure 6  Mobile Site with WIM

The Roadside Operations Computer inside the mobile inspection unit provides the primary operator interface for the roadside electronic screening functions.  Here, the operator may control screening functions, view information about screened vehicles, and access additional safety and credential information about any vehicle.  The Roadside Operations Computer contains a database of snapshots about carriers and vehicles expected to operate in the vicinity.  The snapshots can be viewed by operations staff, and they are used as the basis of the decision parameters used by the Screening Computer.  The snapshot database will require periodic updates to keep the data current.  These updates can be received through fixed facilities prior to deployment, or via communications (e.g. pre-installed phone line, cellular phone) once it is on site.  External communications can also support individual critical updates of  safety and credentials information during operation.

The mobile inspection unit should provide a practical work area and may require additional creature comforts such as heat, air conditioning, and restroom facilities.  A generator or electrical hookup would be required to support these accessories.

2.2.2.2 Mobile Site without WIM

This configuration, shown in Figure 7, is identical to that described in Section 2.2.2.1 with the exception that the roadway sensors and trailer equipment associated with the WIM and AVC are deleted.  The trailer unit contains the DSRC reader and Screening Computer.  The screening decision is made in the Screening Computer based on safety and compliance history (or prior event weight data), and credential records.  The Mobile Inspection unit is as described in Section 2.2.2.1.
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Figure 7  Mobile site without WIM
3. Operational Scenarios for Electronic Screening

3.1 Electronic Screening Algorithm 

There are five major components to the recommended electronic screening algorithm:

1. Tag validation for data authentication

2. Weight & Size Screening 

3. Safety screening on the carrier and vehicle safety history derived from snapshots

4. Credentials screening, based on specific credential violations or history information contained in snapshots

5. A random selection factor to randomly pull in a selected percentage of vehicles 

Selection for pull-in will be made even if only one component denies bypass, regardless of the other conditions.

In order to retrieve the appropriate snapshots for screening, some form of carrier and vehicle identification is required.  These identifiers may be transmitted as specified in the DSRC message set, being developed by the IEEE, described in section 4.2.2.  These identifiers should be entered in the transponder by the carrier as outlined in section 3.2.1.1, and may be updated when necessary.  Due to the limited availability and cost of transponders that can support the critical portions of the proposed message set, a short term alternative is for the screening system to have a fall-back capability to use the factory-programmed transponder ID.  This also provides some level of interoperability with proposed and existing screening systems that use only the transponder ID.  To support this capability, it is necessary to establish a link between the transponder ID and the relevant carrier and vehicle snapshots.  At the current time, many systems have been maintaining individual databases to derive the necessary carrier and vehicle identifiers from the transponder ID.

3.1.1 Tag Validation

The enforcement community has expressed concern over the authentication of user-entered identifiers to be stored in the DSRC tags.  Long term solutions to this may be accomplished through encryption, personal identification numbers, and/or password protection.  However, the current technology is not yet ready to support these solutions.  In the meantime, validation could be conducted by checking that the factory-programmed transponder ID is found in a screening system database of authorized tags.  In this way stolen tags or unregistered tags can be identified in the screening process.  After tag validation, the remainder of the screening process may be based on the user-entered identifiers or on prior event screening data, as outlined above.

3.1.2 Weight and Size Screening

The purpose of weight and size screening is to ensure compliance with these regulations.  Three basic methods are discussed here;  use of WIM, prior event data or compliance history. 

3.1.2.1 Weight and Size Screening with WIM

Weight screening may be based on the weight estimates from the WIM sensors mounted either on the ramp or mainline.  There are several elements to this method of weight and size screening:

· A weight pass/fail threshold set to some percent of the legal weight,

· A check of vehicle speed, position, or other factors that may void the WIM reading,

· Overall vehicle size based on AVC, and 

· An over height detector.

These sensor inputs are used as a real-time estimate of vehicle compliance.

3.1.2.2 Weight Screening Using Prior Event Data

The results of a prior screening event that is stored on the DSRC tag, or forwarded from the upstream station, may be used to grant a bypass at the current station (see section 4.2.2. for Standard Message data elements).  This method assumes that a vehicle has previously been weighed at a station equipped with either WIM or static scale.  The date and time of the previous event are checked to ensure that the data are current.   

3.1.2.3 Weight Screening Based on Compliance History

Compliance history can be used as an effective and economical method of enforcement in lieu of constantly weighing vehicles.  Historical data may used to rate carriers and vehicles on their demonstrated compliance with size and weight restrictions.  These ratings could form the basis for a pull-in probability, rewarding operators who have maintained a good weight compliance record with more frequent bypasses than those that have performed poorly.  A weight compliance rating is being considered for inclusion in the snapshots.

3.1.3 Safety Screening

Safety screening should be based on carrier safety and inspection history data derived from snapshots received from the state Commercial Vehicles Information Exchange Window (CVIEW) system.  The goals of safety screening are:

· To focus inspection resources on those carriers and vehicles that are most likely to be in violation

· To provide a benefit to those carriers that have good safety histories

· To provide incentive for carriers to maintain safe vehicles and safe driving practices

Due to the time-intensive nature of vehicle and driver inspections, only a small percentage of the population can be directly addressed.  Therefore, the selection process has traditionally been based on visual selection from a random percentage of the traffic.  A screening process is necessary because there are not sufficient resources to inspect every vehicle that either has an unsatisfactory safety rating or is unidentified by DSRC.  To meet the goals defined above, the selection process should be weighted to pull in mostly unsatisfactory or unidentified vehicles, while stopping only a small portion of the transponder-equipped DSRC vehicles not otherwise flagged by the screening algorithm.  The continued occasional sampling of all transponder-equipped vehicles will provide the incentive to maintain a good safety rating.  Once vehicles have been pulled in to the static scale, the actual inspection selection process will proceed either based on the visible attributes of the vehicles, or based on snapshot data viewed on the Roadside Operations Computer.

3.1.4 Credential Screening

Credential screening looks for vehicles that have very specific inspection or review needs. The following elements are representative of those a credential screening algorithm may use:

· Missing or invalid credentials

· IFTA check status for Carrier

· IRP or Trip Permit status for Vehicle

· Manual selection for specific Carrier or Vehicle

The elements incorporated into a specific credential screening algorithm should be tailored to the requirements, enforcement authority, and objectives of the particular jurisdiction.

3.1.5 Random Selection Component

The random selection component can serve several purposes, including random viewing for visual inspection selection, expanded data collection and compliance monitoring.  Even the best-rated operators should be occasionally examined to verify their continued compliance.  A random element is included in the safety screening method described above in section 3.1.3.  In addition, it is valuable for the site operator to have control over the overall screening rates for conditions in which the site cannot handle the resulting traffic.  A “control valve” can be applied, referred to as the “maximum random sort rate.”  This value can be applied to adjust the pull-in rate for all vehicles by an equal amount.  The actual pull-in rate for any individual vehicle would be the product of the screening pull-in rate and the maximum random sort rate.  If there is any other clear reason for pull-in, such as a possible weight violation detected by WIM, that would take precedence.  Jurisdictions with “probable cause” legislation in effect should check the legality of using a random selection component.  It may be necessary to eliminate the random element to comply with the law.

3.2 Standard Site Operational Flow

An illustrative fixed-site operational flow for the Fixed Site Full Configuration Using Ramp and Mainline WIM, shown in Section 2.2.1.1, is described in this section.  Variations on the operational flow or that for other configurations may be easily derived from the material provided here.  A detailed sample operational flow is described in Appendix A.

3.2.1 Carrier Procedures

3.2.1.1 DSRC Tag Initialization

Prior to departure, the standard carrier and vehicle identifiers may be input to the DSRC tag and/or verified to be correct.  The identifiers are based on the USDOT number for the carrier ID and the Vehicle Identification Number (VIN) for the vehicle ID.  For intrastate vehicles that have not been issued a USDOT number, the state may choose to use some other carrier-unique identification number.  Initially, PC-based software would be required to allow entry via the communications port on the tag.  This could be done through a shared PC or laptop located at the carrier office.  Eventually, other direct input devices such as bar code or magnetic card reader will become available.  

Driver identification and shipment classification may later be added as inputs.  These items should not be included until tags capable of handling the full length DSRC message are deployed and a low-cost direct input device is identified.

3.2.2 Vehicle Flow and Control

The vehicle flow and interaction with roadside components is illustrated and described in Appendix A

3.2.2.1 Mainline Screening

Vehicles approaching the station should be alerted to pull into the right-hand lane by fixed signs or other means.  All vehicles will be screened to determine if they should be cleared or pulled in for further examination.  The right-hand lane is used to force the vehicle to pass through the DSRC, WIM and AVC detection zones.  The right-hand lane also allows safe exit onto the station entry ramp.  

First, all vehicles will be detected by a WIM and AVC system.  The WIM/AVC data will be used to make a weight screening decision.  Next, a DSRC reader will attempt to communicate with an on-board tag.  If no tag exists, then the vehicle will be treated as an unidentified vehicle which must then exit onto the station ramp.  If the vehicle does have a DSRC tag, the tag will respond to the DSRC reader by transmitting the CMV Screening  Identification message.  The DSRC tag information will supplement the WIM/AVI data for screening purposes.  Vehicles with DSRC will be notified by In Cab Notification (ICN) to either exit onto the station ramp scales, or to proceed on the mainline, depending on the results of the screening process.  The driver ICN is described below in section 3.2.2.2.  

3.2.2.2 In Cab Notification (ICN)

Vehicles equipped with a DSRC tag will receive visual and audio signals informing the driver of the screening decision.  This is done by a DSRC command sent to the vehicle tag from the screening DSRC reader.  This DSRC command sets the audio and visual indicators on the tag.  The driver should bypass only on receipt of green signal and tone.  If a red signal is received, then the driver must pull in unless roadside signs specifically show the station is closed.  If no signal is received, the driver should obey the station roadside signs.  These guidelines should handle situations where the station is otherwise closed, the DSRC operations are secured, the tag fails to receive the message, or equipment malfunctions.

3.2.2.3 Ramp Screening

All vehicles not cleared on the mainline are required to pull onto a single lane exit ramp.  The exit ramp branches later into two lanes.  The right lane passes over the static scales, where each vehicle must stop to be weighed, and may potentially be directed for further inspection.  The left lane continues straight back onto the merge lane, where vehicles may proceed without stopping.  Upon entering the exit ramp, vehicles will be screened, allowing legal vehicles to proceed back to the mainline after only a brief delay.  The remainder will be required to proceed to the static scales unless the scale becomes dangerously backed up.  All vehicles are directed by overhead lane signs to indicate which of the two lanes to use. 

First, all vehicles on the ramp will be detected by a WIM and AVC system.  The WIM/AVC data will be used to make a weight screening decision.  Next, a DSRC reader will attempt to communicate with an on-board tag.  If the vehicle does have a DSRC tag, the tag will respond to the DSRC reader by transmitting the CMV Screening Identification message.  The DSRC tag information will supplement the WIM/AVI data for screening purposes as described in section 3.1.  All vehicles will be directed by overhead lane signals to proceed to either the static scale or the bypass lane, depending on the screening results. 

3.2.2.4 Lane Signals

Within the station perimeter, off the mainline road, all vehicles should see automated lane signals indicating whether to stay in the pull-in lane, or whether to move over to the bypass lane.  All vehicles are expected to follow the lane signals.  ICN will not be used within the station to avoid conflicting signals between the ICN and the lane signals.

3.2.2.5 Compliance Checking

Prior to the addition of mainline screening, station operators can easily detect individual vehicles that bypass the station in violation of the signs.  However, when mainline screening and In Cab Notification are used, it is not obvious to the station personnel when a particular vehicle has been cleared to bypass.  AVC equipment will detect all vehicles that proceed past the station.  The compliance DSRC reader, collocated with the AVC, will interrogate the transponders on vehicles which bypass the station, to verify that they are in compliance with the ICN signal.

When ramp screening is used within the station, AVC is used to confirm that vehicles are moving in conformance with the lane signals.

3.2.3 Snapshot-based Information Flow

There are three data sources involved in the process of retrieving snapshot-based information used in electronic screening:

1. The DSRC tag on board the commercial vehicle, used to identify the carrier and vehicle

2. A Roadside Operations Computer, which contains a database based on snapshot data from CVIEW, and optionally, special-purpose local or regional data

3. A screening/sorting computer system, which contains specific screening criteria extracted from the Roadside Operations Computer.

The information flow between these data sources is described in this section.

3.2.3.1 DSRC Screening Message

The DSRC tags in participating vehicles must contain the required screening data in a predefined format so that the roadside screening system can access the required information.  A standard Commercial Motor Vehicle (CMV) Screening Identification Message, described in Appendix B, is being defined to contain the carrier and vehicle identifiers.  The CMV Screening Message Set is part of the overall DSRC message definition process being supported by IEEE.  The remaining information to be used in the DSRC screening process will come from on-site snapshot data received from the state Commercial Vehicles Information Exchange Window (CVIEW) and from additional local or regional data stored in the Roadside Operations Computer.  

3.2.3.2 Roadside Operations Computer Data

The Roadside Operations Computer (ROC) database is based primarily on carrier and vehicle snapshots received from the state CVIEW system.  This data is augmented by manually-entered screening criteria for individual identifiers, as required for manually selected pull-in.  The database should be initialized and updated from CVIEW.  There are five possible initialization or update requirements for the ROC database:

1. The ROC database should be initially established with expected Carrier and Vehicle snapshot data at the time the system is installed.  The database should be stored in non-volatile memory, so it will not have to be rebuilt daily.

2. Quarterly, or at some other regular interval, the entire database should either be rebuilt or otherwise purged of obsolete records for carriers and vehicles no longer operating in the area. 

3. Partial updates should be received periodically from CVIEW to provide incremental changes to snapshots for existing carriers and vehicles, or to add to the list of carriers and vehicles operating in the area.  These updates may be based on a subscription list for the site, and would support carriers and vehicles in the region.

4. CVIEW may transmit individual snapshot updates at any time during the day.  These updates may address time-critical issues such as a vehicle brought either out of service, or back into service.  These changes would take effect immediately.

5. The ROC operator may request individual snapshot updates through CVIEW using a query function.  These updates would also take effect immediately.

3.2.3.3 Screening Computer Data

The screening computer should be initialized with screening values indexed by Carrier and Vehicle identifiers.  Data can also be provided for Transponder identifiers, as a temporary alternative to the Carrier and Vehicle identifiers, and to provide a cross-check for tag validation.  There are five conditions for data transfer from the ROC to the screening computer:

1. Any time the ROC database receives a bulk update, the resulting new screening values must be passed on to the screening computer.  The table of authorized transponder IDs could also be sent at this time.

2. Any time the ROC database receives an individual item update, the single new resulting screening value should be passed on the screening computer.  This would result from either CVIEW sending a critical snapshot change, or from a query by the ROC operator.

3. Any time the ROC operator changes a criteria selection, the full set of screening values must be recalculated and retransmitted to the screening computer.  This will include enabling or disabling any particular criteria, or changing the safety screening component.  This may not include changing the maximum random selection rate, because this factor could be applied separately. 

4. Any time the random selection rate is changed, the new rate must be individually transmitted to the screening computer.  This value would be applied to all screening events within the screening computer, so the individual screening values do not have to be re-sent.

3.2.4 Site Operator Interactions

3.2.4.1 Selection of Screening Criteria

The capability for the site operator to select or modify screening criteria has the following benefits:

1. Reduces the number of inspection candidates to those that are likely violators, so that inspection resources can be more efficiently applied

2. Identifies specific vehicles or groups of vehicles as required for enforcement functions

3. Provides intelligent control over the volume of traffic over the static scales so that the station does not get backed up, and therefore, the most likely offenders are weighed

The screening criteria could be set through the operator screens on the Roadside Operations Computer.  Changes to the criteria should be allowed at any time during the day.

When the inspection personnel are ready to inspect a new vehicle, the screening controls can be used to assist in the selection process.  The inspection officer may modify the safety criteria and the maximum random sort rate to increase the traffic flow into the station.  The inspector would then select a vehicle from those in the static scale lane based on visual inputs, or based on information available on the Roadside Operations Computer.

If information is relayed to the site about a specific vehicle or carrier that should be pulled in for a particular reason, then the inspection or enforcement officer should be able to enter the vehicle or carrier (by Vehicle Identification Number, license plate number, USDOT number, or carrier name) into a “hot list.”  The vehicles identified by the hot list could then be signaled to pull into the static scales for further action.

3.2.4.2 Operator Notification

The traffic operations operator is responsible for verifying weights of individual vehicles, providing verbal instructions to the driver at the static scale, and for overall traffic flow through the station.  It is important to provide information about vehicles that require special handling in a manner that is clear and obvious, so that normal operations can proceed easily.  

When screening electronically, it is necessary to alert the operator when issues other than static weighing require attention.  An alarm should be included on the Roadside Operations Computer (ROC) for transponder-equipped vehicles detected by the credential or hot list screening.  Screening conditions should also be displayed on the ROC display, but audible alarms would make it unnecessary for the operator to constantly watch the ROC display. 

The enforcement/inspection officers should have access to ROC display data to assist in the inspection selection process.  Safety information such as the Inspection Selection System (ISS) algorithm and SafeStat should be made available to the officers.  The officers could use visual scanning, plus the information available on the ROC screen to assist in the final selection process.  The primary ROC screen should provide overview information from the screening process, including some summary information from the snapshots, such as Carrier Name and the associated ISS score.  The officer may then select the carrier and vehicle snapshot views to assist in the decision-making process.  Data that can be accessed rapidly from the local database, or additional and updated information could be obtained through the connection to CVIEW.

4. Deployment

4.1 Administration

A number of administrative policies and issues are currently being addressed by groups such as the ITS America CVO Policy Subcommittee and American Association of State and Highway Transportation Officials (AASHTO).  A few of the key issues are briefly introduced here. 

4.1.1 Data Collection and Safeguard Policies

Issues:

1. Carriers are concerned about secondary use of roadside data.  Will the data be used for other enforcement (i.e. speed, service hours) or targeting purposes?  

2. Carriers are concerned about data privacy.  Will the data be disclosed to other agencies, jurisdictions or made available to the public? 

Possible Solution:
1. Jurisdictions should disclose their policies regarding uses of and access to roadside data.

2. Carriers may choose not to participate in jurisdictions with polices they find unacceptable

4.1.2 Carrier Participation and Training

Carrier participation with the DSRC transponders is voluntary.  Widespread carrier participation is desired.  The issues listed below address the major areas of reluctance to participate.

Issues:
1. Lack of information

2. Costs and effort to participate versus direct benefits to carrier

3. Suspicions that use of a transponder will subject the user to additional scrutiny 

Possible Solution:
1.  Carriers should be provided sufficient information about the screening programs in different jurisdictions to permit them to make an informed decision about participation. This information should include data collection, use, and safeguard policies, enrollment criteria, fee requirements, hardware requirements, and screening algorithms used.

2.  Carriers should be educated on transponder use, including mounting, initializing (if required), and signaling.  They also must know the proper procedures when no signal is received.
3.  States should get the carriers involved early in the process to get carrier inputs into issues regarding data use and the screening algorithm.  The states will not benefit much from electronic screening if they select an algorithm that is not acceptable to most carriers, because the state does not benefit if the carriers don’t participate.
4.1.3 Enrollment and Review

The two basic options for enrollment are as follows:
1. Open enrollment:  Any carrier licensed for operation is eligible

2. Criteria for enrollment: Carriers must meet minimum standards to be eligible.  The purpose of these standards is to restrict participation to the better carriers.

Issue:
Vehicles from an external (open enrollment) system may not meet another jurisdiction’s  minimum criteria.

Possible Solution:

1. Systems may choose to impose additional requirements before honoring tags from an external system. 

2. Enrollment or registration may still be a prerequisite for “open” systems

4.1.4 Funding Options

The basic funding options are as follows:
1. No fee

2. Initial fee:

One-time charge for equipment or registration

3. Periodic fee:
Annual or other periodic charge 

4. Per-event fee:
Charge for each clearance event

Issue: 

States/jurisdictions are concerned about equitable sharing of fees.
Possible Solution:
1. Fee-sharing agreements may be reached between interoperable systems but are not required

2. Systems may decide what fees, if any, will be assessed to vehicles equipped with tags from other systems.  

3. Systems may choose not to honor external tags unless additional fees are assessed

4. Operating costs outside of base jurisdiction will be disclosed to carriers to allow them to decide whether to participate in external systems.

4.1.5 Transponder Fraud

Issue:

States are concerned about tampering with or falsifying information on tags.

Possible Solution:

Falsifying information on a tag to obtain clearance at an inspection station is equivalent to using a fake license plate or other false credentials.  Equivalent penalties should be enacted.

4.2 Interoperability Between Regional Systems

4.2.1 DSRC Hardware Standards

USDOT FHWA is funding the development of DSRC standards in North America.  This funding is currently supporting standardization of the air interface between the transponder and the reader.  Two national standards organizations are responsible for these standards, the American Society of Testing and Materials (ASTM) and the Institute of Electrical and Electronics Engineers (IEEE).  The ASTM E17.51 Subcommittee for Vehicle-Pavement System is developing a draft set of standards that will permit coordinated use of frequency operating bands, common data link protocols, etc.  The current draft is called “version 7” (References 2 and 3), which is meant to supersede “version 6” (Reference 4),  which was unsuccessfully sent to ballot in late 1996.  Version 6 compatible products are currently deployed in a number of regional electronic screening and electronic toll collection projects.   Although version 7 is not designed specifically to be backwards compatible with version 6 (or any other existing DSRC products), it is currently designed to permit vendors to easily develop dual mode version 6 and 7 products.  System integrators should be able to support migration from existing version 6 deployments to new version 7 deployments.  Version 7 is scheduled to go to ballot in mid 1998.  Table 1 compares the two versions of the draft standard.  Appendix C addresses several Frequently Asked Questions regarding the Draft version 7.

Table 1  Comparison of ASTM Draft Standards

	Parameter
	Version 6
	Version 7

	Hardware Configuration (lights, enunciator, electrical interface, internal memory, etc.)
	Control functions imply some configuration characteristics
	None at this time

	Messages 
	None - no message development conducted in conjunction with version 6 standard
	None in this standard. –Expected to be defined by IEEE Standards Coordinating Committee 32 (P1455)

	International Standard Organization Open System Interconnect Layers 
	1,2 and 7
	Separate standards for layers 1 and 2.  Layer 7 is being developed by IEEE (P1455)

	Layer 1 - Frequency Band
	915 MHz
	Currently developing a 915 MHz standard. Expect to develop a 5.8 GHz version in near future.

	Layer 1 - Operating Modes (Active or Backscatter)
	Active
	Layer 1 standard defines active and backscatter characteristics that can be used to develop active only, backscatter only or active and backscatter equipment

	Layer 2 - Operating Mode 
	Wide area and lane based mode
	Fixed (similar to version 6 wide area mode) and variable mode 

	Status
	Superseded by version 7
	Expected to be balloted in mid 1998

	Available products
	Hughes, Mark IV Fusion
	None currently available.  


Although FHWA funding and leadership will likely result in rapid development of these standards, it is unclear when standard-compliant products will be available.  However, even if the standards were formally adopted in 1998, it would take at least two years for the vendor community to develop products.  Therefore, any request for proposals issued before 2000 will not be able to specify the ASTM standard.  Instead, they should follow the current guidance being provided by FHWA in other federally funded DSRC procurements which is to procure products compatible with ASTM version 6.  This provides technical compatibility with electronic screening projects such as Advantage CVO and Help Prepass as well as some of the border crossing projects.  Furthermore, there are at least two vendors that claim to be ASTM version 6 compliant, providing multiple equipment sources. 

Once equipment complying with the ASTM and IEEE standards is available, then all future hardware procurements should specify adherence to those standards.   The new standards will allow facilities to offer electronic screening and international border clearance to those motor carriers that are currently participating in existing program as well as permit those carriers to use their tags to take advantage of other ITS services.  These services include a large number of fleet management and safety related applications.  

4.2.2 DSRC Standard Message Sets

IEEE is developing message set standards for DSRC.  The CMV Electronic Screening Message set is based on the CVISN DSRC Interface Requirements (Reference 5).  JHU/APL has been working with other regional electronic screening and international border crossing initiatives, under the auspices of IEEE, to develop the message set standard.  Appendix B lists the current working group draft for the CMV Electronic Screening Message Set.  The development of this working draft is substantially complete and there should be only minor deviations, if any, between what’s shown and the final draft.  Draft standards are expected to be available for ballot in mid 1998.  

4.2.3 Information Infrastructure and Exchange

The state CV Information Exchange Window (CVIEW)/Data Mailbox system supports the transfer of safety and credentials information (SAFER-style snapshots and reports) within the state and with the SAFER/Data Mailbox system.  The state CVIEW/Data Mailbox handles information about all carriers, vehicles, and any drivers who operate in the state (both intrastate and interstate operators). 

The CVISN core infrastructure supports the exchange of safety and credentials information between states, and among other stakeholders.  The primary safety-related information systems and networks include the Safety and Fitness Electronic Records system (SAFER)/ Data Mailbox, Commercial Driver License Information System (CDLIS), and Motor Carrier Management Information System (MCMIS).  Other information systems and networks that support law enforcement and credentialing activities, such as NLETS and the motor vehicle titling information system (NMVTIS), may also used to support the exchange and use of safety and credentials information.

The CVISN initiative supports the standardization of dataflows to carry summary (snapshot) safety and credentials information.  These dataflows will provide a consistent basis for automating CVO information exchanges and processing, and to ensure interoperability among existing and developing CVO information systems.  EDI X12 transaction set 285 is used to carry snapshot information.  EDI X12 transaction set 284 is used to carry CV safety report information.

The snapshots convey information about three major entities: carriers, vehicles, and drivers.  To minimize response time to requesters, snapshots will be stored nationally in the SAFER/Data Mailbox system, and within the state in the CVIEW/Data Mailbox system.

4.2.4 Screening Algorithms

Screening algorithms may vary in some ways from state to state due to state regulations, requirements and resources.  Within a state, screening criteria may vary among sites due to station conditions and objectives.  At a given site, screening values may be modified based on traffic conditions and staff availability.  Therefore, it is impractical to require a “uniform” screening policy to achieve interoperability.   

Issues:
1.  Will treatment at a given site vary depending on the type of hardware used in the vehicle?  (e.g. are there benefits or disadvantages of having a transponder that can only provide the transponder ID vs. one that can also provide the carrier and vehicle IDs?)

2.  Carriers want to know how they will be treated in each state in which they choose to participate.
Possible Solution:
1. Screening algorithm(s) and criteria should be disclosed to the carriers to allow them to decide where to participate.

2. Screening algorithms should be designed to benefit participating carriers under normal conditions.  Use of a transponder should be perceived as an advantage not a detriment.

4.2.5 Driver Signaling 

Consistency in driver signals among interoperable systems is required to reduce confusion among drivers and to provide safe operations.  Systems should be designed with uniform signals to the driver.  For example, a poorly designed system may pass a “Red light” (pull-in) to the driver via DSRC when the station is closed, as indicated by variable message signs.  A better design would be to pass a “Green light” or no signal at all for a closed station.  If an inevitable conflict does occur, drivers should be instructed to use the following basic rule:

· Roadway signs and signals always take precedence over in cab notification (ICN) using DSRC.

ICN is relegated to a secondary role since not all vehicles may be equipped with DSRC and the possibility of interference/failure in the communications link.
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Roadside Electronic Screening Vehicle Flow and Screening Interactions
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Appendix B

IEEE P1455 Draft CMV Electronic Screening Message Set Standard

The following excerpt from Reference [7], is the current draft of the CVO Electronic Screening Message Set standard:
8.6  CVO Electronic Screening Message Set
Table 8.6-1 summarizes the messages that have been defined for the CVO Electronic Screening (also referred to as Mainline Screening) application. The remainder of this subsection details the specific formats, conditions, and uses for each message.

	Message Name
	Description

	CMV Screening Identification
	Sets and sends vehicle and cargo data

	CMV Screening Event
	Reports screening event data to the vehicle

	CMV Screening Identification Expanded
	Sets and sends vehicle and cargo data

	CMV Screening Event Expanded
	Reports screening event data to the vehicle


Table 8.6-1: Electronic Screening Message Summary

8.6.1 CMV Screening Identification Message

The CMV Screening Identification message provides the information necessary to conduct electronic screening of commercial vehicles at CV check stations in North America. It is generated by a portable transfer device (e.g., a notebook computer or PDA), stored in the transponder memory and received by the beacon at a CV check station. It is transferred from the transponder to the beacon at mainline speeds. See Table 8.6.1-1.

	Field 
	Data Element Name
	Type
	Constraint

	1
	Carrier-Identity
	IA5string
	Size (4)

	2
	Vehicle-Identity
	IA5string
	Size (17);                              VIN

	3
	Vehicle-CargoType
	IA5string
	Size (6);                 Hazmat Code


Table 8.6.1-1: CMV Screening Identification Message 

ASN.1 Specification:

CMV -Clearance-Identification-Message
::=
SEQUENCE

{


header

Dsrcmsg-Header,

-- Standard Header


carrier-ID

IA5String  (SIZE(4)),
-- Carrier-Identity


vin


IA5String  (SIZE(17)),
-- Vehicle-Identity


cargo-code

IA5String  (SIZE(6))
-- Vehicle-CargoType

}

ASN.1 Sample Values:

CMV -Clearance-Identification-Message
::=
SEQUENCE

{






-- Begin Standard Header


application-ID
2,



-- CVO Application Identifier


message-ID

6,


-- Clearance ID Message Identifier


message-date

0,


-- 1/1/1990


message-length
27,



-- 27 byte message body


message-checksum
'00'H,


-- XOR checksum (not calculated)








-- End Header / Begin Body


carrier-ID




-- 


vin





-- 


cargo-code




-- 

}

ASN.1 PER Encoding:

Bit
Bit Value




Field Definition
0

000010





application-ID

6

00.0110





message-ID

12
0000.00000000.




message-date

24
00011011




message-length

32
xxxxxxxx.




message-checksum









----- [end of Header]

40
to be defined in final revision of this Standard
256






----- [end of Body]

8.6.2 CMV Screening Event Message

The CMV Screening Event message provides information documenting critical parameters of the last screening event. It is generated by the CV check station computer via a DSRC controller, stored in the transponder memory, and received by the beacon at a CV check station. See Table 8.6.2-1.

	Field 
	Data Element Name
	Type
	Constraint

	1
	Vehicle-GrossWeight
	Integer
	

	2
	Scale-Type
	Integer
	(1 .. 15)

	3
	Vehicle-AxleNumber
	Integer
	(2 .. 17)

	4
	Beacon-Identity
	Bit String
	Size (32)

	5
	Mainlineevent-Timestamp
	Integer
	Dsrc-Time                      Size (32)

	6
	Mainlineevent-PullinClearance
	Boolean
	Go/True


Table 8.6.2-1: CMV Screening Event Message

ASN.1 Specification:

CMV-Screening-Event-Message
::=
SEQUENCE

{


header


Dsrcmsg-Header

-- Standard Header


gross-weight

INTEGER

-- Vehicle-GrossWeight


scale-type

INTEGER

-- Scale-Type


axle-number

INTEGER

-- Vehicle-AxleNumber


beacon-ID

BIT STRING (SIZE(32)),
-- Beacon-Identity


timestamp

Dsrc-Time

-- Mainlineevent-Timestamp


pullin-clearance

BOOLEAN

-- Mainlineevent-PullinClearance

}

ASN.1 Sample Values:

CMV-Screening-Event-Message::=


SEQUENCE

{






-- Begin Standard Header


application-ID

2,


-- CVO Application Identifier


message-ID

7,


-- Screening Event Message Identifier


message-date

0,


-- 1/1/1990


message-length

16,


-- 16 byte message body


message-checksum
'00'H


-- XOR checksum (not calculated)








-- End Header / Begin Body


gross-weight

500,


-- 5000 Kg


scale-type

1,


-- Jurisdictional weight


axle-number

4


-- Vehicle-AxleNumber


beacon-ID

‘00020100’H,

-- Agency=2; Serial=256


timestamp

0,


-- 00:00:00 1/1/1970 GMT


pullin-clearance

TRUE


-- Go

}

ASN.1 PER Encoding:

Bit
Bit Value




Field Definition
0

000010





application-ID

6

00.0111





message-ID

12
0000.00000000.




message-date

24
00010000




message-length

32
xxxxxxxx.




message-checksum









----- [end of Header]

40
00000111.110100



gross-weight

54
00.01





scale-type

58
00100





axle-number

63
00000000.00000010.



beacon-ID - Agency component

79
00000001.00000000.



beacon-ID - Serial component

95
00000000.00000000.00000000.00000000.

timestamp

127
1





pullin-clearance

128






----- [end of Body]

8.6.3 CMV Screening Expanded Identification Message

The CMV Screening Expanded Identification message provides information that may become necessary to conduct electronic screening of commercial vehicles at CV check stations in North America and is used in conjunction with the CMV Screening Identification message (see Section 8.6.1). It is generated by a portable transfer device (e.g., a notebook computer or PDA), stored in the transponder memory, and received by the beacon at a CV check station. It is transferred from the transponder to the beacon at mainline speeds. See Table 8.6.3-1.

	Field 
	Data Element Name
	Type
	Constraint

	1
	Vehicle-ComponentIdentity
	IA5string
	Size (17)                               VIN

	2
	Driver-Identity
	IA5string
	Size (20)


Table 8.6.3-1: CMV Screening Expanded Identification Message

ASN.1 Specification:

CMV-Screening-Expanded Identification-Message
::=
SEQUENCE

{


header


Dsrcmsg-Header

-- Standard Header


vehicle-component-ID
IA5String (SIZE(17)),
-- Vehicle-ComponentIdentity


driver-ID

IA5String (SIZE(20))
-- Driver-Identity

}

ASN.1 Sample Values:

CMV-Screening-Expanded Identification-Message
::=
SEQUENCE

{






-- Begin Standard Header


application-ID

2,


-- CVO Application Identifier


message-ID

8,


-- Screening Event Message Identifier


message-date

0,


-- 1/1/1990


message-length

42,


-- 42 byte message body


message-checksum
'00'H


-- XOR checksum (not calculated)








-- End Header / Begin Body


vehicle-component-ID



--


driver-ID




--

}

ASN.1 PER Encoding:

Bit
Bit Value




Field Definition
0

000010





application-ID

6

00.1000





message-ID

12
0000.00000000.




message-date

24
00101010




message-length

32
xxxxxxxx.




message-checksum









----- [end of Header]

40
xxxxxxxx.xxxxxxxx.xxxxxxxx.xxxxxxxx.

vehicle-component-ID


xxxxxxxx.xxxxxxxx.xxxxxxxx.xxxxxxxx.


xxxxxxxx.xxxxxxxx.xxxxxxxx.xxxxxxxx.


xxxxxxxx.xxxxxxxx.xxxxxxxx.xxxxxxxx.


xxxxxxxx.

176
xxxxxxxx.xxxxxxxx.xxxxxxxx.xxxxxxxx.

driver-ID


xxxxxxxx.xxxxxxxx.xxxxxxxx.xxxxxxxx.


xxxxxxxx.xxxxxxxx.xxxxxxxx.xxxxxxxx.


xxxxxxxx.xxxxxxxx.xxxxxxxx.xxxxxxxx.


xxxxxxxx.xxxxxxxx.xxxxxxxx.xxxxxxxx.

336






----- [end of Body]

8.6.4 Expanded Event Message

The CMV Screening Expanded Event message provides information documenting potentially critical parameters of the last screening event and is used in conjunction with the CMV Screening Event message (see Section 8.6.2). It is generated by the CV check station computer via a DSRC controller, stored in the transponder memory, and received by the beacon at a CV check station. See Table 8.6.4-1.

	Field 
	Data Element Name
	Type
	Constraint

	1
	Vehicle-AxleWeight
	Integer
	(0 .. 4536);              10kg steps

	2
	Vehicle-AxleSpacing
	Integer
	(0 .. 62);               .5 meter steps


Table 8.6.4-1: CMV ScreeningExpanded Event Message

ASN.1 Specification:

CMV-Screening-Expanded Event-Message
::=
SEQUENCE

{


header


Dsrcmsg-Header

-- Standard Header


axle-weight

INTEGER,

-- Vehicle-AxleWeight


axle-spacing

INTEGER

-- Vehicle-AxleSpacing

}

ASN.1 Sample Values:

CMV-Screening-Expanded Event-Message
::=
SEQUENCE

{






-- Begin Standard Header


application-ID

2,


-- CVO Application Identifier


message-ID

9,


-- Screening Event Message Identifier


message-date

0,


-- 1/1/1990


message-length

8,


-- 8 byte message body


message-checksum
'00'H


-- XOR checksum (not calculated)








-- End Header / Begin Body


axle-weight

100,


-- 1000 kg


axle-spacing

4


-- 4  meters

}

ASN.1 PER Encoding:

Bit
Bit Value




Field Definition
0

000010





application-ID

6

00.1001





message-ID

12
0000.00000000.




message-date

24
00001000




message-length

32
xxxxxxxx.




message-checksum









----- [end of Header]

40
00000000.0000




axle-weight

52
0001.00





axle-spacing

58
xxxxxx





octet alignment pad

64






----- [end of Body]

Appendix C

FAQ About DSRC Air-Interface Standard

(ASTM E17.51, v7)

1. What is ASTM  Draft 7 (E17.51,v7)?:  ASTM Draft 7 is a new North American DSRC physical and data link layer standard being developed by the American Society for Testing Materials (ASTM).  The FHWA is providing funding to both ASTM and the Institute of Electrical and Electronics Engineers to develop the complete North American DSRC air interface standard, which consists of a physical, data link and application layer.  Currently, there is no national or North American DSRC standard.  

2. What about ASTM Draft 6?:  ASTM Draft 6 was sent to ballot in mid 1996.  The ballot was rejected for a number of reasons.  One of the primary reasons given by ASTM subcommittee members was that the standard was based on a single vendor’s product.  (Hughes Transportation Management Systems)  

3. What’s covered by the ASTM Draft 7 standard and what does it mean to me?:  The standard is composed of a physical layer which describes the RF communications (frequency, power, etc) and a data link layer (protocol, message structure).  For most users, the details are unimportant, they need only be concerned with which standards are adhered to. 

4. So what do you think Draft 7 will look like?:  Draft 7 will not precisely match any existing standards or products (Draft 6, draft CEN standard).  However, it will have elements of certain draft standards in order to promote compatibility with those standards.  

5. What does “allow backwards compatibility but not require” imply?:  New vendors could enter the market and not have to provide backwards compatibility with any existing products.  Existing vendors would not have to be compatible with their competitor’s hardware or even their own.  However, our opinion is that most existing vendors would probably either offer backwards compatibility or a migration path between product lines.  From a marketing standpoint, it would be foolish for vendors to abandon their existing customer base and expect to make any new sales.  Furthermore, the ASTM subcommittee, which is composed of users as well as vendors, is acutely aware of the need to support existing DSRC deployments.  Therefore, the standard will have modes/operating concepts that will permit existing equipment to co-exist with future deployments of Draft 7 and provide the ability to easily develop equipment which supports Draft 7 as well as their existing products.  No currently deployed equipment should become obsolete when the Draft 7 standard is formally adopted.

6. When will Draft 7 be adopted and products available?:  If all goes well, Draft 7 may be ready for ballot by the middle of  1998.  It is not clear how long the balloting process will take.  In addition, there will be product development, testing and validation that must be performed before vendors can offer Draft 7 equipment.  Therefore, an optimistic estimate of product availability would be 2001. 

7. What should we buy?:  ASTM Draft 6-compliant equipment is recommended for deployments until Draft 7 equipment becomes available.  This hardware has already been successfully deployed and will provide equipment compatibility with other major CVO initiatives such as Advantage CVO, HELP Prepass and international border crossings operational tests.  Note that there are at least two vendors who currently develop equipment compatible with Draft 6.  When Draft 7 equipment becomes available, procurements should require conformance to the Draft 7 standard.  In addition and as required, procurement specifications may also need to include backwards compatibility requirements.

8. Should we delay our plans and wait for Draft 7?:  No.  As we mentioned earlier, widespread availability of Draft 7-compliant products may be several years away and vendors will probably provide either backwards compatibility or a migration path to their existing customer base. 

9. What if you’re wrong and there is no migration path?:  You will still have a system clearing trucks based on Draft 6 hardware.  Screening policies, operations and implementation issues are more complicated items that will be demonstrated and tested.

10. What about the cost of replacing the readers and tags?:  We’ll address the worst case, where there is no migration path from Draft 6 hardware, and all the readers and tags have to be replaced.  Tags have a limited lifetime of several years and will eventually have to be replaced anyway.  Readers aren’t cheap but are really a small fraction of the total system cost.  We feel the more critical items are the interfaces and infrastructure.  If these are designed properly, then the upgrade cost can be limited to just the reader/tag hardware.

Appendix D

Summary Viewgraphs

A set of viewgraphs which summarize the contents of this white paper are attached.  These viewgraphs may be used during briefings of this subject.
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